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1. Introduction

The IPTV network announces its contents, and routes the service request from the terminal to the appropriate server.  And the network manages its resources to optimize the delivery service.  For these activities, the network should have some content identification and referencing scheme.

The ‘IPTV Network Control Aspects’ addresses need for user, customer and subscriber identification in the section ‘Identification aspects’.   But it doesn’t mention any requirement or policy for content identification and referencing.
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Figure 1 Content Delivery Network Example

2. Proposed Text

The IPTV service providers acquire, encode, and protect content. And then they deploy content to their delivery platforms. The network deploys content to multiple locations and utilizes various mechanisms, such as server-load balancing, content caching, request routing, to optimize the content delivery. 

The IPTV network controls, manages and makes provision to optimize the service for various types of resources.  For these activities, the IPTV network may utilize 5 types of content identifications. 

· Content ID(CID) - Individual content should be identified with a unique identification.  This identification would be used for transactions between SP and CP.  CP will issue this identification.

· Content Reference ID(CRID) - Some content can be serviced in various formats by various IPTV operators.  A movie is unique.  But, when serviced SD and HD format by 2 operators, a terminal should specify which operator’s and which format to be serviced.  User would use this identification for content searching and selection.

· Locator - A user selects the content and operator with aid of some content navigation application such as EPG and ECG.  But, the actual location of the selected content can be changed by the operator’s provision and management activities.  It depends on time and space.  And some content comprise of multiple media streams. For example, a movie can be streamed with a video stream and an audio stream.  So we need different content identifications, one for user selection process and the other for streaming.  A locator specifies where the content to be acquired and how to request it. This identification would be used for requesting the session establishment.

· Physical Locator – The location specified in locator may be the same with the actual server location.  But, used with CDN technologies, the requests can be routed to different servers with different IP addresses.  This identification would be used for routing the service request and could be known to the relevant domains and/or the terminal. 

· Internal Locator – when a load-balancing switch with a number of servers, the servers are known with a single IP address.  But each server has a unique IP address internally.  This identification would be used for the operator’s internal provision or management activities and would be known only inside the operator’s domain.

[Note : the terms, CRID and Locator, are introduced in TV-Anytime specifications.]

The IPTV network may target and restrict content items based on user profiles, preferences and end-device capabilities. And it allocates the servers and routes the signalling messages to the appropriate servers.

The IPTV network may convert the content identifications as shown in Figure 2.  The actual conversion depends on the service, the operator’s policy and implementation of the network.

CRID can be issued as a result of the operator’s content provisioning.  When a user select the content identified with CRID, the network determines the locator as the best resource for service, considering user/terminal profile and preference, user location, network type and content deployment status including geographic information.  

The terminal requests the service with locator.  On the request from the terminal, the network assigns a server based on network topology, network status and server load.  And the network routes the request to the assigned server represented by the physical locator.  

When the assigned server is a cluster of servers, which is known as single entity to outside of a domain, the request will be routed again in the domain.  The network assigns the actual server based on network status and server load and routes the request internally. 
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Figure 2 Example of Content Identification Conversion

3. Related Requirements

· IPTV_MID_100: The IPTV Architecture shall define a standard reference point for the start of the IPTV service which must include standard representation of content, identification, and metadata. [IIF.ARCH.OPERATOR.04]

· IPTV_QoS_028: The IPTV Architecture shall provide the capability for management of capacity on the services and network elements. [IIF.ARCH.SERVICE.07]

· IPTV_ARC_052: The IPTV Architecture may provide mechanisms to capture and utilize user profiles and preferences to target/restrict content items. [IIF.ARCH.SERVICE.14]

· IPTV_ARC_030: The IPTV Architecture shall support the decomposition of the network into geographical sub-domains. [IIF.ARCH.CONTEXT.02]

· IPTV_NET_033: The IPTV Architecture solution should include interfaces that allow service elements within the architecture to obtain information about the location of the end-user’s end-point. [IIF.ARCH.OPERATOR.18]

· IPTV_MID_065: The IPTV Architecture shall provide a means to avoid sending to an ITF content that is unable to be consumed. [IIF.ARCH.CONTENT.01]

· IPTV_ARC_065: The IPTV Architecture shall provide a mechanism that allows service signalling messages to be routed based on the capabilities of the end-user and/or the application servers available to provide services. [IIF.ARCH.NETWORK.07]

4. References
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[3] ETSI TS 102 822-4, “Broadcast and On-line Services: Search, select, and rightful use of content on personal storage systems (“TV-Anytime”); Part 4: Content referencing”, V1.2.1, Jan. 2006.

5. Proposal

We propose to add the content identification and referencing issues in “Identification aspects” section, and to use the “proposed text” section in this contribution as an introduction text.
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