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Abstract
  The current WG 1 working document “IPTV Service Requirements” contains very detailed requirements for network and control aspects. WG 1 should focus on high-level requirements, and such detailed requirements should be transferred to WG 4 for discussion by the experts on network control.
1. Introduction

  The current WG1 working document on “IPTV Service Requirements” is FG IPTV-C-0260. It was produced by gathering the requirement texts from the ATIS IIF document. Therefore, very detailed requirements of network control are included. On the other hand, WG 4 is now working on the requirements for network control. To align the work between these two working groups, WG 1 should focus on high-level requirements. The work on detailed requirements for network and control aspects should be transferred to WG 4, and the experts in WG 4 should discuss such detailed requirements.
2. Discussion

  FG IPTV-C-0260 contains various levels of requirements. Some of them are high-level service requirements suitable for WG 1 consideration, but some of them are too detailed for discussion in WG 1. Reorganization of the document structure is needed to improve readability. For example, section 5.4 Requirements for Network and Control Aspects contains more than 100 requirements. That is too many high-level service requirements to be included in the service requirements document. We, therefore, propose transferring the detailed requirements to appropriate working documents studied in other working groups, such as WG 4.
For extracting the detailed requirements to be discussed in WG 4, the preliminary review by WG 4 should be useful. If WG 4 indicates its view on the classification of the requirements in section 5.4 and proposes the list of detailed requirements to be handled in WG 4, WG 1 could speed up the review of the working document and both working groups could minimize the misalignment on the requirements for network and control aspects.
 Following detailed requirements should be discussed and be transferred to WG 4.
	Requirements
	Comments

	IPTV_NET_028: IPTV network can support a service selection mechanism with RTSP, IGMP [DVB].
	Solutions are proposed, so review by WG 4 is needed

	IPTV_NET_039: The IPTV Architecture shall provide a mechanism for the ITF to synchronize between different content streams. [IIF.ARCH.OPERATOR.28]
	Relation to network is unclear, so review by WG4 is needed

	IPTV_NET_060: There are some different data transmission ways: unicast, multicast and broadcast. In current IPTV architecture, each transmission has a corresponding network model. For unicast, the corresponding network model is C-S model. For multicast/broadcast, corresponding network model is a multicast/broadcast tree.
	Unclear, so review by WG4 is needed

	IPTV_NET_062: Should not preclude service continuity over different network
	Unclear, so review by WG4 is needed

	IPTV_NET_063: The design, deployment and operation of IPTV services across several yet distinct operators' domains must rely upon the activation of fully interoperable link layer, network layer, transport layer protocols for seamless service continuity purposes.
	Too detailed

	IPTV_NET_065: The IPTV Architecture should specify the use of existing standards and/or protocols to assign IP-addresses and subnet masks to an attaching user’s device -- e.g., DHCP. [IIF.ARCH.OPERATOR.15]The IPTV system shall support existing naming, addressing and numbering schemes (including multicast).
	A solution is proposed as an example, so review by WG 4 is needed

	IPTV_NET_066: Provide NAT traversal
	A solution is proposed , so review by WG 4 is needed

	IPTV_NET_069: The Multicast Feature of IPTV Bearer Network should construct the multicast service distribution tree in the backbone network

IPTV_NET_070: The Multicast Feature of IPTV Bearer Network should be adaptive to the changes of backbone network unicast routing

IPTV_NET_071: Stream session control protocol should support cross server session

IPTV_NET_072: Stream session control protocol should support representation of position in frame

IPTV_NET_073: Stream session control protocol should support carrying authentication/authorization token

IPTV_NET_074: Stream session control protocol should support carrying message signature
	Too detailed

	IPTV_NET_075: IPTV receiver should select at least one version amongst several versions of the IPTV content following its own decision as well as condition.
	Relation to network is unclear, so review by WG4 is needed

	IPTV_NET_076: Provide multicast address requirements of IPTV Network
	Unclear, so review by WG4 is needed

	IPTV_NET_077: One multicast group address representing a IPTV channel

IPTV_NET_078: The multicast address of IPTV stream should interconnect some broadcasting service sources across multiple multicast bearer domains 

IPTV_NET_079: The multicast address of IPTV stream coming from other domains should be optionally changed before entering local domain

IPTV_NET_080: The multicast address of IPTV stream should arrange the inquiry and registration on the PORTAL of carrier-provided Multicast Address and Service Control Platform

IPTV_NET_081: Check the situation of this multicast address from multicast address policy controller
	Too detailed

	IPTV_NET_083: The IPI-4a Interface, if supported, shall comply with the appropriate standard DSL specifications. [IIF.ARCH.HOME.10]

IPTV_NET_084: The IPI-4b Interface, if supported, shall comply with the appropriate IEEE 802.3 standard specifications. [IIF.ARCH.HOME.11]

IPTV_NET_085: The IPI-4c Interface, if supported, shall support the transport of digital information, in packet format, over RF carriers over coax. [IIF.ARCH.HOME.12]

IPTV_NET_086: The RF carrier(s) utilized to carry the digital information over the IPI-4c Interface shall not interfere with the standard CATV RF plan within the residence. To clarify further, the new RF carrier(s) used for the IPTV service shall either operate below the CATV-defined RF spectrum or above it. [IIF.ARCH.HOME.13]

IPTV_NET_087: The IPTV Architecture shall specify one or more fixed wireless instantiations of the IPI-4d interface. [IIF.ARCH.HOME.14]

IPTV_NET_088: The IPTV Architecture shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. [IIF.ARCH.HOME.15]
	Review from access network viewpoint is needed

	IPTV_NET_104: If IP transmission over power lines is supported in the Home Network, the IPTV Architecture shall support one or more instantiations of the IPI-1a interface. [IIF.ARCH.HOME.42]

IPTV_NET_105: If Ethernet over point-to-point CAT5 copper interface is supported in the home network, the IPI-1b Interface shall comply with standard IEEE 802.3 10/100/1000BaseT specifications. Multiple instances (multiple lines) could exist between the DNGF and the different devices implementing the ITFs. [IIF.ARCH.HOME.43]

IPTV_NET_106: If Ethernet over copper telephony wiring is supported in the home network, the IPI-1c Interface shall comply with standard HomePNA over copper specifications, per ITU-T G.9954. IIF.ARCH.HOME.44

IPTV_NET_107: If coaxial HNS networking is supported in the home network, the IPI-1d interface shall comply with coaxial transport specifications listed below: [IIF.ARCH.HOME.45]

I)
The first is based on HomePNA 3.0, per ITU-T G.9954. 

II)
The second is based on a recommendation offered by the Multimedia over Coax Alliance (MoCA), which is a consortium of companies and not a formal standards organization. More information can be found at < http://www.mocalliance.org >.

III)
The third is based on TVnet technology offered by Coaxsys, which argues for a simple solution that does not require software to operate.

NOTE - There are at least three competing technologies for the transport of digital data over coax.

IPTV_NET_108: If wireless HNS interface is supported in the home network, the IPI-1e Interface shall comply with standard WiFi specifications, per 802.11 a/g/n. [IIF.ARCH.HOME.46]

The IPTV Architecture shall support the ability for the ITF to support channel change functionality.  [IIF.ARCH.HOME.54]

IPTV_NET_109: The IPTV Architecture shall support the ability for the DNGF to support channel change functions between the ITF and service provider. [IIF.ARCH.HOME.55]

IPTV_NET_110: The IPTV Architecture shall support the ability to provision the DNG and ITF remotely. [IIF.ARCH.HOME.56]

IPTV_NET_111: The IPTV Architecture shall support the ability to collect status information from the DNG and ITF remotely. [IIF.ARCH.HOME.57]

IPTV_NET_112: The IPTV Architecture shall provide mechanisms for transport of time of day to the Home Network. [IIF.ARCH.HOME.58]
IPTV_NET_113: The IPTV Architecture shall identify circumstances under which a frequency distribution protocol may be required to support aspects of IPTV services. [IIF.ARCH.HOME.59]
IPTV_NET_114: Where the Home Network transports multiple latency sensitive traffic types (e.g., the IPTV service and frequency distribution protocols, or time distribution protocols), these protocols and the Home Network infrastructure should be configured such that they do not impact the latency requirements of each service. [IIF.ARCH.HOME.60]

IPTV_NET_115: The IPTV Architecture should support the ability for the DNGF to perform the bandwidth management of all HNS networks attached to the DNG. [IIF.ARCH.HOME.30]

IPTV_NET_116: The IPTV Architecture shall support the ability for the DNGF to be the arbitrator for local traffic traversing from one HNS network to another HNS network, attached to the DNG. [IIF.ARCH.HOME.31]

IPTV_NET_117: The IPTV Architecture should support the ability for the DNGF to perform call admission functions to protect the home network from excessive and harmful traffic on any HNS, between two HNSs attached to the DNG, and between any HNS and any DN. [IIF.ARCH.HOME.32]

IPTV_NET_118: The IPTV Architecture should support the ability for the DNGF to perform policing functions on incoming traffic and drop offending traffic to protect the home network. [IIF.ARCH.HOME.33]

IPTV_NET_119: The IPTV Architecture shall support the ability for the DNGF to enforce proper queuing, scheduling, and prioritization mechanisms to guarantee the processing of higher priority flows and to meet SLA on traffic from the end-user network to the delivery network. [IIF.ARCH.HOME.34]

IPTV_NET_120: The IPTV Architecture shall support the ability for the DNGF to route IP traffic based on provision-able/manageable mechanisms to guarantee QoS for different service classes. [IIF.ARCH.HOME.35]

IPTV_NET_121: The IPTV Architecture shall support the ability for the DNGF to support IP filtering functions to prevent selected local multicast traffic on the HNS from appearing on the DN. [IIF.ARCH.HOME.36]

IPTV_NET_122: The IPTV Architecture shall support the ability for the DNGF to map downstream traffic to corresponding local flows to provide QoS for the different services. This includes L3 to L2 mapping, based on the local HNS. [IIF.ARCH.HOME.37]

IPTV_NET_123: The IPTV Architecture shall support the ability for the DNGF to map upstream traffic generated by the end-devices to corresponding outgoing flows to provide QoS for the different services. This includes L2 to L3 mapping. [IIF.ARCH.HOME.38]

IPTV_NET_124: The IPTV Architecture shall support the ability to provision the DNGF with QoS rules that govern traffic mapping (upstream or downstream) for the different services. [IIF.ARCH.HOME.39]

IPTV_NET_125: The IPTV Architecture shall support the ability of the DNGF to classify traffic based on factors such as: [IIF.ARCH.HOME.40]
	Too detailed


3. Proposal

  Based on the above discussion, this contribution proposes transferring some of the requirements in the WG 1 working document “IPTV Service Requirements” to the WG 4 working document “Requirements of IPTV Network Control Aspects” for consideration in WG 4. For this purpose, WG 4 should review section 5.4 of the WG 1 working document “IPTV Service Requirements” and propose a list of requirements to be transferred to WG 4. This contribution also proposes a list of candidate requirements to be transferred to WG 4.
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