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1 Introduction
This contribution discusses a method for channel zapping which minimizes the associated delay.
2 Discussion
2.1 General discussion
In Figure 1, we give a simple prototype for IPTV LTV service. Before the terminal can get the media flow for a different channel, it may need interact with the media server using specific signaling (such as HTTP, RTSP, even SIP if IMS is used as session control layer) to get the addresses of the source of the media flow and the destination multicast addresses (MAs) of the media flow if LTV service is provided in IP multicast techniques. If the content is protected by some service protection mechanisms, then the encryption materials may also need transfer in the signaling interaction procedure.
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Figure 1. A simple prototype for IPTV usage

After the terminal gets the needed parameters (e.g. MAs of channels, encryption material to decode the content, etc), it may need to initiate multicast activation procedures that are different in specific access networks in order to join the multicast group. In xDSL scenarios, the terminal may need to initiate an IGMP join request to BRAS; in MBMS network, in addition to the IGMP join request, a MBMS context activation procedure may need to be executed in order to establish a path for multicast transferring;  In these procedures, authentication may need to be applied to the multicast join/leave request. After all these procedures, the terminal may then get the media flow it requests.
From the scenarios described above, it can be seen that delays will be introduced in different steps, such as the delay from signaling interaction, the media transferring delay from transport layer, the authenticating delay in access network or media server, so that the overall delay experienced by the user is the sum of: 
· the delay from signaling interaction

· the media transfer delay from transport layer

· the authentication delay in the access network or media server

When a user changes a channel, these delays will influence his user satisfaction.
2.2 Channel zapping control
A method is described here to address the factors discussed above.
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Figure 2. The principle of proposed method
Figure 2, shows the principle of the proposed method. In the Figure, only the relationship of  Terminal and Media server is considered. 
There are two media flows between terminal and Media Server. One is for transferring the media flow of the current channel that the user watching, and the other is for transferring the media flow for supporting channel zapping (the Channel Zapping Flow is abbreviated to CZF below), which may include one or more media streams for different channels. These two media flows can be set up using a normal service request in the first user request procedure or by other possible means. After that, these two media flow are all sent from the media server to the terminal in multicast mode. 
If a user doesn’t make a channel change, the CZF can be dropped silently after being received by the terminal. However, when the user does make a channel change, the normal service request procedure will be applied; there will have a delay due to the signaling interaction and the transmission for the media flow of target channel being sent from the media server to terminal. During this period, the CZF continues to be sent to the terminal, and this media flow is then used to render the screen before the normal media flow for the target channel can be received and decoded by terminal.
The described CZF can be sent out from the media server in multicast mode regardless of whether the user requests it or not. The media server that provides the CZF may be different from the one/ones that provide the normal media flows of channels. In multicast mode, the bandwidth of the core transport network can be saved.. To reduce the load on the access network or save user bandwidth on the access line, the bit-rate of CZF should be controlled in a reasonable range.

How the CZF will be constructed is still an open issue for WG4 discussion.
3 Proposal
It is proposed to discuss this contribution and accept section 2.2 into the working document. A new section "7.4.1 Channel zapping control" in section 7.4 is recommended to accommodate the channel zapping issue.
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