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Abstract

This contribution proposes changes to sub-clause 5.4 of FG IPTV – C-0260, working document on IPTV services requirements.
Background
At the most recent FG IPTV e-meeting, i.e. 18-21 December 2006, significant progress was made and a better document was produced.
Discussion

Sub-clause 5.4 provides list of requirements for network and control aspects. Significant work was done during the December e-meeting to improve the document’s quality. This was mainly achieved however accuracy and relevance of some of the statements needs further discussion and verification. This contribution proposes some changes which is hoped to enhance accuracy of texts in this sub-clause.  
Reference
FG IPTV-C-0260 (22-26 January 2006), working document: IPTV services requirements
Proposal:
It is proposed to replace content of sub-clause 5.4 with the following.

5.4 Requirements for Network and Control Aspects

IPTV_NET_001: The IPTV architecture should provide the capability to support multicasting, bounded and unbounded, and unicasting together with interactive control 




IPTV_NET_005: The IPTV architecture should provide the capability to support means for error handling  

IPTV_NET_006: The IPTV architecture should provide the capability to support peer-to-peer IPTV services 
IPTV_NET_007: The IPTV architecture should provide the capability for Distributed Lookup and Service Reliability

IPTV_NET_008: The IPTV architecture should provide the capability for Topology-awareness Operability and Manageability




IPTV_NET_011: IPTV should provide management capability ????
IPTV_NET_012: Support delivery mechanisms for interactive control 

Contributor’s note: it is not clear what is meant by interactive control
IPTV_NET_013: Shall support bi-directional communications to many terminals to provide interactive control


IPTV_NET_015: The IPTV Architecture shall support mechanisms, inhibitors, and interfaces for the ITF to control the streaming of video content -- i.e trick modes. [IIF.ARCH.SERVICE.03]

IPTV_NET_016: The IPTV Architecture may support a PVR/DVR function residing in either the end-user or service provider networks which supports content streaming control. [IIF.ARCH.SERVICE.04]
IPTV_NET_017: The IPTV Architecture shall provide mechanisms for the ITF to decode EAN messages which communicate the following information [IIF.ARCH.SERVICE.42]:  

· A unique tag identifying the EAN event. This allows end devices to determine whether the event is new or a duplicate.

· Originator of the EAN message.

· EAN Priority (National, State, or local).

· EAN Text for graphic overlay on current user programming

· Network address (assumed to be IP multicast address) of Emergency Alert Video and associated audio.

· Target Location ID -- this is the geographic area that is compelled to handle the EAN it consists of State and county code. If the priority is National, then all areas are compelled to process the EAN.

· Exempted Channels -- the ID of content streams that are empted from the alert because they are direct processors of the EAN such that their content stream will contain the EAN without any intervention from the service provider.

· An option to set a trigger for the start time and either duration or end time of the EAN. 

IPTV_NET_018: The IPTV Architecture shall provide mechanisms to support parental controls and the content rating system as required by the FCC rules. [IIF.ARCH.SERVICE.45]

IPTV_NET_019: The IPTV Architecture shall support the acquisition of content encoded with content advisories per ATSC A/65. [IIF.ARCH.SERVICE.46]

IPTV_NET_020: The IPTV Architecture shall provide mechanisms to support the users' ability to screen content based on content advisories. [IIF.ARCH.SERVICE.47]

IPTV_NET_021: The IPTV Architecture shall have the capability to support insertion of appropriately scoped advertisements -- e.g., geographically or demographically. [IIF.ARCH.SERVICE.48]

IPTV_NET_022: The IPTV Architecture shall support mechanisms for targeted advertising. [IIF.ARCH.SERVICE.49]

IPTV_NET_023: The IPTV Architecture should support mechanisms for insertion of advertising content in non-video services. [IIF.ARCH.SERVICE.50]

IPTV_NET_024: The IPTV Architecture shall provide mechanisms to support the enforcement of parental controls in a manner consistent with ratings defined by recognized content advisory boards. [IIF.ARCH.SERVICE.59]
IPTV_NET_025: The IPTV Architecture shall provide mechanisms for the service provider to support the enforcement of parental controls on a user profile basis or a policy basis -- e.g., time limit. [IIF.ARCH.SERVICE.60]

IPTV_NET_026: The IPTV Architecture shall provide mechanisms to address notification messages to all, multiple, or a single user. [IIF.ARCH.SERVICE.61]

IPTV_NET_027: The IPTV Architecture shall have a mechanism to listen for notification messages, and display notifications to the user based on pre-set preferences -- e.g., do not disturb, service operator override. [IIF.ARCH.SERVICE.62]

Contributor’s note: the following requirement is implementation specific

IPTV_NET_029: IPTV network shall provide network time services for logging.  ??????
Contributor’s note: the following requirement is addressed in other parts of the document

IPTV_NET_031:  The IPTV architecture  should provide congestion avoidance mechanism.
5.4.1 Network Requirements

IPTV_NET_032: The IPTV Architecture shall support the management and enforcement of the service providers' transport policies by the network provider. [IIF.ARCH.OPERATOR.17]

IPTV_NET_033: The IPTV Architecture solution should include interfaces that allow service elements within the architecture to obtain information about the location of the end-user's end-point. [IIF.ARCH.OPERATOR.18]

IPTV_NET_034: If the IPTV Architecture includes mechanisms for accessing end-user location information, those mechanisms should comply with emerging standards for such information -- e.g., emerging ITU-T NGN standards for Network Attachment Control Function (NACF) interfaces. [IIF.ARCH.OPERATOR.19]

IPTV_NET_035: The IPTV Architecture shall define mechanism to appropriately distinguish different forms of traffic -- e.g., data and voice. [IIF.ARCH.OPERATOR.21]

IPTV_NET_036: The IPTV Architecture shall provide a mechanism for the service provider to authenticate the source of content. [IIF.ARCH.OPERATOR.22]

IPTV_NET_037: The IPTV Architecture shall support a mechanism for building associations between the non-video services and other stream types such as video and audio programs. [IIF.ARCH.OPERATOR.23]

IPTV_NET_038: The IPTV Architecture shall support a mechanism for identifying the classification of the non-video service (Independent, Real Time, and Synchronized). [IIF.ARCH.OPERATOR.24]

IPTV_NET_039: The IPTV Architecture shall provide a mechanism for the ITF to synchronize between different content streams. [IIF.ARCH.OPERATOR.28]

IPTV_NET_040: The IPTV Architecture shall support the following triggers: [IIF.ARCH.OPERATOR.29]

· Time In – Time used to trigger the consumption of the non-video service. 

· Time-out – The time to stop the use of the object.

· Time-in and Time-out can also be used to indicate the window of relevance for the non-video service.  For instance, IPG data would use this to indicate that the entries cover a specific time window. 

IPTV_NET_041: The IPTV Architecture shall support the following flags: [IIF.ARCH.OPERATOR.30]

· Mandatory – The non-video service can not be ignored.

· Discretionary –The ITF may choose to ignore the non video service.

· Advertisement – Declares the non-video service to be an advertisement.

· Unsolicited – The data is not in response to a user request.

· Disposition – This indicates what should be done with the non-video service once it has been consumed.  The disposition flag has several values including:

· Delete.

· Acknowledge – Send a message to the originator indicating it has been consumed.

· Persist - Stay resident for subsequent use, includes an expiration time (which may be a value indicating never).

IPTV_NET_042: The IPTV Architecture shall be robust in the presence of Denial of Service (DoS) attacks on or initiated by other devices in the home network. [IIF.ARCH.OPERATOR.36]

IPTV_NET_043: The IPTV Architecture shall be resistant to DoS attacks targeting the IPTV service infrastructure. [IIF.ARCH.OPERATOR.37]

IPTV_NET_044: The IPTV Architecture shall be hardened against attacks on any multicast capabilities. [IIF.ARCH.OPERATOR.38]

IPTV_NET_045: The IPTV Architecture shall provide the capability for the ITF device to re-establish service without end-user intervention in the event of network outages.  [IIF.ARCH.OPERATOR.42]

IPTV_NET_046: For infrastructure components with device failure rates that are not insignificant, the IPTV service architecture shall provide redundancy and failover mechanisms. [IIF.ARCH.OPERATOR.43]

IPTV_NET_047: The IPTV Architecture shall support an option to provide a frequency reference from the Network Provider to the Service Provider that is traceable to national frequency standards. [IIF.ARCH.OPERATOR.44]

IPTV_NET_048: The IPTV Architecture shall support an option to provide a time reference from the network provider to the service provider that is traceable to national time standards. [IIF.ARCH.OPERATOR.45]

IPTV_NET_049: Where the network provider transports multiple latency sensitive traffic types (e.g., the IPTV service and frequency distribution protocols, or time distribution protocols), these protocols and the network infrastructure should be configured such that they do not impact the latency requirements of each service. [IIF.ARCH.NETWORK.19]

IPTV_NET_050: The IPTV Architecture may require the ITF to provide mechanisms to detect and report service consumption events that are not detectable elsewhere in the IPTV infrastructure. [IIF.ARCH.HOME.53]
5.4.1.1 Core & Metro Networks

TBD
5.4.1.2 Access Network

TBD

5.4.1.3 Management

TBD

5.4.2 Control protocol & signalling

IPTV_NET_054: The IPTV Architecture shall provide a means of signalling end users as to the occurrence of an Emergency Alert Notification (EAN) regardless of the services currently being consumed by the end user. [IIF.ARCH.SERVICE.39]

Contributor’s note: Needs to have clear explanation of stating what is meant by “transport protocol” in the following highlighted requirements.
Requirements of transport protocol 

IPTV_NET_055: Transport protocol should support frame awareness

IPTV_NET_056: Transport protocol should support frame awareness based trick mode

IPTV_NET_057: Transport protocol should support physical server aware client

IPTV_NET_058: Transport protocol should support session based packet filtering
5.4.2.1 Roaming and Service Handover for mobility
IPTV_NET_059: Support nomadism of End System

5.4.2.2 Service transparency (network abstraction)

Unified service architecture

Contributor’s note: The following is not a requirement and should be removed.


IPTV_NET_062: The IPTV architecture should not preclude service continuity over different networks 

IPTV_NET_063: The design, deployment and operation of IPTV services across several yet distinct operators' domains must rely upon the activation of fully interoperable link layer, network layer, transport layer protocols for seamless service continuity purposes.
5.4.3 Naming, addressing, and identification aspects

IPTV_NET_064: The IPTV Architecture shall support a mechanism for assigning IP-addresses and subnet masks to an attaching DNG. [IIF.ARCH.OPERATOR.14]

Contributor’s note: The following is not a requirement and should be removed.

IPTV_NET_066: The IPTV Architecture shall provide a mechanism for NAT traversal. [IIF.ARCH.NETWORK.11 ]
5.4.4 Routing and multicast session control 

IPTV_NET_067: The IPTV Architecture shall support multicast means of communication to all end users. [IIF.ARCH.SERVICE.40]

IPTV_NET_068: The IPTV Architecture shall allow the service provider to utilize the network providers' multicast delivery capabilities. [IIF.ARCH.OPERATOR.25]

Contributor’s note: It is not clear what is meant by “Bearer” and “backbone” networks. This should be clarified, if not the two requirement below should be removed.
IPTV_NET_069: The Multicast Feature of IPTV Bearer Network should construct the multicast service distribution tree in the backbone network

IPTV_NET_070: The Multicast Feature of IPTV Bearer Network should be adaptive to the changes of backbone network unicast routing

Contributor’s note: The following four requirements are implementation specific and should be removed




5.4.5 Content distribution

5.4.5.1 Multicast and Broadcast distribution

Contributor’s note: the following 7 requirements should be re-written clearly after it is known what is meant by different domains and Portals or be removed.
IPTV_NET_075: IPTV receiver should select at least one version amongst several versions of the IPTV content following its own decision as well as condition. 

IPTV_NET_076: Provide multicast address requirements of IPTV Network

IPTV_NET_077: One multicast group address representing a IPTV channel

IPTV_NET_078: The multicast address of IPTV stream should interconnect some broadcasting service sources across multiple multicast bearer domains 

IPTV_NET_079: The multicast address of IPTV stream coming from other domains should be optionally changed before entering local domain

IPTV_NET_080: The multicast address of IPTV stream should arrange the inquiry and registration on the PORTAL of carrier-provided Multicast Address and Service Control Platform

IPTV_NET_081: Check the situation of this multicast address from multicast address policy controller
5.4.6 Home Network

Contributor’s note: In the following requirements there are references to interfaces IPI-n where n is an integer number. These interfaces should be explained and defined or otherwise all requirements refereeing to them shall be removed. Also, there are references to DN (delivery network), DNG (delivery network gateway), DNGF (delivery network gateway function), HNS (home network segment) and ITF (IPTV terminal function) which need to be defined before any requirement referring to them is kept in this document.    
IPTV_NET_082: The Home Network (HN) shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. This shall include the simultaneous transport of multiple video streams, in addition to voice and data traffic. [IIF.ARCH.HOME.09]

IPTV_NET_083: The IPI-4a Interface, if supported, shall comply with the appropriate standard DSL specifications. [IIF.ARCH.HOME.10]

IPTV_NET_084: The IPI-4b Interface, if supported, shall comply with the appropriate IEEE 802.3 standard specifications. [IIF.ARCH.HOME.11]

IPTV_NET_085: The IPI-4c Interface, if supported, shall support the transport of digital information, in packet format, over RF carriers over coax. [IIF.ARCH.HOME.12]

IPTV_NET_086: The RF carrier(s) utilized to carry the digital information over the IPI-4c Interface shall not interfere with the standard CATV RF plan within the residence. To clarify further, the new RF carrier(s) used for the IPTV service shall either operate below the CATV-defined RF spectrum or above it. [IIF.ARCH.HOME.13]

IPTV_NET_087: The IPTV Architecture shall specify one or more fixed wireless instantiations of the IPI-4d interface. [IIF.ARCH.HOME.14]

IPTV_NET_088: The IPTV Architecture shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. [IIF.ARCH.HOME.15]

IPTV_NET_089: The IPTV Architecture shall support the ability to simultaneously transport multiple video streams and voice and data over an IPI-4 interface.  [IIF.ARCH.HOME.16]

IPTV_NET_090: The IPTV Architecture shall support the ability for the DNGF to implement standard IP routing functions, per established IETF specifications. [IIF.ARCH.HOME.17]

IPTV_NET_091: The IPTV Architecture shall support the ability for the DNGF to support routing functions per IPv4 specifications. [IIF.ARCH.HOME.18]

IPTV_NET_092: The IPTV Architecture should support the ability for the DNGF to support routing functions per IPv6 specifications. [IIF.ARCH.HOME.19]

IPTV_NET_093: The IPTV Architecture shall support the ability for the DNGF to support the routing of IP packets between all interfaces toward the access/core network (WAN side of the HN), and toward the ITF (LAN side of the HN). Specifically, this means: [IIF.ARCH.HOME.20]

· Routing shall be supported from DN to HNS (downstream flow).

· Routing shall be supported from HNS to DN (upstream flow).

· Routing shall be supported from any HNS to any other HNS (bidirectional flows).

IPTV_NET_094: The IPTV Architecture shall define a means for the DNG, upon installation and power up, to attach to the network at the IP layer, and obtain an IP address from the network provider. [IIF.ARCH.HOME.21]

IPTV_NET_095: The IPTV Architecture shall define mechanisms to support the authentication procedures required by the network and service providers for home network elements. [IIF.ARCH.HOME.22]

IPTV_NET_096: The IPTV Architecture shall support the ability for the DNGF to support multiple logical IP interfaces (multiple attachment points at the IP layer) on any particular physical DN interface. [IIF.ARCH.HOME.23]

IPTV_NET_097: The IPTV Architecture shall define traffic management mechanisms for the differential treatment of IPTV traffic. [IIF.ARCH.HOME.24]

IPTV_NET_098: The IPTV Architecture shall support the ability for the DNGF to assign IP addresses to devices in the Home Network. [IIF.ARCH.HOME.25]

IPTV_NET_099: The IPTV Architecture shall specify a means for learning detailed information (e.g., ITF’s capabilities and manufacturer) from the ITFs. [IIF.ARCH.HOME.26]

IPTV_NET_100: The IPTV Architecture shall support the ability for the DNGF to present the entire home network through one or more WAN (public) IP addresses, which are used for all external communication. [IIF.ARCH.HOME.27]

IPTV_NET_101: The IPTV Architecture shall support the ability for the DNGF to support NAT/NAPT capability mapping IP addresses and port numbers between the public WAN and the LAN(s). [IIF.ARCH.HOME.28]

IPTV_NET_102: To protect the home network from malicious or unauthorized access, the IPTV architecture shall support the ability for the DNGF to establish a firewall, with multiple levels of security and appropriate application level gateways. [IIF.ARCH.HOME.29]
IPTV_NET_103: The Home Network shall support at least one HNS IPI-1 interface with sufficient bandwidth to support the IPTV service. [IIF.ARCH.HOME.41]

IPTV_NET_104: If IP transmission over power lines is supported in the Home Network, the IPTV Architecture shall support one or more instantiations of the IPI-1a interface. [IIF.ARCH.HOME.42]

IPTV_NET_105: If Ethernet over point-to-point CAT5 copper interface is supported in the home network, the IPI-1b Interface shall comply with standard IEEE 802.3 10/100/1000BaseT specifications. Multiple instances (multiple lines) could exist between the DNGF and the different devices implementing the ITFs. [IIF.ARCH.HOME.43]

IPTV_NET_106: If Ethernet over copper telephony wiring is supported in the home network, the IPI-1c Interface shall comply with standard HomePNA over copper specifications, per ITU-T G.9954. IIF.ARCH.HOME.44

IPTV_NET_107: If coaxial HNS networking is supported in the home network, the IPI-1d interface shall comply with coaxial transport specifications listed below: [IIF.ARCH.HOME.45]

I)
The first is based on HomePNA 3.0, per ITU-T G.9954. 

II)
The second is based on a recommendation offered by the Multimedia over Coax Alliance (MoCA), which is a consortium of companies and not a formal standards organization. More information can be found at < http://www.mocalliance.org >.

III)
The third is based on TVnet technology offered by Coaxsys, which argues for a simple solution that does not require software to operate.

NOTE - There are at least three competing technologies for the transport of digital data over coax.

IPTV_NET_108: If wireless HNS interface is supported in the home network, the IPI-1e Interface shall comply with standard WiFi specifications, per 802.11 a/g/n. [IIF.ARCH.HOME.46]

The IPTV Architecture shall support the ability for the ITF to support channel change functionality.  [IIF.ARCH.HOME.54]

IPTV_NET_109: The IPTV Architecture shall support the ability for the DNGF to support channel change functions between the ITF and service provider. [IIF.ARCH.HOME.55]

IPTV_NET_110: The IPTV Architecture shall support the ability to provision the DNG and ITF remotely. [IIF.ARCH.HOME.56]

IPTV_NET_111: The IPTV Architecture shall support the ability to collect status information from the DNG and ITF remotely. [IIF.ARCH.HOME.57]

IPTV_NET_112: The IPTV Architecture shall provide mechanisms for transport of time of day to the Home Network. [IIF.ARCH.HOME.58]
IPTV_NET_113: The IPTV Architecture shall identify circumstances under which a frequency distribution protocol may be required to support aspects of IPTV services. [IIF.ARCH.HOME.59]
IPTV_NET_114: Where the Home Network transports multiple latency sensitive traffic types (e.g., the IPTV service and frequency distribution protocols, or time distribution protocols), these protocols and the Home Network infrastructure should be configured such that they do not impact the latency requirements of each service. [IIF.ARCH.HOME.60]

QoS 
IPTV_NET_115: The IPTV Architecture should support the ability for the DNGF to perform the bandwidth management of all HNS networks attached to the DNG. [IIF.ARCH.HOME.30]

IPTV_NET_116: The IPTV Architecture shall support the ability for the DNGF to be the arbitrator for local traffic traversing from one HNS network to another HNS network, attached to the DNG. [IIF.ARCH.HOME.31]

IPTV_NET_117: The IPTV Architecture should support the ability for the DNGF to perform call admission functions to protect the home network from excessive and harmful traffic on any HNS, between two HNSs attached to the DNG, and between any HNS and any DN. [IIF.ARCH.HOME.32]

IPTV_NET_118: The IPTV Architecture should support the ability for the DNGF to perform policing functions on incoming traffic and drop offending traffic to protect the home network. [IIF.ARCH.HOME.33]

IPTV_NET_119: The IPTV Architecture shall support the ability for the DNGF to enforce proper queuing, scheduling, and prioritization mechanisms to guarantee the processing of higher priority flows and to meet SLA on traffic from the end-user network to the delivery network. [IIF.ARCH.HOME.34]

IPTV_NET_120: The IPTV Architecture shall support the ability for the DNGF to route IP traffic based on provision-able/manageable mechanisms to guarantee QoS for different service classes. [IIF.ARCH.HOME.35]

IPTV_NET_121: The IPTV Architecture shall support the ability for the DNGF to support IP filtering functions to prevent selected local multicast traffic on the HNS from appearing on the DN. [IIF.ARCH.HOME.36]

IPTV_NET_122: The IPTV Architecture shall support the ability for the DNGF to map downstream traffic to corresponding local flows to provide QoS for the different services. This includes L3 to L2 mapping, based on the local HNS. [IIF.ARCH.HOME.37]

IPTV_NET_123: The IPTV Architecture shall support the ability for the DNGF to map upstream traffic generated by the end-devices to corresponding outgoing flows to provide QoS for the different services. This includes L2 to L3 mapping. [IIF.ARCH.HOME.38]

IPTV_NET_124: The IPTV Architecture shall support the ability to provision the DNGF with QoS rules that govern traffic mapping (upstream or downstream) for the different services. [IIF.ARCH.HOME.39]

IPTV_NET_125: The IPTV Architecture shall support the ability of the DNGF to classify traffic based on factors such as: [IIF.ARCH.HOME.40]
______________________
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