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1. Document Scope

This document lists some requirements for IPTV stream transport protocol and proposes extensions to RTP which enables RTP to meet the requirements.
2. Introduction
A/V streaming is one of the core services of IPTV, which is basically about delivering the right A/V frames at right time. Transport protocol determines capability of transport layer which is responsible for frame delivery. A transport protocol must facilitate reliable, on-time and secure delivery of frames.
Analysis and experiments show that the transport protocol with awareness of frame information would enable transport layer to handle frame transportation more efficiently and intelligently, therefore better fulfil the duty of delivering frame reliably and on-time. It is also proven true by number of commercial deployments. The fact that the frame information is media format agnostic makes it a good fit for integral part of transport protocol.
Frame information also enables a more efficient way of supporting trick mode. Traditional method of implementing fast-forward or rewind is to create a media file for each mode. The upside of this method is that the client side doesn’t need to be aware of the mode and can simply play the stream according to PTS; the downside is higher cost to prepare, store and manage the extra files. An alternative is to leverage the frame information and let server to generate the stream of trick mode, which will only consist of I-Frames, on fly, and client side would no longer look at PTS and instead display the frames according to other timing scheme. This will greatly lower the cost of content preparation and storage. But it requires more collaboration between client side and server side – server needs to inform client of mode change so that client side could behave accordingly, which transport protocol could and should help achieve. 
DRM is for content protection including secure delivery. Transport protocol could and should support DRM in order to deliver content securely.

Transport protocol can also help client on server awareness by identifying current server. Experience also shows that in order to get a more responsive, reliable and scalable system, it is sometime better to let client be aware of individual servers of cluster than to hide it. This server awareness enables client play a bigger role in contributing overall service quality through more sophisticated mechanism.
If it is possible that multiple sessions share one transport layer connection, then transport protocol need to support a filtering mechanism.
3. Discussion
Since RTP is widely used as streaming transport protocol, so below it is examined how RTP could meet those requirements.

3.1 RTP support for frame awareness

Fields should be defined in RTP header extension to carry following frame information,
· frame sequence number – continuous number assigned to consecutive frames
· frame type, i.e. I, B or P
3.2 RTP support for frame awareness based trick mode
Field should be defined in RTP extension to carry information of stream play mode – normal play, fast forward or fast rewind 
3.3
RTP support for DRM
Field should be defined in RTP header extension to carry information that indicates how the payload is encrypted.
3.4 RTP support for physical server aware client
Field should be defined in RTP header extension to carry IP of the physical server that is currently streaming data. 
3.5 RTP support for session based RTP packet filtering
Field should be defined in RTP header extension to carry session ID which can be used to filter packets.
4. Proposal
We propose to include following requirements in Chapter 4 of FGIPTV-OD-0024e Working Document on “Requirements for IPTV” (Requirements) and Chapter 8 of FGIPTV-OD-0010e Working Document on “Requirement of IPTV Network control aspects”,
· RTP as transport protocol should support frame awareness
· RTP as transport protocol should support frame awareness based trick mode

· RTP as transport protocol should support DRM
· RTP as transport protocol should support physical server aware client

· RTP as transport protocol should support session based packet filtering

We suggest study and detail the following in Chapter 8 of FGIPTV-OD-0010e Working Document on “Requirement of IPTV Network control aspects”.
· RTP extension format
· Requirement for extension to RTCP

· RTP/RTCP NAT traversal mechanism
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