- 5 –
FG IPTV-C-0246


	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-C-0246

	
	English only

	WG(s): 1, 4
	2nd FG IPTV meeting
Busan, 16-20 October 2006

	CONTRIBUTION

	Source:
	UTStarcom, Inc 

	Title:
	Requirement for extension to RTSP as stream control protocol


1. Document Scope

This document lists some requirements to IPTV streaming control protocol and proposes extensions required for RTSP to meet the requirements.
2. Introduction
Stream control is a basic, but one of the most important aspects of IPTV service. RTSP is recognized as the most promising candidate stream session control protocol. However, experience shows that current semantics of RTSP is not as adequate as it should be. First, it lacks the semantics to support cross server session, which would only make it more flexible and powerful; second, it lacks the semantics to convey position information in frame which is more efficient. If one takes security into account, then it also lacks semantics to carry authentication/authorization token and message signature. Therefore RTSP needs to be extended to meet new requirements.
3. Discussion
3.1 Allow cross server stream session
Current RTSP has the limitation of one server for one stream session. This causes inefficiency in stream control messaging. The limitation can be removed by defining new status code.
See 4.1 for definition and usage of such status code.
3.2 Support representation of position in frame
In certain case, it is desirable that frame number instead of time is used to represent starting position of a session. RTSP can be extended with parameter to meet such requirement. See 4.2 for definition and usage of such a parameter.
3.3
Support carrying authentication/authorization token
RTSP needs to support whatever security scheme adopted for IPTV system. In case of Kerberos scheme being used, RTSP can be extended with parameter to support token. See 4.3 for definition and usage of such parameter.
3.4 Support carrying message signature
When underlying transport is UDP, RTSP may need to support signature based message level authentication. In such case, RTSP can be extended with parameter to support message signature. See 4.4 for definition and usage of such parameter.
4. Definitions and usages of RTSP extensions
4.1 Status code 6xx
It definition is as follows,

600 
Request Redirect
Client must resend the RTSP request to the server of which IP is specified in the response. It can be used in response to all requests. Following is an example,
C->S:
SETUP rtspu://10.50.10.20/1234567 RTSP/1.0



CSeq: 1



Transport: RTP/AVP; unicast; client_port=3001-3002; server_port=1234-1235

S->C:
RTSP/1.0 200 OK



CSeq: 2



Date: 11 Sep 2006 12:07:07 GMT



Session: 6693869



Transport: RTP/AVP; unicast; client_port=3001-3002; server_port=1234-1235

C->S:
PLAY rtspu://10.50.10.20/1234567 RTSP/1.0



CSeq: 3



Session: 6693869



Range: npt=1-360

S->C:
RTSP/1.0 600 Request Redirect


CSeq: 4



Session: 6693869



Location: rtspu://10.50.10.21/1234567

C->S:
PLAY rtspu://10.50.10.21/1234567 RTSP/1.0



CSeq: 5



Session: 6693869



Range: npt=1-360

S->C:
RTSP/1.0 200 OK



CSeq: 6



Date: 11 Sep 2006 12:07:07 GMT



Range: npt=1-360

4.2 Parameter ‘frame’
Its syntax is as follows,

frame = “frame” “=” non-zero-digit[*DIGIT]

non-zero-digit = <DIGIT excluding 0>

Following is an example,
C->S:
PLAY rtspu://10.50.10.20/1234567 RTSP/1.0



CSeq: 3



Session: 6693869



Range: frame=1-

S->C:
RTSP/1.0 600 Request Redirect


CSeq: 4



Session: 6693869



Location: rtspu://10.50.10.21/1234567

4.3 Parameter ‘auth-token’ and status code 463
Its syntax is as follows,

auth-token = “auth-token” “=” 1*HEX 

where HEX is as defined in [H2.1]. Along with this parameter, the following status code is defined,

463 
Invalid Token

Following is an example,
C->S:
SETUP rtspu://10.50.10.20/1234567 RTSP/1.0

CSeq: 1
Content-Type: text

Content-Length: 35

auth-token = a1b2c3d4e5f67890

S->C:
RTSP/1.0 463 Invalid Token



CSeq: 2

4.4  Parameter ‘message-signature’ and status code 464
Its syntax is as follow,

message-signature = “message-signature” “=” 1*HEX
Along with the parameter, the following status code is defined,

464 
Invalid Signature

Following is an example,
C->S:
SETUP rtspu://10.50.10.20/1234567 RTSP/1.0

CSeq: 1
Content-Type: text

Content-Length: 72

auth-token = a1b2c3d4e5f67890
message-signature = 9f8e7d6c5b4a3210

S->C:
RTSP/1.0 464 Invalid Signature



CSeq: 2

5 Proposal

We propose to include following requirements in Chapter 4 of FGIPTV-OD-0024e Working Document on “Requirements for IPTV” (Requirements) and Chapter 7 of FGIPTV-OD-0010e Working Document on “Requirements of IPTV Network control aspects”,
· RTSP as stream session control protocol should support cross server session
· RTSP as stream session control protocol should support representation of position in frame
· RTSP as stream session control protocol should support carrying authentication/authorization token

· RTSP as stream session control protocol should support carrying message signature

We suggest study and detail the following within Chapter 7 of FGIPTV-OD-0010e (Working Document on “Requirements of IPTV Network control aspects”),

· Security of stream session control protocol
________________
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