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Abstract

Existing today IPTV platforms require specific Set-Top-Boxes with middleware integrated with them. This implicate several technical and economical problems for IPTV providers. The main one are:

· integration issues – much effort is needed in order to integrate STB with IPTV 
platform –  it boost time to market 
· diversification of suppliers is not possible or highly expensive

· IPTV operator has to provide infrastructure for delivering STB (storehouses, sales points, service)

· last but not least – IPTV clients can not chose any STB, the choice is limited to STB offered by IPTV operator 

TP R&D thinks that mentioned above reasons has to be taken into account during STB devices standarization works In this documents we present which technical issues are important and should be standardized from STB site in order to solve enumerated problems . We would like to suggest also that all the standardization works for STB should lead to similar situation which we observe on mobile terminals for GSM/UMTS market – it’s up to costumer what kind of mobile terminal he or she buys.
1. Supported A/V compression format: 
The most efficient compression standard now is H264. It need less bandwidth than MPEG-2 for the same picture quality.  That’s why it is reasonable to use it as a standard for IPTV STB. Regarding Audio STB should support both 5.1 and Stereo audio stream. We propose to used AC3 or AAC standard in order to fulfil this requirement. Additionally because of the popularity MP3 format should be supported. In that case STB can be also used for decoding MP3 files from PC or any other home devices.  

2. Multicast transmission for BTV

  As in BTV services every user who wants to watch the same channel can use the same video stream, multicast transmission is preferable. This solution allow to save bandwidth in core and access network. STB must support IGMP protocol in order to manage multicast session. The version 1 of IGMP protocol does not use IGMP leave message. This fact causes problem for zapping between TV Channels. When STB try to join to other multicast group it should send information about this fact to multicast router in order to leave current group immediately. For this reason we propose to use IGMPv2 or IGMP v3 (which additionally allow to control source of multicast address). 

3. Transport protocol for video stream  
 STB should support both kind of video stream transport: MPEG-2 TS and RTP/RTCP.  The first is used commonly in existing encoders and streamers and the second can allow to integrate easily with IMS environment.

4. IP Network requirements:  
· IP version 6 and 4 should be supported

· 100 Mbit/s network interface 
· DHCP protocol for obtaining IP parameters 

5. GUI   (Graphical user interface)

Todays STB’es are using mainly HTTP protocol and HTTP browser for GUI purposes. From our experience HTTP based GUI is not sufficient when displayed on TV screen – it does not give satisfied “look and feel”. There is also network issue – all the graphical GUI elements has to be downloaded by STB from IPTV platform. Our proposition is to use GUI based on XML as a transport protocol and graphical objects (buttons, tables, frames, etc.) located on STB. In this solution IPTV platform sends information to STB in XML format which object and how they should be displayed on the screen. This approach reduces quantity of graphical information that have to be sent (only e.g. images related to offered films and programs have to be sent to STB). It also gives to the STB manufacturers possibility to differentiate products (STB’es). GUI should give also customisation possibility to the end user (setting colors, fonts, etc.). In order to meet this requirements we propose to define:

· XML based protocol for content description (or adopt existing one)
· Set of objects that have to be implemented on STB and the way of controlling them with using mentioned above protocol

6. Managing of STB.
We can consider two protocols : SNMPv2/v3 and TR69.
7. Protocol for control session in VoD service 

For VoD service we can not use multicast transmission. Every user can order film in different time and  use VCR  trick mode functionality (pause ,FFW, RFW)  separately. That’s why for Video on Demand we propose to use RTSP protocol. It ensures both control unicast session and trick mode mechanism similar like in VCR device. 

8. Cooperation with home networks (UPnP functionality)

The UPnP™ Forum is an industry initiative designed to enable simple and robust connectivity among stand-alone devices and PCs from many different vendors. STB should be compliant with UPNP specification for Media Renderer and can work also as a Control Point.  The role of media Renderer is to render (e.g. display)  content from different devices in home network. The main task of Control Point is to synchronize and manage  A/V devices in home network. For instance we can imagine home with Media Server on which are stored  films from holiday. STB can discover this content automatically with using UPNP technology and allow user to watch it on TV. STB can also play role of Media Server if it has hard disc. In that case user can watch stored on STB content on other home devices with Media Renderer functionality.  
9. Logs/errors for QoS monitoring purpose: 
STB should save some errors (e.g. MPEG-2 TS errors, packet lost, ) and logs. This information should be accessible remotely by SCP protocol for instance. 
10. Content protection question (DRM/CA)  
Today DVB Common Scrambling Algorithm  is used to secure digital tv channels. It is solution designed for one way tv (such transmission channel is used in satellite system e.g.). The scrambling algorithm is the same for all solution and the difference is in the way of key distribution Unfortunately  the most of existing CA systems were broken. That’s why the new DRM system should be consider and use for content protection. Additionally it is required solution to protect some kind of content (e.g. VoD)  against recording it with using digital or analogue output.  
11. Firmware upgrade.
 This process should carry on automatically without user’s action. The operator of IPTV services should manage and decide which version of firmware, when and for which user will be used.  The protocol like FTP or SCP can be used in order to download it from remote server .We can also consider multicast transmission in order to save bandwidth. The process of upgrade should be divided in two steps: transfer of firmware and installation of firmware. In case of failure  for each steps of upgrade STB has to be able to restore the old firmware. Files of firmware should be signed with using digital signature (e.g DSA ) and STB has to verify this signature before beginning of upgrade process. STB should also check if this firmware is dedicated for it . This functionality protect equipments again upgrade it with usage incorrect version of firmware 

12. Middleware 
Every STB should use the same middleware and the same API (Application Programming Interface) for integration with IPTV platform.
13. PVR functionality. 
This functionality should be consider as extension to STB. Hard disc with large space is required.  STB should  allow user to watch stored A/V stream and recording other channel at the same time. We can also consider possibility to record one channel and watch the other live. In that case STB should manage two different multicast stream at the same time. 
14. Integration with IMS platform. 
For IPTV services offered in IMS network we propose to use specific gateway. This devices should translate communication between STB and IPTV application server to SIP protocol.  This solution can allow to avoid implementation of SIP in STB and any other network devices which want to connect IMS network. 
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