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1.
Abstract

This contribution provides additional rational for why IP multimedia subsystem (IMS) is suitable for support of IPTV and why work on IMS-based IPTV should be given priority.
2.
Discussion

At the last FG IPTV meeting of 10-14 July 2006 in Geneva, there were several contributions proposing use of IMS as a framework upon which to deliver IPTV. Working group 1 report (FG IPTV-MR-0001 Rev.1) [1] indicated support for this indicating”. It is generally agreed that we start to develop requirements based on IMS NGN platform….”, “The meeting agreed to develop the IMS-based IPTV architecture” and so on. Also, draft architecture document [2] has an editor’s note stating that “There should be a section addressing IPTV relationships with NGN”. All of these statements indicate strong support for IPTV using NGN and IMS. Clause 5 below provides some additional reason why development of IMS-based IPTV architecture should be given a high priority by the FG IPTV.  
3.
Reference
[1]
FG IPTV-MR-0001 Rev. 1 (10-14 July 2006), WG1 (Requirement and architecture of IPTV) meeting report
[2]
FG IPTV–OD-0027 (10-14 July 2006), Draft architecture document
4.
Modelling IPTV as an NGN Application

There are several NGN models at various levels of maturity being defined across the standards community.  ITU-T, ETSI TISPAN, ATIS and 3GPP for example all define some element of NGN.  In general, one common influence across these various NGN definitions is the 3GPP IP Multimedia Subsystem (IMS).  In most cases these NGN definitions pull certain IMS elements out, often enhancing them, for general use across all applications while leaving the IMS specific session control capabilities as an optional subsystem.  The overall IMS provides a framework upon which a variety of multi-media based applications can be delivered to meet key application and service provider objectives as discussed below.  After many years of definition and development IMS is reaching a level of maturity which will enable rapid and widespread deployment across a number of network operators.  For this reason, service providers are eager to utilize IMS as a common infrastructure for all multi-media applications and are actively pursuing operations support system (OSS) or Service Delivery Platform (SDP) systems to deploy these applications. 
5.
IPTV architectural requirements
There are multiple interpretations regarding the best mapping of IPTV into NGN architecture.  The choice of preferred model for realization of IPTV as an NGN service should be based on how well these models meet the defined requirements for IPTV.  A set of architectural requirements commonly cited for delivering NGN based IPTV are discussed below along with a description of the mechanism which IMS provides to meet these objectives. 
5.1 Subscriber nomadicity
5.1.1
IPTV requirement
The network shall support the ability of the subscriber to appear in a variety of locations and utilize a variety of devices supporting IPTV. Examples include the set-top box device accessed via the home network, a mobile device accessed via a wireless radio network and a personal computer (PC) accessed from a WIFI or WiMAX hot-spot.  
5.1.2
IMS Capability
A key principle of the IMS architecture is to provide a model whereby subscribers located outside the home network (on a visited network) can register and authenticate with the network and connect with services and applications subscribed to in the home network.  This is accomplished through a carefully defined architecture arrangement featuring:

· A series of session controllers (proxy, interrogating and serving CSCFs) which collaborate to enable user registration, authentication and routing to application servers.

· A common subscriber database, the home subscriber server (HSS), which stores the subscriber public identity along with authentication credentials corresponding to the set of private identities or devices the subscriber may use.

· Utilization of the SIP protocol as a common, standards based protocol for performing subscriber registration and service signalling.

· Utilization of a well defined set of filter/routing criteria which enables the network to find subscribed application servers and register the subscriber with them.

· IMS incorporates charging-identifiers in the SIP signalling so that service transactions can be tracked across provider domains. These charging-identifiers provide a foundation for charge correlation and billing settlements.
5.1.3 Advantages of IMS solution
Use of the IMS mechanisms for subscriber nomadicity would provide full nomadicity for terminals that supported both IPTV and IMS based services.

5.2 Application ubiquity 
5.2.1
IPTV requirement
In order to meet the nomadic subscriber requirement defined previously, applications shouldn’t be limited to a single access type or single device type.  This is not to say that the user quality of experience is necessarily the same for different devices.  The applications must recognize not only the subscriber, independent of the device type, but be able to determine the capabilities of the user’s equipment dynamically.   
5.2.2 IMS Capability 

The IMS enables applications to be developed which do not require specific apriori awareness of the user’s device or access locations, while at the same time it provides a means for the application to adapt the service to the end-user’s device and/or network capabilities.   This is significant in two respects. 1) Existing and future non-IPTV applications will be easily blended with IPTV service deployments; and 2) IPTV Applications can be developed that are more easily extensible to a broader array of terminals and access types. 
5.2.3 Advantages of IMS solution

Providing application ubiquity through IMS has the following advantages:

· The subscriber identity model provides a single public identity through which the subscriber is known and against which applications are subscribed.  Because the identity is independent of the device, the application is not required to be aware of multiple identities for multiple devices.

· The session description protocol (SDP), along with standard SIP headers used during SIP Registration, allows the subscriber to signal the capabilities associated with the particular device in use.  This enables applications to select the best formatted content for a device without having to have prior knowledge of the specific device type.

· IMS also includes SIP headers that can be used to convey information about the access-network being used by a subscriber. This information can be used to suit the service to match the capabilities of the user’s access network.

5.3 Subscriber identity and authentication 
5.3.1 IPTV requirement
The nomadicity and ubiquity requirements defined above shall be complimented by a requirement to provide a network solution that utilizes a single subscriber identity which uniquely identifies the subscriber across the full set of devices used by that subscriber to access NGN applications.  Furthermore, the network should provide a common infrastructure for handling subscriber registration and authentication services. 
5.3.2
IMS Capability
IMS has a unique subscriber identity model which enables a subscriber to utilize a variety of devices and authentication credentials while retaining a single identity.
The subscriber identity model provides a single public identity through which the subscriber is known and against which applications are subscribed. This public identity is complimented by a series of private identities which enable the network to provide authentication of the subscriber in a manner which best accommodates the particular usage device

5.3.3
Advantage of IMS solution 
Providing this functionality through IMS has the following advantages:

· The network provides subscriber authentication rather than forcing it to the application. This simplifies the application development and enables a common authentication model for numerous applications.

· IMS Registration Services enable a single subscriber registration sequence to achieve subscriber registration with all applicable application servers.  This eliminates the need for application client components to register individually with application servers and eliminates the need for authentication credentials per application.  A common subscriber identity and authentication mechanism would also make it much easier to readily integrate IPTV applications with other (IMS based) multi-media applications.
5.4
Resource and admission control
5.4.1
IPTV requirement
There shall be a resource access control subsystem which assures that resources are only offered to authorized users, that the resources required are available, resource accounting is performed and can be delivered to billing systems accordingly, that the necessary network policies are in place which enable the network to meet the performance guarantees required for the application and that fraud is detectable and preventable.  
5.4.2
IMS Capability
While the NGN provides a resource and admission control sub-system (RACS) architecture to which applications may interface to request approval to utilize network resources, the IMS provides an additional access option for RACS which simplifies application development and improves scale.  Specifically, IMS enables a call session control function (CSCF) to interface to the RACS system on behalf of the application.  The session controller inspects the media definitions in the SDP and determines the resource requirements (bandwidth, class of service …) corresponding to the description.  It uses this information to request of the RACS admission of the identified flows.  

5.4.3
Advantages of IMS solution
The IMS approach to resource and admission control holds several key benefits:
· Reduces the need to create and distribute security keys for securing and authenticating the application (client or server) to RACS interface.

· Reduction in the number of interfaces the application requires

· Reduction of application complexity by factoring out / delegating transport resource management to a common IMS subsystem.
· Reduced transaction demands on the application

· Eliminates the need to configure application servers with awareness of the PDF entities in the network.

· Supports segmented resource management for end-to-end QoS, allowing signalling elements in each network domain to take responsibility for managing the transport QoS for that domain. As the service signalling traverses multiple IMS enabled domains, each domain in turn independently manages the transport resources needed to achieve the desired QoS. In this way a patch-work of transport segments are stitched together to achieve end-to-end QoS.

An example of such a service in the IPTV domain is a VoD service delivered to a customer from a ‘remote’ VoD service provider. In this case where the VoD media stream needs to traverse multiple network domains to reach the end-user, a segmented end-to-end QoS capability would be needed to assure sufficient transport QoS.

6
Conclusion
IMS provides an existing mechanism to satisfy a number of key architectural requirements for IPTV.  The use of IMS provides a number of advantages over developing alternative mechanisms for this functionality, as discussed in this contribution.

7.
Proposal

It is proposed to initiate a working document on architecture for IMS-based IPTV and use material in clause 5 of this contribution as part of it. 
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