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1 
Introduction

This contribution is to suggest a multicast implementation proposal and corresponding control function and mechanism in access network and bearer network.

2 
Discussion

Mature Multicast technique is one of the major drivers to promote IPTV service in telecommunication network. Multicast functionality is required to make efficient use of network bandwidth resources when delivering broadcast content. Therefore, multicast and its control function in access network and bearer network are very important.

In a Ethernet –based aggregation network below:
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Video traffic encapsulated in IP multicast packets will probably be flooded within VLAN in a non- optimized L2 network. The target in IPTV multicast traffic delivery is to support multicast optimization by controlling the flooding of Ethernet multicast frames by using IGMP proxy in intermediate (L2) devices especially Access Node which is the closest (First Mile) to the end user.
The desired goal is to support multicast optimization by controlling the flooding of Ethernet multicast frames by making use of IGMP protocol.

It is proposed that IGMP proxy function is supported in access node (or other network node in bearer network where multicast replicated to users). Access node performs the router portion of the IGMP protocol on its user interfaces and the host portion of the IGMP protocol on its network interfaces. Thus, access node (or other network node in bearer network where multicast replicated to users) can:

1. Reduce the number of messages from numerous users to network 

2. Improve bandwidth efficiency in multicast traffic

3. Secure multicast delivery to undesired end users

4. Ensure availability of multicast video service to end users by reduce message loss. Specifically, for example, some messages are lost due to the packet loss of bearer network, or load of service router, or other possible reasons.

One of the concerns is that doing IGMP proxy in access node (or other network node in bearer network where multicast replicated to users) instead of snooping is that IGMP proxy solution may lead to an issue that subscriber information is terminated in access node and does not go to service edge. But in multi-service multi-edge architecture, the access node, which is the access point of multiple services, will be the best point to collect multicast service detail information instead of upper network devices. In addition, management interfaces or mechanism can be defined to transmit subscriber detailed info to OSS or SMS.

As video service need much bandwidth and also should be a service with high service quality. It is proposed that access node should implement traffic control for high priority multicast traffic to ensure the QOS of multicast. Specifically, it is proposed that in access network, following functions are supported in user access line:

1. Total Multicast Bandwidth:  the access node should be able to control on total bandwidth of a user port that can be used for multicast service;

2. Current Available Bandwidth: the access node should be able to aware of current available bandwidth that can be used for multicast service, specifically, can be total multicast bandwidth – consumed multicast bandwidth;
3. Connection Admission Control based on available resources 
When end user subscribes to a multicast stream, access node will perform CAC: check if current available resources are enough for the new service subscription. The resources can be bandwidth, connection number and user service package (subscriber).

3 
Proposal
Based on the above analysis, it is proposed to:

1. Support IGMP proxy in Access Node (or other network node in bearer network where multicast replicated to users)
2. Support Connection Admission Control in Access network
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