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Abstract:
We encourage Working Group 5 to consider not only the end system requirements for the services and applications represented by today’s IPTV deployments, but urge WG5 to consider End System requirements that will support the services and applications of converged networks, converged platforms, and converged services/applications.   

Introduction:

IPTV is quickly developing into much more than a means to deliver video via IP.  It is becoming a means to access any service, and/or any application - converge them if desired - and then deliver them to a multimedia consumer “End System Device” for presentation.  In order for “IPTV” to have the opportunity to develop to it’s full potential, it will be necessary for the “End System Device” to satisfy the needs/requirements of content owners, content distributors, service providers, and consumers/subscribers.   This will require special attention to Quality of Service, Quality of Experience, Security, Parental Control, Codec’s, and Home Distribution.  
Discussion:
1) Quality of Service (QoS):


The different content and services enabled by “IPTV” will carry with them specific 
expectations/requirements.  If these are not satisfactorily met, “IPTV” will not establish 
the consumer base needed for healthy worldwide deployment.  In order to appropriately 
meet these expectations/requirements, it will be NECESSARY to study the many scenarios 
suggested by the convergence of platforms, services, and applications (enabled by “IPTV”) 
onto the “End System Device”.  This hierarchy of priority NEEDS to be determined in 
collaboration with WG2, with special value placed on the study related to Quality of 
Experience (QoE) mentioned below.
  In addition, there will be other characteristics which 
become QoS in nature, but exist in the domain of the subscriber.  These SHOULD be the 
responsibility of WG5, and are briefly discussed below.
2) Quality of Experience (QoE):


The services/applications conveyed to the consumer at the “End System Device” will have 
specific consumer perceived quality expectations which are based on past best presentation 
references:  I.e., those experienced via current service/application specific systems and 
devices. Even though there may be exceptions, for the majority of consumer experiences 
these pre-conceived expectations MUST be met, OR EVEN IMPROVED upon where 
possible.  These QoE standards (for each service/application) SHOULD have diligent study 
inWG5, and be determined by WG5.  These will also NEED to be related to WG1, and 
WG2.
3) Security (CAS & DRM):

The “End System” will NEED to secure the Home Multimedia Environment, as well as 
protect the Access Privileges & Digital Rights established by service providers, content 
originators, content aggregators, and content providers.  Since the Home Multimedia 
Environment/“End System” (multiple “End System Devices” networked together) 
SHOULD include a Network Terminating Device (home multimedia 
terminal/aggregation/home-distribution device) aggregating & distributing multimedia 
content/services to many different types of end user devices (lighter client devices which 
present the service/application to subscriber experience, including mobile devices), all 
variances of CAS/DRM modes discussed in document IPTV-ID-0086 will need to be 
addressed by WG5.  Even though WG3 is addressing IPTV Service Security and Content 
Protection, it stands to reason that the “End System Device” MUST interoperate with 
different modes/means of CAS & DRM. Since there is already a multiplicity of existing 
CAS and DRM systems and since it can be expected that more will arise, WG5 SHOULD 
focus on an interoperability approach to standards setting with respect to CAS & DRM. In 
addition, with an “End System Device” having the potential to become a “mini Head-end” 
of sorts (aggregating and distributing content within a “Subscriber Private Network”), the 
Network Terminating Device (home multimedia terminal/aggregation/home-
distribution device) MUST not only perform according to upstream CAS & DRM issues, 
but MUST incorporate (where appropriate) the CAS & DRM issues for re-distribution 
within the “Subscriber Private Network”.  This task MUST be the concern of WG5, and 
MUST represent collaboration with the following SDO’s.



ATIS IIF DRM   www.atis.org/iif



DVB CPCM  www.dvb.org/technology/dvb-cpcm/ 



MPEG-21 (ISO/IEC 21000) http://www.chiariglione.org/mpeg/standards/mpeg-21/mpeg-21.htm 




ETSI http://www.etsi.org



OMA http://www.openmobilealliance.org



IETF MSEC http://www.ietf.org/html.charters/msec-charter.html



Digital Media Project  http://www.dmpf.org/ 
4) “Parental Control/Personal Access Control”:


Functionality of “IPTV” will include the ability to access content not suitable for many 
consumers; e.g., children.  Therefore, the “End System Device(s)” will require mechanisms 
which provide “Parental Control/Personal Access Control” to the subscriber, thereby 
limiting access to undesired content.  This will include scenarios which allow/disallow 
selected end user devices, as well as enable subscriber control/selection of audience.  Since 
this is a 
responsibility residing solely within the “End System”, these mechanisms 
SHOULD BE the product resulting from study in WG5.  Because of the existence of these 
same controls upstream from the subscriber (mentioned above in “Security (CAS & 
DRM)”), study for “Parental Control/Personal Access Control” SHOULD include 
consideration of the Security (CAS/DRM) study mentioned above, and APPRECIATE the 
desire for developing a light client end user device.  
5) Codec’s:


The Codec’s employed by data/content terminating at the “End System” will be 
predetermined.  These Codec’s will have required interface at the “End System”. Once 
within the “Subscriber Personal Network”, distribution of data/content may have Security 
(CAS &DRM) requirements demanding attention.  Mindful of this, we SUGGEST that it 
should be considered by WG5 that automatic decode at termination may not be an absolute.  
It is possible that content could be stored pre-decode (i.e., DRM possibly states content 
never stored in decoded form) for future presentation on an “End System Device”, and 
decoded at that time.  These scenarios and their mechanics ARE the RESPONSIBILITY 
of WG5. We do SUGGEST that WG5 place the decode responsibility within the Home 
Network Terminating Device (home multimedia terminal/aggregation/home-distribution 
device), and then DETERMINE a “short list” of “accepted” Codec’s for “Subscriber 
Personal Network” distribution. This will enable lighter client end user devices requiring a 
smaller 
Codec repertoire, thereby allowing more economical vendor participation. In 
addition, we SUGGEST that provision for a CAS mechanic be employed for this 
distribution.* If storing of decoded content is allowed, and then this same content is 
redistributed, we RECOMMEND that this content be encoded prior to distribution within 
the “Subscriber Personal Network”. We SUGGEST that this be done employing the 
“short list” of “accepted” Codec’s mentioned above – again allowing a more economic 
vendor 
participation.  In addition, we SUGGEST that provision for a CAS mechanic to be 
employed for this distribution.*  

*Among the many different means for Home Distribution, there exist those that are 
sensitive to 
“snooping”.  To lessen the potential for this to result in undesired distribution, 
a CAS implementation is SUGGESTED.

Proposal:


QoS issues, though the responsibility of WG2, should have significant contribution from WG5.  Particularly as these requirements will relate to the Quality of Experience, which should be the sole responsibility of WG5.

Though Network Security issues are the responsibility of WG3, we recommend that WG3 consider interoperable methods.  We also suggest that WG5 has the responsibility to study and develop those security mechanics relating to “Subscriber Personal Network”.

We recommend that WG5 assume the responsibility to study and develop means enabling the subscriber to determine availability of content/services/applications within the “Subscriber Personal Network”.  And, that this study be mindful of the need to develop very light client “End System Devices” at the end of the “Subscriber Personal Network” (i.e., end user devices).



We recommend that WG5 consider multiple scenarios (as we describe in Section 5) of decoding and encoding as specified by the different CAS & DRM requirements placed on the “End System Devices” , with special consideration given to the need for a light client End User Device.
Definitions:
Subscriber Private Network = The system responsible for terminating the IPTV Network for 
subscriber multimedia service; and performing those functions relative to the converged 
services/applications which the IPTV Network provides. 
Network Terminating Device = Subscriber IPTV Network Terminating Device; home 


multimedia terminal/aggregation/home-distribution device which may present, 


aggregate & distribute multimedia content/services within a Subscriber Personal 


Network.
End User Devices = Lighter client devices which present the service/application to subscriber 
experience, including mobile devices.
Home Multimedia Environment/“End System” = Multiple “End System Devices” (including End 
User Devices) networked together.
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