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Figure 3 Introduction

Traffic management is a set of generic network mechanisms for controlling the network service response to a service request, which can be specific to a network element, or for signalling between network elements, or for controlling and administering traffic across a network, mainly including bandwidth allocation, admission control, packet classification/marking, congestion management, congestion avoidance, traffic policing, and traffic shaping and line rate constraint, etc. Its basic processing sequence is shown in Figure 1.
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Figure 1 The basic processing sequence of traffic management
2. Discussion
Sufficient bandwidth is the most important factor to operate IPTV services. To ensure high user satisfaction with IPTV services, at least 1-2Mbps bandwidth is necessary. To make efficient use of bandwidth resources for IPTV service, two types of bandwidth (including Allocation bandwidth and Best-effort bandwidth, as shown in Figure 2) and admission control mechanism over the network may be provided.
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Figure 2 Allocation and Best effort Bandwidth over the network
The allocation bandwidth is the bandwidth that has been reserved dedicatedly for IPTV services over the network, especially for IPTV multicast services. It rises and falls as resource requests are added, removed, or modified. Best-effort bandwidth is the bandwidth that is available over the network after serving the needs of users of allocated bandwidth, and can be used for traffic that can be dropped if the network is congested. 
The reserved allocation bandwidth may have been allocated in terms of an admission control mechanism. Admission control mechanism determines whether the network can support a resource request message for multicast services, that is to say, multicast QoS may be supported in the RACF (Resource and Admission Control Functions). 
3. Proposal 
This contribution proposes to enhance the RACF [1] functionalities over NGN to implement multicast QoS. In the enhanced RACF functions model, RACF will support multicast QoS control based on the original NACF functionalities over NGN. 

In order to provide Multicast QoS in the current RACF functions model, it is necessary to add a new reference point (the Rs reference point may be referred) between the NACF (Network Attachment Control Functions) and the PD-EF again, as shown in Figure 3. 
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Figure 3 Resource and admission control functional architecture in NGN
The new reference point (Rm) is different from the Ru reference point. When the NACF receives registration at the access level and initialization of end-user functions for accessing IPTV services, the NACF sends a ‘resource initiation request (reservation)’ via the reference point Rm to the RACF for multicast QoS resource authorization and reservation. When the PE-FE receives an IGMP report from the end-user for joining the authorized multicast group, the requested resource reservation for IPTV multicast comes into effect (i.e. is committed).

The NACF-requested QoS resource reservation procedure is illustrated in Figure 4 and is initiated by a resource initiation request from the NACF.
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Figure 4
(1) A resource initiation request (reservation) (i.e. RIR (reservation)) is usually triggered by an end-user registration message for accessing IPTV services in the NACF (Network Attachment and Control Functions). 
(2) The NACF determines or derives the QoS requirement parameters (such as bandwidth, class of service) for the multicast flows of a given service. It then sends a RIR (reservation) with the multicast flow description and its QoS parameters to the PD-FE across the Rm reference point for QoS resource authorization and reservation.
(3) On receipt of the RIR (reservation), the PD-FE shall authorize the required QoS resources for the multicast flow. The PD-FE checks if the multicast flow description and the required QoS resources are consistent with network policy rules held in the PD-FE and the transport subscription information held in the NACF.

(4) The PD-FE positions and determines which access networks and core networks are involved for the multicast flow. If there are TRC-FE instances in an involved network, the PD-FE sends a RIR (availability check) to one of the TRC-FE instances registered in the PD-FE to check resource availability in the involved network. If there are multiple TRC-FE instances in the involved network, they communicate with each other to determine if the required QoS resource is available from edge to edge in the involved network. The TRC-FE instance which received the RIR (availability check) shall send a resource initiation response (i.e. RIP) back to the PD-FE.
(5) The PD-FE makes the final admission decisions based on the results of Step 3 and 4. If the multicast flow is not admitted, the PD-FE sends a RIP with the rejection reason back to the NACF.
(6) The PD-FE may send a RIR to install the final admission decisions in the PE-FE. 

The RIR from PD-FE may request the admission decisions to be enforced immediately (i.e., RIR (reservation + commitment)), or may request the installation of admission decisions only (i.e., Resource Initiation Request (reservation only)) and await a separate RIR (commitment) later for gate opening and resource allocation.

(7) The PE-FE installs (and enforces) the final admission decisions sent from the PD-FE and sends a RIP back to the PD-FE.
(8) The PD-FE sends a RIP back to the NACF.
(9) The PE-FE does IGMP processing and authorization. It may use IGMP proxy, terminate or snooping method. If an IGMP Join for a multicast flow is authorized, the requested resource reservation for the multicast flow is committed. 

It is proposed to include the above text as input into the WG2 deliverable on Traffic Management for IPTV.
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