- 5 -

FG IPTV-ADM-0006

	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-ADM-0006

	
	English only

	
	2nd FG IPTV meeting:
Busan, 16 – 20 October, 2006

	ADMIN DOCUMENT 

	Source:
	Co-Chairs of WG3 (Service Security and Content Protection Aspects)

	Title:
	Proposed Agenda of WG3 for 2nd FG IPTV meeting


1. Proposed Agenda
1) Opening of meeting
2) Approval of the Agenda
3) Review of assignment of incoming documentations(input contributions and incoming liaisons included)
4) Review of Incoming Liaisons form ITU-T and other SDOs:
FG IPTV-IL-0003, 5, 7, 12&13
5) Review of input Contributions:
FG IPTV-C-0115, 124, 125, 139, 140, 141, 149, 217, 222, 223, 225, 229, 235, 247, 254 & 256
6) Review of Working Methods of WG3(Working document framework, table of content, create and name ad-hocs team leaders, name editors included)
7) Drafting(Ad-Hoc team leaders and editors and others concerned) and Review(WG3) of Output Documents(“IPTV Security Aspects” and “WG3 living list document”)
8) Drafting and Review of Outgoing Liaisons
9) Any other business
10) Drafting ,Review and Approval of the Meeting Report 
11) Closing of meeting

1.1 Proposed Time Schedule
WG3 (Service Security and Content Protection Aspects Working Group) will meet as shown in the table below. (Note: Subject to change)

	Day
	Date
	Morning
	Afternoon

	
	
	Session 1

09:00-10:30
	Session 2

11:00-12:30
	Session1

14:00-15:30
	Session2

16:00-17:30

	Monday
	16 Oct.
	Plenary
	
	
	

	Tuesday
	17 Oct.
	
	
	1) Opening of meeting
2) Approval of the Agenda
3) Review of assignment of incoming documentations

4) Review of Incoming Liaisons(IL0003,5,7,12&13)

5) Review of input Contributions(6 docs)

	Wednesday
	18 Oct.
	5) Review of input Contributions(cont.,10 docs)
	5) Review of input Contributions(cont.)

6) Review of Working Methods
7) Drafting and Review(WG3) of Output Documents

Note:  All the 7 works before MUST be finished on Wednesday evening.

	Thursday
	19 Oct.
	Drafting of MR and OLs
	8) Review of Outgoing Liaisons
9) Any other business
10) Review and Approval of Meeting Report
11) Closing of meeting
	
	

	Friday
	20 Oct.
	
	
	Plenary
	Plenary


2. Documents information

2.1 Incoming Liaisons List

	Doc. No.
	Titles
	Sources
	Pages

	FG IPTV-IL-0003
	Reply LS on Reply LS ITU-T SG 16 on IPTV Focus Group
	Rapporteur Q21/16
	3

	FG IPTV-IL-0005
	Reply LS to IPTV Focus Group
	Rapporteur Q25/16
	2

	FG IPTV-IL-0007
	LS on home network security-related Recommendations
	Q.9/17 Rapporteur Group 
	3

	FG IPTV-IL-0012
	DVB-CPCM – Content Protection and Copy Management
	The DVB Project
	148

	FG IPTV-IL-0013
	Liaison Statement to ITU-T Focus Group on IPTV
	ITU-R Working Party 6M
	2


2.2 Input Contributions List

	Doc. No.
	Titles
	Sources
	Pages
	Category

	FG IPTV-C-0115 
	Some Requirement on IPTV DRM Architecture
	China Telecom
	2
	Content Security, DRM Architecture

	FG IPTV-C-0124
	An analysis of current technologies for IPTV harmful contents prevention
	Huawei Technologies Co., Ltd.
	3
	Content Security

	FG IPTV-C-0125
	Defense against harmful contents ——an important aspect of  IPTV content security
	Huawei Technologies Co., Ltd.
	3
	Content Security

	FG IPTV-C-0139
	Adding a new chapter “ IPTV security requirements” to  FGIPTV-OD-0015e
	CATR/MII, China
	3
	OD Framework,

All

	FG IPTV-C-0140
	Adding a new chapter named IPTV security architecture to  FGIPTV-OD-0015e
	CATR/MII, China
	3
	OD Framework,

Security Architecture

	FG IPTV-C-0141
	Adding new content to FGIPTV-OD-0015e chapter 5
	CATR/MII, China
	3
	OD Framework,

Security Threat

	FG IPTV-C-0149
	Security Threats and Requirements for Terminal device
	Samsung Electronics
	4
	Security Threat and Requirement

	FG IPTV-C-0217
	End-to-End IPTV Security: Assets, Risks and Threats
	Cisco Systems Inc.
	24
	Architecture，threat and OD framework

	FG IPTV-C-0222
	Downloadable CAS/DRM Harmonize Direction
	ETRI, Republic of Korea
	22
	Content Security, DRM

	FG IPTV-C-0223
	EPG-CAS Communication Standard API
	ETRI, Republic of Korea
	10
	Interface and API

	FG IPTV-C-0225
	Adhoc Results of the Content Security
	ETRI, Republic of Korea
	5
	Content Security

	FG IPTV-C-0229
	Adhoc Results of the Service Security
	ETRI, Republic of Korea
	4
	Service Security

	FG IPTV-C-0235
	Security requirements, architectures and mechanisms for IPTV service subscriber
	NTT Corporation
	5
	Requirement, Architecture  Subscriber Security

	FG IPTV-C-0247
	Requirement for IPTV Authentications
	UTStarcom, Inc.
	4
	Authentication Requirement

	FG IPTV-C-0254
	Lucent Technologies
	Lucent Technologies
	1
	Requirement, DRM

	FG IPTV-C-0256
	VP (Secure Video Processor) – Securing and Enabling Premium Content in Home Networks and Consumer Devices
	NDS Technologies
	23
	Content Security, DRM


Annex 1: FG IPTV draft work plan – Busan, 16-20 October 2006
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Note 1:
Morning sessions start at 9:00 and afternoon sessions at 14:00.

Note 2:
“- -“ indicates 90 minutes: 09h00 to 10h30, 11h00 to 12h30, 14h00 to 15h30, or 16h00 to 17h30.
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