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Note by FG IPTV Chairman: The mandate and terms of reference for Working Groups 2, 3, 4, 5, 6 have been agreed. The mandate and terms of reference of WG 1 needs further work (marked in italics).
1
Mandate and Terms of Reference for WG 1, “Architecture and Requirements”

Mandate
The mandate of WG 1 is to define service, user and architectural requirements and framework architecture, considering existing IPTV services and solutions by examining deployed scenarios and use cases based on classical IPTV and VoD uses, but also exploring domains such as NGN where more interactivity is required and where interaction with external services is a necessity.
Terms of reference
Study items to be considered include, but are not limited to:
· Identification of use cases  and architectural requirements from existing IPTV services and deployed solutions and their interoperability requirements with additional services
· Identification of new use cases and service definitions

· Performing a gap analysis between use cases and existing standards

· Identification of requirements from NGN and /or other services where relevant

· Definition of a framework architecture

· Definition and Requirements for IPTV services
· Network and Service Architectures of IP TV including step-wise evolution scenarios
Begin: further discussion needed

IPTV service scenarios and models

· with different viewpoints 
· with different roles and players (e.g. network/service provider, middleware and application provider, content provider, etc.)

· with different end user equipments and service types

· Interworking with other services and networks
· Scenarios and Drivers 
The scenarios for IP TV could be classified according to information value chains which are consisted of network provider, service provider, middleware and application provider, content provider, and their combinations, etc. Some scenarios may be tightly relating to network architecture and implementation option. 
· Requirements 
The requirements of IP TV could be divided into service requirement and network requirement. There can be classified into end user requirements including service and terminal types, middleware and application requirements, and network/service provider requirements. Also, functional requirements can be classified into capability sets which intend the step-wise deployments. It may be tightly related to service definition.
· Service definitions
(Editor Note) input from steering group activities
· Architecture 

The IP TV architecture should be compatible with functional architecture of NGN which will converge all the relevant telecommunication network and broadcast network. Accordingly, the functional architecture for IP TV can be divided into network and service architecture. At the initial stage, the functional architecture to provide IP TV service may be different according to the existing network environment (e.g., Internet, Interactive TV network, 2G/3G Cellular network). But, the architecture for IP TV can be converged with step-wise deployment. 

· Relationships with other services and networks
The IP TV network should interwork with existing PSTN/ISDN and 2G/3G network, cable TV network, VoIP network, and IP network. Also, with heterogeneous network environments of NGN, the relevant interworking or inter-connection functions may be needed to provide service continuity across different administrative domains as well as transport connectivity. In addition, the security and billing options should be transparently transferred through the other network.

· Accessibility 

IPTV should pay attention to the requirements for disabled persons to the same extent that NGN.

Tasks
The following task may be considered.
· Definition and Requirements for IP TV service

· Network and Service Architectures of IP TV including step-wise deployment

· Service Scenarios and Provisioning Model of IP TV

· with different viewpoints (e.g., Internet-based, Cable-based, IMS-based, etc.)

· with different business drivers (e.g., network/service provider, middleware and application provider, content provider, etc.)

· with different end user equipments and service types

· Interworking with other services and networks
End: further discussion needed
2
Mandate and Terms of Reference for WG 2, “QoS and Performance Aspects”
Mandate
Champion and promote the development of global QoS and performance standards necessary to ensure high end-user satisfaction, and hence high end-user acceptance, for IPTV services.

Terms of Reference
· Identify and assess the suitability of existing material relating to end-to-end* QoS and QoE for IPTV, including (but not limited to) the following aspects:

· End-user performance expectations, including those for users with disabilities, and associated metrics for audio/video quality and control functionality

· Performance implications of  content coding 

· Network transport and  QoS mechanisms 

· Unicast and Multicast performance

· Signalling performance

· QoS/QoE monitoring methodologies

· Traffic management considerations (e.g. admission control, priority, etc.)

· Reducing the impact of  traffic impairments (e.g. packet loss, bit errors)

· Reliable service delivery and network operation

· Identify areas where further work is needed, and coordinate and harmonize activities in ITU-T, other SDO’s and Fora and Consortia. For reasons of expediency, specific items may be addressed (at least initially) within the WG 

· Prepare deliverables as required

*: including home networking, if applicable
3
Mandate and Terms of Reference for WG 3, “Service Security and Content Protection”

Mandate
The Mandate of the Working Group on IPTV Security aspects is to provide a focus, within the FG IPTV, to address the urgent needs for globally accepted IPTV security standards as the market demands.

The Working Group will define the security architecture, identify and if necessary initiate the development of the security mechanisms and interface specifications for IPTV, which will satisfy the Business & Security requirements and align with the IPTV system architecture. 

Terms of Reference
Analyse the security threats

Describe the security requirements

Identify the security architecture, trust models, function modules and interfaces

Identify the authentication, authorization, content protection and other security signal process mechanisms

Identify and initiate the development of the security interface specifications 

Security Areas

Content Security

· digital rights management (DRM)

· content protection and conditional access

Subscriber Security

· e.g. authentication & authorization

Network, IPTV service infrastructure and end-user device security

· e.g. authentication & authorization

Service Security

· authorization
4
Mandate and Terms of Reference for WG 4, “IPTV Network Control”

Mandate 
This work group will focus on following areas: 
· Naming, addressing, and identification aspects
· Control and signaling mechanisms 
· Content distribution and data plane aspects
· Access & Home network issues
· Related issues

Terms of Reference
The items to be considered include, but are not limited to:
· Naming, Addressing and Identification aspects
The Source or Distributor for IP TV could be identified by using IPv4/IPv6 address, URL name, E.164 number, etc. 
· Control and Signaling Mechanisms
Control and signaling mechanisms for IPTV are identified in transport and service stratum. The key features of transport stratum could have many functions such as, multicast, uni-cast and distribution control function, admission and attachment control function, resource control function, mobility control functions, etc. And the key features of service stratum could have session and service control function. 

Multicasting aspects could be identified at access network and core networks. 
· Content Distribution and Data Plane

This working group will review, analyze, recommend and if necessary define network protocols and mechanisms to support non-real time and real-time delivery of content and information in support of IPTV applications.  This includes defining requirements and recommendations for the following areas:

· Services such as VOD & EPG content delivery, System Information, Ad-Insertion (e.g. SCTE 35), 

· Content Transport leveraging system layers such as MPEG-2 Transport Streams and/or IETF RTP 

· Signalling protocols 

· Support of IPTV capabilities such as QoS/QoE, Content Protection, Closed Captioning 

· Home, Access and Core Network Issues (in conjunction with WG5 activities)
Addressing functions and signaling that may be required for IPTV that depends on home, access and home network technologies being used.

· Related Issues

- Various access and core transport scenarios for multicasting
- Interface protocols of UNI, NNI, and SNI where identified by architecture
- Multicast VPN including multicast group management 
- Interworking aspects of Multicasting under heterogeneous environments
- Control signalling for QoS/QoE

Tasks
The following task would be considered.
· To develop and release documents covering:
· control and signaling aspects of  IPTV based on reference architectures

· naming, addressing and identification aspects of IPTV including network and signaling capabilities

· content distribution

· data plane aspects, and

· addressing other issues based on input documents.

5
Mandate and Terms of Reference for WG 5, “End Systems and Interoperability Aspects”

Mandate

IPTV End System = Single device, or set of devices that support IPTV service from network.


(At this time it includes everything from Gateway to the Display – WG 1 will determine)

Terms of Reference

Areas of study to include:

· Implementation Scenario’s & Application’s:

· The relationship between IPTV End System & Home Network (i.e., Integrated Television, Settop Box, Media Center PC, etc.), and what services are supported by IPTV End System

· Terminals:


· Test/Interoperability – Procedures/Criteria for potential independent testing facility to verify performance/conformance to appropriate standards (we suggest this be access network agnostic). 

· Investigate basic functional architecture of the IPTV terminal.




· Remote Management:

· Scope how remote management (services/content) is authorized/requested by the consumer in a vertical (OEM) and horizontal. (Retail) markets– and the relationship with the provider. Collaboration with other appropriate SDO’s will be imperative.  Important investigation will be whether or not remote management be access network agnostic/service provider agnostic.

Work of WG 5 shall include collaboration with other FG IPTV WG’s.
6
Mandate and Terms of Reference for WG 6, “Middleware, Application and Content Platforms”

Mandate

The mandate of this group is to identify and define platforms, including middleware, applications, content formats, and their uses, that facilitate effective and interoperable use of an IPTV system for presenting and interacting with IPTV services. 

Background information

For WG6, the aspects of Service which are particularly relevant are discovery, navigation, selection, acquisition, delivery and presentation including interaction, of content.

Examples of these aspects include the following:

· Metadata, i.e. the descriptive data about content 
· Content Navigation Applications, such as IPG and enhanced EPG
· Navigation, Channel and Menu Processing,
· Content Discovery

· Content Presentation and Execution Engines
· IPTV Middleware

· Audio and Video coding

Terms of reference

The main tasks of this group therefore in its efforts to attain its mandate are:

· to identify the use cases and requirements of these Service aspects;
· to review and analyze existing standards to find any gaps seen against the requirements of these Service aspects, and to identify those requirements where new standards or changes to standards are recommended;
· to coordinate, harmonize and encourage interoperability among existing systems and standards for these Service aspects.
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