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Geneva, 28 May 2004


Dear Sir/Madam,

1
At the request of the Chairman of Study Group 2, Operational aspects of service provision, networks and performance, I have the honour to inform you that this Study Group, which will meet from 18 to 28 May 2004, intends to apply the procedure described in Resolution 1, Section 9, of WTSA (Montreal, 2000) for the approval of 1 draft revised and 3 draft new Recommendations, and one draft new Appendix to an existing Recommendation.

2
The summaries and locations of the draft texts proposed for approval will be found in Annex 1.

3
Any ITU Member State, Sector Member or Associate aware of a patent held by itself or others which may fully or partly cover elements of the draft texts proposed for approval is requested to disclose such information to TSB, in accordance with TSB patent policy (see Appendix III to WTSA Resolution 1 (Montreal, 2000)).

Available patent information can be accessed on‑line via the ITU‑T website.

4
Having regard to the provisions of Resolution 1, Section 9, I should be grateful if you would inform me by 2400 hours UTC on 6 May 2004 whether your Administration assigns authority to Study Group 2 that these draft revised or new Recommendations and draft new Appendix to an existing Recommendation should be considered for approval at the Study Group meeting.


Should any Member States be of the opinion that consideration for approval should not proceed, they should advise their reasons for disapproving and indicate the possible changes that would facilitate further consideration and approval of the draft revised or new texts.

5
If 70% or more of the replies from Member States support consideration for approval of these draft revised or new Recommendations at the Study Group meeting, one Plenary session will be devoted on 28 May 2004 to apply the approval procedure.

I accordingly invite your Administration to send a representative to the meeting. The Administrations of Member States of the Union are invited to supply the name of the head of their delegation. If your Administration wishes to be represented at the meeting by a recognized operating agency, a scientific or industrial organization or another entity dealing with telecommunication matters, the Director should be duly informed, in accordance with Article 19, No. 239, of the ITU Convention.

6
The agenda, registration form and all relevant information concerning the Study Group 2 meeting will be available from Collective-letter 11/2.

7
After the meeting, the Director of TSB will notify, in a circular, the decision taken on these Recommendations. This information will also be published in the ITU Operational Bulletin.

Yours faithfully,

H. Zhao
Director of the Telecommunication
Standardization Bureau

Annex: 1

ANNEX 1
(to TSB Circular 209)

Summaries and location of texts

Note: The texts of these Recommendations are available in COM 2-R 29

Draft Appendix 1 to ITU-T Recommendation E.168 (New)

APPLICATION OF E.164 NUMBERING PLAN FOR UPT

Introduction to Appendix

The issues of number portability is recognized as being complex and that VISIONng needs to be able to provide portability if another provider/entity is assigned numbering resources in the UPT 878 number range.  This appendix provides a detailed explanation.

Draft ITU-T Recommendation E.212 (Revised)

THE INTERNATIONAL IDENTIFICATION PLAN FOR 
MOBILE TERMINALS AND MOBILE USERS

Summary

A plan for unique international identification of mobile terminals and mobile users is required in order to enable these terminals and users to roam among public networks which offer mobility services.  International Mobile Subscriber Identity (IMSI) is required so that a visited network can identify a roaming mobile terminal or mobile user, e.g. in order to query a subscriber’s home networks for subscription and billing information.

Recommendation E.190 describes the general principles to be utilized in the assignment of ITU-T E.series international numbering resources.  The procedures in this Recommendation, E.212, were developed in accordance with the principles contained in Recommendation E.190, and the statements contained in Recommendation E.190 take precedence over Recommendation E.212.

Draft ITU-T Recommendation E.218 (New)

MANAGEMENT OF THE ALLOCATION OF TETRA MOBILE COUNTRY CODES

Summary

This recommendation describes structure of the Individual TETRA Subscriber Identity (ITSI) and the administration by the ITU-TSB of the initial part, known as the TETRA Mobile Country Code ((T)MCC).

Additional informative references are provided in annex A on the management and use of the remaining elements of the ITSI.

Draft ITU-T Recommendation E.408 (formerly E.sec.1) (New)

TELECOMMUNICATION NETWORKS SECURITY REQUIREMENTS

Summary

This Recommendation provides an overview and framework that identifies security threats to telecommunication networks in general (both fixed and mobile; both voice and data) and gives guidance for planning countermeasures that can be taken to mitigate the risks arising from the threats.

Draft ITU-T Recommendation E.409 (formerly E.sec.2) (New)

INCIDENT ORGANISATION AND SECURITY INCIDENT HANDLING (GUIDELINES)

Summary

The purpose of this Recommendation is to analyse, structure and suggest a method for establishing an incident management organisation, where the flow and structure of an incident are focussed. The flow and the handling are useful in determining whether an event is to be classified as an event, an incident, a security incident or a crisis. The flow also covers the critical first decisions that have to be made. 

Computer crime follows in the wake of the heavily increased use of computers in society. Over the last years computer crime has literally exploded, as confirmed by several international and national surveys. In the majority of countries there are no exact figures on the number of computer break-ins or security incidents.

Most organisations or companies don’t have any specialized organisation for handling Information and Communications Technology (ICT) security incidents (although they may have a general crisis team for handling crises of any type). When an ICT security incident occurs it is handled ad hoc, i.e. the person who detects an ICT security incident takes the responsibility to handle it the best (s)he can. In some organisations one tends to forget and cover up ICT security incidents as they may affect production, availability and revenues.

Often when an ICT security incident is detected, the person who detects it doesn’t know to whom to report it. This may result in the system or networks administrator deploying a workaround or quick fix just to get rid of the problem. They do not have the delegated authority, time or expertise to correct the system so that the ICT security incident does not recur. These are the main reasons why it is better to have a trained unit or group that can handle security incidents in a prompt and correct manner. Furthermore, many of the issues may be in areas as diverse as media relations, legal, law enforcement, market share, or financial

When reporting or handling an incident, the use of different taxonomies leads to misunderstanding. This may, in turn, result in an ICT security incident neither gets the proper attention nor the prompt handling that is needed in order to stop, contain and hinder the incident from recurring. This may lead to serious consequences for the affected organisation (victim).

To be able to succeed in incident handling and incident reporting one must have an understanding of how incidents are detected, handled and resolved. By establishing a general structure for incidents (i.e. physical, administrative or organisational, and logical incidents) it is possible to obtain a general picture of the structure and flow of an incident. A uniform terminology is the base for a common understanding of words and terms.
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