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Geneva, 31 October 2003


Dear Sir/Madam,

1
At the request of the Chairman of Study Group 2, Operational aspects of service provision, networks and performance, I have the honour to inform you that this Study Group, which will meet from 21 to 31 October 2003, intends to apply the procedure described in Resolution 1, Section 9, of WTSA (Montreal, 2000) for the approval of one draft new Recommendation and 2 draft revised Recommendations.

2
The summaries and locations of the draft new ITU-T Recommendations proposed for approval will be found in Annex 1.

3
Any ITU Member State, Sector Member or Associate aware of a patent held by itself or others which may fully or partly cover elements of the draft Recommendations and Annex proposed for approval is requested to disclose such information to TSB, in accordance with TSB patent policy (see Appendix III to WTSA Resolution 1 (Montreal, 2000)).

Available patent information can be accessed on‑line via the ITU‑T website.

4
Having regard to the provisions of Resolution 1, Section 9, I should be grateful if you would inform me by 2400 hours UTC on 10 October 2003 whether your Administration assigns authority to Study Group 2 that these draft revised or new Recommendations should be considered for approval at the Study Group meeting.


Should any Member States be of the opinion that consideration for approval should not proceed, they should advise their reasons for disapproving and indicate the possible changes that would facilitate further consideration and approval of the draft new Recommendations.

5
If 70% or more of the replies from Member States support consideration for approval of these draft new Recommendations and Annex at the Study Group meeting, one Plenary session will be devoted on 31 October 2003 to apply the approval procedure.

I accordingly invite your Administration to send a representative to the meeting. The Administrations of Member States of the Union are invited to supply the name of the head of their delegation. If your Administration wishes to be represented at the meeting by a recognized operating agency, a scientific or industrial organization or another entity dealing with telecommunication matters, the Director should be duly informed, in accordance with Article 19, No. 239, of the ITU Convention.

6
The agenda, registration form and all relevant information concerning the Study Group 2 meeting will be available shortly through Collective-letter 9/2.

7
After the meeting, the Director of TSB will notify, in a circular, the decision taken on these Recommendations. This information will also be published in the ITU Operational Bulletin.

Yours faithfully,

H. Zhao
Director of the Telecommunication
Standardization Bureau

Annex: 1

ANNEX 1
(to TSB Circular 169)

Summaries and location of texts

Note: The texts of these Recommendations are available in COM 2-R 26

ITU-T Recommendation E.106 (Revised)

International Emergency Preference Scheme for Telecommunications Disaster Relief Operations (IEPS)
Summary

This Recommendation describes an international preference scheme for the use of public telecommunications by national authorities for emergency and disaster relief operations. The International Emergency Preference Scheme for Disaster Relief Operations (IEPS) is needed when there is a crisis situation causing an increased demand for telecommunications when use of the International Telephone Service may be restricted due to damage, reduced capacity, congestion or faults. In crisis situations there is a requirement for IEPS users of public telecommunications to have preferential treatment.
ITU-T Recommendation E.164.1 (Revised)

Criteria and Procedures for the reservation, assignment and reclamation of E.164 Country Codes and associated identification codes (ICs)
Summary

Recommendation E.164 describes the international public telecommunication numbering plan. Recommendation E.190 describes the general principles to be utilized in the assignment of ITU-T E-Series international numbering resources. This Recommendation describes the procedures and criteria for the reservation, assignment, and reclamation of E.164 country codes and associated Identification Code (IC) assignments. The criteria and procedures are provided as a basis for the effective and efficient utilization of the available E.164 numbering resources. Such assignments require a collaborative effort between the TSB and the appropriate ITU-T Study Group to endeavour to ensure that the assignments meet the needs of the telecommunication community. The development of these criteria and procedures are in accordance with the principles contained in Recommendation E.190 and the numbering plan formats detailed in Recommendation E.164. While processing E.164 resource applications, any conflicts between these Recommendations that are identified will be resolved by the following: Those statements contained in Recommendation E.190 take precedence over Recommendation E.164, and those statements contained in Recommendation E.164 take precedence over this Recommendation.

The TSB assigns and reclaims E.164 country codes for geographic areas, global services and for Networks. It is also responsible for the assignment and reclamation of Identification Codes (ICs) for Networks1. The assignment of subsequent digits are normally not the purview of the ITU-T, but are the purview of the assignee. However, there may be unique circumstances by which it is jointly agreed by the TSB and the appropriate ITU-T Study Group that subsequent digits are to be centrally administered, e.g. UIFNs.
ITU-T Recommendation E.409, previously E.sec2 (New)

Incident Organisation and Security Incident Handling (Guidelines)
Summary

The purpose of this Recommendation is to analyse, structure and suggest a method for establishing an incident management organisation, where the flow and structure of an incident are focussed. The flow and the handling are useful in determining whether an event is to be classified an event, an incident, a security incident or a crisis. The flow also covers the critical first decisions that have to be made. 

In the trails of the heavily increased use of computer in society follows computer crime. Over the last years computer crime has literally exploded, which is confirmed by several international and national surveys. In the majority of countries there are no exact figures on the number of computer intrusions as the incidents.

Most organisations or companies don’t have any organisation for handling IT security incidents (although may have a general crisis team for handling crises of any type). When an IT security incident occurs it is handled ad hoc, i.e. the person who detects an IT security incident have/take the responsibility to handle it the best (s)he can. In some organisations one tend to forget and cover up IT security incidents as they may affect production, availability and revenues.

Often when an IT security incident is detected, the person who detects it doesn’t know whom to report it to. Within the computer field this results in the system or networks administrator deploying a workaround or quick fix just to get rid of the problem. They do not have the delegated authority, time or expertise to correct the system so that the IT security incident does not recur. These are the main reasons why we need a trained unit or group that can handle security incidents in a prompt and correct manner. Furthermore, many of the issues may be in areas as diverse as media relations, legal, law enforcement, sharemarket, or financial

When reporting or handling an incident, the use of different taxonomy leads to misunderstanding. This may, in turn, lead to that an IT security incident neither gets proper attention nor prompt handling that is needed in order to stop, contain and hinder the incident from recur. This may lead to serious consequences for the affected organisation (victim).

To be able to succeed in incident handling and incident reporting one must have an understanding of how incidents are detected, handled and resolved. By establishing a general structure for incidents (i.e. physical, administrative or organisational, and logical incidents) it is possible to obtain a general picture of the structure and flow of an incident. A uniform terminology is the base for a common understanding of words and terms.

____________

1 Internationally interconnected physical nodes and operational systems operated and maintained by one or more Recognized Operating Agencies (ROAs) to provide public telecommunications services.  Private networks are not included in this definition.  Note that the use of capital “N” in Networks indicates that this definition applies.
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