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	Purpose
The purpose of this document is to share the Hashemite Kingdom of Jordan's comprehensive approach, regulatory frameworks, initiatives, and best practices on child online protection with Member States and Sector Members in line with Resolution 179 (Rev. Bucharest, 2022) of the Plenipotentiary Conference.
Action required
This document is transmitted to the Council Working Group on child online protection for information.
_______________
References
CWG-COP website; National Cyber Security Centre (NCSC) - Jordan (https://ncsc.jo); Save the Children Jordan Study (2024) "Behind the Screens: Safety in Digital Spaces for Children" (savethechildren.org.jo); DataReportal Digital 2025: Jordan (datareportal.com/reports/digital-2025-jordan) 
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The Hashemite Kingdom of Jordan recognizes child online protection as a critical national priority in its digital transformation journey. With 4.7 million children under the age of 18 representing 40 percent of Jordan's population, and internet penetration reaching 92.5 percent (10.7 million users) as of January 2025, the government has implemented comprehensive initiatives to ensure children can safely benefit from digital opportunities while being protected from online risks.
Recent research reveals significant engagement of Jordanian children in the digital space. According to a November 2024 study by Save the Children Jordan titled "Behind the Screens: Safety in Digital Spaces for Children aged 10-17 in Jordan," 76.7 percent of children aged 10‑17 access the internet daily, with usage rising to 86.5 percent among 16-17-year-olds. However, the same study identified that 15.8 percent of children in this age group have experienced some form of digital abuse, including cyberbullying, account hacking, and blackmail. The research also highlighted a concerning parental awareness gap, with 75 percent of parents unaware that their children had been subjected to online abuse, and only 9 percent utilizing parental control applications.
In response to these challenges, the National Cyber Security Centre (NCSC) launched a comprehensive awareness campaign on November 30, 2025, targeting both children and parents. The campaign delivers age-appropriate content through visual and interactive materials, alongside guidance for parents to help protect their children while using smart devices, social media platforms, and online games. The initiative employs child-friendly messages supported by videos and modern graphics, as well as educational materials for parents outlining key threats such as cyber extortion, online harassment, and malicious software, in addition to recommended preventive measures.
The campaign components reflect a multi-stakeholder approach. For children, materials focus on recognizing online risks, reporting mechanisms, and responsible digital citizenship behaviors. For parents, resources include practical guidance on implementing parental controls, monitoring screen time, and maintaining open communication with children about their online experiences. The NCSC collaborates with the Ministry of Education to integrate digital safety content into school curricula, reaching students in a structured educational environment. Additionally, the Telecommunications Regulatory Commission (TRC) has taken proactive measures, including blocking chat rooms in certain online games where abuse was reported, and launching public alerts about high-risk applications to guide parents in monitoring their children's device usage.
Jordan's approach benefits from international cooperation. Partnerships with UNICEF Jordan and Save the Children provide technical expertise, research capabilities, and global best practices. The Ministry of Digital Economy and Entrepreneurship has trained 4,462 young people in digital skills programs that integrate online safety components, while 3,000 public sector employees received training in artificial intelligence technologies with emphasis on ethical use and child protection considerations. These capacity-building initiatives ensure that educators, policymakers, and frontline service providers possess the knowledge and tools necessary to support children's safe digital engagement.
Implementation challenges have provided valuable lessons. The rapid evolution of digital platforms requires continuous adaptation of awareness materials and protection strategies. Cultural sensitivities around discussing online risks necessitate carefully designed messaging that resonates with Jordanian families while addressing sensitive topics. Resource constraints, particularly in reaching rural areas with limited internet connectivity, require creative solutions such as community-based programs and mobile awareness units. Jordan has learned that sustainable impact requires moving beyond one-time campaigns toward ongoing engagement, regular content updates, and systematic evaluation of intervention effectiveness.
Looking forward, Jordan will continue investigating emerging challenges in child online protection and how the ICT/telecommunications sector can contribute to solutions in consultation with students, parents, teachers, and other stakeholders. The government plans to expand awareness campaign reach through partnerships with telecommunications providers, social media platforms, and civil society organizations. Research initiatives will track trends in children's digital engagement and exposure to risks, informing evidence-based policy adjustments. Technical infrastructure investments will support the implementation of child‑safe-by-design principles in digital services. Jordan stands ready to share these experiences with other Member States and learn from international best practices to collectively advance the Council Working Group's mission of protecting children in the digital environment.
Recommendations to CWG-COP
Based on Jordan's experience, we recommend that the Council Working Group consider:
–	Develop regional support frameworks: Establish regional resource centers for developing countries.
–	Enhance technical cooperation: Facilitate technology transfer and develop open-source solutions accessible to all Member States.
–	Strengthen multi-stakeholder engagement: Formalize participation of youth in CWG‑COP activities and enhance engagement with the private sector.
–	Promote evidence-based policy: Support research initiatives in underrepresented regions and develop standardized indicators.
–	Build sustainable capacity: Develop certified training programs and knowledge management platforms.
Conclusion
The Hashemite Kingdom of Jordan is committed to creating a safe digital environment for all children. Our comprehensive approach combines legal frameworks, technological solutions, education, awareness, and international cooperation to address the complex challenges of child online protection.
While significant progress has been made, we recognize that child online protection is an ongoing journey requiring continuous adaptation to evolving technologies and threats. Jordan stands ready to share its experiences, learn from other Member States, and contribute to the global efforts coordinated by ITU to ensure every child can safely benefit from the digital world.
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