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	Purpose
[bookmark: _Hlk179446320]This Report summarizes the main results of the twenty-third meeting of the Council Working Group on child online protection (CWG-COP), held on 16 September 2025, in accordance with ITU 2010 Council Resolution 1306 and ITU Plenipotentiary Resolution 179 (Rev. Bucharest, 2022).
Action required
The Council Working Group on child online protection is invited to note the report.
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1	Introduction
1.1	The twenty-third meeting of CWG-COP convened stakeholders from Member States, Sector Members, academia, civil society, and international organizations. The meeting was chaired by the Vice Chair Ms Stella C. Erebor (Nigeria).
2	Opening remarks
2.1	Dr Cosmas Luckyson Zavazava, Director of the ITU Development Bureau, Director of the ITU Development Bureau, welcomed participants to the 23rd CWG-COP meeting, emphasizing its importance ahead of the upcoming WTDC in Baku. He highlighted the urgency of child online protection in the face of accelerating digital transformation and AI-driven risks.
He noted that since the last WTDC, the COP initiative has empowered over 17 700 children and trained 3 000 adult stakeholders across +30 countries, supported national COP frameworks in 16 countries, and maintained visibility in global forums such as WSIS+20 and the AI for Good Summit.
Dr Zavazava called on Member States and partners to ensure that child online protection is not treated as a peripheral issue, but as a strategic priority—one that is backed by sustained investment, integrated into national frameworks, and shaped by the voices of children themselves.
3	Adoption of the agenda
3.1	The Agenda was adopted with modifications proposed by the Chair. To optimize thematic flow and time management, the meeting agreed to:
–	Advance the discussion of three partner collaboration information documents — SouthWest Grid for Learning (SWGfL): (INF/2), Roblox (INF/5), and WHO (INF/9) — to the morning session.
–	Prioritize the liaison statement from ITU-T SG17 (Contribution 4), including the gap analysis report on standards supporting child online protection, ahead of the SWGfL proposal on parental control interoperability (Contribution 3), given its foundational relevance.
These adjustments were adopted by the meeting.
4	Contribution and information documents
4.1	The following documents were presented by membership and partners (in order of appearance):
–	Contribution and Information document by the Secretariat: 
[bookmark: _Hlk210725570]•	Contribution by the Secretariat: Update on the ITU Child Online Protection initiative and the COP global program (including updates from ITU Regional Offices)
–	Information documents by ITU Member States: 
•	Information document by Chad (National Agency for Computer Security and Digital Certification (ANSICE): Initiative of the Chadian government for the implementation of national awareness campaigns on child online protection
•	Information document by Malaysia: Current and forthcoming measures to address child online exploitation through the national online safety framework
•	Information document by Andorra (Andorra Digital) – Andorra's commitment to the online protection of children: initiatives 
•	Contribution by the Russian Federation, Belarus (Republic of), and the Kyrgyz Republic: Proposals for the overall Review of the implementation of WSIS outcomes and follow-up
–	Information documents from ITU Sector Members:
•	Information document by Kaspersky: Speaking the Same Language: A Pathway to Enhancing Children's Digital Literacy
–	Information documents from ITU partners and other relevant stakeholders:
•	Information document by SouthWest Grid for Learning (SWGfL): Family Smart Start – Empowering Safe and Effective Smartphone Use
•	Information document by ROBLOX: Safety 2025
•	Information document by WHO, UNH: GO-SAFER: Global Online Safety Alliance for Educational Resources
–	Documents presented under any other business:
•	Liaison statement by ITU-T SG17: Update on the work of the Correspondence Group on child online protection (CG-COP)
•	Contribution by SouthWest Grid for Learning (SWGfL): Advancing technical standards for parental control interoperability (Parcep)
•	Liaison statement by CWG-COP to ITU-D Study Group 2, Question 3/2: Outcomes of the 21st and 22nd meetings of the CWG-COP.
5	Presentations
Contribution and Information document by the Secretariat
5.1	The contribution by ITU Secretariat provided an update on the Child Online Protection (COP) initiative, which continues to safeguard children from online risks while empowering them to harness digital opportunities. Between January and September 2025, the Initiative expanded its global reach through a series of concrete actions. The online trainings for children were translated into all six UN languages and localized through national awareness campaigns, in countries such as Morocco and Armenia, where the onlinesafety.am platform was migrated to national servers. Capacity-building activities were delivered in Brunei, Micronesia, Nepal, the Bahamas, Morocco, Armenia, and Switzerland, including Training of Trainers and multi-day sessions for children and educators. Since the last WTDC, ITU supported national COP frameworks in a total of 16 countries—Albania, Armenia, Bahamas, Bhutan, Cambodia, Chile, Ecuador, Kazakhstan, Malawi, Mongolia, Pakistan, Suriname, and Thailand—and provided ongoing technical assistance in Andorra, Eswatini, and Lebanon.
The initiative also strengthened cross-sector collaboration. ITU led the drafting of a Joint Statement on AI and Children’s Rights with UNICEF and the UN Committee on the Rights of the Child, involving over 40 organizations and youth from 15+ countries. The Industry Connect event series launched in 2025, facilitating dialogue between Member States and industry on online safety in the context of AI, social media, and gaming. COP was prominently featured at the AI for Good Summit and WSIS+20, where ITU co-hosted sessions on child protection and tech-facilitated gender-based violence. Additionally, ITU launched the GO-SAFER initiative with WHO and the University of New Hampshire to build a global hub for evidence-based online safety education, inviting stakeholders to contribute resources and expertise.
Information documents by ITU Member States
5.2	The information document by Chad through its Agency for Computer Security and Digital Certification (ANSICE) presented the government’s initiative to implement national awareness campaigns on child online protection, led by ANSICE. The contribution outlined the growing digital penetration in Chad, with children’s increasing access to social media and digital platforms creating both opportunities and risks. In response, Chad has strengthened its legal framework through cybersecurity, data protection, and penal legislation, complemented by the establishment of ANSICE as the lead institution for data and online safety. The awareness initiative includes campaigns in schools and communities, multimedia outreach through radio, television and social media, and workshops for teachers, parents, and students. Notable activities include training sessions for girls on privacy protection, cybersecurity education for hundreds of youth at the National Library of Chad, and awareness workshops for high school students on safe social media use. Planned next steps involve expanding outreach to rural areas, introducing cybersecurity education from primary school, and establishing reporting helplines and a national monitoring platform. Chad reaffirmed its commitment to international cooperation with ITU and partners to strengthen child protection frameworks, promote digital literacy, and ensure a safer online environment for children.
5.3	The information document by Malaysia introduced its current and forthcoming measures to address child online exploitation through the National Online Safety Framework (NOSF), a comprehensive blueprint structured around three pillars: Regulatory, Awareness, and Collaboration. The framework, led by the Malaysian Communications and Multimedia Commission (MCMC), consolidates legislative and institutional reforms, targeted awareness initiatives, and strategic partnerships across government, industry, and civil society. On the regulatory side, Malaysia has enacted the Online Safety Act 2025, introduced amendments to the Communications and Multimedia Act, and developed a Code of Conduct for Internet messaging and social media service providers, ensuring accountability and enhanced protection against harmful content. The awareness pillar is anchored in large-scale national campaigns, such as the Kempen Internet Selamat, which has already reached over 200 000 participants, the fact-checking platform Sebenarnya.my with its new AI-powered assistant, and the NADI community centres, which have trained more than 1.7 million users nationwide. Complementary industry guidelines on network and information security further strengthen child online protection across providers. The collaboration pillar highlights multi-sector partnerships, including cross-ministerial cooperation, enforcement actions with the Royal Malaysia Police, extensive cooperation with social media companies to remove harmful content, and volunteer-based digital literacy programmes engaging over 11 000 participants. Malaysia also emphasized its regional and international role, including contributions to the ASEAN Declaration and Regional Plan of Action, its Vice-Chairmanship of CWG-COP, and engagement in the UNICEF-led Disrupting Harm study. The NOSF reflects Malaysia’s holistic and forward-looking approach to safeguarding children online and its commitment to aligning national efforts with ITU Resolution 179 (Rev. Bucharest, 2022).
5.4	The information document by Andorra through Andorra Digital outlined the country’s ongoing commitment to child online protection, supported by a cooperation agreement with ITU. The contribution highlighted progress on the national COP strategy, including the translation and dissemination of the ITU COP Guidelines, the organization of capacity-building activities for policymakers, and preparations for the upcoming National Event on Child Online Protection during the II Andorra Forum on Public-Private Partnerships for the Digital Transition (28-30 October 2025). A key recommendation from the National COP Assessment conducted by ITU earlier in 2025 was the establishment of the Centre for Digital Well-being and Digital Skills and Competences (CBCD). The Centre aims to become a national and international hub for training, digital protection, and inclusive access to technology, with a strong focus on children, young people, and digital inclusion. Its phased rollout includes governance and coordination, the operational launch of services to enhance skills and digital well-being, and the implementation of a monitoring and evaluation framework to measure impact and adapt to emerging challenges. Parallel work is underway on a comprehensive regulatory framework for child online protection, aligned with European standards and informed by multi-ministerial inputs and ITU guidance. Andorra stressed that the combined institutional, regulatory, and capacity-building measures will strengthen digital well-being, reduce digital divides, and reinforce children’s rights in the online environment.
5.5	The oral contribution by the Russian Federation — previously submitted jointly with Belarus and the Kyrgyz Republic to the 43rd meeting of the Council Working Group on WSIS and the SDGs presents a proposal calling for expanding the scope of CWG-COP activities beyond children to also include youth, emphasizing the importance of developing resilience and promoting critical thinking in the use of emerging technologies, particularly artificial intelligence. The contribution underscores the need to prevent youth from becoming passive consumers of technology or overly reliant on AI for decision-making, and instead to foster analytical and independent problem-solving skills.
Information documents by ITU Sector Members
5.6	The information document by Kaspersky presented the company’s global initiatives to enhance children’s digital literacy, emphasizing the importance of “speaking the same language” between children and adults to bridge generational and cultural divides. Kaspersky underlined that digital literacy extends beyond technical knowledge to include critical thinking, ethical engagement, and responsible participation in the digital space. The contribution highlighted several educational tools and awareness initiatives, including the interactive game Case 404, which teaches cybersecurity principles through gamified investigations of cyber incidents, and the children’s book Midori Kuma and a Very Special Race, launched in Bahasa Melayu in collaboration with Malaysia’s National Cyber Security Agency and now available in nine languages. Additionally, Kaspersky developed Digital Schoolbag: A Parent’s Guide for the School Year, providing parents with practical advice on digital hygiene and online safety for children. These initiatives aim to foster trust and open communication between children, parents, and educators, empowering young users to safely explore digital environments. Kaspersky emphasized the need for collective action among families, educators, policymakers, industry, and civil society to strengthen children’s resilience and digital skills globally.
Information documents by ITU Partners and other Relevant Stakeholders
5.7	The information document by SWGfL The information document by SWGfL presented the Family Smart Start initiative, a pilot project designed to empower parents in supporting their children’s safe and responsible use of smartphones. The project focuses on the key transition moment when a child first receives a device, whether new or handed down, turning it into an opportunity for guided parental engagement. Through a self-assembly “Smart Start Box,” parents are guided step-by-step to securely reset old devices, configure safety features such as Apple Family Sharing and Google Family Link, apply content filters and screen time limits, and encourage open family dialogue about digital expectations. The initiative also promotes recycling and responsible device use. Early pilot results indicate strong parental appreciation for its clarity and practicality, providing reassurance and confidence at the start of a child’s digital journey. SWGfL noted that, pending successful evaluation, Family Smart Start could be scaled through partnerships with schools, local authorities, and industry actors, aligning with broader international efforts to enhance parental empowerment and promote safe digital practices for children.
5.8	The information document by Roblox provided an overview of the company’s latest safety developments and ongoing initiatives under Safety 2025. The presentation outlined over one hundred safety updates implemented since 2024, reflecting Roblox’s continuous efforts to strengthen user protection and promote digital civility across its global platform. Key innovations include enhanced parental control tools, integration of IARC content ratings, and the introduction of Teen Wellbeing Controls to provide age-appropriate user experiences. Roblox also presented its Trusted Connections and Family Account Experience (FAE) features, which allow parents to monitor interactions and customize privacy settings to support safe engagement for young users. Technical developments such as Roblox Sentinel—a 3D foundational model—and the Voice Safety Classifier were introduced as part of the company’s proactive measures to identify and mitigate emerging online risks. Additionally, Roblox highlighted ROOST (Robust Open Online Safety Tools) as a collaborative framework to advance transparency, share best practices, and promote safer online ecosystems in partnership with regulators and child protection organizations. 
5.9	The information document by the World Health Organization (WHO), presented in collaboration with the University of New Hampshire (UNH), introduced GO-SAFER – the Global Online Safety Alliance for Educational Resources, a new initiative aimed at improving global access to quality educational materials on online safety. The initiative seeks to make evidence-based resources readily available to educators, policymakers, parents, and child-serving organizations. Building upon WHO and ITU’s leadership in child protection and supported by Safe Online, GO-SAFER applies proven prevention education principles—used effectively to address bullying, sexual violence, and other health-related behaviours—to the prevention of online child sexual exploitation and abuse (OCSEA). The alliance’s objectives include creating a centralized repository of high-quality, evidence-informed educational materials, curating and sharing best practices, and tracking evaluation research on online safety programmes. Success will be measured by improved dissemination and adaptation of resources, enhanced quality and consistency of messaging, and expansion of programmes to underserved regions. The contribution emphasized GO-SAFER’s role in fostering global collaboration and integrating online safety within broader child protection and well-being agendas.
6	Any other business
6.1	The Liaison statement from ITU-T SG17 provided an update on the progress of the Correspondence Group on Child Online Protection (CG-COP) and transmitted the group’s Gap Analysis on Standards that Support Child Online Protection for the information of CWG-COP members. The report outlined the findings of an in-depth review of international standards relevant to child online protection, identifying key gaps and areas requiring further technical development. Two priority areas were highlighted: age assurance and automated content moderation. The analysis noted the absence of comprehensive global standards for age assurance systems and recommended that SG17, in coordination with ISO, ETSI, and IEEE, strengthen collaboration to ensure global applicability, avoid duplication, and integrate this work into its ongoing study programme under Question 10/17. On automated content moderation, the report emphasized the need for unified technical standards—particularly for perceptual hash matching technologies—to improve detection and removal of harmful and illegal content, while respecting privacy and encryption. It further suggested exploring solutions for content moderation within encrypted user-to-user services and potential calls for contributions on this topic. SG17 invited CWG-COP members to consider active participation in the Correspondence Group’s work through its open mailing list and to contribute to shaping future standardization priorities.’
6.2	The contribution by SouthWest Grid for Learning (SWGfL) provided an update on progress toward the development of a global interoperability standard for parental controls, known as the Parental Control Enforcement Protocol (PARCEP). Building on discussions held at the 2024 CWG-COP meeting and follow-up work under ITU-T Study Group 17’s Correspondence Group on child online protection (CG-COP), SWGfL outlined the rationale, technical design, and proposed next steps for the initiative. The document highlighted that while encryption enhances privacy, it also limits the functionality of traditional parental control tools and increases fragmentation across platforms, leaving parents to manage multiple, inconsistent systems. PARCEP offers a standards-based solution that enables coordination between different parental control tools and platforms without weakening encryption or compromising privacy. The proposal envisions a shared data model for parental settings, standardised policy synchronisation across devices, role delegation for multi-household families, and built-in safeguards for consent, transparency, and data minimisation. This interoperability would allow parents to apply consistent rules—such as screen-time limits or content restrictions—across all devices and services used by their children. For vendors, the protocol would reduce development burden, enhance user trust, and align with evolving regulatory and safety expectations. SWGfL informed the meeting that PARCEP will be presented at the upcoming IAB/W3C Workshop on Age-Based Content Restrictions (October 2025), with plans to engage the IETF standards community in late 2025 and 2026. The contribution invited CWG-COP and SG17’s CG-COP to continue supporting the initiative by maintaining an ITU COP requirements note on interoperable parental controls, liaising with IETF groups, and exploring a conformance framework to ensure vendor-neutral interoperability. SWGfL underlined that PARCEP represents a constructive step forward in reconciling encryption, privacy, and child safety by empowering parents to manage technology confidently across multi-vendor ecosystems. 
6.3	The Liaison statement by CWG-COP to ITU-D Study Group 2, Question 3/2 conveyed the outcomes of the 21st and 22nd meetings of the Group and reaffirmed CWG-COP’s commitment to strengthening collaboration between the ITU’s development and standardization sectors on child online protection. The statement summarized key decisions and initiatives from previous sessions, including the integration of youth perspectives in ITU’s COP work, the sharing of children’s feedback on helplines with parent organizations and the Global Cybersecurity Index (GCI) expert group, and the continuation of ICT industry dialogues in an intersectoral format under BDT leadership. It also highlighted the decision to maintain a public record of all COP meeting contributions and resources on the ITU COP website to enhance transparency and accessibility. The document further reported on the endorsement of the ITU Industry Connect: Quarterly Intersectoral Discussions on Child Online Protection initiative, which promotes multi-stakeholder engagement, including industry, youth, and persons with disabilities, in COP-related discussions. Finally, the statement recalled that the gap analysis on standards prepared by the ITU-T Correspondence Group on Child Online Protection would be reviewed by SG17 and presented to the CWG-COP’s next meeting. The Liaison reaffirmed CWG-COP’s intent to maintain close coordination with ITU-D Study Group 2 and to continue aligning technical and policy efforts to advance global child online protection.
6.4	UNICEF delivered an oral intervention providing updates on its global initiatives to advance children’s rights in the digital environment. The presentation highlighted the release of two new business and human rights tools launched in June 2025: the Digital Child Rights Impact Assessment (D-CRIA) Toolbox and guidance on Corporate Transparency and Disclosure on Child Rights Impacts Online. These resources aim to strengthen corporate accountability and due diligence in relation to children’s online experiences and are available through UNICEF’s new “Child Rights and Responsible Technology” homepage. UNICEF also outlined ongoing work under its Child Protection Programme, developed in collaboration with the Global Cybersecurity Forum, to expand educational content for parents through UNICEF’s global Parenting Hub and to build the capacity of child helplines in 30 countries, in partnership with Child Helpline International. In collaboration with the University of Oxford, UNICEF is also synthesizing global evidence on parenting education and integrating online sexual violence prevention into hybrid parenting programmes. The meeting was further informed of new UNICEF research, Childhood in a Digital World, which examines global data on children’s digital access, skills, and mental health, providing evidence-based insights into the effects of screen time and the digital divide. Finally, UNICEF announced that its Policy Guidance on Children and AI is being updated to reflect emerging developments and would be shared with CWG-COP at a future meeting.
7	Discussion
7.1	Following the presentation by the Secretariat, the meeting exchanged views and sought clarifications. Germany requested details on the forthcoming Global PoP Principles to be released in November 2025, asking whether these guidelines would address specific aspects of online safety or broader digital protection frameworks. Germany also inquired whether the ITU Industry Connect series would include manufacturers and network operators in addition to major online platforms. The Secretariat clarified that the Global PoP Principles will focus on ensuring safety through digital means, complementing existing COP resources and frameworks with an additional focus, and that implementation activities are planned for the future. Regarding Industry Connect, the Secretariat explained that the initial sessions prioritized online platforms based on earlier Member State requests but noted the suggestion to include manufacturers and operators in future sessions.
China commended ITU’s achievements in advancing child online protection and its vital role in policy, research, and capacity-building. China outlined national progress under a comprehensive framework including the Cybersecurity Law of the People’s Republic of China, the Personal Information Protection Law (which classifies minors under 14 as a protected group), and the Regulation on the Protection of Minors Online adopted in 2023. China also cited the Cyberspace Administration’s 2024 Guidelines on Mobile Internet, emphasizing the country’s holistic approach to children’s online safety. China noted that advances in artificial intelligence bring new challenges, expressed its continuing support to ITU’s child online protection initiative and encouraged ITU and its relevant groups, including CWG-COP, to intensify research and dialogue on new and emerging technologies such as generative AI and expressed support to ITU’s contribution to ensuring safe and equitable access for children and youth.
The Chair welcomed these interventions and encouraged participation of ITU regional offices in future meetings to bring regional perspectives. South Africa congratulated the Secretariat on its work and supported the proposal for greater involvement of regional offices in future sessions.
7.2	Following the intervention by the Russian Federation, the meeting discussed the proposal to broaden CWG-COP’s scope to include youth. Canada expressed concern over the effects of social-media algorithms keeping young users constantly engaged online, emphasizing the importance of balance, awareness, and mental well-being. Canada stressed that capacity-building and awareness-raising for parents, teachers, and caregivers should remain central to COP efforts. South Africa supported Russia’s proposal to extend CWG-COP’s focus to youth, highlighting the relevance of addressing online safety across age groups. The Secretariat responded that the work of the child online protection initiative and global programming  in practice are already widened in scope and digital skills development, capacity building, and awareness raising are targeting children, youth, parents, carers, educators and teachers. The Secretariat also noted that, under the Convention on the Rights of the Child (UN-CRC), children are beneficiaries of special protection rights, which may make merging children and youth under a single policy framework legally and institutionally complex. The Secretariat invited Russia to formalize its proposal through formal contributions to upcoming ITU conferences —such as the World Telecommunication Development Conference (WTDC) or Plenipotentiary Conference (PP)— where the CWG-COP mandate could be reviewed. China supported the proposal, recognizing youth online safety and AI governance as key priorities for ITU and the UN system, while agreeing that formal discussions on expanding CWG-COP’s scope should take place at WTDC and PP to avoid duplication.
7.3	The meeting discussed the liaison statement from ITU-T Study Group 17 (SG17) and the accompanying Gap Analysis on Standards Supporting Child Online Protection. Delegations welcomed the continued collaboration between SG17 and CWG-COP. Brazil emphasized that the ITU standardization process enables inclusive participation, particularly from developing countries, ensuring diverse perspectives in future COP-related standards. Canada highlighted the need to maintain strong cooperation with international standardization bodies such as ISO and OECD to ensure complementarity. The Co-Convenor of CG-COP underlined efforts to align with ICC and ISU standards initiatives and to avoid duplication of work.
7.4	The meeting then considered the contribution by SWGfL on the Parental Control Enforcement Protocol (PARCEP). South Africa expressed strong support for the initiative, noting its potential to enhance parental empowerment and interoperability across devices. Canada reflected on cultural differences in parenting styles and the need to balance parental controls with children’s autonomy, supporting SWGfL’s view that all devices should integrate interoperable parental control tools. Nigeria endorsed the proposal, emphasizing awareness-raising for parents and inclusive approaches to online safety. The Chair suggested that the proposal and recommendations be transmitted to ITU-T SG17 via a liaison statement for technical consideration. The Co-Convenor of CG-COP thanked SWGfL for its sustained collaboration and contributions.
7.5	Canada proposed that future CWG-COP meetings explore direct participation of children and youth to enrich discussions with their perspectives, recognizing ITU’s broader efforts to engage youth in COP activities.
7.6	Canada and the Russian Federation noted that older persons are increasingly exposed to online risks and recommended that future discussions also address intergenerational online protection. The Chair welcomed these observations and encouraged further dialogue on digital safety for all age groups.
8	Outcomes of the twenty-third meeting of the CWG-COP
8.1	The Secretariat took note of Germany’s suggestion to include manufacturers and operators in upcoming Industry Connect sessions and will review this for the remaining 2025 series. The Secretariat also took note of the Chair’s and South Africa’s request to involve ITU regional offices in future CWG-COP meetings.
8.2	The meeting acknowledged the oral contribution by the Russian Federation proposing to broaden CWG-COP’s scope to include youth. The Chair invited the Russian Federation to submit the proposal formally through WTDC or PP for consideration. The Secretariat will continue supporting youth-focused digital-skills and awareness-building initiatives under the BDT COP global programme and the ITU child online protection initiative.
8.3	The meeting took note of the Liaison Statement from ITU-T SG17 and welcomed the continued collaboration with CWG-COP. The Group endorsed SG17’s ongoing work on age assurance and automated content moderation as priority standardization areas and encouraged Member States and stakeholders to participate in the Correspondence Group on Child Online Protection (CG-COP).
8.4	The meeting took note of the contribution by SWGfL on the Parental Control Enforcement Protocol (PARCEP) and welcomed SWGfL’s proposal for continued collaboration between CWG-COP and SG17’s CG-COP. The chair invited the Secretariat to prepare a liaison statement to SG17 reflecting CWG-COP’s support for PARCEP and its recommendations to:
–	maintain an ITU COP requirements note on interoperable parental controls;
–	liaise with relevant IETF working areas;
–	convene a joint workshop addressing technical and regulatory considerations; and
–	explore a conformance framework for vendor-neutral interoperability.
8.5	The meeting noted the interventions by Brazil, Canada, and the Co-Convenor of CG-COP, reaffirming the importance of inclusive participation and cross-community collaboration among standards bodies.
8.6	The meeting supported Canada’s proposal to invite children and youth to participate directly in future CWG-COP sessions. The Secretariat will explore feasible modalities to enable safe and meaningful child and youth participation.
8.7	The meeting acknowledged the interventions by Canada and the Russian Federation encouraging inclusion of older persons within discussions on online protection and noted the Chair’s invitation to consider this topic in future agendas.
8.8	The meeting took note of the oral update by UNICEF and expressed appreciation for the continued cooperation between ITU, UNICEF, and other UN agencies in advancing the global child online protection agenda.
	Stella C. Erebor (Nigeria)
	Vice-Chair, CWG-COP
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