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Contexte général

La protection des enfants en ligne constitue un enjeu majeur à l'ère numérique actuelle. Les jeunes sont de plus en plus exposés à des risques tels que les contenus préjudiciables, la cyber intimidation et l'exploitation en ligne. Au Tchad, cette problématique est reconnue comme une priorité nationale, avec des entités dédiées qui s'engagent activement à garantir la sécurité des enfants dans le domaine numérique.

L'Agence Nationale de Sécurité Informatique et de Certification Électronique (ANSICE) et l'Autorité de Régulation et de Communication Électronique et de Poste (ARCEP) jouent un rôle central dans cette lutte. Le ministère des Télécommunications et de l'Économie Numérique, en collaboration avec l'ARCEP et les Fournisseurs d'Accès à Internet (FAI), met en œuvre des mesures de filtrage de contenu et mène des campagnes de sensibilisation. Par ailleurs, la Direction de Contrôle de Protection des Données Personnelles, partie intégrante de la régulation des données, ainsi que la Coordination Nationale de Lutte Contre la Cybercriminalité, se focalisent sur la prévention et l'enquête des crimes en ligne visant les enfants, s'appuyant sur des programmes éducatifs et des actions de surveillance.

En complément de ces autorités, le Tchad a mis en place d'autres initiatives et bonnes pratiques, notamment l'éducation à la sécurité en ligne, des campagnes nationales de sensibilisation et des partenariats avec le secteur technologique, favorisant ainsi une approche multi-niveau de la protection des enfants en ligne.

Initiatives et bonnes pratiques de l'État Tchadien en matière de protection des enfants en ligne

Pour faire face aux défis de l'ère numérique, le Tchad a pris des mesures visant à encadrer et institutionnaliser les bonnes pratiques en matière de protection des enfants en ligne. Cela se traduit par l'adoption de plusieurs textes juridiques et d'initiatives visant à garantir la sécurité et les droits des enfants dans l'espace numérique.

L’encadrement juridique de la protection des enfants en ligne au Tchad

Le Tchad a intégré dans sa législation des mesures spécifiques pour protéger les enfants sur Internet, notamment à travers plusieurs textes :

– La Constitution tchadienne garantit les droits fondamentaux des enfants, y compris le droit à la protection contre toute forme d'exploitation et de violence, applicables également dans le contexte numérique.

– La **Loi 006/PR/2015** et ses textes modificatifs, créant l’ANSICE met la première pierre angulaire de la protection des données à caractère personnel au Tchad.

– La **Loi 009/PR/2015** portant sur la cybersécurité et la lutte contre la cybercriminalité prévoit des mesures spécifiques pour protéger les enfants contre les abus en ligne.

– La **Loi 007/PR/2015** relative à la protection des données à caractère personnel stipule que le traitement des données des mineurs est soumis au consentement du tuteur légal, garantissant ainsi la protection de la vie privée des enfants.

– Le Code pénal tchadien de 2017, en lien avec la lutte contre la cybercriminalité, criminalise les actes de violence, d'exploitation et d'abus sexuels sur les enfants, y compris ceux commis en ligne.

Au-delà de cet arsenal juridique, le Tchad a mis en œuvre plusieurs initiatives pour garantir la sécurité des enfants en ligne, parmi lesquelles la création de l'ANSICE, qui est à l'avant-garde des efforts de protection des enfants. Sa mission inclut la régulation des services de télécommunications et la diffusion de contenu numérique afin de protéger les enfants des contenus nuisibles et veiller à la protection des données y compris celles des enfants.

Recommandations de la Stratégie Nationale de Cybersécurité du Tchad *(en cours de validation)*

Le rapport de la Stratégie Nationale de Cybersécurité du Tchad propose plusieurs recommandations clés:

– Mettre en place des normes de filtrage minimales pour les outils de contrôle parental.

– Réexaminer les définitions juridiques de « contenu préjudiciable ».

– Créer un site Web gouvernemental dédié pour faciliter l'accès à des informations sur les outils de filtrage de contenu.

– Lancer une campagne nationale de sensibilisation.

– Impliquer davantage le système éducatif dans l'enseignement de la littératie numérique et de la sécurité en ligne.

– Élargir l'éducation à la sécurité en ligne dans les cadres éducatifs informels.

– Intégrer la sensibilisation à la sécurité en ligne dans les milieux de soins de santé.

– Renforcer l'autorité nationale pour la protection des enfants en ligne.

Autres rôles et activités clés du Gouvernement Tchadien en matière de protection des enfants en ligne

Le Tchad met en œuvre diverses actions:

– Régulation des FAI : S'assure que les FAI offrent des outils de contrôle parental et de filtrage de contenu par défaut pour protéger les enfants.

– Surveillance du contenu : Collabore avec les entreprises de télécommunications pour retirer rapidement les contenus nuisibles sur les plateformes utilisées par les mineurs.

– Plaidoyer public : Encourage la responsabilité des entreprises pour créer des environnements en ligne plus sûrs.

– Campagnes de sensibilisation : Organise des campagnes pour éduquer le public sur les risques en ligne, comme la cyberintimidation et les prédateurs en ligne.

– Collaboration dans le domaine des télécommunications : Travaille avec les FAI pour developer des solutions basées sur l'intelligence artificielle afin de détecter et supprimer plus efficacement les contenus nuisibles.

Activités principales de protection des enfants en ligne

L'ANSICE, en collaboration avec l’autorité en charge de la cybercriminalité (ANSE), s'engage dans plusieurs activités:

– Surveillance en ligne en temps réel : Utilise des outils avancés pour détecter les activités nuisibles ciblant les enfants.

– Enquêtes sur la cybercriminalité : Mène des enquêtes sur les crimes en ligne impliquant des enfants, en coopération avec des organismes internationaux tels qu'INTERPOL et Europol.

– Plateformes de signalement public : Met à disposition des lignes d'assistance et un système de signalement en ligne pour permettre au public de rapporter des activités suspectes.

– Initiatives éducatives : Collabore avec les écoles pour sensibiliser les enfants et les parents aux dangers d’Internet.

Initiatives et programmes nationaux

En plus des efforts du ministère des Télécommunications et de l'Économie Numérique et de l'ANSICE, le Tchad a mis en place diverses initiatives:

– **Programme d’éducation à la sécurité en ligne :** Des programmes éducatifs couvrent des sujets tels que la cyberintimidation et les contenus préjudiciables.

– **Journée pour un-Internet sûr :** Participation à initiative Mondiale pour sensibiliser à la sécurité en ligne.

– **Ligne d’assistance nationale :** Offre des ressources et des conseils aux parents et éducateurs pour faire face aux menaces en ligne.

– **La célébration de la Journée de protection des données personnelles :** le Tchad participe à l’initiative mondiale la célébration de la journée de protection des données personnelles axé sur the thème : Cyber harcèlement et confidentialité : comment protéger votre intimité en ligne dans le but de sensibiliser la sécurité en ligne et à l’utilisation responsable d’Internet.

Conclusion

L'approche tchadienne en matière de protection des enfants en ligne, orchestrée par l'ANSICE, se distingue par sa proactivité et sa portée. Grâce à la régulation des FAI, aux initiatives éducatives, à la coopération internationale et aux outils de surveillance avancés, le Tchad s'efforce de créer un environnement numérique plus sûr pour les enfants, témoignant ainsi de son engagement envers leur protection et leur bien-être dans un monde de plus en plus connecté.
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