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	Purpose
To share a new e-learning programme which WISE KIDS has created for Cardiff Council in the United Kingdom (and funded by the Home Office) on preventing online radicalisation, which features rich multimedia content (graphics, videos for 2 case studies, interactive activities) —with member partners.
Action required
This document is transmitted to the Council Working Group on child online protection for information.
_______________
References 
Please see a sample of the screenshots provided below of the Full Multimedia E-learning Programme Resource that we will demonstrate in our presentation if accepted. 
If possible due to other commitments, we would like to provide input on 13 February 2025.
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Preventing Online Radicalisation -
Supporting Parents/Carers & Early
Help Practitioners

START COURSE
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This course will present materials and two fictionalised case studies to help you better
understand the many aspects of online radicalisation, how it happens, and what we can do
to minimise this risk. It will also highlight actions you can take to support young people’s
digital resilience and wellbeing and reduce the likelihood of radicalisation.
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01. About this Course

02. Introduction: Terrorism, Radicalisation, Extremism

03. Radicalisation: Susceptibility and Risk

04. Danny's Story: Extreme Right Wing Ideology

05. Sharifa's Story: Islamist Extremism

06. Pathways to Radicalisation

07. Online Radicalisation

08. Social Media, Al and the Dark Net

09. Parenting for Digital Resilience and Well-Being

10. Help & Support: Prevent, Channel & Making a Referral

11. End of Course - Knowledge Check and Reflection Questions

12. Acknowledgements
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03. Radicalisation:
Susceptibility and Risk

MODULE 3 OF 12

3.1. What is the typical profile of a radicalised

individual?

There is no single profile of a radicalised person, nor is there a single pathway or ‘conveyor belt’ to

being radicalised. [1]

“Any young person can be radicalised - but the
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3.2. Is there a typical pathway to radicalisation?

Select the ’'plus’ sign to open each tab below and learn more.

Anyone may be radicalised

Many factors involved in radicalisation

Self-initiated radicalisation

Temporary fascination vs genuine, long-term indoctrination





image6.jpeg
9.2. Equipping your child for the digital world

As parents and professionals, you may tend to focus on the platforms (social media and online
games) that children and young people use. You may imagine that because you are not an expert
on these platforms, you cannot guide your children. This is not true!

Imagine the Internet as a global city, with people, content and services from all over the world. And
imagine your child navigating this city. What skills will they need to navigate it wisely, gain
benefit and manage online risks?
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9.2.2. Digital literacy, life skills, digital resilience

Select each plus sign below to learn more about the literacies and skills young people need
today to stay safe and benefit from resources on the Internet.

What do we mean by Digital Literacy?

What do we mean by Life Skills in the digital space?

What do we mean by Digital Resilience?
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9.4. Balanced approaches and key strategies for
parents and carers

As we consider the risks online, it is also important to recognise the many positives the Internet
provides, and therefore use a balanced approach when educating your child about the digital
world.

Our goal is to ensure our young people develop to be confident, resilient and
empowered digital citizens.

Use this guidance to help your children and young people build a
healthy relationship with technology and grow into confident,
resilient, empowered digital citizens.
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