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РЕШЕНИЕ 630

(принято на четвертом пленарном заседании)

Информационный ресурс для помощи Государствам-Членам в создании их потенциала кибербезопасности и киберустойчивости

Совет МСЭ,

учитывая

*a)* Резолюцию 130 (Пересм. Бухарест, 2022 г.) об усилении роли МСЭ в укреплении доверия и безопасности при использовании информационно-коммуникационных технологий;

*b)* Резолюцию 45 (Пересм. Кигали, 2022 г.) ВКРЭ о механизмах совершенствования сотрудничества в области кибербезопасности, включая противодействие спаму и борьбу с ним;

*c)* Резолюцию 50 (Пересм. Женева, 2022 г.) ВАСЭ о кибербезопасности;

*d)* рекомендацию 3 Рабочей группы пленарного заседания Полномочной конференции 2022 года, в которой Совету предлагается рассмотреть предложения Государств-Членов относительно ГПК, ее текущего использования и возможного будущего развития,

напоминая,

*a)* что кибербезопасность является одним из основополагающих элементов обеспечения защиты инфраструктуры электросвязи/ИКТ;

*b)* что для того, чтобы воспользоваться огромными возможностями цифровых технологий, необходимо укреплять доверие и безопасность при использовании ИКТ;

*c)* что для увеличения возможности цифровых соединений требуется дополнительная работа с целью создания потенциала осведомленности о киберустойчивости и кибербезопасности, а также для решения проблемы цифровых разрывов,

решает поручить Генеральному секретарю в тесном сотрудничестве с Директорами трех Бюро

1 разработать информационный ресурс для Государств-Членов, который включал бы по каждому из направлений Глобальной программы кибербезопасности (ГПК):

a) примеры существующего передового опыта;

b) источники рекомендаций, помощи и руководящих указаний от МСЭ и других соответствующих организаций для укрепления кибербезопасности и киберустойчивости;

c) информацию о программах создания потенциала, обеспечиваемых МСЭ и другими соответствующими организациями;

2 поддерживать и регулярно обновлять данный ресурс, для учета новых проблем, новых направлений развития и новых касающихся МСЭ видов деятельности, а также новых видов деятельности под руководством других организаций, которые способны помочь Членам МСЭ укрепить их потенциал кибербезопасности и киберустойчивости.
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