|  |  |
| --- | --- |
| **理事会2024-2027年战略规划和财务规划工作组第三次会议 – 2022年2月21-22日** |  |
|  |  |
|  |  |
|  | **文件 CWG-SFP-3/9-C** |
| **2022年1月21日** |
| **原文：英文** |
| 阿尔及利亚、埃及、科威特、沙特阿拉伯和阿拉伯联合酋长国的文稿 |
| 提交理事会战略规划和财务规划工作组（CWG-SFP）第三次会议的文稿 |

# 1 引言

我们从CWG-SFP第一次会议开始就参与其中，我们很高兴为我们的国际电联这一非常重要的进程提供多国文稿。

我们很清楚地认识到，秘书处提出的加强国际电联战略框架的建议，是建立在CWG-SFP第一次会议所制定的原则之上。我们认为，2024-2027年的时间框架对于实现、审查和跟进联合国的各项议程非常重要，因此，我们认为，对战略规划进行相应的调整是及时的。

# 2 有关秘书处对第71号决议附件1（《国际电联2024-2027年的战略规划》草案）提出的输入意见第2.5节的看法

## 2.1 总体观点：

• 国际电联在信息社会世界峰会（WSIS）进程中发挥了牵头作用，作为主要推进方，国际电联协调利益攸关多方对《日内瓦行动计划》的实施。值得注意的是，国际电联是WSIS三个不同行动方面的唯一推进方。C2（信息通信基础设施）、C5（树立使用信息通信技术（ICT）的信心并提高安全性）和C6（有利的环境）。

• [CWG-SFP-3/4-C号文件](https://www.itu.int/md/S22-CWGSFP3-C-0004/en)中提出的《2024-2027年战略规划》草案显示了两个总体战略目标和相关具体目标，以及六个主题重点和相关成果。然而，《战略规划》草案并没有在成果和具体目标与相关WSIS行动方面之间提供明确的对照/联系。因此，在没有这种对照的情况下，要决定《2024-2027年战略规划》草案是否全面并涵盖国际电联的责任是非常具有挑战性的。

• 此外，还应统一协调《2024-2027年战略规划》草案的所有组成部分（即产品和服务、主题重点等）并将其联系起来。

• 《战略规划》草案中建议的大部分具体目标都与连通性和扩大宽带覆盖面有关，而没有提到其他重要的具体目标，如与树立信心和提高安全性有关的目标。

• 《战略规划》草案应从第71号决议附件2草案中获益 – 通过利用优势和机会，减轻弱点和威胁进行的情况分析（[CWG-SFP-3/5-C号文件](https://www.itu.int/md/S22-CWGSFP3-C-0005/en)）。

• 在提及WSIS和可持续发展目标（SDG）的同时，也应包括其他联合国议程，如联合国数字合作和联合国“我们的共同议程”。

## 2.2 一些完善建议：

我们建议进一步**加强**总体目标1的拟议具体目标：到2030年实现普遍连接，并进一步加强总体目标2的拟议具体目标：到2030年实现可持续数字化转型。我们还建议，目前为**总体目标2**拟议的具体目标与**总体目标1**的具体目标相关，应纳入其中。

拟议的具体目标可设立如下：

总体目标1：到2030年实现普遍连接**：**

1.1 为所有人提供价格可承受的、可靠或安全的、具有复原力的宽带服务

1.2 为教育和其他生活领域提供宽带连接

1.3 所有需要弥合的数字鸿沟（尤其是在国家、性别、年龄、城市/农村方面）

**总体目标2：到2030年实现可持续数字化转型：**

2.1 数字化转型战略

2.2 所有需要弥合的数字鸿沟（尤其是在国家、性别、年龄、城市/农村方面）

2.3 人工智能战略和就绪情况

2.4 人工智能在政府、私营部门、学术界的应用

2.5 大数据在政府、私营部门、学术界的应用

2.6 改进网络安全防范，具备关键能力：战略和政策的到位、国家计算机事故/应急响应团队和立法

# 3 有关秘书处对第71号决议附件1（《国际电联2024-2027年的战略规划》草案）提出的输入意见第2.6节（主题重点）的看法

**a) 有利环境**

我们建议在这一主题重点下纳入电信/ICT方面的有利创新。国际电联需要在发展有利于创新的环境方面发挥关键作用，使新的和新兴技术有助于落实WSIS成果和2030年可持续发展议程，特别是在国家层面。

**b) 网络安全**

正如我们在CWG-SFP第二次会议上所表达的那样，该主题重点需要作为一项独立的工作。我们认为，将数字化转型视为一个战略目标，在其之后设立一个独立的网络安全主题重点将是非常合理的。

此外，考虑到国际电联是联合国负责电信/ICT的组织，是WSIS关于树立使用信息通信技术的信心并提高安全性的行动方面C5的唯一推进方，经修订的全球网络安全议程（GCA）导则以及联合国网络安全的重大发展，国际电联需要以某种方式对联合国进程做出贡献，这些都是将网络安全作为一个独立的主题重点的有效论据。

关于第35节，我们建议，有关网络安全的主题重点工作重心需置于国际电联全球网络安全议程（GCA）及其相关的5个支柱内，即：法律、技术、组织、能力建设、合作。

认识到网络安全是三个优先议题或目标之一，也是联合国秘书长数字路线图的一个关键要素，国际电联对此做出了充分的承诺，这再次证明了将网络安全作为一个独立的主题重点的相关性。

# 4 有关秘书处对第71号决议附件2（情况分析）提出的输入意见的看法

关于国际电联2018年全权代表大会以来的发展，我们希望包括与联合国数字合作议程及其相关路线图 – 联合国“我们的共同议程”有关的发展。我们认为它们包含了国际电联可以参与的几个领域，而且，它为与不同组织的联合伙伴关系开辟了一系列机会。这也可以作为一种机会反映在优势、劣势、机会与威胁（SWOT）分析中。

我们还建议在SWOT分析的**“弱点”**部分反映以下方面：

1 区域代表处和地区办事处的职权不明确，导致向成员提供的服务效率不高，对利益攸关方的价值主张不明确。

2 收入方面大幅减少，而支出方面却提出了额外要求。

我们还建议在SWOT分析的**“威胁”**部分反映以下方面：

1 在国际和区域层面竞争和保持相关性的能力特别令人关注。

2 资金不足 – 财务计划有失衡的风险。

3 其他联合国组织正在加强对数字合作和ICT的参与。

4 他们在区域层面部署的能力可能超过国际电联的能力带来问题。

5 目前电信展活动的商业模式在财务上是不可行的，活动的价值主张显示出明显的疲软迹象

6 联合国范围内对联合战略规划的参与、协调和合作较少。

我们还建议在SWOT分析的**“机会”**部分反映以下内容：

1 利用国际电联的竞争优势，包括其产品和服务，增加国际电联的收入或开发更多新的财务机制。

\_\_\_\_\_\_\_\_\_\_\_\_\_\_