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Resolución 1305 (Modificada 2019)

(adoptada en la segunda Sesión Plenaria)

Papel del Grupo Especializado a la hora de identificar cuestiones
de política pública relacionadas con Internet

El Consejo,

reconociendo

*a)* el apartado 70 2) del Artículo 10 de la Constitución de la UIT, en el que se define que, en el marco de la estructura de la Unión, una de las funciones del Consejo será examinar las grandes cuestiones de política de las telecomunicaciones, siguiendo las directrices generales de la Conferencia de Plenipotenciarios, a fin de que las orientaciones políticas y la estrategia de la Unión respondan plenamente a la evolución de las telecomunicaciones;

*b)* la Resolución 102 (Rev. Antalya, 2006) sobre la función de la UIT con respecto a las cuestiones de política pública internacional relacionadas con Internet y la gestión de los recursos de Internet, incluidos los nombres de dominio y las direcciones;

*c)* la Resolución 101 (Rev. Antalya, 2006) sobre las redes basadas en el protocolo Internet;

*d)* la Resolución 133 (Rev. Antalya, 2006) sobre la función de las Administraciones de los Estados Miembros en la gestión de los nombres de dominio internacionalizados (plurilingües);

*e)* la Resolución 75 (Johannesburgo, 2008) de la AMNT sobre la contribución del UIT-T a la puesta en práctica de los resultados de la Cumbre Mundial sobre la Sociedad de la Información y al establecimiento de un Grupo Especializado sobre cuestiones de política pública relacionada con Internet como parte integrante del Grupo de Trabajo del Consejo sobre la Cumbre Mundial sobre la Sociedad de la Información;

*f)* la Resolución 47 (Rev. Johannesburgo, 2008) de la AMNT sobre nombres de dominio de nivel superior de código de país;

*g)* la Resolución 48 (Rev. Johannesburgo, 2008) de la AMNT sobre nombres de dominio internacionalizados;

*h)* la Resolución 49 (Rev. Johannesburgo, 2008) de la AMNT sobre ENUM;

*i)* la Resolución 50 (Rev. Johannesburgo, 2008) de la AMNT sobre ciberseguridad;

*j)* la Resolución 52 (Rev. Johannesburgo, 2008) de la AMNT sobre respuesta y lucha contra el correo basura;

*k)* la Resolución 64 (Johannesburgo, 2008) de la AMNT sobre asignación de direcciones IP y fomento de la implantación de IPv6;

*l)* la Resolución 69 (Johannesburgo, 2008) sobre el acceso y utilización no discriminatorios de los recursos de Internet;

*m)* el Programa 3 adoptado por la Conferencia Mundial de Desarrollo de las Telecomunicaciones (Rev. Doha, 2006), que incluye la ciberseguridad como una de sus actividades prioritarias;

*n)* la Resolución 1282 del Consejo y las modificaciones aportadas por el Consejo en su reunión de 2008, de conformidad con la Resolución 75 (Johannesburgo, 2008) de la AMNT;

*o)* la Opinión 1 (Lisboa, 2009) del FMPT sobre cuestiones de política pública en materia de Internet,

reconociendo además

*a)* que, de conformidad con la Resolución 75 (Johannesburgo, 2008) de la AMNT y la Resolución 1282 (Mod. 2008) del Consejo, el *Grupo Especializado sobre cuestiones de política pública relacionadas con Internet* tiene la tarea de identificar, estudiar y desarrollar temas relativos a cuestiones de política pública relacionadas con Internet, y de transmitir sus resultados a todos los Miembros de la UIT,

tomando nota

*a)* de los resultados de la segunda reunión del Grupo Especializado sobre cuestiones de política pública relacionadas con Internet que ha identificado temas considerados importantes dentro del mandato de la UIT en cuestiones de política pública internacional relacionadas con Internet (contenidos en el Anexo 1 al Informe del Presidente del Grupo Especializado al Consejo de 2009);

*b)* de que en el párrafo 68 de la Agenda de Túnez para la Sociedad de la Información (Túnez, 2005) se reconoce que todos los gobiernos deberían tener un igual cometido y responsabilidad para la gobernanza de Internet y garantizar la estabilidad, seguridad y continuidad de Internet, y también se reconoce la necesidad de desarrollar la política pública por los gobiernos, en consulta con todas las partes interesadas;

*c)* de que en el párrafo 63 de la Agenda de Túnez para la Sociedad de la Información se establece que los países no deben involucrarse en las decisiones relativas a los nombres de dominio de nivel superior según el indicativo de país (ccTLD) de otros países. Sus legítimos intereses, expresados y definidos por cada país, en diversas formas, en relación con las decisiones que afectan a sus ccTLD, deben ser respetados, apoyados y tratados a través de marcos y mecanismos mejorados y flexibles;

*d)* de que en el párrafo 65 de la Agenda de Túnez para la Sociedad de la Información se subraya la necesidad de maximizar la participación de los países en desarrollo tanto en las decisiones relativas a la gobernanza de Internet, que deben reflejar sus intereses, como en el desarrollo y la creación de capacidad;

*e)* de que en el párrafo 69 de la Agenda de Túnez se subraya que en el futuro será necesaria una mayor cooperación que permita a los gobiernos cumplir en igualdad de condiciones su papel y responsabilidades en cuestiones de políticas públicas internacionales relativas a Internet, pero no en los asuntos técnicos y operacionales cotidianos, que no repercuten en temas de política pública internacional,

invita a los Estados Miembros

1 a que reconozcan el alcance de los trabajos de la UIT sobre cuestiones de política pública internacional relacionadas con Internet, contempladas en la lista de temas que figura como Anexo 1, establecida de conformidad con las decisiones de los Miembros de la UIT en la Conferencia de Plenipotenciarios, el Consejo y las conferencias mundiales;

2 a que elaboren sus posiciones respectivas sobre cada una de las cuestiones de política pública internacional relacionadas con Internet a las que se hace referencia en el *invita a los Estados Miembros* 1 y a que contribuyan activamente a los trabajos de la UIT sobre estos temas,

encarga al Secretario General

1 que proporcione el apoyo necesario, dentro de los recursos presupuestarios existentes, para garantizar que el *Grupo Especializado sobre temas de política pública internacional relacionadas con Internet* lleve a cabo satisfactoriamente su labor, como parte integrante del GT‑CMSI;

2 que transmita, según proceda, los Informes del Grupo Especializado sobre cuestiones de política pública internacional relacionadas con Internet a todas las organizaciones internacionales e interesados pertinentes que participan activamente en estas cuestiones para que las examinen en el marco de su proceso de adopción de decisiones;

3 que mantenga informado anualmente al Consejo respecto de las actividades realizadas sobre estos temas.

**Anexo**: 1

Anexo

|  | Cuestiones de política pública | Mandato correspondiente de la UIT |
| --- | --- | --- |
| 1 | Diversificación lingüística de Internet, con inclusión de nombres de dominio internacionalizados (plurilingües) | • [Resolución 133 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res133.pdf#page=3) de la PP• [Resolución 48 (Rev. Johannesburgo, 2008)](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.48-2008-PDF-E.pdf#page=3) de la AMNT• [Programa 3 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Programme3.pdf#page=1) de la CMDT |
| 2 | Conectividad Internet internacional | • [Comisión de Estudios 1 del UIT-D, Cuestión 12-2/1](http://www.itu.int/ITU-D/study_groups/SGP_2006-2010/documents/Questions/Q12-2-1.pdf) • [Comisión de Estudio 3 del UIT-T](http://www.itu.int/ITU-T/studygroups/com03/iic/index.html) ([Recomendación D.50](http://www.itu.int/rec/T-REC-D.50-200810-I/en)) |
| 3 | Cuestiones de política pública internacional relacionadas con Internet y gestión de recursos Internet, con inclusión de direcciones y nombres de dominio | • [Resoluciones 101](http://www.itu.int/osg/csd/intgov/mandate/Res101.pdf#page=4), [102 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res102.pdf#page=4) de la PP• [Resoluciones 47](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.47-2008-PDF-E.pdf#page=3), [49](http://www.itu.int/ITU-T/wtsa/resolutions04/Res49E.pdf#page=3), [64](http://www.itu.int/osg/csd/intgov/mandate/WTSA64.pdf#page=3), [69](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.69-2008-PDF-E.pdf), [75 (Rev. Johannesburgo, 2008)](http://www.itu.int/osg/csd/intgov/mandate/WTSA75.pdf#page=4) de la AMNT• [Resolución 1282](http://www.itu.int/osg/csd/intgov/mandate/Res1282-Mod08.pdf#page=2) (Mod. 2008)• [Facilitador Principal de la Línea de Acción C6 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html) |
| 4 | Seguridad, protección, continuidad, sustentabilidad y solidez de Internet | • [Resoluciones 102](http://www.itu.int/osg/csd/intgov/mandate/Res102.pdf#page=4), [130 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res130.pdf#page=4) de la PP• [Resolución 45 de la CMDT](http://www.itu.int/osg/csd/intgov/mandate/Res45.pdf#page=3), [Programa 3](http://www.itu.int/osg/csd/intgov/mandate/Programme3.pdf#page=1) (Rev. Doha, 2006)• [Resoluciones 50](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.50-2008-PDF-E.pdf#page=4), [52 (Rev. Johannesburgo, 2008)](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.52-2008-PDF-E.pdf#page=4) de la AMNT• [Comisión de Estudio 17 del UIT-T](http://www.itu.int/ITU-T/special-projects/idn/index.html), [Comisión de Estudio 1 del UIT-D](http://www.itu.int/ITU-D/study_groups/SGP_2006-2010/SG1/SG1-index.html)• [Resolución 71 – Meta Estratégica 4 (Rev. Antalya, 2006)](http://www.itu.int/council/activities/pd/itu-strategic-plan-2008-2011.pdf#page=7) de la PP• [Facilitador Principal de la Línea de Acción C6 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html) |
| 5 | Lucha contra el cibercrimen | • [Facilitador Principal de la Línea de Acción C5 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Programa 3 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Programme3.pdf#page=1) de la CMDT• [Resolución 71 – Meta Estratégica 4 (Rev. Antalya, 2006)](http://www.itu.int/council/activities/pd/itu-strategic-plan-2008-2011.pdf#page=7) de la PP• [Comisión de Estudio 1 del UIT-D](http://www.itu.int/ITU-D/study_groups/SGP_2006-2010/SG1/SG1-index.html) |
| 6 | Combate eficaz contra el correo basura | • [Facilitador Principal de la Línea de Acción C5 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Resolución 130 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res130.pdf#page=4) de la PP• [Programa 3](http://www.itu.int/osg/csd/intgov/mandate/Programme3.pdf#page=1), [Resolución 45 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res45.pdf#page=3) de la CMDT• [Resoluciones 50](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.50-2008-PDF-E.pdf#page=4), [52 (Rev. Johannesburgo, 2008)](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.52-2008-PDF-E.pdf#page=4) de la AMNT |
| 7 | Cuestiones pertenecientes al uso correcto y erróneo de Internet | • [Facilitador Principal de la Línea de Acción C5 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Resolución 1282](http://www.itu.int/osg/csd/intgov/mandate/Res1282-Mod08.pdf#page=2) (Mod. 2008)• [Programa 3 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Programme3.pdf#page=1) de la CMDT• [Resolución 130 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res130.pdf#page=4) de la PP• [Resoluciones 50](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.50-2008-PDF-E.pdf#page=4), [52 (Rev. Johannesburgo, 2008)](http://www.itu.int/dms_pub/itu-t/opb/res/T-RES-T.52-2008-PDF-E.pdf#page=4) de la AMNT |
| 8 | Disponibilidad, asequibilidad, fiabilidad y calidad de servicio, particularmente en el mundo en desarrollo | • [Facilitador Principal de la Línea de Acción C2 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Resolución 1282](http://www.itu.int/osg/csd/intgov/mandate/Res1282-Mod08.pdf#page=2) (Mod. 2008) |
| 9 | Contribución a la creación de capacidades para la Gobernanza de Internet en los países en desarrollo | • [Resoluciones 17](http://www.itu.int/osg/csd/intgov/mandate/Res17.pdf), [20 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res20.pdf) de la CMDT• [Programa 3 del UIT-D](http://www.itu.int/ITU-D/cyb/publications/2006/dohaactionplanprogramme3.pdf), [Programa 5 del UIT-D](http://www.itu.int/ITU-D/isap/WTDC-02FinalReport/Section2/Prog5.pdf)• [Resolución 64 (Rev. Johannesburgo, 2008)](http://www.itu.int/osg/csd/intgov/mandate/WTSA64.pdf#page=3) de la AMNT |
| 10 | Aspectos de Internet relacionados con el desarrollo | • [Resoluciones 17](http://www.itu.int/osg/csd/intgov/mandate/Res17.pdf), [20 (Rev. Doha, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res20.pdf) de la CMDT• [Resoluciones 64](http://www.itu.int/osg/csd/intgov/mandate/WTSA64.pdf#page=3), [75 (Rev. Johannesburgo, 2008)](http://www.itu.int/osg/csd/intgov/mandate/WTSA75.pdf#page=4) de la AMNT• [Resoluciones 101](http://www.itu.int/osg/csd/intgov/mandate/Res101.pdf#page=4), [102](http://www.itu.int/osg/csd/intgov/mandate/Res102.pdf#page=4), [133 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res133.pdf#page=3) de la PP |
| 11 | Respeto de la privacidad y protección de datos e información personales | • [Resolución 130 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res130.pdf#page=4) de la PP• [Facilitador Principal de la Línea de Acción C5 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Resolución 1282](http://www.itu.int/osg/csd/intgov/mandate/Res1282-Mod08.pdf#page=2) (Mod. 2008)• [Resolución 71 – Meta Estratégica 4 (Rev. Antalya, 2006)](http://www.itu.int/council/activities/pd/itu-strategic-plan-2008-2011.pdf#page=7) de la PP |
| 12 | Protección de los niños y jóvenes contra el abuso y la explotación | • [Resolución 130 (Rev. Antalya, 2006)](http://www.itu.int/osg/csd/intgov/mandate/Res130.pdf#page=4) de la PP• [Facilitador Principal de la Línea de Acción C5 de la CMSI (Túnez, 2005)](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)• [Resolución 71 – Meta Estratégica 4 (Rev. Antalya, 2006)](http://www.itu.int/council/activities/pd/itu-strategic-plan-2008-2011.pdf#page=7) de la PP• [Resolución 1282](http://www.itu.int/osg/csd/intgov/mandate/Res1282-Mod08.pdf#page=2) (Mod. 2008)• [Programa 3 del UIT-D](http://www.itu.int/ITU-D/cyb/publications/2006/dohaactionplanprogramme3.pdf), [Comisión de Estudio 17 del UIT-T](http://www.itu.int/ITU-T/special-projects/idn/index.html) |
| 13 | OTT | • [Resolución 206 (Dubái, 2018)](https://www.itu.int/en/council/Documents/basic-texts/RES-206-s.pdf) |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_