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1	Introduction
Under Resolution 229 (WRC-12), RLANs can operate in the 5 250-5 350 MHz and 5 470‑5 725 MHz frequency ranges on a co-primary basis with radar systems. Prior to operation, RLANs in those frequency ranges must use specific regulatory provisions and DFS to enable the RLAN networks to protect the incumbent radiolocation systems. The mobile systems must also vacate RLAN channels when new radiolocation systems come into operation on any portion of those channels[footnoteRef:1].  [1:  	Recommendation ITU-R M.1652.] 

Although the techniques specified in Resolution 229 (WRC-12) enable effective sharing in these frequency ranges, additional mitigation techniques or modifications to DFS may be needed to facilitate sharing in other frequency ranges to ensure protection of co-primary users, including aeronautical radiolocation systems, ground-based and maritime radars, and EESS (active). Research is underway to investigate the possibility to mitigate interference to incumbents in the 5 350‑5 470 MHz band so that RLANs would protect incumbent services, including use of geo‑location databases, dedicated radar signal detectors, and enhancements to DFS.
2	Dedicated Radar Signal Detectors
Dedicated Radar Signal Detectors (DRSDs) are independent detectors that will interact with RLAN access points (APs) to enable authorized use of the APs over a specific geographical area. The DRSDs detect radar emissions and this information when received by APs allows the latter to dictate to any connected AP devices that use is not allowed while the radar signal is present.
Industry is researching the use of DRSDs. Among the issues being studied are coverage area, connection security, channel authorization methodology (including architecture and interdependencies), detection threshold and required response time. Achievable response time is also being studied, noting that latency of the control network between DRSDs and APs is a factor in achievable minimum channel move times.
2.1	DRSD Coverage area
A DRSD could be used to facilitate detection of radar emissions from a distance if mounted outside. For example, DRSDs could be placed on towers or rooftops. Industry is studying the area over which a DRSD could detect a radar signal, and whether that area is sufficient to protect radar operations.
2.2	Radar data and connection security
DRSD siting and network topologies are also parts of the required studies. For example, each DRSD network could consist of one or more DRSDs capable of providing low latency notifications to access points (APs) in their areas of coverage. DRSDs could be location-aware high sensitivity receivers and could be installed at locations with unobstructed views of the sky and surrounding terrain. The presence of radar emissions could be communicated to the APs over secure methods that ensure against corruption or unauthorized modification of the data. Periodic encrypted contact verification signals between the DRSD network and the APs [required periodicity TBD] could be designed to ensure that RLAN devices timely receive notifications and that their transmissions do not exceed the radar protection level specified.
2.3	Channel authorization methodology
RLAN devices would follow instructions from the DRSD network regarding authorized channels when a DRSD detects radar in use: for example, the device might be required to move to a different channel, refrain from initiating on a channel where the radar is operating, or avoid a channel for a specified period.
2.4	Response time
As noted above, DRSD-connected RLAN devices would have to ensure that their transmissions comply with procedures established for protection of the incumbent services. Maximum response latencies and minimum delays prior to resumption of transmission following the most recent detection of an incumbent services’ transmission would be specified for each class of incumbent system.
3	Database
[Editor’s note: Database use is currently only being examined as a mitigation mechanism, for purposes of this Working Document, as a means for protecting EESS (active) operations.]
RLANs have used a geolocation database to share frequency bands with both fixed broadcast stations and with nomadic wireless PMSE microphones including Electronic Newsgathering (ENG) stations, through the registration of wireless microphones in a geolocation database for protection from unlicensed RLAN devices at a specific geographic location for a specific time period. Industry is currently investigating the ability of RLANs to protect incumbent EESS (active) operations from interference via such a geolocation approach.
3.1	Database Security and Integrity
Industry has experience in devising geolocation databases to enable opportunistic use of vacant broadcast television spectrum with respect to PMSE and ENG as discussed above. For potential sharing in the 5 350-5 470 MHz band, database security requires additional study. The expectation is that the database would rely only on sensing and publicly-available information and would only provide authorization tickets to APs connected to the database.
3.1.1	Database security
3.1.2	Database integrity
4	Device Security and Integrity (DSRD or database components)
Device manufacturers can be required to include security features in RLANs to prevent unauthorized software changes to ensure that mitigation techniques cannot be disabled, or devices reprogrammed to operate outside parameters for which the RLAN device was certified. 
4.3	Determine availability of data
4.4	Satellite Data and Connection security
4.4.1	Satellite data
[bookmark: _GoBack]4.4.2	Satellite Connection Security
4.5	RLAN channel authorization methodology
5	Update of RLAN devices
6	Dynamic Frequency Selection (Access point or DRSD)
RLAN devices seeking to share in other frequency bands with radar incumbents may need to have enhanced Dynamic Frequency Selection (DFS) capabilities. One administration has recently required that manufacturers of RLAN devices sharing spectrum in the 5 GHz radar frequency ranges take measures to ensure that DFS cannot be disabled.
Additional issues regarding DFS are being studied, including:
Potential use for all radar types (Ground/Maritime/EESS/Aeronautical)
i)	Threshold required:
A	Adjustment to DFS threshold value
B	Probability of coincidence
C	Value with and without timing changes
D	Detection of 0.1 µsec to 1 µsec pulse width signals.
ii)	Channel off time Expiration (for dedicated detectors):
A	Define expiration methodology
B	Define expiration time period.
iii)	Channel Move time:
A	Define total time (i.e., channel detection, channel closing, etc.).
B	Define Channel Move Spacing (to ensure RLAN channel moves are sufficient to ensure no adjacent channel interference to incumbents).
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1	Introduction

Under Resolution 229 (WRC-12), RLANs can operate in the 5 250-5 350 MHz and 5 470‑5 725 MHz frequency ranges on a co-primary basis with radar systems. Prior to operation, RLANs in those frequency ranges must use specific regulatory provisions and DFS to enable the RLAN networks to protect the incumbent radiolocation systems. The mobile systems must also vacate RLAN channels when new radiolocation systems come into operation on any portion of those channels[footnoteRef:1]. Although the techniques specified in Resolution 229 (WRC-12) enable effective sharing in these frequency ranges, additional mitigation techniques or modifications to DFS may be needed to facilitate sharing in other frequency ranges to ensure protection of co-primary users, including aeronautical radiolocation systems, ground-based and maritime radars, and EESS (active). Research is underway to investigate the possibility to mitigate interference to incumbents in the 5 350‑5 470 MHz band in a practical manner so that RLANs would protect incumbent services., including use of geo-location databases, dedicated radar signal detectors, and enhancements to DFS.   [1:  	Recommendation ITU-R M.1652.] 


[Editor’s Note:  please specify what mitigation techniques (described in the report) applies to what band/service]

2	Dedicated Radar Signal Detectors

Dedicated Radar Signal Detectors (DRSDs) are independent detectors that will interact with RLAN access points (APs) to enable authorized use of the APs over a specific geographical area. The DRSDs detect radar emissions and this information when received by APs allows the latter to dictate to any connected AP devices that use is not allowed while the radar signal is present.

Industry is researching the use of DRSDs. Among the issues being studied are coverage area, connection security, channel authorization methodology (including architecture and interdependencies), detection threshold and required response time. Achievable response time is also being studied, noting that latency of the control network between DRSDs and APs is a factor in achievable minimum channel move times.

2.1	DRSD Coverage area

A DRSD could be used to facilitate detection of radar emissions from a distance if mounted outside. For example, DRSDs could be placed on towers or rooftops. Industry is studying the area over which a DRSD could detect a radar signal, and whether that area is sufficient to protect radar operations.  Although this may work when the technical characteristics of radars are a priori knowledge, it is noted that some of these radars are used for military purposes and the information related to the characteristics of these equipment are unknown.  

[Editor’s Note:  It is not clear at this time how DRSD could be implemented when a new or modified radar with differing technical characteristics and/or scanning pattern is introduced, and whether DRSDs can detect and protect current and future radar pulses that are less than one microsecond, wideband, continuous-wave, and frequency hopping.  Both, of which, may result in the DRSD not sensing the radar because it is not transmitting when over the sensor area; but the radar may then become active over the area where the RLANs are located and receive interference from the RLANs.]

2.2	Radar data and connection security

DRSD siting and network topologies are also parts of the required studies. For example, each DRSD network could consist of one or more DRSDs capable of providing low latency notifications to access points (APs) in their areas of coverage. DRSDs could be location-aware high sensitivity receivers and could be installed at locations with unobstructed views of the sky and surrounding terrain. The presence of radar emissions could be communicated to the APs over secure methods that ensure against corruption or unauthorized modification of the data. Periodic encrypted contact verification signals between the DRSD network and the APs [required periodicity TBD] could be designed to ensure that RLAN devices timely receive notifications and that their transmissions do not exceed the radar protection level specified.   

[Editor’s Note: Further work is required to define the secure lines between DRSD and APs, such as the maintenance and management of the secure lines (including a mechanism to handle new APs).]

2.3	Channel authorization methodology

RLAN devices would follow instructions from the DRSD network regarding authorized channels when a DRSD detects radar in use: for example, the device might be required to move to a different channel, refrain from initiating on a channel where the radar is operating, or avoid a channel for a specified period.

2.4	Response time

As noted above, DRSD-connected RLAN devices would have to ensure that their transmissions comply with procedures established for protection of the incumbent services. Maximum response latencies and minimum delays prior to resumption of transmission following the most recent detection of an incumbent services’ transmission would be specified for each class of incumbent system.

3	Database

[Editor’s note: Database use is currently only being examined as a mitigation mechanism, for purposes of this Working Document, as a means for determining if protecting EESS (active) operations is possible.]




RLANs have used a terrestrial geolocation database to share frequency bands with both fixed broadcast stations and with nomadic wireless PMSE microphones including Electronic Newsgathering (ENG) stations, through the voluntary registration of wireless microphones in a geolocation database for protection from unlicensed RLAN devices at a specific geographic location for a specific time period.  A terrestrial-based geolocation database keeps track of the location of licensed terrestrial stations (including wireless microphone devices that are registered on a voluntary basis) and their corresponding spectrum and service areas. 

Industry is currently investigating the ability of RLANs to protect incumbent EESS (active) operations from interference via such a geolocation approach.  However, it is noted that a terrestrial geolocation-based database relies on the map of licensed terrestrial transmitters (including wireless microphones devices that are registered on a voluntary basis) and their corresponding spectrum and service areas which are known.  In the case of EESS, detail information on the satellite system (e.g., beam location, scanning direction, and velocity of the satellite) would be required to determine the service area coverage that changes dynamically.

3.1	Database Security and Integrity

Industry has experience in devising geolocation databases to enable opportunistic use of vacant broadcast television spectrum with respect to PMSE and ENG as discussed above. For potential sharing in the 5 350-5 470 MHz band, in addition to the database security that requires additional study, the dynamic nature of EESS satellites should be carefully taken into consideration. The One approach expressed theoretically to date expectation is that the database would rely only on sensing and publicly-available information and would only provide authorization tickets to APs connected to the database. 

[Editor’s Note:  These assumptions and their suitability need further study]

3.2.1	Database Security

	TBD

3.2.2	Database Integrity

	TBD

4	Device Security and Integrity (DSRD or database components)

Device manufacturers can be required to include security features in RLANs to prevent unauthorized software changes to ensure that mitigation techniques cannot be disabled, or devices reprogrammed to operate outside parameters for which the RLAN device was certified.   

These features include:  x, y, z [Editor’s note: manufacturers to list example actions that have been taken to ensure the devices are tamper free.] 

Prevention of device tampering by consumers requires Administration attention.

4.3	Determine availability of data

		TBD

4.4	Satellite Data and Connection security 

	TBD

4.4.1	Satellite Data  

	TBD

4.4.2	Satellite Connection Security 

	TBD

4.5	RLAN channel authorization methodology

	TBD

5	Update of RLAN devices

6	Dynamic Frequency Selection (Access point or DRSD)

RLAN devices seeking to share in other frequency bands with radar incumbents may need to have enhanced Dynamic Frequency Selection (DFS) capabilities. One administration, after noticing that consumers have been tampering with the devices,  has recently required that manufacturers of RLAN devices sharing spectrum in the 5 GHz radar frequency ranges take measures to ensure that DFS cannot be disabled.  As noted in Section 4 of this Report, prevention of device tampering by consumers requires Administration attention.

Additional issues regarding DFS are being studied, including:

1)	Potential use for all radar types (Ground (including meteorological radars)/Maritime/EESS/Aeronautical)

	i)	Threshold required:

	A	Adjustment to DFS threshold value

	B	Probability of coincidence

	C	Value with and without timing changes

	D	Detection of 0.1 µsec to 1 µsec pulse width signals.

	ii)	Channel off time Expiration (for dedicated detectors):

	A	Define expiration methodology

	B	Define expiration time period.

iii

iii) 	Robustness and effectiveness of DFS

	A	Tamper free design

	B	Required performance under sever operational conditions

	C	Efficient Electrostatic  Discharge (ESD) protection

)		Channel Move time:

	A	Define total time (i.e., channel detection, channel closing, etc.).

	B		Define Channel Move Spacing (to ensure RLAN channel moves are sufficient to ensure no adjacent channel interference to incumbents).

2)	Robustness and effectiveness of DFS

	A	Tamper free design

	B	Required performance under several operational conditions

	C	Efficient Electrostatic Discharge (ESD) protection
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1	Introduction 

Under WRC-19 agenda item 1.16, the potential introduction of RLAN in the band 5 350-5 470 MHz requires consideration of possible mitigation techniques to enable sharing with incumbent services and in particular the Radiolocation service with all types of radars. In this band Radiolocation is a primary service in all three ITU-R Regions. Technical and operational aspects of globally operated ground based meteorological radars are described in Recommendation ITU-R M.1849-1.

Existing dynamic frequency selection (DFS) techniques are designed for radars operating in the band 5 600-5 650 MHz. Those radars represent similar characteristics to radars operating in the band 
5 350-5 470 MHz. Thus, should this frequency band be designated for RLAN, similar mitigation techniques to those applied in the band 5 600-5 650 MHz have to be developed and applied. 

2	Meteorological radars in the band 5 350-5 470 MHz

Meteorological radars are operated worldwide in the band 5 350-5 470 MHz, as described in   Recommendation ITU-R M.1849-1. The following radars are operated in Switzerland and described in Annex 2, Table 8 (Radar 14) of the above mentioned Recommendation:

−	Albis: 5 450 MHz

−	La Dôle: 5 430 MHz

−	Monte Lema: 5 455 MHz

−	Plaine Morte: 5 468 MHz

−	Weissfluhgipfel: 5 433 MHz




3	DFS specifications for meteorological radars

Current DFS specifications and compliance criteria, such as described in Recommendation ITU-R M.1652-1, Report ITU-R M.2115-1, FCC Part15 or in ETSI EN 301 893, do not consider all type of radars covered by Recommendation ITU-R M.1849-1, in particular not considered are meteorological radars operating in the band 5 350-5 470 MHz. 

The DFS requirements as given in ITU-R M.1652-1 Annex 1, do not consider radars with pulse widths of less than 1 μs as shown in Table 1.

Table 1

DFS parameters as defined in ITU-R M.1652-1

		Parameter

		Value



		DFS detection threshold

		–62 dBm for devices with a maximum e.i.r.p. of < 200 mW and

–64 dBm for devices with a maximum e.i.r.p. of 200 mW to 1 W averaged over 1 s



		Channel availability check time

		60 s



		Non-occupancy period

		30 min



		Channel move time

		 10 s







Furthermore, important parameters regarding DFS performance, like pulse repetition frequency and waveform types, are not specified in Annex 1 of the mentioned Recommendation neither.

Recommendation ITU-R M.1652-1 references Report ITU-R M.2115-1 regarding information on the procedures in place in various administrations and/or regional groups to test compliance with the DFS requirements. Report ITU-R M.2115-1 describes the DFS test methodology as a consolidation of findings from different administrations at the time of its creation.

Nowadays a number of radars, in particular meteorological radars, are operating with pulse lengths down to 0.5 µs, as also indicated in Recommendation ITU-R M.1849-1. These pulse widths are for example duly considered in current version of ETSI standard 301 893. However, Report ITU-R M.2115-1 does not reflect the current situation of radar system parameters. 

DFS specifications according to EN 301 893 are following interference cases experienced and based on the results of several market surveillance activities, including field tests performed by some countries as well as the specific operational modes in which meteorological radars can operate (slow rotation speed from 1 to 6 rpm, staggered and interleaved wave forms, pulse width down to 0.5 μs, scanning strategies lasting between 10 and 15 minutes, including noise calibration, …).

Table 2 and Table 3 summarizes the requirements for the DFS and DFS test signals given in ETSI 301 893 V1.6.1 and versions beyond (up to the current version ETSI 301 893 V1.8.1)




Table 2

DFS parameters of EN 301 893 as defined in V1.4.1 and before, respectively in V1.6.1 and beyond

		

		EN 301 893 V1.4.1 and Before

		EN 301 893 V1.6.1 and beyond



		Parameter

		All Channels

		5 600-5 650 MHz

		Other channels



		Minimum pulse width (see detailed test signals in Table 3)

		1 μs

		0.5 μs



		PRF (see detailed test signals in Table 3)

		Fixed

		Fixed, Staggered and Interleaved



		Channel Availability Check (CAC) time

		1 minute

		10 minutes

		1 minute



		Off-Channel CAC (Note 1)

		No

		Yes



		CAC and Off-Channel CAC detection probability (Note 2)

		60%

		99.99%

		60%



		In-service monitoring detection probability

		60%

		60%



		CAC for slave devices with power above 200 mW (after initial detection by In-service)

		No

		Yes



		Detection Threshold

		-64 dBm (>200 mW)

-62 dBm (<200 mW)

		-62 +10 -EIRP Spectral Density (dBm/MHz) + G (dBi), however the DFS threshold level shall not be lower than -64 dBm assuming a 0 dBi receive antenna gain



		Channel Move time

		10s

		10s



		Channel closing time

		260 ms

		1s



		Non-occupancy period

		30 minutes

		30 minutes



		Possibility to exclude 5600-5650 MHz band from the channel plan or to exclude these channels from the list of  usable channels

		No

		Yes



		Requirement that none of the DFS related settings are accessible to the end‑user

		No

		Yes





Note 1: The alternative “Off-Channel” CAC process consists of an RLAN operating in another channel that will verify on a non-continuous and statistical basis possible meteorological radar signal detection. This process is based on short-time slots detection periods (down to few ms) over a sufficiently long period of time (several hours)

Note 2: The corresponding probability relates to the detection of one single radar burst (18 pulses for the 5 600-5 650 MHz band) over the CAC time period.

Table 3

Parameters of radar test signals (Table D.4 from EN 301 893 V1.8.1)

		Radar test signal #

(see notes 1 to 3)

		Pulse width 
W [µs]

		Pulse repetition frequency PRF (PPS)

		Number of different PRFs

		Pulses per burst for each PRF (PPB)

(see note 5)



		

		Min

		Max

		Min

		Max

		

		



		1

		0.5

		5

		200

		1000

		1

		10
(see note 6)



		2

		0.5

		15

		200

		1600

		1

		15
(see note 6)



		3

		0.5

		15

		2 300

		4000

		1

		25



		4

		20

		30

		2 000

		4000

		1

		20



		5

		0.5

		2

		300

		400

		2/3

		10
(see note 6)



		6

		0.5

		2

		400

		1200

		2/3

		15
(see note 6)



		NOTE 1:	Radar test signals #1 to #4 are constant PRF based signals. See figure D.1. These radar test signals are intended to simulate also radars using a packet based Staggered PRF. See figure D.2.

NOTE 2:	Radar test signal 4 is a modulated radar test signal. The modulation to be used is a chirp modulation with a ±2,5MHz frequency deviation which is described below. 

[image: ]

NOTE 3:	Radar test signals #5 and #6 are single pulse based Staggered PRF radar test signals using 2 or 3 different PRF values. For radar test signal 5, the difference between the PRF values chosen shall be between 20 and 50 pps. For radar test signal #6, the difference between the PRF values chosen shall be between 80 and 400 pps. See figure D.3

NOTE 4: 	Apart for the Off-Channel CAC testing, the radar test signals above shall only contain a single burst of pulses. See figure D.1, D.2 and D.3. 

	For the Off-Channel CAC testing, repetitive bursts shall be used for the total duration of the test. See figure D.4. See also clause 4.7.2.2. 

NOTE 5:	The total number of pulses in a burst is equal to the number of pulses for a single PRF multiplied by the number of different PRFs used. 

NOTE 6:	For the CAC and Off-Channel CAC requirements, the minimum number of pulses (for each PRF) for any of the radar test signals to be detected in the band 5 600 to 5 650 MHz shall be 18.







In case of designation of RLAN in the frequency band 5 350 MHz - 5 470 MHz, the protection of meteorological radars must be ensured by the application of accordingly matched DFS mitigation techniques.

As meteorological radars operating in the frequency band 5 350-5 470 MHz present similar characteristics (e.g. transmit power, EIRP, wave forms, pulse width, scanning strategies, …) than those operating in the band 5 600-5 650 MHz, their protection could therefore be ensured by applying a DFS mitigation technique as specified for the 5 600-5 650 MHz frequency band according to Table 2 and Table 3.  Resolution 229 (Rev. WRC-12) defines that, in the bands 5 250‑5 350 MHz and 5 470-5 725 MHz, the mitigation measures found in Annex 1 to Recommendation ITU‑R M.1652 shall be implemented by systems in the mobile service to ensure compatible operation with radio determination systems. In case of RLAN deployments in the frequency bands 
5 350-5 470 MHz, a similar mandatory reference will have to be made for the protection of the meteorological radars and Recommendation ITU-R M.1652 will have to be modified to implement RLAN systems operating in this frequency band as well. In any case, this Recommendation shall be updated to overcome their above mentioned shortcomings, in order to protect all type of radars covered by Recommendation ITU-R M.1849-1. 

Since the DFS mechanism must be able to cope with radar signals of different pulse repetition rates, rotation speeds as well as staggered and interleaved waveforms, Report ITU-R M.2115-1 will also need to be updated accordingly and Recommendation ITU-R M.1652 shall be modified and completed with basic DFS parameters for meteorological radars as shown in Table 4.

Table 4

Proposed DFS parameters for meteorological radars protection to be modified and completed in 
future versions of ITU-R M.1652-1

		Parameter

		Values for the frequency bands
5 350 – 5 470 MHz & 5 600 – 5 650 MHz



		Minimum pulse width (see detailed test signals in Report ITU-R M.2115)

		0.5 μs



		PRF (see detailed test signals in Report ITU-R M.2115)

		Fixed, Staggered and Interleaved



		Channel Availability Check (CAC) time

		10 minutes



		Off-Channel CAC (Note 1)

		Yes



		CAC and Off-Channel CAC detection probability (Note 2)

		99.99%



		In-service monitoring detection probability

		60%



		CAC for slave devices with power above 200 mW (after initial detection by In-service)

		Yes



		Detection Threshold

		-62 +10 -EIRP Spectral Density (dBm/MHz) + G (dBi), however the DFS threshold level shall not be lower than -64 dBm assuming a 0 dBi receive
antenna gain



		Channel Move time

		10s



		Channel closing time

		1s



		Non-occupancy period

		30 minutes



		Possibility to exclude 5 600‑5 650 MHz band from the channel plan or to exclude these channels from the list of  usable channels

		Yes



		Requirement that none of the DFS related settings are accessible to the end‑user

		Yes





4	Concerns related to the current implementation of DFS in the frequency band 5 600-5 650 MHz 

Since 2006 a high number of interference cases from RLAN to meteorological radars in the band 
5 600-5 650 MHz has been experienced and reported. As detailed in Report ITU-R M.2115-1 (Annex 3), the initial analysis made in Europe focused on RLAN DFS parameters, showing that meteorological radars specific characteristics were not covered. This analysis ended up with a revision to EN 301 893 with the addition of new RLAN DFS characteristics and test signals as described in section 3 above.

Later on, in 2012, further analysis were performed showing that most interference cases to meteorological radars are due to intentional illegal use and non-compliant equipment (for information see ECC Report 192). 

It is also interesting to note that ECC Report 192 includes the results of a market surveillance campaign on WAS/RLAN 5 GHz (involving 21 countries) with the following results:

−	For 3 out of the 64 samples (4.7%), DFS was not implemented;

−	For 22 out of the 64 samples (34.4%) DFS could be deactivated by the user;

−	For 7 out of the 64 samples (10.9%), the manufacturer provided information in the user manual on how to deactivate the DFS, and in 44 cases (68.8%) this information was provided on the manufacturer’s website;

−	For 38 samples (59.4%), the DFS function could be indirectly deactivated by changing the device’s region or country of use.

The Swiss administration cannot see any reason why a similar situation will not occur in the band 
5 350-5 470 MHz, if it is identified for RLAN. It would be incomprehensible, if such a decision would be taken without prior solutions to the problem of illegal use and/or non-compliance currently occurring in existing RLAN 5 GHz bands.

5	Conclusions

Under WRC-19 agenda item 1.16, the potential introduction of RLAN in the band 5 350‑5 470 MHz requires the consideration of possible mitigation techniques to enable sharing with incumbent services and in particular with the Radiolocation service with all types of radars.

This contribution describes the DFS characteristics that will be needed to implement the protection of meteorological radars in the band 5 350-5 470 MHz (see section 3 above). To this respect, a relevant mandatory procedure will have to be specified, including revisions and updates of Recommendation ITU-R M.1652 and Report ITU-R M.2115. 

Practical experiences in Europe show that similar protection mechanisms for meteorological radars in the band 5 600-5 650 MHz can either be easily bypassed or not applied by RLAN users. The Swiss administration would find it incomprehensible if a decision to authorize RLAN in the band 
5 350-5 470 MHz would be taken without an efficient solutions to the problem of illegal use and/or non-compliance currently occurring in existing RLAN 5 GHz bands. Consideration of these issues will have to be duly studied and taken into account by WP 5A.



______________
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[bookmark: dbreak]1	Introduction

The present document provides initial considerations on agenda item 1.16 (WRC-19) mainly related to the Invites ITU-R a) and b) of Resolution 239 (WRC-15).

2	WAS/RLAN technical characteristics and operational requirements

Invites ITU-R a) of Resolution 239 (WRC-15) calls to “study WAS/RLAN technical characteristics and operational requirements in the 5 GHz frequency range”.

[bookmark: _GoBack]France is of the view that this issue is key for the other studies to be handled under agenda item 1.16 and should hence be considered as a priority by WP 5A. To this respect, one should remind that a number of discussions already took place within JTG 4-5-6-7 and some of the RLAN 5 GHz technical parameters are already given in the PDN Report ITU R RS.[EESS RLAN 5 GHz] (see Annex 35 of Document 4-5-6-7/715 (Chairman’s Report).

In addition, among others, the followings points would need further considerations by WP 5A:

· confirmation of spectrum requirements;

· consideration of technical and operational requirements on a global basis (whole 5 GHz range) and on a sub-band basis, i.e. in the bands 5 150-5 250 MHz, 5 250-5 350 MHz, 5 350-5 470 MHz, 5 470-5 725 MHz, 5 725-5 850 MHz and 5 850-5 925 MHz;

· a particular consideration would have to be given to a justification for outdoor use requirements, taking into account the current regulations already allowing such use within 255 MHz spectrum and the low percentages of outdoor use provided in previous sharing studies;

· similarly, a particular consideration would have to be given to assess the maximum e.i.r.p. requirements.

Finally, noting that current activities related to RLAN 5 GHz were only considering Wi-Fi type applications, WP 5A would have to assess the potential impact of other technologies (such as LAA‑LTE) on RLAN spectrum, technical and operational requirements.

3	Possible mitigation techniques

Invites ITU-R b) of Resolution 239 (WRC-15) calls to “to conduct studies with a view to identify potential WAS/RLAN mitigation techniques to facilitate sharing with incumbent systems in the frequency bands 5 150-5 350 MHz, 5 350-5 470 MHz, 5 725-5 850 MHz and 5 850-5 925 MHz, while ensuring the protection of incumbent services including their current and planned use”.

This work was already initiated during the previous study period and status of this work can in Document 5A/736 (Chairman’s Report):

· Annex 7: Working document toward a PDN Report on “Possible additional mitigation techniques to facilitate sharing between RLAN systems and incumbent services”.

· Annex 8: “Compilation of technical information on techniques that could be used in RLAN deployments to facilitate sharing”.

These 2 documents should serve as a basis for WP 5A work under agenda item 1.16 (WRC-19) and France is of the view that Document 5A/736 (Annex 8) is the key document providing details on a number of mitigation techniques and already gathering a number of comments, questions and challenges that will need to be addressed by WP 5A.

France hence considers that this Annex 8 should be transformed into a Working document that will remain a reference document until completion of the associated PDN Report (as in Doc. 5A/736 (Annex 7)).

Finally, if some mitigation techniques are already well defined and detailed, or self-evident in Document 5A/736 (Annex 8), a number of other techniques (e.g. geolocation database, sensor networks, …) are obviously lacking specific implementation details. In addition, for a number of these techniques, their impact on RLAN operations is yet to be assessed.

These issues will have to be addressed by WP 5A before any consideration of the potential and efficiency of these mitigation techniques to facilitate sharing with incumbent services.

4	Conclusions

WP 5A is invited to consider the elements in this contribution as a starting point for studies under agenda item 1.16 (WRC-19).

It is worth noting that in both work on RLAN/WAS requirements and potential mitigation techniques, contributions from the RLAN industry will be of the highest importance.





______________
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