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UccneposaTtenbckmue kommccum MC3-D

[na obecneyeHus BbIMOJIHEHUS NMPOrpammbl MO OOMeEHY 3HAHWAMM M CO34aHMIO NoTeHuumana bropo
Pa3sBUTUA INEKTPOCBA3N uccneposatenbckne Kommccum MCI-D 0OKasbiBalOT NOALEPMKKY CTpPaHam B
OOCTUNKEHUU MMM CBOUX Liesiei pa3BUTUA. BbicTynas B KayecTBe KaTa/iv3aTopa B CO34aHUU, MPUMEHEHUN
3HaHUI M obmeHe 3HaHUAMKM B obnactn UKT B Lensax coKpalleHUa macwTtabos HULLETbl 1 obecneyeHun
COLMaNbHO-9KOHOMMWYECKOr0 Pa3BUTUA; ncciegosaTtenbckne kommceum MC3-D nomoraloT CTUMYIMPOBaTb
co3gaHve B locyaapctBax-YneHax ycnoBU ANA UCNONb30BaHWA 3HaHUK gna b6onee adpdeKTUBHOrO
OOCTUXKEHMA Lenen pa3Butma.

Nnardpopma 3HaHMII

Pesynbtatbl paboTbl, COrnacoBaHHble B WUCCNenoBaTeNbCKUX Komuccusax MCI-D, M cooTBeTCTBylOWME
CrpaBoYHble MaTepurasbl NCNONb3YIOTCA B KAYeCTBE UCXOAHbIX AOKYMEHTOB MPWU peanm3aunmn NoJIUTUKK,
CTpaTernii, NPOEeKTOB M cneumanbHbiXx WMHMUMaTMB B 193 locypapctBax — YneHax MC3. 3Tu Buabl
OEATENbHOCTU CNYXKAT TAKXKe ANA YKpenaeHusa 6a3bl COBMECTHO UCNOb3yeMblx 3HaHMM YneHos MC3.

Nnatpopma gna obmeHa MHopmaumeit U 3SHAHUAMMU

ObmeH Temamu, nNpPeacTaBAAWMMM OOWMIA MHTEpec, OCYLWeCTBAAETCA MNyTeM Yy4yacTua B OYHbIX
cobpaHuAxX, Ha 3NeKTPOHHOM ¢opyme, a TaKKe nyTeM AOUCTaHLMOHHOIO y4yactua B aTtmocdepe,
61aronpuATHOM AN1A OTKPbLITOro 06CyXKAeHUA U 0bMeHa MHPopMaLMen.

XpaHunuwe nHbopmayum

OTYeTbl, PyKOBOASALLIME YKa3aHWA, MPUMMepbl MepesoBOro onbita U PekomeHgauuu paspaboTaHbl Ha
OCHOBE BK/1af08B, MOCTYMMBLINX AN PACCMOTPEHUA YieHamu Komuccuin. MHbopmaums cobpaHa nytem
obcnefoBaHNn, BKNAAOB U UCCNEA0BAHNA KOHKPETHBIX CIy4aeB W AOCTYNHa ANA YNeHOoB, NCNOb3yHoLWMX
cpencTea ynpasaeHns MHGOPMaLMOHHbIMUK pecypcammn 1 Beb-nybimMKaumi.

2-a UccnepoBaTtenbcKaa Komuccma

BPK3-10 nopyuuna 2-n WccnepoBaTeNbCKOM KOMWMCCUMM UCCneaoBaHue AeBaTM BonpocoB B obnactu
MHPOPMALNOHHO-KOMMYHUKALMOHHOM WHOPACTPYKTYPbl M PA3BUTUA TEXHONOTUIN, 3/MEKTPOCBA3M B
ypesBblYyalHbIX CUTYaUMAaX M aganTauum K U3MEHEHUIO KauMmaTta. OCHOBHbIMM HanpaBAeHUsMU PaboTbl
CTan  UCCNEeAOBaHUSA METOAO0B W  MOAXOAOB, KOTOpble B Haubonblue Mepe COOTBETCTBYIOT
NPeaoCTaBAEHUIO YCAYr MPW MNAAHMPOBaHUW, pa3paboTKe, BHEOPEHWM, ISKCNAyaTaumun, TEXHUYECKOM
06CNYKMBAHUN U MNOAAEPNKKE ycayr anekTpoceasu/UKT u aaloT Hauaydlwme pesynbTaThl, a TaKKe
MOBbLILAIOT LLEHHOCTb 3TUX YCAyr Aas nonb3oBaTenein. B ston paboTe ocoboe 3HaueHWe npupaetca
LUMPOKOMONOCHbIM CETAM, MOABUMHOW PagmnocBaAsn U 31eKkTpocBA3n/UKT ana cenbckux U oTAaNeHHbIX
palioHOB, MOTPEOHOCTAM  pPa3BMBAOWMXCA CTPaH B  YMpPaB/J€HUMM  UCMO/Ib30BAHWEM  CMEKTP],
ucnonb3osaHnio  UKT/anekTpocsBA3M ANA  CMAMYEHUA  BO3AENCTBMA  M3MEHEHMs  KauMmaTa  Ha
pa3BMBaloLMecA CTpaHbl, 31eKTpPocBA3n/UKT ana cmardeHMsa MOCNeACTBMI CTUXMMHbLIX 6eacTBUIA U
OKa3aHMA MOMOLLM, NPOBEPKE Ha COOTBETCTBME U (PYHKLMOHANbHYIHO COBMECTUMOCTb W 3/IEKTPOHHbLIM
NPUIOXKEHNAM, MPUYEM OCHOBHOE BHMMaHWE yAenAaeTcA MPUNOXKEHMAM, NoAAepP*KUBAEMbIM CETAMMU
anekTpoceasn/UKT. Kpome Toro, pabota 6blna cocpegoTodeHa Ha BHeApPeHUM WHGOOPMALMOHHO-
KOMMYHWKALMOHHbIX TEXHOIOTUI C Y4ETOM pe3ybTaToB UccaenoBaHuii, nposogumbix MC3-R n MC3-T, n
NPUOPUTETOB PA3BMBAIOLLMXCA CTPAH.

2-a UccnepoBaTenbCKas KOMUCCUA COBMeECTHO ¢ 1-i MccnepoBaTtenbckon kKomuccmelr MC3-R yyacTeyeT B
pabote no Pesontoummn 9 (Mepecm. BKP3-10) "YyacTue cTpaH, B 0COBEHHOCTM Pa3BMBAOLLMXCA CTPaH,
B YNpaB/€HMM UCMONb30BAHNEM CNEKTPa".

HacTosAwmin oT4eT NOArOTOB/IEH MHOTOUYUC/IEHHBIMW [0O6POBOBLAMWU U3 PA3INYHBIX AMUHUCTPALMKN 1
opraHusaumii. YNomMMHaHWE KOHKPETHbIX KOMNaHWWA MAW BUAOB NPOAYKLMU He ABaseTcA ojobpeHuem
unn pekomeHgaumert MC3. BbiparkeHHble MHEHMA NpPUHaANeKaT aBTOPamM U HU B KOEN mepe He BNEeKyT
06a3aTenbcTB €O CTOPoHbI MC3.

©1ITU 2014

Bce npaBa coxpaHeHbl. HW ofHa M3 yacTeit AaHHOM nybaMKauum He MoKeT 6biTb BOCNpou3BeneHa
C NOMOLLbIO KaKunx 6bl TO HM Bb110 CpeacTB 6e3 npeaBapuUTeNbHOrO MMCbMEHHOro paspelueHma MC3.
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BONPOC 17-3/2

Xoa peAaTenbHOCTU B 061aCTU 3/1EKTPOHHOTIO
npaBUTENbCTBA U onpeaeneHue obnacreu
NPUMeHeHUA 31IeKTPOHHOro NpPaBuTeIbCTBa B
MHTEepecax pa3BMBaAKOLLMUXCA CTPaH

1 BesepgeHue

1.1 PeBontouusa B cpepe UKT 1 aKCcnaHCUA MHTEPHET-NPUNOXKEHUI

"MHTepHeT meHseT Bce". ITO BblpaxkeHue B NPUBAMMKEHHOM BUAE OTpaXKaeT OCHOBHble M3MEHEeHWUS,
BbI3BaHHble NpumeHeHMeM WKT, B 4aCTHOCTU WHTepHeT-TexHonornin. Passutme UKT M ux wupokroe
pacnpocTpaHeHMe U NPUMEHEHWE OKa3bIBAOT B/IMSHME HA BCE acMeKTbl XU3HM obuwecTBa. 3TO HasbIBalOT
pesoatoumeit B coepe UKT. ObuiecTBo, UsmeHMBLIEECA B pe3y/ibTaTe pesoatoumn B chepe UKT, HasbiBalOT
MHOOPMAUMNOHHbIM obwecTBomM. PaKTUUYECKOe coaeprkaHue pesontoumm B obnact UKT 3akntovaetcs B
npouecce npeobpasosaHua, 8 GopmmnpoBaHMM MHGOPMALMOHHOIO OBLLECTBa, a TaKXKe B TOM BAUAHUM,
KOTOpPOe OHa OKa3blBaeT Ha pa3/inyHble cdepbl AeATeNbHOCTU, BKIOYAA AEeATENbHOCTb KOMMEePYEeCKMX
nNpeanpuaTMn U TOCYAAPCTBEHHbIX CAY»KO. WHTEpHET no/AHOCTbIO npeobpasun  dopmy  ycayr
rocyZapCTBeHHbIX OPraHoB, NPeAOCTaBAAEMbIX TOCYAAPCTBEHHbBIM W TN06aNbHbBIM  KOMMEPYECKUM
npeanpuatnam. To BHUMaHWe, KOTOpoe yaenseTca Ha HaUWMOHA/NbHOM YPOBHE MPUIOXKEHUAM Ha bHase
MKT BO MHOrMX CTpaHax, oTpakaeT Bepy NPaBUTE/IbCTB W rpaXkAaH B TO, YTO K/toYeBble TEXHONOMMK ANA
SNeKTPOHHOTO  NpPaBMTENbCTBA  CTAHYT  MOLWHOM  cuaoi, obecneumBatowen  apdeKTUBHOE
AAMUHUCTPATUBHOE YMpaBAeHWe W Hagjexallee npeaocTaB/ieHne ycoayr HaceneHuto, co3aaBas
KOHKYpPEHTHOe npeumyLLectso B MHGOpMaLMoHHOM obuiecTse.

1.2 dNeKTpoOHHOE NpaBuTenbCcTBo U 2-a UccneposaTtenbckaa komuccua 8 MCI

B pamkax Mporpammbl 3 MC3-D 6biAan NpesnpuHATbI UCCAEA0BaHUA, KacalowMecs MPUIOKEHUN
3/1EKTPOHHOrO NPaBUTENLCTBA, BK/OYAA COBPEeMEHHble CUCTeMbl, obecneynBatowme NpesocTaBieHe U
onnaty ycayr, B COTPYAHWYECTBE WM NApTHEPCTBE C YacCTHbIM CEKTOPOM, a TaKXe C Apyrumu
opraHusaumammn cuctemol OOH. [1na Toro 4Tobbl BOCMO/Ib30BATHCA MOTEHLMANBHBIMU MPEUMYLLECTBAMM
NPUIOKEHUI 3N1EKTPOHHOIO MpPaBUTENbCTBA, PA3BMBAIOWMMCA CTpaHaM Heobxoauma WHpopmauus o
cTpaTeruax, NnepefoBoOl NpPaKTUKe, UCTOYHUKAX 3HaHWKA M GUHAHCOBOM NOAAEPNKKM, @ TaKKe O Tunax
NPUIOKEHUIM 3NIEKTPOHHOTO NPaBUTENIbCTBA U TEXHONOTMYECKUX NAaTdOpM, KoTopble obecneymBanm 6ol
MaKCMMasibHble MPEVMYLLECTBA AJ1A MX FParkAaH, MCXoas U3 NoTpebHOCTeN M TEeKYLLMX BO3MOXKHOCTEN
KaXKOoM CTpaHbl.

B MC3 6bI1n10 NpUHATO peleHne 06 yyperaeHUM HOBOM MUCC/efoBaTe/IbCKOM KOMMCCUMKM MO BOMPOCam
3/1EKTPOHHOrO MPAaBUTENBLCTBA, OCHOBHbIM WCC/AEA0BATE/NbCKMM BOMPOCOM KOTOPOM fBNSETCA OLEHKa
nporpecca, AOCTUITHYTOrO B MWpe B AEeATENbHOCTW, CBA3AHHOW C 3/1EKTPOHHbIMM NpPaBUTENbCTBaMM, a
TaK¥Xe onpegeneHve obnactei, NPeacTaBAAOWMX HAMBOMbLWYIO LEHHOCTb ANA Pa3BMBAOLLMXCA CTPaH,
BKJ/ItOYAs NMPUMeEHeHMe MOBUIbHBIX U BecnpoBoAHbIX NAaTGOPM A1A NPefoCTaBNEHUA U ONAaTbl YCAyr B
CeNbCKUX U OTAANIEHHbIX PalioHaX.

McTtouHnKkamm, obecneumBalowymmu BKMah B 3TO  WUCCAefOBaHMe, ABAAIOTCA: Nporpecc B Xoae
uccnefoBaHui no Bonpocam, OTHOCAWMMCA K AaHHOMY npeameTy (ayTeHTUdMKaumsa, CeKpeTHOCTb U
T.A4.), NPOBOAMMbBIX COOTBETCTBYIOLMMN UCCNEAO0BaTENbCKUMU Komuccuamm MCI-T (Hanpumep MK13,
MK17), nporpecc B peannsauumn nHuumatne 6P, npeanpuHATLIX COBMECTHO C APYrMMU OpraHM3aumamm




B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKMPOHHO20 pasumenscmea u onpedeneHue obaacmel
MPpUMEHEHUA 31eKMPOHHO20 NMPAsUMEsIbCMEa 8 UHMepecax passusarouiUxca CMmpaH

cuctembl OOH M € 4acTHbIM CEKTOPOM, MO YC/AyramM W MPUAOKEHUAM B 0061acTU 3/1EeKTPOHHOrO
NPaBUTENbCTBA, C aKLEHTOM Ha y4acTue pa3BMBAIOLLMXCA CTPaH, MPOrpecc B XOA4e OCYLLEeCTBAEHUA 060
OpYyroi neatenbHOCTH, ocyliecTasemon MeHepanbHbIM cekpeTapnaTtom MC3 nam BP3, noctynatowme ot
lfocypapcte — YneHos Coto3a 1 YneHoB CeKkTopa OTYeTbl O Xo4e PaboTbl U pesyabTaTbl UCCeA0BaHUN
KOHKPETHbIX CUTyauuil, Kacawowmeca pa3paboTaHHbIX WMHULMATMB, NPUIOKEHWA WAN TEXHOOTUW,
KOTOpble MOoriv 6bl ICNONbB30BaTLCA A/1A NPEeAOCTaBAEHUA NPUNOKEHUIA 3NEKTPOHHOIO NPaBUTENbCTBA.

MC3 ony6aunkoBan KomMniekT matepuanos MO BHEAPEHWUIO 3/IEKTPOHHOFO MPaBUTENbCTBA, CTPYKTYpY
OLEHKM TOTOBHOCTU 3/IEKTPOHHOrOo npasutenbctea (2009r.). B 3Tom KOMMN/IEKTe MaTepuasnos
pPaccMaTpMBAlOTCA  KlOYEBble aCMeKTbl CpPedbl 3/EKTPOHHOTO MNPaBUTENbCTBA, 4TOBbI  MOMOYb
OVPEKTUBHbIM OpraHam B OnpeAefneHny NPUOPUTETHBIX HaNpPaBAeHUA AeATENBHOCTU, NCXOAA U3 YPOBHSA
WX FOTOBHOCTW W CTPATErMin HaLLMOHANbHOTO Pa3BuTMA. MC3 TaKKe paccMoTpen MOBUAbHbIE TEXHONOTUN,
4yTobbI ONpPeaennTbL NOCNeACTBUA ANA ObICTPO pearupyroLmMx NPaBUTEbCTB U COEAMHEHHDbIX 06LWeCTB, U
onybankoBaTb oTyeT "MobuabHble ycayru npasuTenbcTea’ coBmectHo ¢ [3CB OOH mn O3CP (2011r.).
OTyeT, B KOTOPOM OCBELLAIOTCA BOMPOCHI ObecneyeHWs KpaillHe BaXKHOro MoTeHuMana MOOBUAbHbIX
TEXHOJIOTUI O/1A COBEPLUIEHCTBOBAHMA rOCYAAapPCTBEHHOMO YNPABAEHUA, COAEPKUT yraybneHHbI aHanus
YCNOBUI ANA BHEAPEHMSA MOBMUbHbLIX YCNYr NMPaBUTENbCTBA, MX OCHOBHbIX MPEUMYLLECTB M Npobiem,
LLeNOYKM CO34aHUS CTOMMOCTU M OCHOBHbIX 3aMHTEPECOBAHHbIX CTOPOH, A TAKKE KOHTPOJIbHbIA CMUCOK
KOHKPEeTHbIX Mep, HanpaBieHHbIX Ha obecrneyeHune Toro, YTobbl NMONUTUKM NOCTOSHHO KOHTPOANPOBAIMU U
COBEPLUEHCTBOBA/IM CBOM 3HaHMA B 061acTh obecnevyeHna MobUbHBIX YCAYyT NpaBUTesbCTBa.

13 CpaBHMTEI'IbeIe nccnepgosaHnAa NOo BOMPOCblI 3/1IEKTPOHHOro npaButTeNnbCTBa B
MeXAYHapPoAHbIX OpraHu3aumax

Bonpocbl 3NEKTPOHHOrO MpaBMTE/IbCTBA PACCMATPMBAIOTCS B KauyecTBe BaXHOM nNporpammbl AN
obecneyeHnss YCTOMYMBOrO pPasBUTUSA Pa3BMBAOWMXCA CTPaH B OONbWMHCTBE MEXKAYHAPOAHbIX
opraHusaumin, skntoyas OOH, O3CP, MC3, BceMMpHbIN BaHK U permoHasibHble 6aHKN Pa3BUTUA, TaKME KakK
A3naTckuii 6aHK passutua (ABP) n AdpukaHckuii 6aHk passutua (APBP). 3CB OOH ([enapTameHT no
3KOHOMMYECKMM U coumanbHbim Bonpocam) ¢ 2001 roga nNpoBoAUT perynspHble ob6ciesoBaHNA YPOBHSA
Pa3BUTMA HaLMOHA/IbHbIX 3/IEKTPOHHbIX NPAaBUTENbLCTB, obecneymBan MHPOPMaLMIO O CTeNEHN FOTOBHOCTH
3/IEKTPOHHOrO MPaBMTENbCTBA B KaxKAOM rocygapcrBe-dneHe. B atux uenax OOH pa3paboTtana mogenb
pPa3BUTMA 3NEKTPOHHOIO MPABMTE/IbCTBA, BK/IOYAIOLLYIO MATb OCHOBHbLIX 3TAMNOB, KaKAablA M3 KOTOPbIX
XapaKTepmnsyeTca COOTBETCTBYIOLWMMM NOKA3ATENAMM.

B Hayane 2000-x rogoB O3CP yupeauna pabouyto rpynny Mo 31EKTPOHHOMY MPaBUTENbCTBY W
onyb/iMKoBana HECKONbKO KHUI, TaKMX KaK "INeKTPOHHOe npaBWUTENbCTBO — BeJeHWe BpemeHu"
("E-government Imperative") B 2003 rogy M "DNEKTPOHHOE MNPaBUTENLCTBO ANA  JIydlLero
rocysapcreseHHoro ynpasnenua" ("E-government for Better Government") 8 2004 rogy, B KOTOPbIX
paccmMaTpMBalOTCA MHOTFME OCHOBOMOJAralolMe BOMPOCHI, KAcalowWwMecs 3/1eKTPOHHOrO MpaBUTENbCTBA.
3a 3TMMM KHUramu NocaesoBano NpoBeseHne Uccief0BaHNn NO PA3BUTUIO S/IEKTPOHHOIO NPaBUTENbCTBA
B OTAE/IbHbIX CTpaHax, B ToM yucne B ®GuHnaHaum (2003 r.), Mekcuke (2004 r.), Hopsernun (2005 r.),
BeHrpuu (2007 r.), HupepnaHaax (2007 r.) u Typumum (2007 r.), B pamKax KOTOPbIX paccMaTpuBa/MCb
YPOBEHb Pa3BUTUA 3NEKTPOHHOIO NPABUTENLCTBA U YCUAUA, NPEANPUHMMAEMbIE KaXKA0W CTPAHOMN B 3TOM
HanpaB/ieHUW, a TaKXkKe MNpeasiarajvcb pekomeHgaumMm no noautuke. WMccneposaHve npobiemsl
3NEKTPOHHOrO NpPaBUTeNbCTBa B pamKkax O3CP 6bin0 NPOAONKEHO 3a CYET NPOBeAeHUA TeMaTUYeCcKnx
nccnefoBaHWM, Ha OCHOBE KOTOPbIX OblM NOArOTOBAEHbI TaKMe MaTepuanbl, Kak "YnpasneHue
peanusaumeinn Bbirog" ("Benefits Realization Management") n "DneKTpoHHOe nNpaBUTENbCTBO Kak
WMHCTPYMEHT npeobpasoBaHuit" ("E-Government as a Tool for Transformation") B8 2007 rogay,
"DKOHOMMYECKME OCHOBbI 417 OLEHKM 3aTpaT U BbIrO4 CUCTEM yMpaBaeHUsa UMbpPOBON UAEHTUYHOCTbIO
ANA ycnyr snekTpoHHoro npasutensctea” ("An Economic Framework to Assess the Costs and Benefits of
Digital Identity Management Systems for E-Government Service") 8 2009 roay.

JeatenbHocTb BcemupHoro 6aHKa B obnactu 3/1IEKTPOHHOroO NpasuTeIbCTBa COCPeOoTOYEHA HAa OKa3saHUU
nomown CTpaHamM-KAaneHTam B CO34aHUU HGOGXOAMMOI’O MHCTUTYUMOHA/IbHOIro noTeHuunana Ana
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pa3paboTKM NPUNOKEHUIN 3NEKTPOHHOIO NPaBUTENbCTBA B LLEAX YNYULIEHWUA NOKa3aTenel AeATeNbHOCTH
M NOJOTYETHOCTU MPABUTENLCTB, OCOBEHHO C TOYKWM 3PEHUA NPeAOCTaBAEHUA FOCYAAPCTBEHHbIX YCAYT.
OenaptameHT no rnobanbHbim WMKT BcemupHoro 6aHKa nNpoBOAUT TEXHUYECKME KOHCY/NbTauuu U
obecneynBaeT WMHBECTUUMOHHYIO NOAAEPKKY [ANA pa3spaboTKM U pasBepTbiBaHMA peleHuin WU
NpUNOXeHW B 06/1aCTU 3NEKTPOHHOTO NPaBUTENbCTBA. ITO BKJKOYAET CTpaTernyeckue, NoANTUYECKUE,
pernameHTapHble U NpPaBOBble acCMeKTbl, MHCTUTYLUMOHA/IbHbIE OCHOBbI, APXMTEKTYpy MNpeanpuaTuii u
CTaHAapTbl PYHKLMOHANIbHOW COBMECTUMOCTU, COBMECTHble MHOPACTPYKTYPY WM CAyXKObl, ynpasneHue
npodeccMoHanbHOW MNOATOTOBKOM W U3MEHEHWAMMW, NpUNoKeHMA B 06MacTM  3NEKTPOHHOro
NpPaBuTeNbCTBA U MHHOBALMOHHbIE GOopMbl GUHAHCUPOBAHUSA, BK/HOYAA NapTHEPCTBO rOCYAapCTBEHHOTO U
YacTHOro ceKkTopoB. [Moaaep»Ka co cTopoHbl BcemnpHoro 6aHKa oKasbiBanacb TakKMM CTpaHam, Kak TyHUC,
MoHronua, NaHa n Pyanpa.

2 MpUHUUNDbI 9N1eKTPOHHOro NpaBuTeNnbCTBa

2.1 YTo TaKoe 3/1eKTPOHHOE NPABUTENbCTBO?

KoHLenuma 371eKTPOHHOro NpPaBuUTEeNIbCTBA NMOABWIACL B Hadane 1990-x rogos 3a cYET codeTaHumA OByX
BECbMa Pa3HOPOAHbIX €10B. OQHO M3 HUX OTHOCMTCA K YMCTO TEXHUYECKON TEPMWMHONOTUM, a Apyroe
ABNSAETCA BeCbMa MONY/APHLIM B AJIMTENbHOW UCTOPUN CUCTEMbI YNPaBAEeHUA. XOTA HOBbI TEPMUH U He
6bl1 NPUHAT NIETKO Cpa3y »Ke Noc/ie ero NoABMEHUA, OH BCKOpe cTan 0bA3aTeNbHON Lenblo 60NbLINMHCTBA
CTpaH, MbiTalOWMXCA Npeobpa3oBaTb NPABUTENLCTBO B COBPEMEHHYID M MHHOBALMOHHYIO CTPYKTYPY.
Mpeobpa3oBaHHOE NPaBUTENLCTBO MO MNPEANONOKEHUAM QYTYpUCTOB AO/KHO 6bl10 NpuBecTn K
NOAB/IEHUIO PEBOJIIOLMOHHOMN CUCTEMbI YIPaB/ieHUA.

MexayHapoaHble opraHM3aumnun, Takne Kak O3CP u OOH, patoT onpefeneHne TEPMUHY "3/1IEKTPOHHOE
npasuTenbctso”. O3CP onpenenset 3/1eKTPOHHOE MPaABUTENBLCTBO KaK NpumeHeHue MHGOPMaLMOHHO-
KOMMYHUKALMOHHbIX TexHonorui (MKT), B 4acTHOCTM MHTEPHET-TEXHO/IOTUIA, B KauyecTBe WHCTPYMEHT],
cnocobeTeylollero  nosbiweHUo  3¢deKTMBHOCTM  paboTbl  npasBuTenbctea  (O3CP, 2003 r.).
OOH paccmaTtpuBaeT ero Kak npaBuTenbcTBo, npumeHswwee UKT gna BHYTPEHHUX npeobpa3oBaHuii U
BHELHUX OTHOLWeEeHUN. KoHeuyHaa Lefb 3NeKTPOHHOro NpaBMTE/IbCTBA 3aK/l4aeTcd B TOM, 4TOObI
obecneuntb "Haanexallee rocyfapcTBeHHoe ynpasaeHue", T. e. NOCTaBUTb NPAaBUTENLCTBO B KaK MOXHO
bonee apdpeKkTMBHOE M yaOOHOE MOJIOXKEHME, C roCyAapCTBEHHOM TOYKWM 3peHus. Ero nepcnekTnsHas
3a/la4a 3aK/yvaeTca B TOM, 4Tobbl cPOpMMPOBATL OCHOBbI, Ha KOTOpbIX MKT caykuau 6bl ogHUM U3
KntouyeBbIx GaKTOPOB YCNELIHOro Nepexoa K YeTKoOMY, NPo3payHomy 1 3bbeKTMBHOMY NPaBUTENbCTBY.

CyTb 3/1EKTPOHHOro MpaBMTeNbCTBA COCTOMT B TOM, 4TO6bl nNpeobpa3oBaTb rOCYAaPCTBEHHbIE
aAMMHUCTPATUBHbIE OpraHbl M obecneynTb WHHOBAUMOHHbIE BHYTPEHHWE W BHEWHWE OTHOLWEHMUA C
MOMOLLbIO 3/IEKTPOHHbIX TEXHO/IOMMIA, YKasblBas Ha TO, YTO B 3/IEKTPOHHOM MPaBUTENbCTBE aKLLEHT
OO/MKEH OenaTtbca CKopee Ha "MpaBuTenbcTBO", yem Ha "anekTpoHHoe", Kak oTmevana O3CP (2003 r.).
Cnegya 3TOW NOrMKe, BONPOCbI 3/1EKTPOHHOIO NPaBUTENbCTBA CTAaBATCA B KOHTEKCT pedopmbl
HaLMOHA/NIbHOTO  FOCYZJAPCTBEHHOrO  YMpaB/ieHWA W MHUMLUMATMB B 00/1aCTM  HaZNerKalero
rocyZ,apCTBEHHOro ynpaB/eHus. INEeKTPOHHOE MPaBUTENbCTBO MOAPa3yMeBaeT He NPOCTO TeXHUYECcKue
WHHOBAaLMW, HO W npoBedeHWe pedopMbl MNPaABUTENbCTBA, COCPEAOTOYEHHOM Ha MNOTPebHOCTAX
rocyfapcTBEHHOIO CEKTOPa, C OAHOM CTOPOHbI, a TaKMKe rpaxkgaH U npeanpuaTUiA — C 4PYroi CTOPOHbI,
yTObbI HaBepHAKa obecneynTb ncnonblosaHue MKT B MHTepecax Npeobpa3oBaHMA BHYTPEHHUX onepauuit
B PaMKax MpPaBUTE/IbCTBEHHbIX OPraHOB, a TaKXe MeTOAO0B B3aMMOAEWCTBUS TOCYAAPCTBEHHOIMO U
YaCTHOrO CEKTOPOB.

MOCKONbKY 3/NEKTPOHHOE MPaBMTENbCTBO HaMpasseHO Ha npeobpasoBaHuWe BHYTPEHHMX MNpoueayp
BeAEHMA AeNOBOM aKTUBHOCTU U MOALEPHKAHMA BHELIHWX OTHOLIEHWIM C rpaxkgaHamu, ero cnegyet
Npu3HaTb Kak npouecc, obecneynsatowmnii NnepemeHsl No mepe M3MeHeHUA GYHKLUMIA NpaBuUTeNbCTBa B
COOTBETCTBUM C COLMANbHBIMU NPeobpasoBaHUAMMU.
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2.2 TeHpeHuun passutna UKT gna sneKTPoOHHOro NpaBUTeNbCTBA

2.2.1 Xapakmepucmuku UKT 0na 3neKmpoHHO20 npasumenscmea

B coBpemeHHOM TexHonornyeckn passutom mupe WUKT yKe cTanm 3aHMmMaTb LEHTpasbHOE MeCcTO B
npouecce NPaBUTENBCTBEHHbIX NPeobpa3oBaHuii. B HacToALee Bpema NCNoib30BaHME NPaBUTEbCTBAMM
MKT HOCUT BNOJIHE YCTOABLUMACA XapaKTep W CTafio HEOTbEMJ/IEMOW YacCTbio TOrO, KaK NpaBWUTE/bCTBa
OCYLLEeCTBNAIOT  CBOIO  AEATeNbHOCTb. NHpopmaumoHHan MHOPACTPYKTYPa, B YacCTHOCTU
WHTEPHET-TEXHOIOTUKN, MO CcBOen npupose 06/1afaloT TaKMMM XapaKTepHbIMU OCODEHHOCTAMM, KaK
OTKPbITOCTb, 0becneyeHne NoAKAOYEHUA, AOCTYNHOCTb U T. N. [o3TOMy Ha HauuoHanbHOM ypoBHe UKT
yAenaeTca BHMMAHME KaK OAHOMY W3 KitoueBblx GaKTopos, cnocobcTByOWMX npeobpasoBaHUAM.
Bonpocbl 3N1EKTPOHHOrO MpPaBUTENbCTBA PACCMATPUBAIOTCA Kak npeobpasoBaHMe MNpPaBUTENbCTBEHHbIX
CTPYKTYP 1 cnocob B3aMMOAEeNCcTBUA MEXKAY NPaBUTENbCTBEHHbIMM BEAOMCTBAMU U rpaxaaHamn. Kpome
Toro, WKT ABnAOTCA MOLHbIM  WHCTPYMEHTOM, COAENCTBYIOLMM MPUBJEUEHUIO TpPaXAaH K
GOpPMMPOBaAHUIO  TOCYAAPCTBEHHON MOAUTUKU. YCTpPaHEHME OpraHU3auUMOHHbLIX OapbepoB, 4Yemy
cnocobereytoT  npunoxenua  UKT, umeeT  cyuwiecTBeHHoe 3HayeHwe aAna  npeobpasosaHuA
NPaBUTENbCTBEHHbIX CTPYKTYP, YTOObI yNOpAA0UYUTb U YNPOCTUTL FOCYAAapPCTBEHHbIE aAMUHUCTPATUBHbIE
OpraHbl, a MHOrAa MW ycTpaHuTb AybavpoBaHue. MKT Takke MNOBLIWAKT YPOBEHb AOCTYMHOCTU
NPaBUTENbCTBEHHbIX YUPEXKAEHUWA ONA HAaceNeHUs, cnocobCTBYA yyacTUio rpaxgaH B npouecce NpUHATUA
peweHnn.

2.2.2 CpasHeHue huKcuposaHHOU U NnoosuxcHoli cea3u

B camom Hauane, korga WKT npumeHanucb ana npeobpa3oBaHuWA NpaBuTenbcTBa, OONbLIMHCTBO
WHUUMATMB B 06NACTM 3NEKTPOHHOrO MpPaBUTENbCTBA CTPOWIUCHL Ha OCHOBE WHTEPHET-TEXHO/OMMIA C
MCMonb30BaHNEM (UKCUPOBAHHOW C€BA3U. CAENKM yepe3 MHTEPHET OCYLLECTBAAINCL B PAMKAx CeTel
OUKCMPOBAHHbBIX /IMHUIA CBA3W, KOTOpble pa3smMellanucb nof 3emiell B KayecTBe HaLWOHaNAbHOM
MHOOPMALMOHHOM MHOPACTPYKTYPLI. Yeayrn B 061aCTM 31€KTPOHHOIO NPaBUTENbCTBA NPeaoCTaBAAINCD B
OrPaHMYEHHbIX MeCTax MO MECTY XWUTeNbCTBa UAM Ha paboyem mecTe NOCPeACTBOM NPOBOAHbLIX JIUHUM
anekTpoceAsn. OAHaKO Mo Mepe Bce Goee WNPOKOTo PacnpPOCTPAHEHNA TEXHONOMM NOABUKHON CBA3N',
MOOW/IbHBIN MHTEpPHET W 6ecnpoBOAHOM [AOCTYN K rOCYAapCTBEHHbIM OpPraHam Havaau OKasblBaTb
CylLeCTBEHHOE BO34EWCTBME HA Cpeay 3/IeKTPOHHOro NpaBWUTENbCTBA. TEXHONOTMW NOABWMKHOMN CBA3U
pacwmpAloT MNOTEHUMan rocyfapCTBEHHOIO CEKTopa, npeaycmatpuBas wucnonbsosaHue WKT  pgna
COBepLIEHCTBOBAHMA CBOE ONepaTUBHOM AeATENbHOCTM, @ TaKKe A1 B3aMMOAENCTBUA C rparkaaHamMm v
npeanpuaTMAMKU. B pesynbTaTe 3TOro 3/1eKTPOHHOE MPAaBUTE/IbCTBO CTaslo PACLUMPATLCA M MOCTENEHHO
NpeBpaTU/I0Cb B MOBUJIbHBIE YCAYTX MPABUTENbCTBA, KOTOPbIE MOABAIOTCA B rOCYAapCTBEHHOM CEKTOpE
BmecTe ¢ npunoxeHnamm UKT HOBOro nokoneHus.

B pasBuBaloWMXCA CTPaHax YpOBeHb AO0CTyNa K GUKCMPOBAHHOW LUIMPOKOMOIOCHOM CBA3U HUNKE, Yem
A0CTYN K TEXHONOMMU NOABUMKHOM CBA3U. ITO 06BACHAETCA BbICOKOM CTOMMOCTbBIO NPOBOAHbIX TEXHO/I0TUIA
N MHOPACTPYKTYpbl, HEOBXOAUMOWN ANA MHTEPHETa, CTPOSALLEroca Ha GUKCUPOBAHHOM LUMPOKONOAOCHOM
CBA3KU. 3a CYET CO3J4aHWMA HOBbIX W PaCLUMPEHHbIX KaHa/NoB CBA3W, TEXHOMOTMW MOABUXKHOM CBA3U
obecneumBaloT OCTYN B paloHax, rae MHOPacTpyKTypa, Tpebyemas ANs MHTEpPHEeTa, a TaKXKe ycayru
NMPOBOAHOWN CBA3N He ABAAIOTCA 3KOHOMMYECKM OOOCHOBaHHbIM BapuaHtom (O3CP u MC3, 2011r.).
[Jewesble WU roToBble K MCMOAb30BAaHWIO YCTPOWCTBA MNOABMMKHOM CBA3M YCTPAHAIOT CyLLeCcTByOLWME
bapbepbl 414 FpaXgaH B palioHax, rae npeacTaB/ieHMe YCayr UHTEPHETa MO AUHUAM QUKCUPOBAHHOM
CBA3W MMEesI0 BECbMa OrpaHUYEeHHbIV XapaKTep.

JocTyn K cetam noAsuKHoM cBasu obecneumsaetca ana 90% HaceneHua mupa u ans 80% HaceneHus, NPOXKMBaIOLLErO
B CE/IbCKOW MECTHOCTM, a B cTpaHax ODCP Temnbl COBOKYMHOTO eXerogHoro pocta aboHEeHTOB LIMPOKOMOJOCHOM
NOABWNKHOMN CBA3M COCTaBMAM 3a nepunog ¢ 2007 no 2009 roabl 20%. (03CP n MC3, 2011 r.).
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B TO Bpems KaKk TeXHO/NOTMA MOABUMKHOW CBA3U, C MOMEHTa ee MOoAB/EeHUA HA OCHoBe TexHosnormu 2G,
paccmaTpuBanacb B KadectBe cnaboro cpeactBa gna obecneyeHusa [OCTyNa K LWWPOKOMY Kpyry
nHbopmaumMm n ycayr, nossiaeHne cmapTGOHOB B CBA3M C cosgaHuem cetet 3G u 4G NOKONEHWIA
obecneunBaet 6ecnpeueseHTHbIE BO3MOMHOCTM C TOYKM 3pEeHUA MpeaocTaB/ieHMs ToCyAapCTBEHHbIX
YCAYr rpakgaHam M KOMMEpPYECKMM npeanpuatuam. Kpome TOro, TEXHONOMMM MOABUMKHOW CBSA3U
PaCLUMPAIOT BO3MOXHOCTM A4/ CBA3M B PEASIbHOM PEXKMME BPEMEHM MexXay MpaBUTeNbCTBOM W
rpaskgaHamu, UTO NO3BO/AET MNPaABUTENbCTBEHHbIM OO/MKHOCTHLIM  AIMLAM  NMOHMMATb NOTPEBHOCTM
rpaxkaaH v npegnaratb COOTBETCTBYIOLME PELUEHMA C BbICOKMM YPOBHEM pearMpoBaHua. B To e Bpems
CBA3b B PEXMMe peasibHOrO BPEMeHW MO03BOAAET rpaxK4aHam Jydlwe MOHATb roCY4apCTBEHHbIE
aAMMHUCTPALMK, YTO PACLLUMPAET UX BOSMOXKHOCTU A/ NPUBJEYEHUA K NpoLieccy pa3paboTKu NOAUTUKM.

2.2.3 [ModsuxcHasa ceA3b U MexHOs102UU coyuanbHbix cemeli

B npouecce passutns UKT B cBA3M C MHMUMATMBAMM B 06/1aCTU 3/N1EKTPOHHOIO MNPaBUTE/NIbCTBA, Ham
HeobxooMMO yaeNnATb BHUMaHWE COLMA/IbHbIM TEXHOIOTMAM, NO3BO/AIOWMM NPAaBUTENIbCTBAM aKTUBHO
3anpawmBaTb MHEHWE Trpa)AaH O TrOCYAapCTBEHHOM MOJUTUKE C LUENbl0 ee COBEpPLUEHCTBOBAHUA.
Ncnonb3ys AencTBylolWME B PeXMME PeanbHOro BPEMEHW KaHasbl, Takne KaKk ¢elcbyk, TBUTTep U T. M.,
KOTOpble pery/iApHO NOoCeLatoT rpaxKaaHe, NpaBUTENbCTBA HAaNPAMYIO B3aUMOAENCTBYIOT C rpaxaaHamuy,
A TaKKe OCyLeCcTBAAT MOHUTOPUHI TOro, YTO TFOBOPAT /OAM O MNPOBOAMMbBIX FOCYAAPCTBEHHbIX
onepaumax M O npepoctaBasembix ycayrax. Korga TexHONOrMuM coumasnbHbIX CeTel Co4veTarTcA ¢
yCTpOMCTBaMM NOABWKHOM CBA3U, UX BO3AENUCTBUE HA FOCYAapPCTBEHHbIE aAMUHUCTPALLUN YCUNBAETCA.

BMeCTO MaccMBHOrO pearMpoBaHMA Ha 3anpocbl rpaXk4aH rocyAapcTBEHHbIe OpraHbl MOTYT NPUHMMaTb
yyactue B 6ecefax NnocpeacTBOM MHOMOYMCAEHHbIX COLMabHbIX CETei U y3HaBaTb, YTO rOBOPAT AOAN O
BbINO/IHEHWUM MPaBUTENLCTBEHHbIX Nporpamm. Eciv B camom Hayasie 3/1eKTPOHHOEe NPaBuTeIbCTBO BbIIo
npeacTaB/eHO Ha MPaBUTENbCTBEHHbIX Beb-caiiTax, MocpeaCcTBOM KOTOPbIX MPOCTO MnpedocTaBasnach
nHdopmMauma M OaBaAnCb OTBETbl Ha 3anMpocbl rpaxAaH, TO B HacTosAllee BPema OT 3/1EKTPOHHOro
npasutensbcTBa Tpebyerca HeuTo 6osibliee, YemM MPOCTO MACCMBHO AaTb MOCTYMAEHUS 3amnpoCcoB WM
’anob co cTopoHbl HaceneHus. Hosoe HanpaeneHue nporpecca B o6aactm UKT B CTOPOHY TEXHOMOIUM
CoUManbHbIX CETEM OTKPbIBAaeT HOBble T[OPU3OHTbI AN MHULMATMB B 061acCTU  3/1EKTPOHHOrO
npaBuUTENbCTBA.

2.2.4 Omkpbimble npasumesnbcmeeHHvle OaHHbIe KAK MeHOeHYUs K MoebiueHUto
npo3payHocmu, nodomyemHocmu, yyacmus u compydHuyecmea
npasumenscms’

B nocneaHue rogbl B page CTpaH OTKPbITbie NPaBUTENbCTBEHHbIE AaHHble CTAHOBATCA TeHAeHUMen. ITa
TEHAEHUMA HanpasjleHa Ha CO3Z4aHWe ObLLEeCTBEHHbIX LieHHOCTE COBMECTHO C AEe/I0BbIMU Kpyramu,
rPaykAAaHCKMM OBLLECTBOM M OTAENbHbIMWU FpakaaHamu. Takaa NoauTMYecKkas napaamrma CTPOWUTCA Ha
OCHOBE MPUHLUMNOB MNPO3PAYHOCTN, Y4yacTUA W COTPYAHMYECTBA. TaKuMe W3MEHEHUA Ky/bTYPHOro
XapakTepa obecneymBaloT CTaHOBAEHWE NPABUTENLCTBA, FPaXKAaH U APYrMx 3aMHTEPECOBaHHbIX CTOPOH B
obluecTse B KayecTBe NapTHepoB. K/oyeBble LLeHHOCTM OTKPbITbIX MPaBUTE/NbCTBEHHbIX AAHHbIX MOXHO
pe3toMnpoBaTb Cleayowum 06pasom: i) Npo3payHOCTb: MNPaBUTENBCTBO  AO/KHO MNPenocTaBATb
rpaxkgaHam uHGOpMauMi0O O TOM, YeM OHO 3aHMMaeTcs, 4Tobbl obecneynTb MNOAOTYETHOCTb
NPaBUTENbCTBA; ii) y4acTMe: NPaBUTENbCTBO A0/IKHO aKTUBHO MCNOJ/Ib30BaTb 3HAHMA U KOHCY/IbTUPOBATHCS
CO BCEMM CNOSIMKM 06LLecTBa, YTobbl OHO MOr10 pa3pabaTtbiBaTb NOJUTUKY Ha OCHOBE CaMOM LUMPOKOW
MHbopmMmaumy; iii) coTpyaHMYECTBO: AO/MKHOCTHbIE /iMUa MPaBUTENbCTBA AO0/KHbI MPOBOAUTL paboTy
COBMECTHO C Tpa)kAaHaMM W YaCTHbIM CEKTOPOM M 3TO AO/IKHO COCTaBAATb 4acTb WX paboTbl,
HanpaB/IeHHOW Ha peleHMe MeCTHbIX M HaLMOHaNbHbIX Npobsiem.

N3 pokymeHTa BP3.
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NHbopMaLMOHHOE 06LWEeCTBO MEHAET B3rAAbl Ha COUMaNbHbIE MHCTUTYTbI U MX 061acTM NOAOTYETHOCTM.
Bo Bcem mupe NpaBuUTeNbCTBA BCE LIMPE PACKPbIBAOT AaHHbIe M AeNATCA MHbOPMaUMel ¢ rpaxaaHamu,
CpeacTBamMM MaccoBoW MHOGOPMALLMM U APYTMMU 3aMHTEPECOBAHHBIMU CTOPOHAMM, pearupya Ha WKUPOKO
pacnpocTpaHeHHble NPUHLMMbI HaANeXalero rocyAapCTBEHHOro yNpaBAeHUs, KOTopble exaT B OCHoBe
OOCTUXKEHUA Lenelt MMpa u passuTuS.

OTKpbITble MpPaBUTENbCTBEHHble AaHHble (OMA) cayKaT o4HOM M3 OCHOB CTpaTerMum OTKPbITOro
NpPaBuTeNbCTBA. JTOT TEPMMH O3HAYaeT, YTO MpPABUTE/IbCTBEHHbIE BEAOMCTBA MNPEAOCTAaBAAIOT CBOU
OaHHblEe B peXKMME peasibHOro BpeMeHM, YTobbl Il0AN MOT/IM 03HAKOMMUTLCA C HUMK U 06pabaTbiBaTb UX C
MOMOLLbIO KOMMbIOTEPOB (XenatenbHo B BUAE MEepPBMYHbIX AAHHbIX WUAN CTPYKTYPHO O(OPMIEHHbIX
OAaHHbIX B OTKPbITOM ¢opmaTte, NO3BOMAOWEM WX MAWMWHHYIO 06paboTKy, a TaKXKe C OTKPbITOM
JINUEH3NEN, MO3BOMIAIOLWEN MOBTOPHO  MCMNO/Mb30BaTb 3TM  AaHHble  TPETbMMU  CTOPOHaMM).
OOLLeCcTBEHHOCTD MOMET M3y4yaTb M 3arpy)kaTb 3TWM AaHHble U Aa)e NPOBOAMTb HOBbIM aHanu3 u
€034aBaTb NPUIOKEHNA Ha OCHOBE 3TUX AAHHbIX.

ONn4 obecneuynMBalOT COBEPLUEHHO HOBbIE YPOBHWU TPAMKOAHCKOIO Y4acTUs M NPaBUTENbCTBEHHOM
NoAOTYETHOCTU M MPO3PAYHOCTU, YTO B CBOK o4vepenb CNocobCTBYET COBEPLUEHCTBOBAHMIO OKasaHuA
rocy4apCTBEHHbIX YC/IYT U UCNO/Ib30BAHUA rOCYAapPCTBEHHbIX PecypcoB. HeCMOTpPA Ha Pas/iNyHbIe BbI30BbI,
cBA3aHHble C "uMdpoBbIM paspbiBOM" mexKay "cTpaHaMK C PasINYHbIMW YPOBHAMU Pa3BUTUA, KOTOPbIN
OKa3blBaeT BO34ENCTBME Ha MHOIMe COOTBETCTBYIOLWLME MPUIONKEHUA 3KOHOMWYECKOro M COLMasbHOro
XapaKTepa B Takux 06/1acTAX, KaK rocyfapCTBEHHOE yrpaB/eHWe, Ae/0Bble KPyrv, 34paBOOXpPaHEHME U
obpasoBaHue", npaBuUTeNbCTBA BO BCEM MMpPE BCE LIMPE WUCMOMb3YIOT AaHHble U 0BMEHUBaOTCA MMM
NnocpeacTBOM MHTEPHETA Ha HaUMOHA/IbHOM, PETMOHA/IbHOM M MECTHOM YPOBHSX.

Henpexoaawasa UeHHOCTb U NoTeHuuanbHblie Bbiroabl OMM npencTaBAflOTCA AOCTAaTOYHO ACHBIMU, XOTA
Hale KOM/NIEKTUBHOE BOOOpPAXKeHME MOXHO PACLUMPUTL 33 CYET aKTUBHOTO obMeHa MAEeAMW U OMbITOM.
3To cTaBUT 3a4aun nepes NPaBUTENbCTBAMM Ha KaXKAOM YpOBHe (HaUMOHa/NbHOM, PErrMoHaibHOM,
MECTHOM) C TOYKW 3peHMA NpoBeaeHUsA U NoAAEP KaHMA NHULMATMB B 061aCTN OTKPbITbIX AaHHbIX B CBA3M
C OTCYTCTBMEM MOHWMMAHMUA BbIrO4 CO CTOPOHbI AMPEKTUBHbLIX OPraHOB M 3aUHTEPECOBAHHbLIX CTOPOH, a
TaKXe u3-3a gedbmumnTa TEXHUYECKUX 3HAHUN.

370 TpebyeT yKpenneHns noTeHumMana rocygapCcTBEHHbIX CYMKaLWMX, @ TaKKe 3aMHTEePeCcoBaHHbIX CTOPOH B
OEeNOBbIX Kpyrax, Hay4yHOM W rpaxgaHcKkom obuiectBax, yTobbl NpeanpuMHUMATb, OCYLLECTBAATL WU
OLEHMBATb MHHOBALMOHHbIE W yCTOWYMBbIE GOpMbl ONyB/AMKOBAHUA AaHHbIX. HecmoTps Ha Hanuuune
LUMPOKOro KoHceHcyca 06 obumx 6nrarax ana obuwecrtsa U AeMOKpaTMK, obecneynBaembiX NOBbILEHUEM
NPO3pPaYyHOCTU, NOZOTYETHOCTU, ydacTua U 3PPEeKTUBHOCTM NPABUTENLCTB, MPOBEAEHHblE HEAaBHO
nccneaoBaHMA TaKMKe YKas3blBaloOT Ha MO3UTUBHbIE MOCNEACTBMA ANA SKOHOMMKM B CBA3WU C MOSABAEHUEM
HOBbIX TOBAPOB M YC/YT 3@ CYET NMOBTOPHOIO MCMOJ/Ib30BaHWUA OTKPbITbIX MPABUTEIbCTBEHHbIX AAHHbIX.

B HacToAwee Bpemsa MNPUMEHAETCA LWWPOKUIA Habop MoKasaTenen [A1A OUEHKU [AeATeNbHOCTU
NpaBMTeNbCTBA, OCOBEHHO 3/1EKTPOHHOro npasuTenbcTBa. OaHa M3 npobaem Ans NpaBUTENbCTBA
byaywiero 3akawdaetca B pa3paboTke UM BHEAPEHMM HOBOW  CUCTEMbl MoKasatenen Ans
COMOCTaBUTE/IbHOTO aHasM3a MOoKasaTesiei AeAaTe/lbHOCTU roCyAapCTBEHHbIX OpraHoB M obecnedyeHun
TOro, YT06bI MOXKHO ObIIO OCYLLECTBATE MOHUTOPUHT M COBEPLUEHCTBOBATb MHULIMATMBDI, CBS3aHHbIE C
yyacTMem rpa)kgaH W OTKPbITbIMW MNPaBUTENbCTBEHHbIMM AaHHbIMKW. HacTosTenbHo Heobxoaumo
obecneynTb CpPaBHUTE/IbHBIN aHanM3 "roTOBHOCTM K NpeobpasoBaHMAM" rocyAapCTBEHHbIX OpPraHoB, a
TaKXe CcoBeplIeHCTBOBaHME "obWecTBeHHOM LEeHHOCTU" C TOYKM 3peHusa rparkgaH. MHuMumatuebl B
061aCTM OTKPbITbIX MPaBUTENbCTBEHHbIX AAHHbIX, KOTOpble B NocieAHWe rofpl peasmnsyloTca BO BCEM
MWpe, HeABYCMbIC/IEHHO NMOATBEPXKAAOT TOT GAKT, UTO 3aMHTEPECOBAHHbIM CTOPOHAM BCE ELLEe HE XBaTaeT
YEeTKOro MOHMMAaHMA MNOoTeHUMaNbHbIX BbIrod, CBA3AHHbLIX C 3TUM WMHCTPYMEHTOM, C TOYKM 3peHun
obecneyeHna MpPoO3pPavyHOCTM WM NOAOTYETHOCTM AEATENbHOCTU NPaBUTENbCTB, a TaKKe CoAencTBuA
pacnpocTpaHeHu1to 3TuxX bar Ha couMasbHble M SKOHOMUYECKUE Pe3ybTaThbl.
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2.3 KomMnoHeHTbl 91eKTPOHHOro NpaBUTeNbCTBA

2.3.1 MNopman, obmeH uHpopmayuelii, 6e3onacHocmeo

MpaBUTENbCTBEHHbIN NOPTas ABMAETCA K/AOUYEBbIM KOMMOHEHTOM 3/1eKTPOHHOIO NPaBMTE/IbCTBA C TOUKM
3peHMA NpeaoCTaBNeHUA Tpa)KgaHam W 4efoBbIM  Kpyram Jierkoro Aoctyna K uHdopmaumm wu
rocygapcteeHHbim ycayram. OCHOBHas maes, CBA3aHHas C CO3JaHWeM MpPaBUTENbCTBEHHOro MopTana,
3aK/lo4aeTcA B TOM, YTo6bl 0606LWMTb MHPOPMALMIO U YCAYTU, KOTOPbIE NPEeSOCTaBAATCA PA3IUYHbIMU
BEAOMCTBAMU, U CO34aTb €AMHYIO TOUKY AOCTYNa K Kaxaon nHbopmaummn n yeayre. FpaxkaaHe n aenosble
KpyrvM nonydatoT 6osiee 4eTKyo MHPOPMALMIO O TOM, KaKOM COTPYAHWUK B KaKOM AenapTameHTe U Ha
KaKOM ypOBHE OTBEYaeT 3a Ty WM WMHYI MPaBUTENbCTBEHHYIO MHGOPMALMIO M nporpammy. 3a cyeT
NPOCTOro B3aMMOAEWCTBUA C MPABUTENbCTBOM W MOJYYEHUA AO0CTYyNa K oduUManbHbIM JOKYMEHTaM M
aAMMHUCTPATMBHBIM Mpouedypam rpaskgaHe 6yayT nposBAATb 6GONblue KeNaHWa Yy4yacTBOBaTb B
npoueccax OpraHoB BAAacCTU, BeaylMx K mogensim 6osee aKTMBHOIO y4yacTua B rocygapcTBEHHOM
yrnpaBneHMu, B paMKax KOTOpOro rpasgaHe 6yayT npuHMmath 6osiee  WIMPOKOe y4yacTve B
COOTBETCTBYIOLLMX Npoueaypax MNPUHATMA pelleHnid. ITOT NopPTan CAYKUT MOLHBIM MHCTPYMEHTOM AAA
otbopa M MHTerpauum 3HauyuTesbHoro obbema MHbOPMaLMKM, KOTOPOI pacrnonaraeT rocygapcrseHHas
aAMUHUCTPALMA.

Mo mepe 3BONOUMN TEXHONOTUI 3INEKTPOHHOIO MPABUTENBLCTBA B TEXHO/IOMMW MOABWMKHOW CBA3U U
TEXHO/IOTUN COLMANBHBIX CEeTeW, 3TOT MopTan npeobpasyercs B MECTO, B KOTOPOM MPAaBUTENLCTBO
aKTUBHbIM 06pPa3oM 3anpaliMBaeT OTKAWKU TParKAaH U KOHCYNbTUPYETCA CO BCEMM CNOAMM ObLLEcTBa,
4yTObbl OHO MOFI0 MPUHUMATL PeLleHUs, OTBEYaloWMe MHTepecam BceX. [0CYyAapCTBEHHbIE CyKalume
MOTyT Nosly4aTb MHGOPMALMIO O TOM, YTO AYMALOT NOAM O NOAUTUKE NpaBuUTeNbCTBa. BMecTo naccmMeHoOro
pearmpoBaHuUA Ha 3anpoCbl CO CTOPOHbI, NPABUTENBCTBEHHbIE BEAOMCTBA OLLYLLAOT NOTPeBHOCTU Ntoaew,
yTob6bI 06EecneunBaTh Y40BNETBOPEHNE UX TPEOOBAHUIA.

CoBmecTHOE MCcnosib3oBaHMe MHbOPMaL MK NpeacTaBaseT coboi CyLeCTBEHHbI KOMMNOHEHT peannsaumnm
3/1EKTPOHHOr0 MpPaBUTENbCTBA, KOTOPbIA MO3BOMAET NepecmaTtpmeaTb M WMHTErpupoBaTh MpoLeaypsb,
obecneumnBalolme AeATeNbHOCTb npasuTenbctBa. OCHOBHas uMAen, CBA3aHHAA C  COBMECTHbIM
ncnoib3oBaHMem MHGOPMaLUMK, 3aKNOYaeTCa B TOM, YTOBbl C MEPBOro pasa COXPaHATb NOoJyYaemyto
MHbOPMALMIO, @ He 3anpalmBaTb OAHY M Ty e WMHOOPMAUMIO HEOAHOKPATHO ANA HYXKA, Pas/IUYHbIX
AenapTaMeHTOB M BEAOMCTB Yy rpaxaaH W npeanpuatuid. [paxgaHe MOryT COKpallaTb KOJMYECTBO
MOCELLEHNA rOCYAapCTBEHHbIX YUPENKAEHW, a TaKXKe KO/IMYecTBO MPOBEPOK NpeacTaB/ifAeMblX
[OOKYMEHTOB NMpu 0bpalleHnm 3a Kakoin-1mbo ycayroi.

CoBmecTHOE Mcnosib3oBaHME MHOOPMALMM HANpPaBJEHO Ha TO, YTOObI HA OCHOBE KOHLEMUUWM Pa3oBOro
cbopa MHPoOpMaLMM MPABUTENILCTBOM Yy FPpaxK4aH W npeanpusTuin aTo MHPopmauuen moram satem
MoNb30BaTbCA BCE AenapTameHTbl U BegomcTBa. MHbopmaLma ABAAETCA XKU3HEHHO BaXKHbIM PECypcom
ana 3pdeKTMBHOrO ynpaB/ieHWs, OCYLLEeCTBAAEMOro NpPaBUMTENbCTBOM. YacTo NPoOMCXoAuT TaK, 4To
MHPopmaLma 06 y40CTOBEPEHMM JIMMHOCTU FParKaaH TpebyeTca pas3/IMyHbIM BEAOMCTBAM, HAanpumep, 4
uenei HanoroobNoKeHUA UAN 3aMeHbl BOAUTEIbCKOTO yA0CTOBepeHUs. bpems, KoTopoe Bo3naraeTcs B
STOM CBA3M HA rpa)kgaH M npeanpuatua, 6bi1o 6bl MeHblle, ecnn 6bl NPUM B3aMMOLENCTBUM C HOBbIM
JenapTaMeHTOM B LEAAX MOJyYeHUs KaKoW-1nbo ycayrM Mm Npuwaocb Obl AWWb MpeacTaBaATb
JononHuTenbHylo uHGopmaumio. Bonpocbl COBMECTHOTO WMCMNO/b30BaHMA WHPOPMAaLMM  BKIKOYAKOT
Ha/v4yMe COOTBETCTBYIOWEN TexHosormn, obecneumBaloweli Takoe WCMO/b30BaHWE, MpPaBOBble U
WHCTUTYLMOHAbHbIE MEpPbl, @ TaKXKe OpPraHU3aUMOHHYI0 Ky/AbTypy, NpUYeM nociegHen ynensercs
3HAUUTE/IbHOE BHMMaHMe, TaK KaK HapylleHWs B COBMECTHOM MCMONb30BaHUKU MHOpMaLMen aBnsatoTca
pe3yNbTaTOM OpPraHWM3aLMOHHOIO 3roM3ma, Korga MHPOpMaUMIo PaccMaTpMBAlOT KaK MCTOYHUK BAACTH,
UTO NPMBOAMUT K CHUMKEHWUIO TOTOBHOCTM AEAUTLCA MHbOPMaLMEN.

OaunH u3 Hamnbonee AeNNKaTHbIX BOMNPOCOB, CBA3AHHbIX C COBMeCTHbIM UCMNO/1Ib3OBaHNEM VIHd)OpMaLI,VIM,
3aK/1l04aeTCcA B BO3MOXHOCTU BTOPXKEHUA B MHd)OpMaLI,MI-O JIMYHOIO XapaKTepa U B HU3KOM YypOBHE
6e3onacHOCTM ceTell. B 3ToN CBA3U HEBO3MOKHO nepeoueHnTb Ba*XHOCTb obecneyeHus 3alnTbl
KOHd)M,CI,EHLI,MaI'IbeIX AAHHbIX U 6e3onacHoCTH npu pasBUTUN 31EKTPOHHOrO NpaBuUTeNbCTBa. HesaBucnMmo
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OT TOro, HacKo/IbKO yaA06HON 1 3pPeKTUBHON ABNAETCA CUCTEMA, €CINM OHa He obecneymBaeT HaLeXHOM
3aWMTbl KOHOMAEHUMANbHBIX AAHHbIX, TO OHa OyAeT CTaNKMBATbCA C COMPOTUB/IEHMEM CO CTOPOHDI
no/sib3oBaTtesiei, 4OBepue KoTopbiX ByAeT TPyAHO BOCCTAaHOBUTb. 3alUMTa JIMYHbIX AaHHbIX MOXeT 6biTb
obecrneyeHa 3a CHET TEXHUUYECKMX, a TaK}Ke NPaBOBbIX, OPraHM3aLMOHHBIX U KYNbTYpPHbIX Mep. B To Bpems
Kak COBMECTHOE WCMNO/Ib30BaHNE WHPOPMaLMUN ABAAETCA KAOYEBbIM KOMMOHEHTOM 3/IeKTPOHHOrO
NpaBMTeNbCTBA M 06A3aTe/IbHbIM YCI0BMEM ANA NPOABUKEHUA npunoxkeHnii UKT, 3awmTa nHdopmaymm
npeactasnser coboit mepy, HanpaB/eHHYO Ha 6opbby CO CAyyasmMM YTEUKU NNYHBLIX OAHHbLIX MNpPU
COBMECTHOM MCMO0/Ib30BaHUN MHOPMaLMK.

2.3.2 Cemu, yenoeeyecKuli nomeHyuan

BbICOKOCKOPOCTHbIE CETU NPeacTaBAAloT cobol 6a30Byt0 MHOPACTPYKTYPY AO1A8 MNPaBUTE/NIbCTBEHHbBIX
JO/IKHOCTHbIX /UL, 0becneymBalowyo UM J0CTyn K 6asam AaHHbIX U PasMYHbIM NPUAOKEHUAM. OHU
ABNAOTCA 06M3aTeNbHbIM YC/I0OBUEM He TONbKO A/A obecrneyeHuWs B3aMMHOrO MOLKIOYEHUA MeXAy
NPaBUTE/IbCTBEHHbIMW OPraHaMu, HanpuUmep, MeXAy LEeHTPaNbHbIMU U MECTHbIMU NPaBUTENIbCTBEHHbIMM
OopraHamMu, a TaKXKe MeXAy MWHUCTepCcTBaMM M BEAOMCTBAMW, HO WM ANSA TOro, 4Tobbl rpaxkaaHe u
npeanpuaTMA MOTIN B3aMMOAEWCTBOBATL C MPABUTE/IbCTBOM AJ1A MOJiyYeHUs MHGOPMaLMU U YCAyr.
INEeKTPOHHOE NPaBUTENBCTBO MOXKET OKa3blBaTb rOCYAAPCTBEHHbIE YC/YTY, TaKME KaK OXpaHa 340POBbA U
06pasoBaHMe, MNOCPEACTBOM LUMPOKOMOOCHbIX ceTeid. CUCTemMbl 3/1EeKTPOHHOro 340aBOOXPaHEHUn
NpeaocTaBAAT AUCTAHUMOHHbIE YCAYrM NOAAM B CE/bCKMX PaWoHaX, @ CUCTEMbl 3/IEKTPOHHOIO
06pa3oBaHMA A4aAtOT BO3MOXKHOCTb YYaLMMCA NOy4aTb AOMNOHUTENbHbIE y4ebHble MaTepuanbl, KOTOPbIX
He OKa3a/noch B LWIKoJE.

MoTeHuman nonb3osaTesnei gna paboTbl C TaKMMU YCTAaHOBAEHHBIMW CUCTEMAMWU MMEET peluatollee
3HaueHue ANA JOCTUMKEHMS MAKCMMA/bHbIX BbIro4, OT 3/1EKTPOHHOrO NpasBuTenbcTBa. Ha paHHem 3Tane
BHEZPEHUA SNEKTPOHHOrO MPaBUTENbCTBA [OBOJIBHO 4acTO C/1y4asnocb, YTO YPOBEHb WCMOJb30BaHUA
cucTembl 6bl1 HACTONBKO HU3KUM, YTO UHBECTULMU B 31IEKTPOHHOE NPaBUTENIbCTBO NOABEPrainCh KPUTHKE
KaK pacTtouuTenbHble. ECTb pAf NPUYMH, KOTOPbIE JieXKaT B OCHOBE TAKOW KPUTUKK, B TOM YWUCAE YaACTO
YyNOMMHaNacb HeCnocobHOCTb rpaxgaH MNonb3oBaTbcs cuctemol. ObyvyeHWe HaceneHus 6a30Bbim
HaBblKam pPaboTbl B UHTEPHETE, OCOBEHHO HaceneHus OTAaNeHHbIX PAMOHOB, ABNAETCA OYEeHb BaXKHbIM Ha
paHHeM 3Tane BHEAPEHWUA 3NEKTPOHHOTrO NPaBUTENBLCTBA. ITOT BOMPOC PacCMaTpUBaCA NPU 06CyKAEHUM
npobnemol "uudpoBoro paspbiBa’. Pa3pbiBbl B YPOBHAX WCMNO/Ib3OBAHWUA  YCAYT 3NEKTPOHHOrO
NPaBUTEeNbCTBA MHOTLA CBA3LIBAIOT C TEXHUYECKMMMU MPUUYMHAMMK, TaKUMM KaK OTCYTCTBME AOCTYMHOrO
060pyl0BaHNA WM MOAK/MOMEHMI K LUMPOKOMONOCHOMY MWHTEPHETY, OAHAKO OTCYTCTBME MOALIOTOBKM
YyesIoBEYECKOro MoTeHLMana npeacTaBaser coboli rnagHoe NpenaTcTeme A1 U3BAEYEHUA MAKCUMaJIbHOM
BbIrO4bl U3 BHEAPSAEMbIX cUcTeM. B 1t06oM HaLmMoHabHOM nnaHe pa3suTuA WMKT, oxBaTbiBatOLEM YCaYU
3/IEKTPOHHOrO NPaBUTENIbCTBA, COAEP)KUTCA HACTOATENIbHAA peKoMeHAauusa paspabotaTb yuyebHble
nporpammbl no UKT aaa rocysapCcTBEHHbIX CYKALLMX, @ TaKKe AN rpaxKaaH, 0COBeHHO NPOXKMBAOLWMX B
OTZaNeHHbIX PpaloHax.

2.4 Buabl geatenbHOCTU B 06/1aCTU 3/IEKTPOHHOrO NPaBUTE/IbCTBA

2.4.1 [punoxceHus: G2G, G2C, G2B

CokpauweHna G2G n G2C obo3HavatoT "nNpaBUTENBCTBO-NPABUTENLCTBO" U "NpaBUTENbCTBO-TParkaaHe",
COOTBETCTBEHHO. G2B 0603HauaeT "npasutenbcTso—6msHec", yto Becbma 6113K0 no popme K G2C ¢ TOYKM
3peHna O0CObBEeHHOCTeN MPUIONKEHMI INEKTPOHHOIO npasBuTesnbcTBa. MpunoxkeHne G2G npepcrasaseT
c060 MHULMATUBbLI 3NEKTPOHHOrO MNPaBUTENbCTBA, KacalolwumecAa BCMOMOraTesibHbIX onepauuii, B TO
Bpemsa Kak G2C 1 G2B obecneymBatoT B3aMMOAENCTBME MEXKAY NPAaBUTENbCTBAMM M FPaKAaHaMM, a TaKKe
AEeN0BbIMU Kpyramu, T. €. OCHOBHble onepauuu.

Kateropma G2G cogepuT MHULMATUBbI, OCHOBHAsA Lie/lb KOTOPbIX 3aKao4YaeTca B 06HOBAEHUN pabounx
NMPOLECCOB, TaKMX KaK YCTAaHOBJIEHME 3/IEKTPOHHbIX paboumx npoueccos, pacwupeHne obmeHa
afAMUHUCTPATUBHOM MHbOPMaUMEN, a TaKKe PeCTPYKTypU3aLma npoLecca BeAeHUA Ae/0BOM aKTUBHOCTU
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Ha OCHOBE OKa3aHuA ycnyr. Hanpumep, cuctema sNeKTPOHHOW AOKYMeHTaunn, puHaHcoBasa cuctema ans
MECTHOIO W ULEHTPa/SIbHOTO MNPaBUTE/bCTB, CUCTEMA 3/EKTPOHHOM PEeBU3UM U T.MN. MNPUHALNEXKaT K
KaTeropuun G2G.

Kateropmn G2C 1 G2B BKAOYAIOT NPUAOKEHUS, obecrneynBatolMe OBHOB/IEHME YCAYr ONA TPaxKaaH w
Aenosbix Kpyros. B Pecnybnuke Kopes ycnyra GAC (npaBUTeNbCTBO AN1A TPayKAaH) npeactasaseT cobol
MMEHHO 3TOT TMN npunoxeHua G2C. Kpome TOro, HalMOHa/NbHaA cMCTeMa coumanbHoro obecneyeHus,
MHPOPMALIMOHHAA CUCTEMA MO BOMPOCAaM MPOAOBOJIbLCTBMA W JIEKAPCTBEHHbIX MPenapaToB, a TaKxe
MHPOPMALMOHHAA CcUCTEeMa MO BOMNPOCAM 3aHATOCTM M MOWMCKa paboumx MecT cayxKaT npumepamu
Kateropun G2C. G2B wuam cnykba WHHOBauMi pns BGu3Heca BK/AKOYAET yC/ayry AenoBOro noprtasna,
NOCBALLEHHOrO BOMPOCaM KOPMNOPATMBHOIO YNpaB/ieHUA, 0TpacaeBo MHPOpPMaLMK, a TaKKe OKasaHUIo
YCAYr  ONA  OCYWeCTBJEHMA Pas3/IMYHbIX BUAOB OEATENbHOCTM B TeYEeHMEe BCEero KM3HEHHOro
KOPMNOPATUBHOIO LIMK/A, OT Hayana paboTbl NpeanpuATUA 40 ee 3aBepLUeHMA M 3aKPbITUA NPeanpUaTUs.
Kpome TOro, WHGOPMAUMOHHAA CUCTEMA, KOHTPO/IMPYIOLLAA MNOTOKM MaTepuasbHO-TEXHUYECKOro
obecneyeHnsa, MHOCTPaHHbIE NPeANPUATUA U T. M., TaK¥Ke OTHOCUTCA K 3TOM KaTeropuu. Ewie oauH tvn
npunoxeHna B pamkax G2C npepctasnseT coboil cuctemy, CTUMYIMPYIOLLYIO y4yacTUe rpakaaH B
npoLecce NPUHATUA TOCYAAPCTBEHHbIX PELIeHUN, YTO MMEEeT CyLLeCTBEHHOe 3HayeHue AfA Tembl
9NEKTPOHHOW AeMOKpaTMW. STa CUCTeMa HanpasleHa Ha pacluMpeHWe KaHasoB, MO3BONAIOLWMNX
rpaxaaHam BbICKa3blBaTb CBOM MHEHMUA MO KOHKPETHbIM NOJUTUYECKMM BOMPOCaAM M B3aUMOAENCTBOBATb
C NPaBUTENbCTBAMMN Ha Pa3INYHbIX YPOBHAX.

2.4.2 QuHaHcuposaHue

O6bbem cpeacts, Tpebyembix ANA peannsauuyM MHULMATUMB 3/NEKTPOHHOIO MPABUTENbCTBA, HACTOJ/IbKO
OrpomMeH, 4Yto pgns obecneyeHnsa wux PUHAHCMPOBAHUA HeobXoAMMO MOArOTOBUTbL  TLLATE/IbHO
CNNIAaHUPOBAHHYIO cxemMy. [na Toro 4tobbl cofeincTBoBaTb MOOMIM3ALMM  PECYPCOB HA MPOEKTbI
3NEeKTPOHHOrO NpaBMTENbCTBA, MHOMME pPa3BMBAlOWIMECH CTPaHbl OMMPAlOTCA Ha  MOJIUTUYECKoe
PYKOBOACTBO, KOTOPOE MPU3HAET OFPOMHYIO Ba*KHOCTb 3/IEKTPOHHOIO MPABUTENbCTBA. ITO OTHOCUTCA U K
onbITy Kopen Ha HayaNbHOM 3Tarne oCylW,ecTB/eHMSA HALMOHAbHbIX NPOeKTOB B 061acTu UT. MoCKONbKY
6bl1I0 KpallHe BaXHO B CBA3WM C XapaKTepom WHGOPMALMOHHOM TEXHONOrMM MNOKasaTb BbIrogbl OT
nHBecTMUMn B WT, npaBuTenbcTBo Kopew pewnso OTKNaAbiBaTb OMNPeAesieHHYH CYMMY AeHEMHbIX
CPeACTB WCKNOYMTENbHO Ha NPOEKTbl B o06nactu WT, ocyllecTBAsieMble Ha OCHOBE PaCroOpAMKEeHUMN,
N34aBaeMblIX NPE3nLEHTOM.

Bonpocbl ¢puHaHcupoBaHMA npoektoB UT cnposouupoBanu obcyxaeHne ¢GakTopoB NpeasioXeHua B
CpaBHEHUM CO CMPOCOM. B HayuHbIX Kpyrax NpeKpacHoO MOHMMALIOT, YTO C TOYKM 3PEHUA CTUMYIMPOBAHUA
TEXHONOTMYECKMUX HOBLUECTB M HOBbIX MPUAONKEHUIN MONUTUYECKME Mepbl B 061aCTM Clpoca LWMPOKO
paccmaTpuBaloTca Kak 6osiee adpdeKkTMBHbIE, YeM Mepbl B 061aCTU NPeanoXKeHus. PUCK, CBA3AHHbIN C
HepauMoHaibHbIM UCMONb30BAHWEM MPABUTE/IbCTBEHHOTO DIOAMKETA, ABAAETCA BbICOKMM, NMPU OTCYTCTBUM
NOHMMaHMA 3HayeHMA ¢aKkTopa cnpoca. KnwouyesBol BOMPOC, MOAYEPKMBAIOWIMIA 3HAYEHMEe crnpoca B
paMKax NPOEKTa, 3aK/IOYaeTca B CAEAYIOWEM: KaKoro poga YCayru CTOAT TeX rpoMafHbIX UHBECTULNN,
KoTopble TpebyloTca A5 NPOEKTOB 3/1EKTPOHHOIO MpPaBMTeNbCTBA? ITOT BOMPOC BO3HWKAET B CBA3U C
BO3MOXHOCTbIO TOFO, YTO Mbl MOMEM CO34aTb A0pOorocTosliee pelleHue, ANA  KOTOPOro Het
COOTBETCTBYIOLLENM 334a4M.

K coaneHuio, Ha 3TOM 3Tane Mbl BCE-TaKN CTONKHYAUCL C 3TON AUNEeMMON. Pag, NPoeKToB, CBA3AHHbIX C
UT, co3ganu cnpoc, KOTopbiii GaKTUYECKM He MO3BO/IAN NPOrHO3MPOBaTb €ro BM/OTb A0 MOAB/EHUA
npeanoxeHus. B pesynbTaTe 3TOM AWNeMMbl NepPBOHaYa/lbHbIM NPOEKTam B 06/1acTU 3/1EKTPOHHOTO
npaBuTeNbCTBa 6blI0 PaspelleHo C/1eAoBaTh B pycie MAeld CTOPOHHMKOB KOHLEMUMU MPesnoXeHus.
CTpaTerna CTOPOHHMKOB KOHLEMUMU MNPEANOKEHUA Halla CBOE OTPaXeHMe B  MexaHusme
bUHAHCMPOBAHMA HA paHHeM 3Tane pPa3paboTKM 3NEKTPOHHOro MpaBMTeNbCTBA, B YacTHOCTM B Kopee.
OfHAKO HALEeNeHHOCTb Ha WMAEWM KOHUENUMW MPEeasiOKEeHUA He [0/KHA nepeyepknBaTb 3HauyeHue
PacCMOTPEHMA NOTEHLMANBHOTO CNPOCa Ha KOHKPETHbIE YCYTX 3/1eKTPOHHOIO NpaBuTeNbeTBa. Hanpumep,
NpU MPUHATUM pEeleHUA O TOM, KaKue YCAyrv ciedyer BKAOUWUTb B WHULMATMBbI 3/IEKTPOHHOrO
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NPaBMTENbCTBA, Mbl MOMKEM 3aTPOHYTb acMeKTbl CNPOoca, NepecMoTPeB Onepauum, CoBepLIEHHbIE MEXaY
NPaBUTENBCTBOM U rpaxKaaHaMu B 0PpNaliHOBOM peXUME.

2.4.3 [llpasosble U UHCMUMYYUOHAbHbIE Mepbl

B npouecce NoAroToBKM AeATENbHOCTU 3/IEKTPOHHOIO MPaBUTENLCTBA Pa3paboTKa COOTBETCTBYHOLLETO
3aKOHOAATENbCTBA M HOPMATUBHO-NPABOBONM Hasbl ABNAETCA HeObXOAMMbIM YC0BMEM A/1A YCMEewWwHOoro
3/1EKTPOHHOr0 NpaBUTeNIbCTBA, MOCKO/IbKY paboTa rocyAapCTBEHHOM aAMWMHWUCTPALLMM OCYLLECTBAAETCA
CTPOro Ha OCHOBe 3aKoHOAATenbCTBa. Hanpumep, ecan paHee ynpaB/ieHYecKas A[eATeNbHOCTb
NpPaBUTENbCTBA CTPOMAACh HA OCHOBE BYMaXKHbIX AOKYMEHTOB, MMEIOLLMX HOPUAUYECKYIO CUY, TO Nocae
CO3[aHWA CUCTEM 3/IEKTPOHHOrO MNPaBUTENbCTBA BMECTO HUX CTaJlM UCMNO/Ib30BATHCA 3/1IEKTPOHHbIE
OOKYMEHTbl ansa obecneyeHUs rocyAapCTBEHHON aAMMHUCTPATUBHOW AeATe/NbHOCTU, YTo noTpeboBsaso
MPUHATUA NPaABOBbIX MEP B OTHOWEHWW 3SNEKTPOHHbIX [AOKYMEHTOB. Mepbl, Hamnpas/ieHHble Ha
lopuamyeckoe obecrneyeHne, COMPOBONKAAIOTCA YKpPErnjeHWneM W KoopAMHaUMel COOTBETCTBYIOLLMX
bYHKUMIM NpaBUTENbCTBA, KOTOPbIE paHee pacnpedenaincb mMmexay Pas/iMyHbIMU NPaBUTENbCTBEHHbBIMU
yuYpeKaeHUAMM.

[na Toro 4Tobbl CO34aTb MHCTUTYLMOHANbHYIO OCHOBY AJ/1A 3/IEKTPOHHOIO MpaBUTe/IbcTBa, HeobxoamMmo
BHECTU U3MEHEHWUA B 3aKOHbl U HOPMaTMBHbIE NPABOBbIE aKTbl, PEryNMPYIOLWNE rPaKAaHCKO-NPaBoOBble
BOMPOCbI, KOTOpble BblN NPUHATLI B 0dNaliHOBOM cpeae, YTobbl 06ecneynTb 3/IEKTPOHHYI0 06paboTKy
rpa*kAaHCKO-NPaBoOBbIX BOMPOCOB. [Jla)ke Mocne TeXHUYECKOro BHEAPEHWA CUCTEM 3/IEKTPOHHOTO
NPaBUTENLCTBA METOAbI PAaboTbl U MbILIEHUA TOCYAAPCTBEHHBIX CAYMKALMX U FPAXKLaH HE U3MEHATCA 0
Tex nop, Noka AnAa HUX He ByayT pa3paboTaHbl 3aKOHbI U HOPMATUBHbIE MPABOBbIE aKTbl, PEryAnpytoLLme
bYHKLUMOHMPOBAHME CUCTEM 3IEKTPOHHOIO NPaBUTENBCTBA.

Cuctema ynpaBneHua Ha 6ase WUT, obecneumBaowan 3¢EeKTUBHOE OCYLLECTB/EHUE AeATe/IbHOCTU
3NEKTPOHHOIO  MPaBUTENbCTBA,  fABAAETCA  Ba)KHEMIEM  4YacTbld  MHCTUTYLMOHA/IbHbIX  Mep,
obecneunBaloWmx YKpenieHme OpPraHM3aLuMOHHOM CTPYKTypbl. [MOCKOAbKY 60/bWUMHCTBO MPOEKTOB
3N1EKTPOHHOIO MPABUTENbCTBA OObIYHO OXBaTbIBAtOT HECKOJIbKO BELOMCTB, TO OHM BeCbMa YA3BWMMbI B
CBA3M C BO34ENCTBMEM NPOTMBOPEYMBBLIX BOMPOCOB, KOTOpble MELAT HOPMasbHOMY MpoLeccy
peannsaumm 3/1eKTPOHHOIO NPaBUTeNbCTBA. [N18 TOro YTobbl 06ecneynTb KOOPANHAUMNIO AENCTBUI MeKaY
COOTBETCTBYIOWMMMN BeaoMCTBaMM, dopmupyeTca cneumasnbHbii KOMUTET B LEAAX paspeleHus
pasHornacuMii Mexay HUMWU. YneHamu KomuTeTa ABAAIOTCA He TOIbKO NPeACcTaBUTENIN COOTBETCTBYHOLLMX
BEAOMCTB, HO M HE3aBMCUMbIE CNELMANNCTBI, KOTOPbIE, KaK OXUOAETCA, AO/KHbI 3aHUMATb HENTPAJIbHYIO
NO3MLMIO C Le/Iblo AOCTUKEHNA KOOPANHALMM.

3 Mpumepbli nepepoBoro  onbiTa CTpaH-yyacTHUY  (BKnaapl,
npepacraBneHHbie 8 MC3-D)

B TeyeHMe nocnegHux Tpex NeT TPeTbero nccaegoBatensckoro nepmoaa (2010-2012 rr.) 12 KOHKPETHbIX
CUTYaUMI, CBA3AHHbIX C WHWUMATMBAMW 3/IEKTPOHHOIO MpPaBUTENbCTBA, OblAM  MNpeacTaBiaeHbl Ha
cosewaHnn UK B ceHTAbBpe. [lBe KOHKPETHbIE CUTyaLUMN B OTHOWeEHMM baHrnagew 6bian cBeaeHbl B OgHY
B CBA3M CO CXOXKMM XapaKTepOM MX CopepaHuA. Bepcua c pestome KaxKaoro BKAaZa nNpeacTaBnseTcs B
XPOHO/IOrMYECKOM MopAAKe ero npeacrtasneHusa. [ONHbIA TEKCT KaXAoro BKAaAa MOMeELLeH B
NPUIO}KEHUN B KOHLE HAaCTOALLEro oTyeTa.

3.1 Mpoekr INV (OepeBHA, OocHaweHHaa WMHPOPMAUMOHHOWU ceTbilo) (Pecnybnuka
Kopes)

MpoeKT Hanpas/ieH Ha TO, YTO6blI MPenoCTaBUTb BO3MOXHOCTb HACENEHWUIO B OTAANEHHbIX PaloHax
NoNY4YMTb AOCTYN K BOraToMy KOHTEHTY B TaKMX 0b61acTaAX, Kak 06pasoBaHne, MeguLMHCKaa MHopmMaLms,
CeNbCKOX03ANCTBEHHAA KBANMPUKaLMA, COKPALLAA TeEM CambiM LUGPOBON paspbiB MEXKAY FOPOACKUMU U
CeNbCKMMM paioHamu. OH TakKe obecneyvMBaeT MNOTEHLMAN A4S NPOAAXKM MECTHOM NPOAYKLMUU
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HanNpPAMYIO KIMEHTAM U NOAYYEHUA SONONHUTENbHbIX AEHEXHbIX CPeACTB 338 CHET MECTHOTO NPOU3BOACTBA.
Takum 06pasom, 3TOT MPOEKT WUrPaeT ONPeAesIEHHYI0 pPO/b B MOAbEME MECTHOW 3KOHOMWKKU U
obecneyeHnn  cbanaHCMPOBAHHOTO  PErMOHANLHOTO  Pa3BUTUA  Ha  HAUMOHAJbHOM  YPOBHe.
MNpegnonaraerca, 4To oObOy4YyeHMe HaceseHWAa OTAANIeHHbIX PalioHOB 0a30BbIM HaBblkam paboTbl ¢
WHTEPHETOM [J0/KHO PACLIMPUT CMIPOC Ha YCAYT 3NEKTPOHHOTO NPaBUTEbCTBA .

. MocTpoeHMe WNPOKONONOCHON MHTEPHET-UHOPACTPYKTYPbI B CENbCKOXO3ANCTBEHHbIX U PblIBALKUX
OEepeBHsAX, OTAA/IEHHbIX PalioOHAxX M B APYrMX MecTaX, AajNeKkux OoT MHGOPMALMOHHOW PeBONIOLUM,
ONA YCTpaHEeHUs paspbiBa MeXy ropoACKMMMU U CeNbCKUMU palioHamu. CyliecTBOBasia Hagexaa
06ecneynTb NPOYHYH OCHOBY AJ/1A SIEKTPOHHOIO NPABUTENLCTBA U 3IEKTPOHHOM AEMOKPaTUK.

. CospaHne WMHOOPMALMOHHOIO KOHTEHTa, BKAOYAA OHMAANHOBbLIA PbIHOK CObITa MECTHOM
NPOAYKLUMKN, ANA MOAYYEHUA MPAKTUUYECKOW BbIrofAbl M BOCCTAHOB/JEHMA MECTHOW 3KOHOMUKU B
LLenAX PaBHOMEPHOTO HALMOHANbHOIO Pa3BUTUA.

. OH bbln TaKKe HanpaBiAeH HA MPefOCTaB/ieHNE MECTHbIM KuTenam bonee nerkoro Joctyna K
nHbopmaunmn o6 obpasoBaHUM, MeaULMHE, KYyAbType U 3HAHUAM MO Ce/IbCKOMY XO3AMCTBY NyTem
obecneyeHMs BOSMOXKHOCTU NOJIb30BaTbCA UHTEPHETOM B NMOBCEAHEBHOM XKU3HMU.

. B KarKaon pgepeBHe 6bln opraHusoBaH "KomuteT no ynpasneHuto [Mpoektom INV". Komuter
onpeaenan KNoYeBble BONPOCbl B OTHOLWEHUN GYHKLMOHMPOBAHUA MHPOPMALMOHHOW AepPeBHMU.
TaKKe NooLWpPANNCb MHULMATUBBI MO CO34aHMI0 BU3HEeC-Mmoaenm, KoTopasa No3Bosinaa 6ol Komutety
OeNcTBoBaTb B KayecTBe CaMOPUHAHCUPYEMOM oOpraHM3auun paxke 6e3 npaBUTEIbCTBEHHOM
nogfepXkn. Mogenn pepeBHM, OCHAWEHHOMW MWMHGOPMAUMOHHOM ceTbto, OblAn  TWATENbHO
pa3paboTaHbl C YYETOM YHMKaNbHbIX MECTHbIX OcobeHHOCTEM W noTpebHocTel, a nocne
KOMMNEKCHOM OLEHKU UX BHEAPEHME OblI0 PacnpoCTPAHEHO HA BCHO CTPaHYy.

. OpHMM M3 BaxKHeMNLWmnxX GaKTOPOB YCMELWHOW peannsauum AaHHOTO MPOEKTa ABAseTcAs obyyeHue
TOMY, KaKUM 06pPa3om MCNOJIb30BaTb MHOOPMALIMOHHbIE CUCTEMBI B pamKax npoekTa INV.

J Hactoswas nporpamma npegycmatpuBaeT NpoBefeHne pas3inyHbIX MeponpuUATUIN ANA NOBbILLEHNUA
NOHMMaHMA 06LLECTBEHHOCTbIO CyTM NpoekTa INV.

. MpoekT INV cocpesoToyeH Ha MOBbIWEHUM MOTEHUMANa MEeCTHbIX Xutenelh B obnactu
MHOOPMAUMNOHHDBIX TEXHONOTMUIA, YTOObI OHU B6blIM NPUCNOCOB/IEHbI K XU3HM B YCNOBUAX BbICTPO
MeHsalouweroca WHbOpmauMoHHOro obuiectBa. Hanpumep, ogHa w3 uenein npoekta INV
3aK/l0YaeTca B NPeaoCTaB/ieHMM MECTHbIM KUTENAM rOoCyAapCTBEHHbIX YCAYyr B OH/MaliHOBOM
peXxume NocpeacTBOM MECTHOrO MPOEKTa 3/1eKTPOHHOrO NpPaBuTeNbCTBa.

. B pesynbTaTe peanusaumm npoekta INV 6biaM AOCTUMHYTLI cneaytowme pesyabTaTbl. Bo-nepsbix,
OCYLLECTB/IEHME YNOMAHYTbIX Bbllle UHULMATUB COAEUCTBOBAIO YCTPaHEeHMNO UMdPOBOro paspbisa
33 CYET YAYYLLUEeHUA YCNOBMIA ANA NONb30BaHUA UHTEPHETOM TaKMMKM NMLAMMU, CTPAAAOLWMMU OT
oTCcyTCTBMA MHOOPMALMOHHOIO obecneyeHms, Kak CeNbCKUE KUTEN.,

] Kutenn oTaaneHHbIX palioOHOB MOJYYMIM  BO3MOXKHOCTb MOJIb30BATLCA 3TUMWU  yCayramu
9N1EeKTPOHHOro NpaBWUTENbCTBa B pe3ynbTaTe obyuyeHua, KoTopoe 6bino obecneyeHo ycuamamu
npoekTa INV.

] Kpome Toro, 611 noarotosneH psg CTUMyoB, YTObbl Npusaedb togen K npoekty INV, Takux Kak

BK/IIOYEHME NPOrPaMMbl 3/IEKTPOHHOW TOProsau B npoekT INV, 4Tobbl nua, Toprytowmue ToBapamm
NnocpeacTBOM 3/71EKTPOHHOM TOProB/n, MO/ NOAYYaTb AONOAHUTENLHYIO NPUBLLAb.

MNpepacTtasneHo 14 ceHtabpa 2010 roga Ha 1-m cobpaHumn UK2.
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. MpoekT INV, HanpaBfeHHbI Ha cyeHue "umdposoro paspoiBa” B OeAHbIX C TOYKM 3peHUN
MHPOPMALMM 0BNACTAX, TaKUX, HANPUMEP, KaK CE/IbCKOXO3ANCTBEHHbIE U PbibaLLKME AepeBHMU, B3AT
3a OCHOBY A PYrMMM rocyaapcTeamu.

. YyacTBylOWMM OepeBHAM PEKOMEHAYeTCs YCTaHaB/iMBaTb OpaTCKMe OTHOLIEHWUA C YacTHbIMMU
KOMMNaHWAMM, 3aUHTEPeCOBaHHbIMU B Pa3BUTUM AepeBeHb nocpeacTBom npoekTa INV.

. Bo Bpems nocelleHWsa AepeBHM, OCHALEHHON WHOPOPMALMOHHON CceTblo, NpeacTaBUTeNb
KomnaHwuu Intel (KpynHenwunin npomsBoAnUTE/lb MMKPOCXEM B MUPE) Ha3Ba/l KOPENCKUiA NpoekT INV
6ecnpeueseHTHbIM NPUMEPOM PACNPOCTPAHEHUA LUPPOBbIX TEXHOIOTUI B CE/IbCKOXO3ANCTBEHHbIX
N pbliBaLKMX AepPEeBHAX.

3.2 Kopeiickaa oHnalHOBaA cuctema NpoBeAeHUA 3NeKTPOHHbIX 3akynoK (KONEPS),
(Pecny6nuka Kopes)

B cuctreme KONEPS B OHNaHOBOM peXKMMeE OCyLLecTBseTcs o0bpaboTKa BCex MPOLLECCOB 3aKynoK: OT
00bsABNEHUA TeHAEpa, onpeseneHnsa nobeguTens, 3aK/I0YeHUs KOHTPaKTa U 0 OCYLLLECTB/IEHUA ON/IaThbl.
bnarofapsa AoOCTyny K rocyaapcTBeHHbIM cuctemMam obmeHa gaHHbimKM, B cucteme KONEPS otcyTtcTByeT
HeobxoAMMOCTb MOZaYM AOKYMEHTOB B OyMaxKHOM BUAE, TaKUX, KaK CBUAETENbCTBO O pPeructpaumu
npeanpuATMA U cengeTensctso ob ynnarte Hanora. B cucteme nepeseaeHo B undposyo dopmy bonee
160 opunumanbHbix GOpM AOKYMEHTOB A5 3NEKTPOHHON 06paboTKM, BKAOYAA TEHAOEPHble 3aABKW,
KOHTPAKTbl, 3anpoCbl HA TMPOBEPKY, 3anpocbl Ha onnaty. [lockonbky B cucteme KONEPS
npeaycMmaTpuBaeTcAa OCyLLEeCTBAEHWE onnaTbl B OHNAMHOBOM peXume, BKAoYaa 06paboTKy otyeTa o
OO0CTaBKe, a TaK)Ke 3anpoCcoB Ha NPOBEPKY W OMiaTy, OHa MOXeT CYLWeCTBEHHO YMEeHbWMUTb Bpems
3aflepKKN nnaTexen. ITo pocturaetca bnarogapAa TOMy, 4UTO KaKAbl OTAEN, OTBETCTBEHHbIA 3a
[OroBOpHYyto paboTy, ocyluecTBieHMe NPOBEPOK U OMIaThl, BBOAUT COOTBETCTBYHOLLNE UHAMBUAYA/bHbIE
3aZaum B 0OLLYyIO cMCTEMY, ONTUMM3MPYSA, TAKMM 06pa3om, NPoL,EeCChbl ONATLI.

BblJ10 NPUHATO pelleHne 0 TOM, YTO OTAE/IbHbIM AenapTaMeHTaM He cnefyeT pa3pabaTbiBaTb OTAE/bHYO
CUCTEMY 3/1IEKTPOHHbIX 3aKyNnoK. BmecTo atoro, 661710 npeasioxeHo paspaboTatb CTaHAAPTHYO CUCTEMY C
BO3MOHOCTbIO aJanTauuum nog WHAMBUAYaNbHble MOTPEeBHOCTM B npouecce peanusauuu. B uioHe
2001 roga 6blna npuHATa "MHCTPYKLMA NO NpeaoTBpalLeHM0 AybanpoBaHMa pa3paboTok" Bo UsberkaHue
6l04KeTHbIX pacTpaT. B npouecce BHeAPeHWA MNPOEKTOB B 06/1aCTM 3/1EKTPOHHOrO MPaBUTENBCTBA
nepecmoTp HOPMaTMBHO-NPaBOBOIM 6asbl UrpaeT He MeHee BAXKHYI POJib, YEM MPOLECC MOCTPOEHUN
CaMoit CUCTEMbI 3N1EKTPOHHOTO NPaBUTeNbLCTRA".

. TexHonorna noctpoeHus nHopacTpykTypbl cuctembl KONEPS npegycmaTtpuBaeT ucnosb3oBaHue
3/IEKTPOHHOM NOAMMUCK, OCHOBAHHOM Ha MHOPACTPYKType OTKPbITbIX Katouel (PKI), npumeHeHune
TexHosormm obecneyeHns 6e30MacHOCTM [OKYMEHTaUuW, BHeApeHWe CTaHZapToB obmeHa
3/1EKTPOHHBIMM AaHHbIMM, @ TaK»Ke NOCTPoeHMe KpynHomMacLlTabHol Be6-ciyK6bl.

. B cucteme KONEPS B anieKTpoHHOM Buae nybiMKyeTca TeHaepHaa nHdopmaums, noctynatowas oT
BCEX rOCYAapPCTBEHHbIX YYpeXKAeHUM, TaKMM 06pa3om, OHa BbICTYNAET B KaYecTBe eAMHOro OKHa B
chepe rocyapcTBEHHbIX 3aKYMOK.

. Cuctema KONEPS Take nogKatoyeHa K KasHAYeMncKon cMcTeme MpaBUTENbCTBa, YTO MO3BOAAET
YUYPEKOAEHNAM-3aKa3uMKaM  OCYLLECTBAATb  aAMMHUCTPUPOBaAHME naaTexen 4yepes  GOHA
3/IEKTPOHHbIX NAATEXKEN.
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. Cnykba rocyaapcTBeHHbIX 3akynok (PPS) npogonkuna paspaboTky cucTembl MOBUIbHBIX 3aKyMnoK
Ha ocHoBe MO6WAbHbIX TenedoHOB. YunTbiBaa 6OAbLIYIO MONYAAPHOCTb CMApPTHOHOB, CNPOC Ha
MOBWNbHbIE YCAYTN Ha PbIHKE 3aKYMOK BblpacTeT.

o Cuctema KONEPS 3HauMTenbHO NOBbiCMAA NPO3PaYHOCTb NpoLLecca NPOBeAEHMA roCyAapPCTBEHHbIX
3aKYNOK.
o Bo Bpema BKM3 PPS 6bl/1a HazBaHa rocyAapCTBEHHbIM yYpeaAeHMeM, NPeAOoCTaBAALMM ydLlme

WHHOBALMOHHbIE YC/YTU C UCMNOJIb30BaHNEM MHPOPMALMOHHbBIX TEXHONOTUMA.

J [na Toro utobbl pa3paboTaTb KOMMIEKCHYHO CUCTEMY 3aKynok, Obla OCyLLecTBieH NepecmoTp
cuctembl KONEPS ¢ passiiuyHbIX TOYEK 3peHuA, TaKMX KaK YCAyrn, AaHHble U TexHU4YecKan
apXUTeKTYypa.

. Kpome TOro, cucrema KONEPS 6yaetr uHTerpupoBaHa c pabouelr cuctemoit PPS (Cny6bl

rocyfapcTBEHHbIX 3aKyMOK), 4Tobbl rocyaapcTBeHHbIe CayXKalme B pamkax PPS moram B nosHow
Mepe BOCMo/b30BaTbCA NPENUMYLLLECTBAMU UHULIMATUB B 061aCTV 31EKTPOHHOIO NPaBUTENbCTBA.

. B HacToslee Bpemsa gaHHble 0b6pabaTbiBaloTCA B UHAMBUAYA/IbHOM MOPAAKE B 3aBUCMMOCTM OT
TUNa NpeAoCcTaBaAAEMbIX YCAYT U pabounx npoueayp B pamkax CTpyKTyp PPS.

. HaKoHeLl, Ha OCHOBe MHTerpauum ycayr B 06,1acTi 3aKyrnokK M NpMBeAeHns B COOTBETCTBME AAHHbIX,
nosy4aemblix B pesynbrate onepauuin cuctembl KONEPS, 6yaeTt ocywecTs/ieH aHaau3 ee CTPYKTYpbl
M byaetr nepenpoekTMpPOBaHAa caMa CUCTEMA B COOTBETCTBMM € eGovFrame — CTPYKTypoit
pa3paboTKM A5 CTaHAAPTOB 3/IEKTPOHHOTO NPaBUTE/bCTBA.

3.3 MyTb YraHabl K 3/1eKTPOHHOMY NpaBuTenbcTBy (YraHpa)

MNpasutenbcTBo YraHabl TBepao ybeaeHo, uto y WKT ecTb NOTEeHUMAn He TOAbKO And
PEeBONIOLMOHN3NPOBAHUA MEXAHNU3MOB OCYLLECTBAEHUA NPAaBUTE/IbCTBOM CBOEN AEATENbHOCTU, HO U ANA
YAYULIEHMA OTHOLIEHUI MeXAY NPAaBUTENbCTBOM M rpaKkgaHamu, NpaBUTeIbCTBOM M AEe0BbIMU KPpyramu,
a TaKXXe BHYTPM MPaBUTENIbCTBA MEXKAY NPaBUTENbCTBEHHBIMU OpraHamu. MNyTb YraHabl K 3/IEKTPOHHOMY
npasutenbcTBy bepeT cBoe Hayano ¢ paspabotkm UMKT-ctpatermm B 2003 rogy, B KOTOPOI OCHOBHOE
BHMUMaHUWe yaensanocb Heobxoaumoctu noctpoerHns UKT-UHOPACTPyKTypbl Ha HaLMOHa/NbHOM YPOBHE.
Mocne npuHatua UKT-ctpaTernm B 2004 roay 66110 NpoBeaeHo 0bLLerocyaapcTBEHHOE UcCaea0BaHue MNo
3/1eKTPOHHOM roToBHOCTM. B 2005 rogy HauMoHasbHOe UCCAeA0BaHME MO 3/IEKTPOHHOM FOTOBHOCTM Obl/10
npoBeAeHO HenocpeaCcTBEHHO B OTHOLIEHWW NPaBUTE/IbCTBA.

B 2006 roay npu noaaeprkke npasutenbctBa KuTtasa YraHga Hayana BHeapeHue MHOPACTPYKTypbl
3N1EeKTPOHHOIO NPaBUTE/IbCTBA MO BCeW cTpaHe. [epBbli 3Tan OXBAaTUA BCe LLEHTPasibHble MUHUCTEPCTBA
npasutenbcTBa B ropogax Kamnana u 3HTebb6e, a Takke B ropogax bombo, [xkuHAKa M MyKOHO.
BO3MOMHOCTb MCNONb30BaHMA CETW MNPeAoCTaBUAa MUHUCTEPCTBAM AOCTyn K 6a30BbIM F0N0COBbIM
yCayram, a Tak»Ke ycayram no npoBeaeHuto BUAEOKOHPePEHUMN N MHOPMaLMK.

MpepoctaBneHme ycayr OAHMM MUHUCTEPCTBOM APYrOMY B HAcTOsllee BpemMA OCYLLeCTBAAETCA Ha
becnsaTHOM ocHoBe. Ha cerogHAWHWIA OeHb TaKoe COTPYAHMYECTBO MPOBOAMTCA MEXKAY YeTblpbMs
MUWUHUCTEPCTBAMM B pPamKax MUAOTHbIX MPOEKTOB. Takoe COTPyAHWUYECTBO npeanonaraer Ucnosib3oBaHue
UMK NNatGopmbl C OAMHAKOBLIM MPOrpammHbIM obecrneyeHMem. BTOpoi 3Tanm OXBAaTUT BOCTOYHYIO,
CEeBEPHYIO 1 3anaaHyto YacTu YraHabl u byaet nposoamTbesa A0 KoHua 2011 roaa. YacTHbIN CEKTOP TaKKe
no Bcei cTpaHe passuBaeT NKT-MHOPACTPYKTYpy, KOTOpasa MOXKeT OblTb MCNONb30BaHa ANA obecnevyeHusn
OYHKLMOHNPOBAHUSA 3/IEKTPOHHOIO I'IpaBVITe}'IbCTBaS.

MpepacTtasneHo 11 ceHTabpa 2011 roga Ha 2-m cobpaHumn UK2.

13



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKMPOHHO20 pasumenscmea u onpedeneHue obaacmel
MPpUMEHEHUA 31eKMPOHHO20 NMPAsUMEsIbCMEa 8 UHMepecax passusarouiUxca CMmpaH

. BblIM NPUHATLI 3aKOHBbI, PEryMpytoLiMe KUbepnpocTpaHCTBO, @ MMEHHO: 3aKOH 06 3/1eKTPOHHBbIX
TPaH3aKuuAX, 3aKOH 06 3/1eKTPOHHOW MOAMUCM WM 3aKOH O HEMPaBOMEPHOM WCMO/b30BAHUM
KOoMMbloTepoB. OHWM J0/XKHbI BCTYMUTb B CUAY 40 KOHLLA roaa.

. NUmena Heobxoanmyto WMHPPACTPYKTYpy, YraHaa paspaboTana pamouyHbli NaH Mo BHeAPEHUIo
3N1EKTPOHHOTO MPAaBUTENBLCTBA, B COOTBETCTBMM C KOTOPbIM Yy BCEX PAWOHHbLIX OpPraHoB BAAcTW B
CTpaHe ecTb Beb6-caiT, pa3paboTaHHbIM B pamKkax Mporpammbl pasBUTUA CENBCKMX KOMMYHUKALLMM
(RCDP). UHdopmaLma O rocyaapCTBEHHbIX WMHULMATMBAX, MHBECTULMOHHbIX U ApPYyrux 6usHec-
BO3MOHOCTAX Ny6/MKyeTcAa Ha Beb-caiTax, HECMOTPSA Ha CNOMKHOCTU, C KOTOPbIMU CTa/IKMBAKOTCA
paliOHHble OpraHbl B/IACTU B CBA3M C HEOOXOAMMOCTbIO Mepuoanyecku ObHOBAATL BeO-CalTbl U
OCYLLLEeCTBAATb ONAATY YCAYr MO BEG-XOCTUHIY U NPEAOCTABAEHUIO UHTEPHETA.

. Beb-noptan npasBuTenbctBa YraHabl OyAeT CAYXMTb B KauyecTBe MNyHKTa goctyna K
rocyfapCcTBEHHbIM YCAyram CO CCbIKaMW Ha pasfefnibl, KoTopble elle HaxogATcaA B CTaauu
pa3paboTKu.

o MuHucrepcteo UKT B cotpyaHunyectee ¢ HOHUAO OTKpPbINO MWIOTHbIE LEHTPbl OU3Hec-

uHbopmauumn B wecTn panoHax (MwuTaHa, WUraHra, J/iupa, PykyHrupu, KapHeeHre u bycua) ans
yaydleHua agoctyna HaceneHua K UKT-ycnyram.

. Bbin noctpoeH HauMoHanbHbIM LEHTP MHbOPMaUUK ANA COAENCTBMA XPAaHEHWUIO, MOJIb30BaHUIO,
obmeHy 1 obecneyeHunto 6e30nacHOCTU MHGOPMaLMK NPABUTENBCTBA.

. BONbLWMHCTBO MHUUMATMB YAacCTHOFO CEKTOpa OCHOBaHbl Ha MO6WAbHOW TenedpoHUM, MOCKO/bKY
ypoBeHb MPOHWKHOBEHUA MO6MAbHOW TeneboHUM B YraHge Bbllle YPOBHA MPOHUKHOBEHUA
KOMMbIOTEPOB UM UHTEPHETA.

3.4 MNoaxop YraHabl K BHeAPEHUIO LUMPOKOMOJIOCHOW CBA3UM B HE[OCTaTOYHO
o6cnyxmnBaemblix paiioHax (YraHpa)

Komuccua Yrangbl no kKommyHukaumam (UCC) yupeamna ®oHA, pa3sBUTHA CEbCKUX KOMMYHUKaunin (RCDF)
AR CTUMYMPOBAHWA NPeAOoCTaBNEHUSA YCAYT 3/IEKTPOCBA3U B CE/TIbCKUX U HEAOCTAaTOYHO 06C/yKMBAEMbIX
palioHax. BblweyKasaHHbIM GoHA NpeaHasHavyeH A1A ynpaBaeHUa NHBECTULMAMM B KOMMYHUKALUMOHHYIO
MHOPACTPYKTYPY U YCAIYTU B CETbCKUX M HEAOCTAaTOMHO 06C/IYKMBAEMbIX PAaMOHAX CTPAHbI.

370 cTano npusHaHnem Toro GakTa, YTo HeECMOTPA Ha InbepannsaLmio 3TOro CEKTopa M OTKPbITUE ero Ans
KOHKYpeHTHON 60pbbbl, HeKoTopble palioHbl CTPaHbl, OCTalOWMECA HEeXU3HEecnocobHbiMM ¢
KOMMEPYECKON TOUKWU 3PEHUS, NMO-NPEXHEMY HE MOI/IN MPUBJIEYb YAaCTHbIN KanuTaa A/s UHBECTULMIA B
NMHPPaCTPYKTYpy 1 ycnyru. FnasHble Lenn RCDF BkatovatoT obecneyeHune goctyna K 6asosbim Buaam ycayr
B 061aCTM KOMMYHMKAUMM B pPasyMHbIX MNpeaenax C TOYKM 3peHUsa paccTtosHuin; obecneyeHue
3bGbEKTUBHbBIX MHBECTULMI B Pa3BUTUE CENbCKMX KOMMYHUKALWUMA, @ TaKKe COAeNCTBME UCMOb30BaHNIO
UKT B YraHpge.

CTtpaterva YraHapl no obecnedyeHuto obuwero goctyna (2010r.) 6bilna paspaboTaHa BO WCMOJIHEHME
NOBEeCTKM AHA no rnobanbHomy passutuio, [eknapauun Tbicadenetma (LPT), nognucaHHoi YraHaow,
a TaKKe cBoero cobcTBeHHOro HauMoHanbHOro nnaHa passutuA (2010T.), KOTOpbIM M3HAYaNbHO
accouMMpoBancas Cco cTpaTerMei HaUMOHANbHOrO BUAEHMA, HasbiBaBlelkca "BuaeHue 2025". Hosasn
cTpaternsa no obecneyeHunto Bceoblero focTyna bbina paspaboTaHa Ha OCHOBE NpeablAyLLEN CTPaTernm
(2001 r.) n ¢ y4yeTom MO/IOXKEHUN, NPEAYCMOTPEHHbIX HALMOHANbHBIMKU cTpaTernamu B chepe UKT u
3N1eKTpoCBA3M YraHapl.

OpHa M3 OCHOBHbIX MPWYMH, MO KOTOPOWM WMHTEPHET He PacnpocTpaHeH B CeNbCKMX paloHax, — 37O
CTOMMOCTb OCTYNa, HEeAOCTAaTOYHAA WMPKUHA YacTOTbl NOAOC, NPOBAEMbI C IHEProCHABKEHUEM, a TaKKe
6onee BaxkHble ANA Ce/IbCKMX COOBLLECTB BOMPOCbI HErpamMoOTHOCTM WM OTCYTCTBMA COOTBETCTBYIOLLLErO
MECTHOTO KOHTEHTa Ha POAHOM fi3blKe. M03TOMYy HOBas CTpPATErus CTaBWUT 1aBHOM LeNblo obecrneyeHne
npeLocTaBieHNs WMPOKONONOCHOMO NOAKNOYEHNA U NOAAEPMKKY PAa3BUTUA MECTHOMO KOHTEHTA.
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lnasHoe npensaTcTBue AnA pa3suTua UKT-cekTopa B YraHAe Ha CEroAHALIHNIA AeHb — 3TO OTCYTCTBUE CeTH
LUMPOKOMONOCHOM WHGPACTPYKTYpbl, KOTOpaAa npeAHasHauyeHa YCKOPWUTb AOCTYM W WCNo/b30BaHuWe
MHTEpHEeTa B 4acTHocTM W BHeapeHue WKT B uenom. [JaHHaa npobiema Bbi3BaHa B OCHOBHOM
HEOBXOAMMOCTbIO 3HAUNTE/IbHbBIX KarnWUTasIOBNOMKEHWNA, UTO HE MOMET BbiTb BO3/10XKEHO TOJIbKO /IMLIb Ha
YaCTHbIN CEKTOP U, CneaoBaTeNbHO, TPebyeT 0cobbiX Mep CO CTOPOHbI NPaBMTe/IbCTBA.

MpaBuTenbCcTBO YraHAbl Hayano OKasbiBaTb NOAAEPKKY MOCTPOEHWUIO HaLMOHANbHOM MArmcTpasibHOM
MHPOPMALIMOHHOM MHPPACTPYKTYPbI, KOTOPas COeAMHUT CTO/IMLbI U F/1IaBHbIe TOPOoAa BCEX PETMOHOB AJ15
obecneyeHuns NpeLoCTaBNeHMA NONb30BATENSAM LUMPOKOro CNeKTpa SKOHOMMUYECKN 3OEKTUBHBIX YCAYT B
coepe UKT. KaKk oxupaetcs, OaHHbIA npouecc byaer cnocobcTBoBaTb CO34aHMIO TOYEK AOCTyna K
MHGOPMALMM PA3IUYHBIX YYPEKAEHWNN, B NEPBYIO odepesb NPOPECCUMOHANbHO-TEXHUYECKUX YUPEKAEHUN,
BbICLUMX Y4eOHbIX 3aBeAEeHUN N yupeKaeHUI cpeaHero obuero o6pasoBaHMs, a TakKe rocygapCTBEHHbIX
yupexaeHun sapasooxpaHeHus IV u Il yposHel. [JocTyn K LMPOKOMOSIOCHOMY MWHTEpHeTy byaer
obecneyeH Ha TeppuUTOPUM OMpeaesieHHbIX CyOOKPYroB ANnA MNOAKAOYEHUS UX K BbICOKOCKOPOCTHOM
HaunoHanbHOM marncTpanbHOM MHPpPACTpyKType. JaHHaA UHMLMATUBA PACCMATPUBAETCA KaK pelueHue
"nocnegHeir munn" ana cybokpyros. B cBA3M c 3TUM npoBoauTca rnybokoe wuccnenoBaHue AanA
onpegeneHna Hambonee 3KOHOMMYECKN LienecoobpasHbIX TEXHOOMMYECKMX pelleHnn (becnpoBogHble,
KabesibHbIE), KOTOPbIE MOXKHO BYAET Peann3oBaTb B PaMKax KaxA4oro HaceneHHOro nyHKTa’.

. dNeKTPOHHOe MNpPaBUTEeNbCTBO: [laHHbI NpPoeKT byaeT cnocobcteoBaTb cbopy MHPopmaumy,
HauMHas C OpPraHOB MECTHOrO CaMOYMPAB/AEHUA M 3aKaHUYMBAA LIEHTPAJIbHbIMM OpraHamm
npasutenbctea. MHGopmauma cTaHET HEOTbEMIEMOM HaCTblO HALMOHANbHOM CTAaTUCTUKK B chepe
aemorpadum u gpyrux coumanbHO-3KOHOMMUYECKUX cdepax.

. dneKTpoHHOe obpa3soBaHue: [MpoekT byaeT cnocobcTBOBaTL peanunsauuu nporpamm B cdepe
3NEKTPOHHOro 0by4YeHMn, KOTOpPOe YyXKe CTaHoBMTCA Bce 6onee MonynsipHbiM B cTpaHe. Tak, Y
KPYMHENLWNX YHUBEPCUTETOB CTPaHbl €CTb CTyAeHYecKMe TOpPOAKM, OCHALLEeHHble CMYTHUKOBOWM
CBA3bID M PACNO/IOXKEHHble B TybMHE CTpaHbl, r4e Ha CEeroAHAWHMIA AeHb npeanaraercs
OVCTaHUMOHHOE U OH/TaltHOBOE 0byYeHMe.

. dneKTpoHHOe 3papaBooxpaHeHue: [lpoekT 6yaeT cnocobcteoBaTb obecneyeHnoo nepesaum
[AaHHbIX, B TOM 4MUC/IE FONI0COBbIX, U3 CENbCKMX PalOHOB B MeAMUMHCKME yupeskAeHus, aanee
B paliOHHble 60AbHULBLI M perroHanbHble ne4ebHO-AMAarHOCTUYECKME LEeHTPbl W, HaKoHel, B
obuierocyaapcTBeHHble nie4ebHO-AMarHocTUYeckne UeHTpbl. bygeT npoucxoauTb M obpaTtHas
nepeaava AaHHbIX, B TOM YMCae ro0CoBbIX. Kak oxunaaerca, obmeH aaHHbIMU ByAeT NpoMCXoauTh
M Mexay ronoBHbIM nogpasgeneHmem MUHUCTepCTBa 34pAaBOOXPAHEHUA U ero MeCTHbIMM
noApasaeneHuaMM, a TakKe MeXay MUHUCTEPCTBOM Y MeANLMHCKUMU YUPERAEHUAMU.

NHTepHeT-NPOHNKHOBEHWE, obecneyeHne AOCTYNa K MHTEPHETY M UCMOJ/Ib30BaHME UHTEPHETa B YraHae
BCE elle HaXo4ATCA Ha OYeHb HU3KOM YPOBHE, MOKPbIBAsA, COrIAacHO oLeHKaMm, (5%) oT obluero KosMyecTsa
HaceneHus. bosnee TOro, TeppPUTOPUA MOKPLITUA 3/JEKTPOCBA3bIDO B OCHOBHOM OrpaHMYMBAaETCH
rOpoOACKMMM KOMMEPYECKMMU LLEHTPaMM, YTO CBA3AHO C KOMMEPYECKMMU COOBpPaXKEHMAMM YaCTHbIX
NpoBalepoB COOTBETCTBYOWMX ycayr. U xoTa npeaplaylias crpaterna YraHabl npegycmatpusana
CO3JaHue ToYeK AOCTyMa K UHTEpPHEeTY BO BCEX HEAO0CTAaTOYHO OOCNYKMBAEMbIX PErMOHaX, CKOPOCTb U
KayecTBO YC/Ayr LMPOKOMONOCHON CBA3M (OTKAIOYEHME MNOAAYM 3SNEKTPOIHEPrun) OCTaeTcs rNaBHOM
npob6aemoit s KOHEeYHbIX NoJib30BaTe/NelN.
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3.5 MHPopMaLMOHHAA cucTema OpraHoB MecTHoro camoynpasneHus (LGIN)

B KoHcTuTyumm Pecnybamnkm Kopes rosoputcs: "OpraHbl MECTHOTO CaMoynpaB/ieHMA 3aHUMAloTCA AeflaMu,
Kacarowmmmca 61arononyyma MecTHOro HacesieHuA, ynpaBaaoT rocyAapcTBEHHbIM UMYLLLECTBOM U MOFYT
B PaMKax 3aKOHa NpMBOAUTb B MCNOJIHEHME 3aKOHOAATEe/NbHble aKTbl, OTHOCALLMECA K aBTOHOMHOCTU
cBoero obpasosaHuA". Ha MOMEHT peanusauuu MpPOEKTa CyLecTBoBaso 16 OpraHoOB ynpasieHus
NPOBUHUMI (BTOM 4UCAe CeMb OPraHoOB YMpPaBAEHWA T[OPOAOB-METPONOAMIA W AeBATb OPraHoB
ynpaB/ieHMa cobcTBEHHO NPOBUHLMIA) 1 234 opraHa MecTHOTo CaMoyrpaB/IEHMUA TOPOACKOro U PaioOHHOTO
ypoBHeW. naBbl OpraHOB MECTHOrO CaMOYMpPaB/iEHUA OCYLLECTBAAIOT YMpaBNeHUE W KOHTPO/b Hapg,
aAMUHUCTPATUBHBIMM BOMPOCAMM, 33 WCKAOYEHMEM C/ly4YaeB, NPeayCMOTPeHHbIX 3akoHom. Cpeau
WCMONIHUTE/IbHBIX GYHKLMIA  OpraHOB MECTHOr0 CaMOYNpaB/ieHUs, Ae/erMpoBaHHbIX LLEeHTPasbHbIM
NPaBUTENbCTBOM CTpaHbl, — YMpaB/JeHWe T[OCYyAapCTBEHHOW W MYyHWUUMMNANbHOW COBCTBEHHOCTbIO,
3KCn/lyaTaumsa M NOALEpP)KaHUE B HaZ/eXallem COCTOAHUM 0OBEKTOB MHOPACTPYKTYpbI, onpeaesneHue
Hanoroobnaraemoi 6a3bl M cb60p MyHULMNA/bHBIX HANOFOB, @ TAaKXe B3MMaHWEe N/aTbl 3a Pas/InNyHble
ycnyru. B coctaB opraHOB ynpaB/iieHUA NPOBUHLMIA BXOAAT KOMUTETbI NO Aenam obpa3oBaHUsA, KoTopble
3aHMMalOTCA BOMpocamn obpa3oBaHUA, AETCKOM U MOIOLEKHOW AEATENIbHOCTU B KaXKAOM HacesieHHOM
nyHkTe. OpraHbl ynpaBAeHWA NPOBMHLMIA B LENOM C/AYXKaT B KayecTBe MOCPEAHMKOB MeXAay
LEeHTPa/IbHbIM MPaBUTE/bCTBOM M OpraHaMu MecTHOro camoynpasneHua (ropoga/paiioHa).

. OpraHbl rocyAapcTBEHHOM BNACTM MCMbITLIBAOT CEPbEe3HOE AAaB/eHWEe CO CTOPOHbI M3bupartenei,
KoTopble TPebyloT CHM3UTb M3OEPKKM Ha opraHM3aumio paboTbl rocyAapCTBEHHbIX CAYKG,
YAYULWKUTb KayecTBO NOTPebUTeNbCKUX YCayr n 6onee adpPeKTUBHO PacnpoCcTpaHAaTb MHGOpMaLMIO,
HaXoA4ALLYHCA B KOMNETEHLUUN COOTBETCTBYIOLLLErO BEAOMCTBA.

. FocyapCcTBEHHbIM CAyXKaluM npuxoauTca pabotath B COBEPLIEHHO HOBOM MPOM3BOACTBEHHOM
cpeAe B CBA3W C BHEAPEHWEM TaKo HOBOM cucTemsl, Kak LGIN.

. CTpaTterva oxBaTbiBAaeT KOHKPETHble CUTyalMu, CBA3aHHble ¢ BU3Hec-npoueccamu u cnyxbamu
NPUNOXKEHWN.
J 310 obecneunmBaeT BO3IMOXKHOCTb ANA obmeHa WHbOpMmauuein Mexay NpPaBUTENbCTBEHHbIMU

BEAOMCTBAMM, YTO CNOCOBCTBYET COBEPLUEHCTBOBAHUIO BHYTPEHHEN OnepaTMBHOM AEeATeNbHOCTU
OPraHOB MECTHOr0 CaMOYMpaBJeHUA W COBEPLUEHCTBOBAHWIO ¢opmaTa npenocTaBAeHUn
roCyAapCTBEHHbIX YCAYT.

o Kpome TOro, otaenbHble OpraHbl MECTHOrO CamoynpaB/ieHWA OBMeHMBAlOTCA ApYyr C ApYyrom
nHpopmaument, bnarogapa 4Yemy COKpaLLAeTCA KOAMYECTBO [AOKYMEHTOB, Heobxoaumbix ANA
OKa3aHWA roCyAapCTBEHHbIX YCAYT.

. B pesynbTaTe BHeapeHua cuctemsl LGIN ynpoctuamce mHorve paboune npouecchl, a Takke 6blan
yCTpaHeHbl aybaupylowme apyr apyra npoueaypbl U AOMKHOCTHble 06A3aHHOCTW, CBA3AHHbIE C
OKa3aHWEeM rocy4apCTBEHHbIX YCAYT.

. MNosblweHne 3PPeKTUBHOCTM pPaboTbl roCcyAapPCTBEHHbLIX  yypexaeHun BedeT K  bonee
3bPEKTVBHOMY OKasaHWIO TOCYAAPCTBEHHbIX YCAYr, a TaKXKe YKpenjaeHuo p[osepus K
rocygapcTBeHHOMY annapary.

. Cuctema LGIN npeacTaBnaeT coboii MHPOPMaLMOHHYIO MHDPACTPYKTYPY, KOTOpas nogaepmBaert
BCE TUMbl rOCYAAPCTBEHHbIX YCAYT.

b MobunbHble ycnyrn npegocCrtaBaaoTcA B OrpaHUYEeHHbIX obnacTax rllelO)-I-(EHVIl\;I.

Cuctema LGIN sBnsetca HeobxoAMmoW Ans  MNOJNHOLEHHOro (GYHKUMOHUPOBAHWS BHeApPSeMbIX
UEHTPa/IbHbIMWM  OpraHaMu  BAACTW  MPW/IOMKEHWI  3NEKTPOHHOTO  MPaBUTENbCTBA,  MOCKO/bKY
pa3HoobpasHble  rocygapCTBEHHble  yCAyrM, NpeAocTaBAsemMble  Ha  LEHTPa/ibHOM  YPOBHe,
NpPeAno/IoKUTENbHO OyAyT pPACNpPOCTPAHATLCA MO COOTBETCTBYHOLLMM KaHalaM OPraHOB MECTHOrO
camoynpasaeHus.
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dakTopbl, oNpesesmBLUMe YCNeX BblLEONUCaHHOMO NPOEKTa, MOMKHO CYMTaTb FMaBHbIM YPOKOM, KOTOPbIN

cneflyeT U3BjeYb M3 HALLEro OnbITa No ero peanvsaumu. TEKYLLMIA YPOBEHb ycrexa 6bla JLOCTUTHYT Kak
7

cneacrere 3dpGeKTUBHOMO peleHms caegyowmx npobaem’:

J yperyanpoBaHue pasHOIIacuMin OTHOCUTE/NIbHO MPOEKTa MEXAY 3auHTepecOoBaHHbIMU
CTOpPOHaMu;
J drHaHCMpOBaHWE NPOeKTa U pacnpesenieHne 3aTpaT Mexay LeHTpanbHbIM NPaBUTENbCTBOM

M opraHamm MeCTHOro CaMoyrnpas/eHus;

° MUHUMUN3aALNA NCUXOIOrMYECKON Harpyskm Ha TeX, KTO paGOTaET C HoBOWM CMCTEMOVI, n
BO3MOXXHbIX CTPax0B, CBA3aHHbIX C HerapaHTMPOBaHHOVI 3aHATOCTbIO;

. npeaynpexaeHne 3HauMTeNbHbIX YObITKOB BCIeACTBME NOTEHLMANBHOIO NPOBaaa NPOEKTa B
CBA3M CO CNIOKHOCTbIO peanunsaummn 1 obLeHalMoHaAbHbIM MacluTabom;

. noayd4yeHve NOALEP!KKU CO CTOPOHbI MOSIUTUYECKUX M FOCYAAPCTBEHHbIX UAEPOB C Lesblo
cos3gaHua  6naronpuATHbIX  GUHAHCOBLIX  YCNIOBMIA M BO3MOXHOrO  nepecmoTpa
CYLLECTBYIOLLLEro 3aKOHOAaTeNbCTBA U T. 4.

3.6 0630p ycnyr, ocywecrsnaembix Ha 6ase UKT, B baHrnagew

BaHrnagew ABnsaeTcs OAHOW M3 CaMblX FyCTOHACe/IeHHbIX CTpaH B MUpe, MpU 3TOM 3aHMMan O4HO U3
nocneaHnx mMect cpeau ctpaH KOxKHOM A3MM MO MAOTHOCTU CETEW 3/1EKTPOCBA3N. TPagULMOHHO, NUWb
CPaBHUTENbHO HEBO/bLIAA YAaCTb HAaCe/IEHUA MMEET AOCTYN K CpeacTBam anekTpocsasn. Ewe 10 net Hasaz
YPOBEHb M/JIOTHOCTU CeTel 31eKTPoCBA3M Obin HUKe 1%, HO 3pa mobunbHOW TenedpoHUM M3MeHUNa
CUTYaLMIO, U Ha CErOAHALIHWUI AeHb NIOTHOCTb CETEN 3NEKTPOCBA3U B baHrnaaew coctasnset 46%.

O6wasn cuTyaums B baHrnagew ynyywmnacb B HEKOTOPOM poge H6narogapsa ObICTPOM IKCNAHCUU PbIHKA
YCAYyr MOBUAbHOW CBA3KU. Mcnonb3oBaHMe WMHPOPMALMOHHO-KOMMYHUKAUMOHHbIX TexHonorui (UKT) B
AeATe/IbHOCTM NPaBUTE/IbCTBA CTaslo OBbIYHBIM ABEHUEM B NOCAELHUE FOAbl.

Ha cerogHAWHWIA [eHb NPUMEHAIOTCA pPas/IMYHble TexHoMorMn ansa obecnevyeHns BO3MOMKHOCTU
peanusaumMm YHUKaAbHbIX CBOMCTB 3/IEKTPOHHOIO MpaBUTE/IbCTBA, B TOM YMcae OBMEH 3/1eKTPOHHbBIMM
JaHHbIMM, WMHTEPAKTUBHbIN FO0COBON OTBET, FOIOCOBAA MOYTa, 3NEKTPOHHAsA MoyTa, NpesocTaB/ieHue
Beb-ycnyr, BWPTyanbHaA peanbHOCTb, a TaKke AnA obecnevyeHUAa OQGYHKLUMOHUMPOBAHUA KJ/OYEBbIX
06BEKTOB rocyfapcTBEHHOM MHOPACTPYKTYpbI.

DNEeKTPpOHHOEe  ynpaBieHMe NpeaycmMaTpuMBaeT  WUCNONAb30BaHME  WMHOOPMALMOHHBIX  TEXHOJIOMUM
rocyiapCTBEHHbIMW  CEKTOpamM  ANA  NpefocTaBieHus  ycayr M uHopmauuu,  CcoaencTBus
OEMOKPaTUUYECKOMY YHaCTUIO FPpaXkAaH B npolecce NPUHATMA PELUEeHNn NyTeM YBeNYEHUA OTKPbITOCTU U
YCUNEHUA OTYETHOCTM MpaBuTeNbCcTBA. [NA NpenocTaB/ieHUs rpakgaHam Bceld  Heobxoammol
MHPOPMALMM U3 Pa3INYHbBIX MPABUTE/NbCTBEHHbBIX MWHWUCTEPCTB HEOBXO0AMMO pa3paboTaTb XOPOLUWIA
oduumManbHbIA BeEB-NOpTan U XpaHuauwe uHbopmaumun. MpaxkgaHam [OMKHbI ObITb AOCTYMHbI A8
3arpysku ntobble 3aaBaeHMA U GOPMbI, U ANS HUX MOXKHO BBECTM OHJIAMHOBYHO CUCTEMY MOAAYM C LLeNbio
MUHMMM3AUUKM BOpOoKpaTUyecknx b6apbepos. [na obecrneyeHMsa NPO3PaYHOCTU M YMEHbLUEHWUS YPOBHS
Koppynumu Yepes AaHHbI BE6-MopTaa MOXKHO TaK»Ke NPOBOAMUTL TEHAEPHbIE 3aKYMNKKU, N04aYy HaI0roBOM
OTYETHOCTU U pacnpeaeneHune 3emesbHbiX y4acTkoB. OQHAKo c/iegyeT NOHMMATb, YTO Korda pedb UAET O
MOBW/IbHBIX YC/Iyrax MpPaBUTENbCTBA, TO MMEEeTca B BUAY /IMIIb OAWH W3 CMOCODOB 3/1EKTPOHHOW

MpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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KOMMYHMKaLUMM C MPaBUTEIbCTBOM, KOTOPbIA MMEET CMbICA AUlb B TOM C/ydae, ec/iv 3/1eKTPOHHoe
8
NPaBUTENLCTBO YXKe CyLLLecTByeT .

. DNeKTpPoHHOe ynpaB/eHWe npeaycMaTpMBaeT WCMNOAb30BaHUE WHPOPMALMOHHBIX TEXHOOrUM
rocyiapCTBEHHbIMW CEeKTOpamMu Ana NpeAoCTaB/leHus ycayr UM UHGopmaumu, CcoaencTBus
OEMOKPATUYECKOMY YYacTUIO Tpa)kaaH B Mpouecce MNPUHATUA pPeleHnin NyTem YyBeanYeHun
OTKPbITOCTM U YCUAEHUA OTYETHOCTU NPaBUTENbLCTBA.

. MpoAyKLMA W YyCAyrM AOJKHbI NPOABUIATbCA HA N0BOaNbHbIA PbIHOK C  WUCMNOAb30BAHWEM
COOTBETCTBYIOLWMX MKT-0pUeHTUPOBaHHbIX TEXHOIOTUIA B 061aCT MapKETUHTOBbIX CTpaTeruit.

o Y106bI cTUMyNMpoBaTb NpumeHeHne UKT npeacTaBUTENsIMU AEN0BbIX KPYroB MOMKHO BHeApPUTb
Cneunanm3npoBaHHYIO KOPNOPaATUBHYIO CETEBYIO IMHMIO.

. OHnaliHoBasA cucTema BMpPKEBOM TOProBAN MOXKET NpMBAEYb OoJibliee KONYeCcTBO Tpelaepos 13
Pa3/IMYHbIX CEKTOPOB K OCYLLECTBIEHUIO AEATE/IbHOCTM Ha PbIHKE KanuTana.

. MpaBoBas cucTeEMa M CUCTEMA 34PaBOOXPAHEHUS TaK¥Ke MrpaloT BakHYH posib BO Bcex chepax
YKU3HUM obllecTBa.

. Hagnexawas cuctema ynpaBneHUS OTHOWEHUAMM MeXAy MaUMeHTOM W Bpayom BO BCeX
rOCYyfapCTBEHHbIX  YYPEXKAEHUAX 34PaBOOXPAaHEHMs  YyAyylWwWT KayecTBO ycayr B cohepe
3/ paBOOXPAHEHMA B OTAA/IEHHbIX PaliOHaX.

. Cpepa B 3101 "rnobanbHolt gepesHe" meHaeTcs, GOPMUPYETCA U Pa3BUBAETCA B COOTBETCTBUU CO
CKOPOCTbIO MHTEpPHeETA.

. Ona Toro uytobbl OCTaBaTbCA KOHKYPEHTOCNOCOBHbIM Ha rnobanbHOM pbiHKe, BaHrnagew
HaCTOATENbHO HeO6X0AMMO OCTaBaTbCA Ha 3TOM CKOPOCTU, Peasin3ya 3NeKTPOHHOE MPaBUTENbCTBO.

. B BaHrnagew 31eKTPOHHOE MPaBUTENLCTBO TOILKO Pa3BMBAETCA, O4HAKO "Wwapuk Beptutca" B
CTOPOHY UHTEPHET-PEBOIOLUN.

. B BaHrnagew MMeTCA LWMPOKME BO3MOMKHOCTU AN PACLUMPEHUA AEeATeNbHOCTU 3/1EeKTPOHHOro
NnpaBUTENbCTBA.
UndpoBaa bBaHrnagew — 3TO TMOCTOSAHHbLIA NpOLECC pPa3BUTMA. YCTOMuMBAs W HadexHas

obLeHauMoHanbHas ceTeBas MHPPACTPYKTYPA YCKOPUT npolecc MHGopmMaTU3aLMmK rocysapcTaa, U, Takum
obpasom, ycTpaHuT "umdpoBoi paspbiB" mexay CeNbCKUMU M TOPOACKMMMU palioHamu. Mpenmyuiectsa
AeueHTpanmsaummn n umdpoBoro NPaBUTeNbCTBA MOTYT BbITb AOCTYMHbLI BCEM FpaXKaaHam.

3.7 Peanusauua 3neKTpoOHHOro npaButenbcTBa B Kbiprbiackoit Pecnyb6amke — onbIT U
AaNbHeulwune Wwarn

MpaBuTensbCTBO Kbiprbi3cTaHa 3aHMMaeT BeCbMa aKTUBHYIO NO3MLMIO, OTMeYas oveHb 60/blioe 3HaYeHue
MHOOPMaLIMOHHO-KOMMYHMKALUMOHHbIX  TexHonormii  (MKT)  Kak  OAHOr0O M3 MHCTPYMEHTOB,
obecneumBatowmx 6onee BbICOKME TEeMMbl Pa3BUTUA CTpaHbl. CpegHecpoYHan cTpaTerMa HalMoHa bHOro
pa3sutma (2012-2014 rr.) n CneumanbHaa nporpamma npaBuTenbctBa "CTabunbHOCTb U AOCTOMHAA
MU3Hb" YETKO YKa3blBalOT Ha BbICOKWIA CNPOC Ha BHeAPEHME 3eKTPOHHOro NpaBuTENbCTBa B CTpaHe A/A
yrpaBAeHUs 3NEKTPOHHbIMKU npeobpa3oBaHMAMK, KOTopble ByayT OTBedyaTb MOTpebHOCTAM PAAOBbLIX
rpaxkgaH. B HacToslee BpemAa B opraHax rocyAapCTBeHHOW aAMMHUCTpauMu Kblprbisckoit Pecny6amku
OTMevaeTca Y/A0BNETBOPUTE/IbHbIN YPOBEHb KOMMblOTepM3aL MM, 0CO6eHHO B BEAOMCTBAX LLeHTPasbHOro
NpaBUTE/NIbCTBA. B 60NbLUMHCTBE MUHUCTEPCTB, KOTOPble 06pabaTbiBalOT OrPOMHbIE 06beMbl MHGOPMaLIUN,

MpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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MUMEIOTCA CheuuanbHble cepBepbl, coaepiKawme 6a3bl  AaHHbIX, CUCTEMbI 3/EKTPOHHOW MNOYTHI,
obecneumnBaioLme AOCTYN K MHTEPHETY W OKasaHue APYrux ycayr, IMbo Aaxke MMeoTca AenapTaMeHTbl,
oTBevalolimMe 3a 06paboTKy AaHHbIX U ynpaBneHue umu. MHorme MMHUCTEPCTBA M agMUHUCTPATUBHbIE
NPaBUTENbCTBEHHbIE OpPraHbl pa3pabaTbiBaloT CBOM COBCTBEHHbIE MECTHble CeTU U MHPOPMALMOHHbIE
CUCTEMbI C JLOCTYNOM K UHTEPHETY.

MpaBoBble PaMKW, CBA3aHHbIE C 3/IEKTPOHHbIM NpaBuTenbcTBOM B Kblprbisckolt Pecnybnuvke, ssaatoTca
BMOJIHE AOCTaTOYHbIMM M BKAOYAKOT 16 3akoHOB B 0b6s1acT UKT. BmecTe ¢ Tem HeobxoamMmo paspaboTtaTtb
W MNPUHATb LONONAHUTENIbHbIE 3aKOHbI, 4YTOObI OTKPbITb ABEpb AAA AafibHelwero obecnevyeHus
3N1eKTPOHHBIX yCyr U obmeHa uHbopmaumein B cTpaHe (Hanpumep, 3aKOH 00 3/1EeKTPOHHON KOMMepPLUUHM,
obecneyeHne eauHbIX TEXHNYECKMX CTaHAAPTOB U TpeboBaHUA).

B 2002 roay Kbiprbisckaa Pecnybnvka npuHana HauumoHanbHyto cTpaternio M [naH  genctsmi
"MHPOPMaLIMOHHO-KOMMYHUKALMOHHbIE TeXHo/orTMM ansa  pas3ButuA  Kbiprbisckoit Pecnybaunkn" Ha
2002-2010 rogbl. OueHKa peanmsaumum sTon ctpaTtermm, nposeaeHHas NMPOOH 8 2007 roay, noKasana, Yto
6b110 AOCTUTHYTO UL 30% pe3ynbTaTos.

KbIPrbI3CTaH ysKe NpU3HaN BasKHOCTb 06eCreyeHmns AOCTyNa K COBPEMEHHbIM TEXHONOMMAM 1 yCayram A
rpagaH W NpeanpuATMA. DNEKTPOHHOE MPaBUTENbCTBO M 3NEKTPOHHble YCAYrM NpeaocTasAT
BO3MOXHOCTb [OCYapCTBEHHON aAMMUHUCTPALMM MCMONB30BaTh MHGOPMALMOHHBIE TEXHOOTUM A/A
6oNee KauecTBEHHOTO OKa3aHUA YCIyr FPaXAaHaM, KOMMEPYECKMM NPEANPUATUAM U APYTUM y4aCTHUKaM
npouecca ynpasaeHws .

. MuHuctepcTtBo puHaHcOoB Kbiprbidcko Pecnyb6amnku BbicTynmno 8 2012 rogy ¢ pAAOM 3N1EKTPOHHbIX
MHULMATUB, KacaloLWMXcA npo3padyHocTM broaxkeTa (www.okmot.kg), Takux Kak: "lMpo3payHbiii
6roaxet" (http://budget.okmot.kg) — aBTomatManposaHHaa cuctema Ansa NpeacTasaeHUaA AaHHbIX O
NOCTYNAEHUAX U Pacxodax B pamKax LEHTPaA/SIbHOro M MeCTHbIX 6roarKeToB. BnepBble B MCTOpPUM
CTPaHbl PAAOBbIE Fpa)KgaHe WU HpPUANYECKMEe nua MnoayyatoT cBob6OoAHbIM AOCTYN K AeTasibHOM
MHGOPMALMKN O BbINOJIHEHMM rocygapcTBeHHOro brogxkeTa. MNpeactaBnsemble AaHHble BKAOYAOT
nogpobHyo MHPOPMaALMIO, HauMHAsA C YPOBHA OTAE/bHbIX Noay4yaTesied A0 NPaBUTE/IbCTBEHHbIX
BEAOMCTB M pPErvMoHoB. ITU [AaHHble OOHOBAAKOTCA B OHJAAMHOBOM pPEXWMME MOCPeaCTBOM
3/1eKTPOHHOIO NOAKAOYEHMA K 6a3e AaHHbIX LLleHTpanbHOro KasHayelcTBa; 3NEKTPOHHON cucTeme
rocyaapcreeHHbix 3akynok (http://zakupki.okmot.kg) — asTomatuMsuposaHHOM cucTeme no
rocyfapcTBEHHbIM 3aKyMKam, KOTOPAA BKAKOYAET YCAYrM OHMAMHOBOM PEerncrTpaumuu, yvyactua B
TOprax, a TaKXe APYryl COOTBEeTCTBylOWY WHbopmaunio U mepbl. CocTaBneHWEe OHAAMHOBbIX
3KoHomuuecknx Kapt (http://map.okmot.kg) — snektpoHHasa KapTta Kbiprbisckoit Pecny6amnkum,
MOKa3blBaloLLAA BCE COLMANbHO-3KOHOMUYECKME AaHHble MO KaxKAOMY reorpaduyeckomy mecty
CTPaHbl;

. HaunoHanbHbIM CTaTUCTUUECKUIA KOMUTET Kbiprbi3ckol Pecnybanku NpoBoAnUT akTUBHYIO paboTy
MO OCYLLECTB/IEHMIO 3/IEeKTPOHHOro cbopa M aHanMsa CTaTUCTMYECKUX AaHHbIX. ITO BEAOMCTBO
pa3paboTano 1 yTBepanI0 CBOK KOPNOPaTUBHYHO cTpaTernto passutua UKT go 2020 roaa.

J Hanorosblit KomuTeT, YNpaBaeHMe TaMOXKeHHOMW U NOrpaHUYHOM CAYXKObl NpeacTaBnsloT coboi
rocyaapCcTBeHHble BEAOMCTBA, KOTOPble aKTUBHO MPUMEHAIOT B CBOel paboTe 3/1eKTPOHHbIe
WHCTPYMEHTbI (3/1EKTPOHHbIE AeKNapaLuun, MeXBeL0OMCTBEHHbI 0OMEH 3N1EeKTPOHHbIMW AaHHbIMMU,
MT. M.

. CoumanbHbii  poHA, PoHA 06A3aTeNIbHOrO0 MEeAULMHCKOro CcTpaxoBaHusa, MUHUCTEpPCTBO
3apaBooxpaHeHuMa M MUHUCTEPCTBO COUMANIbHOINO Pa3sBUTMA AKTUBHO COBEPLLEHCTBYIOT CBOM

MpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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oTpacniesble MHOOPMALMOHHbIE CUCTEMbI U 6a3bl AaHHbIX A8 OKa3aHMA 3MEKTPOHHbIX COLMaNbHbIX
YCAYT N MeXXBeLOMCTBEHHOrO 06MeHa AaHHbIMMU.

J MuHucTepcTBo tocTULMKU, MUHUCTEPCTBO BHYTPEHHUX Aen MPUCTYNUAU K BHEAPEHUIO MOTOKa
SNEKTPOHHOW AOKYMEHTaLUMM B pPaMKax MUHUCTEPCTB W MHCTPYMEHTOB MNPOrPamMMHOro
obecneyeHna ANA CBOMX CUCTEM YNPaBAEHUA NIOACKUMU pecypcamum.

J MUWHUCTEPCTBO MHOCTPAHHbIX AeNn HauMHAeT npouecc BHeAPEHMA 3/IEKTPOHHLIX BU3 MU
3/IEKTPOHHOM AOKYMEHTALUUNN.

MpaKTUYeCKMi ONbIT BHEAPEHUA PA3NIMYHbLIX OTPAC/EBbIX MPOEKTOB 3/EKTPOHHbIX YCAYr MOKasan, 4yTo
NpPaBUTENIbCTBO A0/IKHO UrpaTb BeayLlyto ponb B coaenicteum UKT ana obecneyeHma pa3BUTUA CTPaHbl Ha
HaUMOHaNbHOM ypoBHe. OTCyTCTBME KOOPAMHALMWU YCUAWI B 3TOM 06NACTU MOXKET CTaTb NPUYUHON
AybnmpoBaHMA ycuani n HeapPeKTUBHOro MCMOb30BAHUA PECYpPCcoB, NPeAOoCTaBAsEeMbIX AOHOpPaMU U
caMum npasuTenbcTBoM. OTCYTCTBUE HaZeXKalle KOOpANHALMY AEUCTBUIN MeXAy BEAOMCTBAaMMU BeaeT
K OOMNONHUTENbHLIM TPYAHOCTAM B 06/1aCTM 3NEKTPOHHOro B3aumogencTeusa. CosgaHne spdeKTUBHOro
KOOPAMHAUMOHHOrO opraHa no WKT u© paspaboTka HAUMOHANbHbLIX CTAHOAPTOB 3/1EKTPOHHOM
OYHKUMOHANbHOM COBMECTUMOCTW, a TaKXe eaMHOOOpPasHOM KOMMEKCHOM MHPPACTPYKTYypbl ANA
SNIEKTPOHHbIX YCAYr MMEHT pellatollee 3HayeHWe [Aa YCMNEWHOro BHEAPEHWUA 3/EKTPOHHOro
npaBuTenbCcTBa B Kbiprbi3ckol Pecnybnvke.

3.8 DeatenbHocTb No obecneveHuto 6onee ygobHoro aoctyna K aAMMUHUCTPATUBHOM
XO3AUCTBEHHOU CUCTEeMe C MUCNOoNb30BaHUEM MOOUIbHbIX TEePMWHANOB NpuU
CcOTpyAHuuecTBe cnyxb6 B AnoHun

"HoBas cTpaTterns B 061acTn AOPOXKHbIX KapT MHGOPMALMOHHO-KOMMYHUKAUMOHHbIX TexHonorui (UKT),
pa3spaboTaHHasa CrpaTerMyeckum wWwTabom Mno nponaraHae nepefoBoro obuectsa MHPOPMALMOHHO-
KOMMYHUKaLMOHHbBIX CeTel, NpeacTaBaseT caeaylowmne uenm, Kacatolmecs nporpamm amsepcudukaumm
MeTOAOB A0CTyna K aAMMUHUCTPATUBHBLIM YC/yramM OTHOCUTE/NIbHO OBGHOBNEHWUA NPaBUTENbCTBEHHOTO
nopTtasa M CTUMY/IMPOBAHWUA HacefeHUs K 0bpalleHUIo K NpaBUTENbCTBEHHbIM cay»Kbam; B 2011 roay
paspaboTKa, UCMbITaHUA M AEMOHCTPAUMA MOBUNLHOTO AO0CTYNa K aAMMHUCTPATUBHLIM yCayram npu
ayTeHTUPUKauMM  nocpeacTtBom MobunbHbiXx TenedoHos; B 2012-2013 rogax, Ha OCHOBaHWUMU
OEMOHCTpalLMK, BHeApeHMe, pa3BUTME UM COAEWCTBME PaCMpPOCTPaHEHMIO  YCAYr 4YacTUYHO B
MCMbITAaTe/IbHbIX ~ PaliOHaXx Ha OCHOBAaHMM  BbIWEYNOMAHYTOM  AEMOHCTpauuMM WM NoCTerneHHoe
pa3BepTbiBaHWMe B oOblleHauMoHanbHOM  MacwTabe; K 2020roay BBeAEHME  3/IEKTPOHHbIX
aAMMUHUCTPATUBHbBIX YCYT, YPE3BbIYAMHO YA06HbIX B UCNONb30BaHUU, — "CNy»KObl OAHOrO OKHaA".

Ha ocHoBaHMM 3ToW nporpammbl MuHuUCTepcTBO MHPopmaumn n ceasm (MIC) ocywecteuno "MpoekT no
COAENCTBMIO PA3BUTUIO COBMECTHbIX XO3AMCTBEHHO-aAMWMHUCTPATMBHBIX cUCTeM (NpoBepka cnocobos
noBblWeHNA yaobcTBa MCNob30BaHUA MOBUNbHLIX TenedoHOB Kak cpeactsa goctyna)” 8 2011 rogy Ha
6a3e pesynbratos "NccnepgosaHma n obcnegosaHmna ausepcuduUKaLMmM MeTof0B A0CTYNa K 9N1EKTPOHHbIM
AAMUHUCTPATMBHBIM yCIyram u T. 4. (MccnefoBaHMe M U3yYeHMEe TEXHOJIOTMM [0CTyna K 3/1eKTPOHHbIM
aAMUHUCTPATUBHBIM YCIyramM C NMOMOLLbI0 MOBUABHBIX TenedpoHoB U T. A4.)", npoBeaeHHoro B 2009 roay.

MobunbHble TepmuHanbl ¢ GyHKumamu NFC (cBsisb B BaMMKHEM nose) b6yayT pacnpocTpaHATbCA Ha
Kommepyeckoi ocHoBe B 2012 rogy. OHM [alOT BO3MOXKHOCTb NOMELLATb B aBTOHOMHOM W OH/IAHOBOM
peMme B YCTOMUMBBLIE K B3/IOMY YCTPOMCTBA JIMYHYHO MHGOOPMALMIO NOJIb30BATENEM YCAYr, TaKyl KaK
NOTMHbI/NAPOAK, MYHKTbI U KYNOHbI, @ TaK¥Ke CYUTbIBATb 3Ty MHbOPMaLmio. MpumeHeHUe 3TUX GyHKLMMA
AenaeT yaobHee ayTeHTUdMKaLMIO Nosib30BaTeNeN NPU [OCTYME K YCayram 3/1eKTPOHHOIO NpaBUTe/IbCTBa
yepes MObBU/bHbIE TEPMWHANbl, M BCE rpaxgaHe, HE3aBUCMMO OT MOKOJIEHWUA, K KOTOPOMY OHM
npuUHagnexaT, NOMyvyatoT Nerkuii u 6esonacHbll AOCTYN K aAMUHUCTPATUBHbIM Cay:Kbam uepes
MOB6UbHbIE TEPMUHANDI.

B xoae nposoamswmxca MIC B 2009 rogy ucciefoBaHWn M3ydanacb 6€30MacHOCTb CAeAyloWmMX MecT
XpaHeHUs NUAeHTUPUKALUMOHHOM MHPOPMALIMKM, NOAYyYaeMOM NO/b30BATEAMU OT MOCTAaBLMKOB YCAYr B
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KayecTBe cpefcTBa MOBUIBHOIO AOCTYNA K YC/yram 3/IeKTPOHHOIO NPaBUTENBLCTBA: 1) OTKPbITAA cucTema
KapT C wuHTerpanbHon cxemoi (IC), wmcnonb3yemasa MNOCPeACTBOM  MOMELLEHUA  OTKPbITOM
NOEHTUOUKAUMOHHOW KapTbl, BblAaHHOW NPaBUTENbCTBOM, B6AM3N MOBUAbHOIO TenedoHa, 2) OTKpbITan
cucTemMa Kapt Ana mobunbHbix TenedoHOB, UCMONb3yemas MyTemM BBOAA COOTBETCTBYHOLIMX KaprT,
BblaBaeMbIX NPaBUTENbCTBOM, B MOOW/IbHbIE TEPMUHaAsbI, 3) OTKPbITasa cMCTeMa MAEHTUDUKALMOHHOM
MHPOpMaLMK, UMCNONb3yeMasa MNyTemM 3aHeceHMsA BblJaBaeMOM MNpaBUTENbCTBOM UHbOpMauun B
MOBW/IbHblE TEPMUHAsbLI, U T. 4. YCTOMUYMBLIMM K B3/IOMY YCTPOMCTBAMM cyuTatoTcA: 1) moAHOMEpHble
KapTbl C MHTErpasibHOM CXEMOM AN OTKPbITOM CUCTEMbI MAEHTUPUKALMOHHbIX KapT; 2) ycTpoicTea ¢rew-
NamATK, COAepXKallMe WHTerpasibHble MUKPOCXEMbl AN OTKPbITOM CUCTEMbI KapT A1 MOOU/bHbIX
TenepoHos; 3) UICC (yHWBepcanbHas KapTa C WHTErpajibHOW CXeMOW) A/1A OTKPbITOM CUCTEMDI
NOEHTUOUKALMOHHDBIX KapT.

[lo npoBefeHnA BblleyKa3aHHOIO UCCIeA0BaHMA A1 XPaHEHWUA U UCNOb30BaHUA NAEHTUPUKALMOHHOM
MHbOPMALMM M MONb30BATENILCKON MHPOPMALMM B YCTOMUMBBLIX K B3/1IOMY YCTpoMCTBax TpeboBasnoch
pa3paboTaTb W 3KCMAyaTUPOBaTb MPUJIOXKEHMEe A MOOUNbHbIX TenedpoHoB (aanee — mMobunbHoe
NPUIOXKEHME) ONA KaXAOro NOCTaBLUMKA ycayr. K TOMy e Mo/sb30BaTeNsiM HYXXHO Oblno 3arpy»atb U
YCTaHaB/IMBaATb OTAE/NbHbIE MOBU/bHbBIE NPUIOKEHUA, NPELOCTABASEMbIE MOCTaBLLMKAMM yCayr. Jpyrumu
CNoBamu, MpW NPefocTaBAeHUMM YCTOWYMBOFO K B3/IOMy YCTPOMCTBA HeyaobCTBa WCMbITbIBAT WU
MOCTaBLUMKN ycayr, U nosib3osaTtenu. [Ans co3gaHusa yaobHbIX Ana nonb3osaTesieil yCNoBUMN, B KOTOPbIX
6b1710 6bl HECNOXKHO PaboTaTb NOCTABLLMKAM YCAYr, Mbl PACCMOTPENN TEXHUYECKMe cneundukauumn ansa
CO34aHUA CUCTEMbI MOBUIBHOTO AOCTYNA.

[na npeogoneHna sTux TPYAHOCTEN Mbl U3YUYNIU CUCTEMY, KOTOPYIO MOFAN Bbl COBMECTHO MCMO/b30BaTh
M MOAb30BaTENMN, W MOCTABLUMKM YCAyr. JpyrMmy CIOBamMM, Mbl M3Y4MAU TeXHUYECKMe crneundurKaumm
cucTembl MOBMABLHOTO AOCTYNa, KOTOPas COCTOUT U3 CePBEPOB A/1A XPaHeHUs 1 6e3onacHoro NPoYTeHus,
He OTHOCALMXCA K OTAEeNAbHbIM TMOCTaBWMKAM YCAYr, M MOBWALHOTO NPUAOXKEHUA, coobla
NCMONb3yeMOro BCEMMU YC/IYrammu A8 XPaHEHWUS M UCMOJIb30BaHUA NAEHTUPUKALMOHHOM MHPOpMaLMK B
YCTOMUMBBLIX K B3/I0MY YycTpoicTBax. [anee npoBoAATCA NPOBEPKa OMbITHbIM MNyTEM TEXHUYECKMX
cneumduKaumii, onpegeneHme npobnem B CBeTe YCTAaHOBKM M 3KCMyaTauuu, M M3y4aloTcAa BapUaHTbl
pelweHus npobnem.

Bce 60/blue ntoAel B pa3BMBaOWMXCA CTPaHaxX NpMobpeTatoT MObUAbHbIE TEPMUHANDLI, U B 3TUX CTPaHax

TaKXe pacTeT 4YMCio nosb3oBaTesneit cmapTdoHoB. [NA pasBMBAlOWMXCA CTPaH TaKke Heobxogumo
1

npeaycMoTpeTb 061aCTb OKasaHUA rocy4apCcTBEHHbIX YCayr 0

3.9 dNeKTpOHHOE NPaBUTeNbCTBO B JIuBaHe

B ocHOBe A0POXKHOW KapTbl 3/EKTPOHHOrO MPaBUTENbCTBA JIEXUT TBepAas MPUBEPXKEHHOCTb Hallero
NpaBUTENbLCTBA CO34aTb NOPTas 3/1EKTPOHHOrO NpPaBMTeNbCTBa A1 COBEPLIEHCTBOBAHMA U YMNPOLWEHUS
A0CTyNa rpa)4aH K rocyapCcTBeHHbIM ycayram u obLecTBeHHoM MHpopMaLumu.

B KOHLeNUMWU CTpaTerMm 3/1eKTPOHHOro MPaBUTENbCTBA OCHOBHOE BHUMaHWE yAensaetca AOCTUNKEHUIO
cnegyroLmMx cTpaTerMyeckmx Lenei: NpaBuTeNbCTBO, 419 KOTOPOro rMaBHbIM ABAAIOTCA rpa)kaaHe (a He
6IOPOKpaTHA), KOTOPOE OPMEHTUPYETCA Ha pesy/bTaTbl, OMNMPaeTcad Ha PbIHOK (aKTUBHO COAENCTBYSA
WMHHOBaUMAM), ocyuiecTBaseT 6naroe ynpaBneHue, obecneyMBaeT 3KOHOMMUYECKOE pPasBUTUE U

11
COUMaNbHYO MHTErpauuto .

MpeacrasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHum UK2.

1 MNpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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. DNeKTpoHHaa pedopma:  OTKPbIBAET  MAEasNbHYH  NEPCneKkTUBY  U3MEHWUTb  CTPYKTYpy
NpPaBUTENbCTBEHHbIX NpoLeayp, YTobbl BOCNOAb30BaTbCA TEXHOMOTMEN M ucnonb3oBatb MKT Kak
HanpaBAAOLLYIO CUAY npouecca pebopMUpoBaHUA.

. DNIeKTPOHHbIe rparkagaHe: o6beanHAET BCe YCAYrM, KOTOpble NPaBUTE/IbCTBO B HAcToALLee Bpems
OKasblBaeT rpaxaaHam J/InBaHa U KoTopble NAaHUPYeTcA NPefoCTaBAATb B 3NEKTPOHHOM BUJE.

. DNEKTPOHHbIN 6M3HEC: OCHOBHOE BHUMAHWE YAEeNAeTcA TeM NPaBUTEIbCTBEHHbLIM YC/ayram,
KOTOpble BaHbl A/ /IMBAHCKOTOo 6M3Hec-coobliecTBa M MHOCTPaHHbIX WHBECTOpoB. bonee
apdekTMBHOE NpeaocTaBAeHNe ITUX YCAyr ByaeT cogeicTBOBaTb POCTY YaCTHOrO cekTopa B J/IuBaHe
M Pa3BUTMIO HALMOHANbHON SKOHOMMKM.

. DNeKTpOHHOEe CoobLLECTBO: WMPOKO NpusHaetca, uto MKT nmeeT KatoueBoe 3HaueHne A ydactus
B BO3HMKalouUleM obuiectse, OCHOBAHHOM Ha 3HaHMAX, MMEEeT OMPOMHbIN NOTEHLMAN YCKOPEeHUs
3KOHOMMYECKOrO POCTa, COAENCTBUA YCTOMYMBOMY Pa3BUTUIO, PACLLMPEHMIO NPaB U BO3MOMXKHOCTEMN
M COKPaLLEHMIO MaclITaboB HULLETHI.

. MHUUMaTMBA 3SNEKTPOHHOrO MNpPaBUTENbCTBA B  Pas3/iMuYHbIX 061acTAX, TaKMX KaK npaso,
MHPpacTpykTypa UKT, BepTMKanbHble NPUAOXKEHUA M Pa3finyHble HALMOHA/bHbIE CTAaHAAPTbI U
Hanpas/fieHNA NOAUTUKN.

[opoxKHaa KapTa 3/1eKTPOHHOro NPaBUTENbCTBA OMNPEAEeNAeTcA KaK KOMMJIEKC MaKpomep U BarKHEWLWUX
BEX B Pa3/IMYHbIX 06/acTAX, TaKMX KaK MNpaBoBas, aAMWHWUCTPATMBHAA, MWHPPACTPYKTYpHaAs,
PeCcTPYKTYpM3aLMM  XO3AWCTBEHHbIX MpoueccoB, GYHKLMOHA/bHOMW COBMECTMMOCTM W nopTana
3/IEKTPOHHOrO MpaBuTeNbCTBa. JTa LOPOXKHaA KapTa OyaeT noadepXusaTbCA MAaHOM CO3A4aHMA
noTeHuUMana, KOTOpbIA AaCT roCyAapCTBEHHbIM C/YMKALLMM BO3MOXHOCTb 3PPEKTUBHO U AEeNCTBEHHO
NPUMEHATb BCE NMPOEKTbI 3NEKTPOHHOIO NPaBUTENLCTBA.

Cnepytowmm sTanom 6yaeT NoAroToBKa Pas/IMUHbIX 3aKOHOMPOEKTOB, PeLleHMIn U TEXHUYECKUX NPOEKTOB,
KoTopble Morno 6bl NPUHATL NPaBUTENLCTBO JIMBaHa, Hanpumep:

. NMPOEKT 3aKOHA — 3/IEKTPOHHbIE CAENKMY;
. 3aKOHOMPOEKT — 3aKOH O LWKaje 3apaboTHbIX NaaT B chepe UT;
o NPUHATUE 3aKOHa 06 3NEKTPOHHbIX CAENKAX;

. ynpoleHue npoueayp.

3.10 Mpoekt MWANA (3ambus)

Ponb n BanaHve UKT B 3ambum ObicTpo pactyT 6narogapAa coumanbHbiM GAKTOpaM M aKTUBHOMY
pa3sutnio TexHosornn UKT. CornacHo nposegeHHomy ZICTA obcnenoBaHuto mcnonb3oBaHua WUKT, B
3ambuun, HaceneHne KOTOPOWM cocTaBasaeT 12 MWANMOHOB, 7,8 MUAIMOHA YENOBEK MMET AOCTyn K
NOABWMKHOM CBA3KU, @ 4 MUANNOHA — K UHTepHeTy. lNoBblleHMe Cnpoca HaceNeHMa Ha ycayrm u poct
ncnonbszoBaHua WMKT noby:KAaloT NpaBUTENbCTBO M YaCTHbIM CEKTOP K MHHOBAUMAM U CEpbe3HbIM
KanuTasNoBAOXKEHUAM B TPAH3UTHbIE IMHUMU 3!'Ie}<TpOCBF|3M12.

. YKpenuTtb NOTeHLMan paHHen AMarHoCTUKM y MIaSEHLEB C LE/bIo KaK YBeIMYeHNUA Yncaa matepen,
yBEeAOMNSEMBIX O pe3y/bTaTax, Tak U obecneyeHns 6onee onepaTMBHOIO U 3bPEeKTUBHOrO AOCTYNa
K MaTepam ¢ Ucnosb3osaHrem SMS-npunoskeHus (MobuabHoe 34paBooOXpaHeHne).

d [MoBbIWATL nNOKasaTenn NOCAeponoBoro 06CI'IY)KVIBaHVIﬂ, yBeanynBaTtb 4YUCAO0 perncTtpaummn
pO)KAEHMﬁ No podam B KIMHUKAX N MECTHbIX COO6LLI,ECTBaX, npu 3TOM nosbliWaa Yncno FIOCEUJ,eHMﬁ

12 MNpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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Bpaya maTepAmMM MOCPEeACTBOM CBA3U C MEeAMKO-CaHUTAPHbIMW PabOTHUKAMM MECTHOTO YPOBHSA
yepes npunoxexue "RemindMi".

b COBepLLIEHCTBOBaTb npeaocrtaBneHne rpaXaaHam npaBuUTEIbCTBEHHbIX YCNYT.

. CokpalaTtb 6l0pPOKpPATMHECKYD BOJIOKMTY M  Bpems, Tpebyouweeca 444 npegocTaBaeHus
NPaBUTENbCTBEHHbIX YCAYT.

anIMEHHEMbIe TEXHONI0TUN N pelleHna:

. TexHonorna SMS — MoOLLHAaA MHHOBaLWA, KOTOpasa B 3aMbUM MO3BOIMIA COKPATUTb 3aJEPKKU B
NoAyYeHUM pe3ybTaToB PaHHeN AMAarHOCTUKM AeTel maagwero Bo3pacta (pesynbTaTbl aHa U308
CYyXOl Kanam KpoBu Ha BUY), yayuywnTb cBA3b MeXKAY NOCTaBLLMKAMMU YCAYr 340P3aBOOXPAHEHUS U
[06poBO/IbLAMM B MECTHbIX COObLLECTBaX, M, UYTO elle Ba)KHee, CTUMY/AMPOBaTb MNALMEHTOB
BO3BPALLATbCA B KIMHUKY 3a pe3y/ibTaTaMu aHaAN30B C 6ONbLIMM JOBEPUEM.

. TexHonorua RapidSMS — npumeHsaeTca ana paHHen guarHoctukm BUY y aetein mnagwero Bospacta.
CoobueHnsa SMS ncnonb3yoTca Ana OTNpaBKM pe3ynbTaToB aHa/AM30B Ha BUY n3 nabopatopuid,
roe 3T aHasM3bl 06pabaTbiBatoTcA, PabOTHUKAM KAWMHUK, rae cobupatotca obpasybl. PesynbTaThl
NoCTynalT Ha TenepoHbl B HEOONbLIMX KAMHUKAX U Ha SMS-NpUHTEPBbI B KPYMHbIX KAWHUKAX.
Cuctema TaKke OTCNeXuBaeT 06pasubl M OCYLLECTBAAET MOHUTOPUHI B PEXUME peasbHOro
BPEMEHW ANA NPOBUHLMANBHBIX U PANOHHbIX CYXKaLUUX.

. RemindMI — nossonseTt oTCNeXUBaTb MECTOMOJONKEHWE MaLMEHTOB NPW NOCNEPOAOBOM yXOAe.
CoobueHna SMS HanpaBAAlOTCA PacnosaraloWwnmMCca B MECTHbIX COOBLLEeCTBaxX areHTam, KoTopble
BbI3bIBAOT MaTeper C MAageHUaMM U NPOCAT WX MOCETUTb KAWHMKY 4epes LWecCTb gHeMN,
lEeCTb HeJEeNb U LIECTb MECALEB MNocae PoAoB WMAM B 0COBbIX 0B6CTOATENbCTBAX, TaKWUX Kak
nosy4YyeHMe KAMHUKOM pe3ynbTaToB aHaM30B.

bbln  pa3paboTaH HAUMOHANbHBLIA NAAH  pPacClMPEHUA  AeATENbHOCTM, KOTOPbIM HauyMHaeTca ¢
noAroToBMTENIbHOrO 3Tana, a 3aTem NepexoauT B UTepaTUBHYK ¢asy, B pamKax KOTOPOM NpoucxoguT
npodeccMoHanbHaas NOArOoTOBKa PAabOTHMKOB KAMHUK M BKAKOYEHWE WX B CUCTEMY, a TaKKe OLEeHKa
npob6sem W pesynbTaToB 3TOro BKAOYeHMA. Llenb 3akno4vaeTcs B AOCTUNKEHUM OOLWLEHALWOHA/bHOMO
oxeaTa K2015rogy, npuv NpefoCTaBAEHUU YUYPEXKOEHUMAMM 34PaBOOXPAHEHUA YCAYyr NO paHHeMN
OWArHoCTUKe AeTel Miagliero Bo3pacTta. Ha noarotoBuTenbHOM 3Tane OCHOBHOE BHMMaHWe byaer
YOENATbCA YKPEnaeHUo TEXHNYECKON, GU3NYECKON, MOHUTOPUHIOBOM M YeNoBEYECKOM MHPPACTPYKTYpPbI,
4yTOb6bI JATb CMCTEME BO3MOXKHOCTb CNPaBUTLCA C GakTopamMmn MacwTaba. Ha npoTarKeHMm Bcero npouecca
paclwmpeHna byaeT BeCcTUCb TWATE/IbHbIA MOHUTOPUHI MPOEKTa, YTobbl obecneuynTb MNOMOKUTENbHOE
BO3/4EMCTBME CUCTEMDI Ha LieneBble 3a4a4n B chepe 34PpaBOOXPAHEHMS.

3.11 Ycnyrmn aneKTpoHHOro npaBuTenbcTsa B YepHoropum

MoHMMmaA 3HaYeHne pas3suTuAa n npumeHeHna NKT, YepHoropma B NpoLwIOM cAeana 3Ha4YUTe IbHbIe warun
B 9TOM Hamnpas/ieHMU. ITO ACHO MNOKa3blBAaeT COCTaBNEHHbI BcemMmpHbIM 3KOHOMMYECKUM dopymom
penTuHr — MHgekc cetesoi rotoBHocTU (NRI), B KoTopom YepHoropusa 3aHumaeT 44-e mecto ns 138 cTpaH,
pacnonaraacb 3HAuYUTENbHO Bbie APYrMX €eBPOMENCKUX CcTpaH B pernoHe. [1pOHUKHOBEHUe
nonb3oBaTeniel ceTell NOABWUMKHOM CBA3WM cocTasaseT noutu 200%, a NPOHWKHOBEHME NOJ/b30BaTenei
WHTEPHETa NOCTOAHHO PACTET, MO3TOMY O4YEBUAHO, YTO ceKTop UKT B YepHOropMUM aKTUBHO pacteT .

o YctoumBocte MKT — nporpammbl: ocHoBbl WMKT  (TexHosorMyeckme npUMHLMMbLI, OCHOBbI
pPaAMOoYacTOTHOrO CMeKTpa, OCHOBbLI 3alMTbl NoTpebuteneit), nHpacTpykTypa UKT, npaBoBblie U
perynatopHble pamKm, MHPopmaLMOHHanA 6esonacHoctb  AnA COBEpLUEHCTBOBAHUA

13 MNpepacTtasneHo 17 ceHTabpa 2012 roga Ha 3-m cobpaHumn UK2.
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NMHGPACTPYKTYPbI LUIMPOKOMNONOCHOW CBA3M, NPABOBbIE U PEryNaTopHbIe PamKK, NpegHasHayeHHble
AN19 CO34aHMA KOHKYPEHTOCNOCOBHOro M ycToumnBoro cektopa UKT.

. MKT ans obuiectea — Nporpammel: 3/1€KTPOHHOE 06pa3oBaHMe, 31eKTPOHHOE 34paBOOXpaHeHue,
BOBJ/IEYEHME B AEATE/IbHOCTb B 3/IEKTPOHHON GOpPMeE, C Lie/1bio MOOLLPEeHUsA BCEX Y1eHOB 0bLecTsa K
MCNO/1b30BaHUMN COBPEMEHHOM TEXHOIOTUN.

. MKT B rocyaapcTBeHHOW aAMMHUCTPALMM — NPOTPaMMa: 3NEKTPOHHOE NPaBUTE/bCTBO, B pPamKax
KOTOPOM OCHOBHOE BHWMaHWe yAenseTca MOOLWPEHUIO FOCYAAPCTBEHHON aAMMHUCTPALMM K
WHHOBAUMOHHOMY  MCMO/Ib30BaHMIO  MHPOPMALMOHHO-KOMMYHUKALMOHHbBIX TEXHOAOMMI  Ans
NOBbILEHMA KayecTsa yCayr, NpeLoCcTaBiAeMblX OpraHaMm rocy4apCTBEHHOM BAACTU.

o UKT gna skoHomumyeckoro pa3sutma — nporpamma HUOKP v nHHoBaunoHHbix UKT gna passutua
HAy4YHO-UCC/Ie40BaTe/IbCKON AeATE/IbHOCTU C Le/bio CO34aHMNsA NPOU3BOAUTENbHBIX U YCTOMUYUBBIX
cuctem UKT nocpeactsom coctaBieHuss 6asbl AaHHbIX KagpoBOro MoTeHuMasa, NoowpeHus
TBOPYECKOro Havana u npesnpuHMMaTEeNbCTBA.

. [na BHeApPEHUA 3N1EKTPOHHOro NpaBuTenbCcTBa B YepHoropnn MUHKUCTEPCTBO MHPOPMALMOHHOTO
obLecTBa M 31EKTPOCBA3M OCYLLECTBAAET MPOEKT NOpTana 3S/EKTPOHHOrO MpaBUTENbCTBA —
WwWw.euprava.me, ganee umeHyemoro "noprtan", nocpeacTBOM KOTOPOro BCE Yy4peKgeHus
rocy,apCTBEHHON agMWHUCTPALMM U OpraHbl MECTHOrO CaMOyMpaB/ieHUsa OyayT B 3/€KTPOHHOM
bopme NpenocTaBAATb YCAYIM YACTHIM INLLAM U NPEeANPUATUAM, @ TaKKe APYTUM YYPEKAEHUAM.

. eDMS (Cuctema ynpaBneHUa 3N1eKTPOHHOW AOKYMEHTalUMel) — MPOeKT, OCHOBHOM LLe/Ibl0 KOTOPOro
ABAAETCA MHPOPMATU3ALMA N INEKTPOHU3ALMA XO3ANCTBEHHbIX NOAPA3AE/NEeHNI B NPAaBUTENbCTBE
YepHoropun ana nosblilweHUs 3OGEKTUBHOCTU, IKOHOMWMM BPEMEHW, COKpaLLLeHMA 3aTpaT U
NOBbIWEHMA KaYecTBa YNpaBAeHUA AOKYMEHTaLMNEN.

B byaywem ycuama byayT cocpegoTtoyeHbl Ha OcHoBax GpyHKLUMOHAbHON COBMECTUMOCTM, KOTOpble No
NpMpoae CBOe He ABNAIOTCA TEXHUYECKMM LOKYMEHTOM M MpegHa3HayaloTca A Tex, KTo 3aHMMaeTcs
onpeseneHmem, pas3paboTKoin U NpeaoCTaBNEHNEM FOCYLAPCTBEHHbIX YCAYT.

XoTa npefocTaBieHWe rocyaapCTBEHHbIX YCAYr MPaKTUYECKM BO BCEX C/lyyasx CBA3aHO C obmeHom
OaHHbIMM MeKay WHGOPMaUMOHHBIMKU cUcTeMamu, GyHKUMOHANbHAA COBMECTMMOCTb NpeAacTaBaseT
coboit 6onee LWIMPOKOE MOHATME W BKAKOYAET BO3MOMHOCTb OpraHM3auuu coBmecTHOW paboTbl no
nUmeroLWwmm obLee NONOKUTENbHOE BO34EMNCTBME M B3aMMHO COTIacCOBaHHbIM LLeAM.

4 MUHCTpYymeHTbl ANA nepeaayum nepegosBoro onbita
4.1 KomnaekT matepuanos gna ycayr Ha 6ase UKT ¢ ncnonb3oBaHMem NMogBUXKHOMU
CBA3NU

B KomneKTe MaTepManos no co3aaHUIo yeayr Ha 6ase VKT OnMCbIBAIOTCA UCMONBb30OBAHUE MOABUKHON
CBA3U AN1A YCAYr 3/IeKTPOHHOrO NpaBUTeNbCTBa M CNOCOBbl MHTErpaumMmn Bcex ycayr Ha 6ase noAsuxKHOM
CBA3K, KOTOpble TpebyloT ayTeHTUdPUKauUM 1 6e30NacHOro coegmMHEHUA, TaKUX Kak MOBUAbHbIE YCayTU
3NEeKTPOHHOrO  MpPaBUTENbCTBA, MOBMAbHbIE MAATEXM, MOOWUAbHBLIN  BaHKMHT K MobuabHoe
3/lpaBOOXpaHeHne. B 3TOM 4yacTM OTYeTa OMMUCbLIBAKOTCA OOLWME MPUHUMMbI CO34aHUA TaKUX YCAYr U
yrnomuHatoTca PekomeHgaumm MC3I-T, cBA3aHHbIe ¢ acneKkTamu 6e30MnacHOCTM 3TOro npotiecca.

3Ta YacTb NpeAacTaBAfeT coboW KpaTKoe U3NOMKeHWe BKAaga KomnaHuwu Intervale, KOTOPbIN NMONHOCTbIO NpUBEAEH B
JononHeHun.
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. MoaBuKHaA cBA3b, HapAdy CO CBOeM OCHOBHOM ¢GYyHKUMEN — ro/siocoBOM CBA3bID M Nepesavent
MHbOPMALMM  MeXAy  MOJIb30BaTeNIAMM,  OKasanaCb  WCKAKYWUTENIbHO  MOJIe3HOW  Aas
OONOJIHUTENbHbIX NMPUIOMNKEHWUIN, TaKMX KaK MobuibHaa Kommepumsa (m-commerce), mobuabHoe
3apaBooxpaHeHune (m-health), MobunbHble ycnyru npaBuTenbcTBa (m-government) u 1. n., rae "m"
o3HauaeT "mobile". BmecTe c Tem ciieayeT NOHUMATb, YTO MOBUNbHbIE YCAYTW NPABUTENBLCTBA — 3TO
MWb OA4HA U3 Pa3/INdHbIX GOPM 3/1EKTPOHHOW CBA3M C MPABUTENbCTBOM, M 3TO e OTHOCUTCA K
MOBUNBHOMY 34paBOOXPaHEHW0, MObuabHOMY 06pa3oBaHUIO, MOOWIBHOW KOMMEPUUU U
MOBUIbHBIM MN1aTEXKaMm.

XoTa y MObUNbHBIX TefiepOHOB HebBONbLIME AUCMIEN N KNABMATYPbI, OXKMAAETCA, YTO OHM DyAyT LMPOKO
MCNONb30BATbCA [ANA  YCAYr 3/IEeKTPOHHOro npaBuTesnbcTBa. [poucxopsdllee B HacTosllee Bpems
CTPEMUTENIbHOE Pa3BUTUE MOABUMKHON CBA3K U ee CYLLEeCTBEHHble NPenMyLLECTBA AENAI0T 3/IEKTPOHHbIe
ycnyru Ha 6ase MOBWUIbHbIX TEPMWMHANOB, UMEHyemble MOBWNbHBbIMKU ycayramu (MobusbHble ycayau
npasumesnscmsa, MobunsHoe 30pasooxpaHeHue, MobusbHble naamexcu, mobussHoe obyyeHue u m. 1.)
BECbMa NEPCNEeKTUBHbLIMU, NOCKO/bKY:

o He Yy Ka)KAOoro rparkAaHuHa ecTb MNePCOHa/bHbIA KOMMbIOTEP, HO MOYTM Yy BCEX eCTb MObU/bHbIE
TenedoHsbl (cornacHo Otyety MC3 "TeHgeHumn B pedopmupoBaHnmn anekTpocessm, 2012 roa”, K
KoHUy 2011 roaa B MMpe HacunTbiBasoCb 6 Mapa. aboHEHTOB NOABUKHOM CBA3M, a NO/Ib30BaTe/NeN
WHTepHeTa bbl10 NOYTU B ABA pa3a MeHblue);

° MOBUNbHbIE Te}'IEd)OHbI BCeraa npun cBoux Bsiagenibuax n Bceraa BKAKOYEHbI,
b B HEKOTOPbIX Cny4vaax e,ﬂ,MHCTBEHHbIVI BUA4 CBA3U — NOABUXKHAA CBA3b;
° noAaBuXHaA CBA3b 3alUULLEHA HE XYXKe, YeM UHTEPHET.

4.1.1 MobunbHbie npuHyunsl 81 6e30nacHbIX MObUbHBLIX ycnye

MobunbHaa cuctemMa AN NpefoCcTaBAeHUA 3alLMILEHHbIX AUCTAHUMOHHbBIX ycayr, byab TO MObUbHbIE
YCNYrU 3NEKTPOHHOrO MpPaBUTE/IbCTBA, MOBU/IbHAA MeauLMHA UAM MOBU/IbHAA KOMMEpPLMUS, B LLE/I0M
OO/MKHA 06nafaTb WHOPACTPYKTYpol Ana  3aWMUEeHHOM nepedadM ONOKOB  Aa@HHbIX  MeXay
NoNb30BaTENSAMU MODOWUIBbHBIX TEPMMHANOB M NOCTaBLUMKAMKU ycnyr. Ona rapaHTMm 6e3omacHoCTM 3Ta
CTPYKTYpa O0/1KHA 061aaaTb 3/1EMEHTOM, KOTOpbI obecneymBan 6bl ayTeHTUPUKALMNIO U KOAMPOBAHME.
MepepaBaemble 6/0KM MOMyT COAEPKaTb KOHOMAEHUMANbHYIO UHbOPMaLmio, KoTopas Tpebyert
3alLmLLeHHoro obpaleHma. OBMeH AaHHbIX OO/MKEH NPOU3BOAMUTLCA TOIbKO MEXKAY UMEHLWMMU A0NYCK
No/b30BaTENAMM, ObITb HELOCTYMHbIM TPETbUM CTOPOHAM U AOJIKHBbIM 06Pa3sOM 3aHOCUTLCA B FKYPHAN
yyeta, [Habbl uM3bexaTb OTKasa OT asBTopcTBa. AyTeHTMOMKALMA No/fb3oBaTesiell [0/KHA ObiTb
MHOrOQpaKTOPHOM.

4.1.2 UNdeHmudhuKayua u aymeHmMupuKayus

Ona vaeHTMdUKaummn TpebyeTcs NOATBEPAUTb MAEHTUYHOCTb KAMEHTa W OAHO3HAYHO MNPUBA3ATbL
MObOWUIbHOE YCTPOMCTBO K/MEHTA K €ero y4yeTHOW 3anucu B 6ase AaHHbIX MocTaBwwmka ycayr. Mocne
nepBoHavYaNbHON MAEHTUOUKALUMM KAMEHTA emy cinedyeT BblAaTb "CEKPeTHbIM Kawou", KoTopbln byaer
ayTeHTMOUUMPOBATL MO/Ib30BATENA MPU €ro B3aMMOLEWUCTBUM C MOCTABLUMKOM yCayr B byaylwem. I1oT
"ceKpeTHbI Kato4", TaK¥e HasbiBaemblit "MobOWAbHOM nognucbilo”, ABnseTcA oAHMM M3 GaKToOpoB
ayTeHTuoUKaumMm. MobunbHaa noAnUCb NPaKTUYECKU ABAAETCA YHUKaNbHbIM Kpuntorpadbuyeckum
KNHOUYOM, KOTOPbI MOMKET TaKKe WCMO/Ib30BaTbCA ANA KOAMPOBaHMA WMHPopmMauuu. Takum obpasom,
MCMONb30BaHME K/toYel obecneymBaeT KaK KOAWMPOBAHME AaHHbIX, TaK M ayTEHTUOUKALUIO CTOPOH.
BTopbiMm GaKTOPOM MHOrOhaKTOPHOM ayTeHTUPUKaLMmM MoKeT BbiTb PIN-KoA4 MM naponb nonb3osaTens,
JAOWWMA  JOCTYN K YCTAHOBJ/IEHHbIM B TenedoHe npwuaoxkeHuam. 31oT PIN-kog 3awmwaer ot
HeCcaHKLUMOHMPOBAHHOIO UCNO/Ib30BAHMUA NPUIOKEHUA.

B cywecTBylOWMX CUCTEMAX MOBUbHBIX MNATENKEN YXKe MMelTcAa npoueaypbl obecnevyeHus
6e3onacHocTU, U TpeboBaHWA K 6e30MacHOCTU ONpeaenatTca COrNaWeHUAMM MeXAy MNOCTaBLIMKaMU
ycnyr v ux  KaveHtamu. OuyeBMAHO, 4YTO A/1A 3/EKTPOHHOTO NpPaBUTENbCTBA TpebyeTca cucTema
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6e30MacHOCTN, KOTOpPas KOHTpo/aMpoBanacb Obl rocyfapCTBOM M COOTBETCTBOBAJA HALMOHANbHLIM
NPaBOBbIM MOJIOXKEHUAM, OTHOCALLMMCSA K 3/IEKTPOHHBIM NoANUCAM. ITa CMCTeMa A0/KHa obecneynBaTtb
6e3onacHyto nepegayvyy KOHOUAEHLMANBHON MHPOPMALMN MEXKAY TOCYAAPCTBEHHBIMU YUYPEKAEHUAMMU U
UMEIOLMMMN AOMYCK NOAb30BaTENAMM, NPELOCTABAAA NPU ITOM 3/1EKTPOHHbIE noanuck. Ty e cuctemy
MOXHO MCMO/1b30BaTb A/1A YCAYr 3/1EKTPOHHOrO 34pPaBOOXPaHEHMUS U APYrMX CO34aHHbIX B mociegHee
BpPEMSA YCAyr, TPebyowmx 3aWmnTbl AaHHbIX. M XOTA YacTHble CUCTEMbI MOBWU/IbHBIX NAATEXKEN, BEPOATHO,
6yayT wmeTb CcObBCTBEHHble CpeacTBa 3allMTbl, He C/leAyeT WUCKAYaTb C/IOXKHbIX pPelleHui,
obecneymBaloWmX LEHTPAIM30BAHHYIO ayTEHTUOUKALMIO B €AMHOM LLEHTPE, @ HEKOTOPbIE MOCTABLUUKM
ycayr (ckopee Bcero, UHaHCOBbIX) AONOJHUTENBHO UCMO/b3YIOT COBCTBEHHbIE NpoLeaypbl KOANPOBAHUSA
1 NpoBepKu. Takum 06pa3om, B MOBU/IbHBIX MPUNOKEHUAX NPEACTABAAECTCA PAa3yMHbIM UMETb HECKOJIbKO
HE3aBUCUMbIX O/IOKOB C pPasMYHbIMKM Habopamm Kawouen. Ha PucyHKe 2 nokasaHa eauHas moaesnb
ayTeHTUPUKALMM S5t MOBUIBbHBIX YCTPOMCTB U MHTEPHET-YCTPOMCTB.

HecmoTpa Ha HanuuymMe MHOXKECTBA LEHTPOB WMAEHTUPUMKAUMM U ayTEHTUPUKAUMM, BCE OHU AOJKHbI
MCNoNb30BaTb eAnHbIE MPaBMIA BblAauM rN06abHBbIX MOBU/BbHBIX MAEHTUYHOCTEN nosb3osaTens— miD,
3aPErucTPUPOBAHHLIX B LEHTPANIbHON AUMPEKTOpPUM cucTeMbl AnAa  obecneyeHUs Hagaerkallero
HanpaB/leHUA COOBLWEHNIN KAMEHTaM. Y KAMeHTa MOMKEeT OblTb HecKosibko mID, HO OHWM [O0MKHbI ObITb
npusasaHbl K ero MSISDN.

MHCTPYMEHT npeaocTaBneHnn ycayr obecneuymsaeT TEXHONOMMUYECKYIO MOAAEPIKKY WM WrpaeT B ITOW
CTPYKTYpPE BECbMa Ba)KHYlO POJb. [TOMUMO MHTErpauMu pas/inuyHbIX CPeAcTB AocTyna, obecneyeHus
GYHKUMOHANbHOW COBMECTMMOCTU C MOCTaBLUMKAMM YCAYT U LEHTPOM ayTEHTUOUKALMMU, UHCTPYMEHT
NpefoCTaB/leHNUA YCAYr TaKKe CHab)aeT no/ab3oBaTenell MNPUIOKEHUMAMU O CPeacT8 A0CTyna
(nepcoHanbHbIX KOMMNbIOTEPOB M MOBUIBbHBIX TEPMUHANOB).

Bce UEHTPbl MAEHTUOUKALMM U ayTeHTUPMKauMWM [O/KHbI cobnogaTb OO4HW nNpaBuaa M HOPMbI
pacnpegeneHus aaa rnobanbHbIX MAEHTUPUKATOPOB MOOUbHBIX KaneHToB (MID), pernctpupyembix B
LLeHTpaNbHOW OMPEKTOPUMN CUCTEMBI ANns obecneyeHns fLOCTaBKM COOBLLEHUI KAMEHTaM.

4.1.3 AdmuHUCmMpamueHoe ynpassneHue Kanyamu

Kpuntorpadusa moxKeT MCcnosb3oBaTbCA KaK C CUMMETPUYHBIMU, TaK C aCUMMETPUYHBIMW Kt04aMKU ans
KOOMPOBaHWA MepefdaBaemMblX [JaHHbIX W cO034aHMA  MOOWMAbHLIX  noanucen. [peumylecTso
CUMMETPUYHbIX Katouven (cTaHgapTbl 3DES, AES) 3aknto4yaetcs B MCNO/Ab30BaHMM anropuTMOB, KOTOPbIE
JIeTKO NPUMEHATb B HEAO0POTUX BbIYUCAUTENbHBIX YCTPOMCTBAX. [eHepauMA CUMMETPUYHBIX KatoYeln
ABNAETCA NPOCTON onepaumen, He Tpebytolwen Kakux-nMbo cneumanbHbix cpeacTs. B To xe Bpemsa no
onpeaeneHnio MCNO/Ab30BaHME OAHOrO KJ/k4Ya COBMECTHO M0/1b30BaTesIeM M MOCTaBWMKOM YCAyr
(ueHTpoMm ayTeHTUdMKALMM MOCTABLUMKA) MOXKET NPMBECTM K CUTyaUMM, KOrga Mnosib30BaTeslb OCMopuT
coBeplleHHy0 caenky. CnpaseanvMso byaeT OTMETUTb, YTO B CMCTEMAX MOOWbHBIX MAaTexXen ycnewHo
ncrnonblyetca Kpuntorpadma C CUMMETPUYHBIMU K/IKOYaMK, MOCKOJIbKY YAas0Chb CO34aTb HagerKHble
CUCTEMbI 3aHECEHUA CAENOK B }KYPHa/bl y4eTa Ha C/yyali Cnopos.

Mpu KpunTorpadmm c aCUMMETPUYHBIMU K/THOYaMU NPUMEHAETCS MHOPACTPYKTYPa OTKPbITbIX Katodel (PKI)
ONA CBA3W ABYX PA3/INUYHbIX K/tOYel, KOTopble NPUHaANEXaT OAHOMY NMLY: "OTKPbITbIN" KAOY C OTKPbLITOM
MOEHTUYHOCTBIO UM "/JIMYHBIN"  KAKOY, KOTOPbIM XpaHUTCA B 6e30MacHOCTM UM 3aWMILEH  OT
HeCaHKUMOHMPOBaHHOTO Aoctyna (Hanpumep, Ha SIM-kapTe wauM cneunanbHOM  3alLMLLEHHOM
CMapT-KapTe). MaTemaTnyeckoe B3aMOAENCTBUE MEXKAY KIHOYaMM OCYLLECTBAAETCA TaKMm 0bpasom, 4to
OEeNCcTBMe, COBEPLUAEMOE OAHUM K/HOYOM, MOXKET BbITb "MpuBA3aHo"” K Apyromy Kawouy 6e3 packpbiTus
AAHHbIX IMYHOTO KNHOYa. ITO 0COBEHHO Mose3Ho ANA CO34aHWA INEKTPOHHOM NOANUCK, MOCKO/IbKY aKT
NOANWCaHNA, COBEPLLAEMbI INUYHBIM KAOYOM, NAEHTUOULMPYET BAaAebla NMYHOMO K/oYa TObKO Mo
B3aMMOCBAI3W C COOTBETCTBYIOLWMM OTKPbITbIM K/IHOYOM — WAEHTUYHOCTb MOCAeAHEero M3BeCTHa.
BakHeWwana 3agaya TexHosnormu  PKI  3akniovaetcs, €  O4HOM  CTOpPOHbI, B obecneyeHuu
"KOHPUAEHLMANBHOCTN" NYHBIX KOYEN, A C APYrOol CTOPOHbI — B MPOBEPKE B3aMMOOTHOLLUEHUIA MEXKaY
OTKPbITBIMA U INYHBIMWU  KAto4amMKu. ITO obecrneymBaeTca TLLATe/IbHbIM yrNpaBAeHUEM MPOLLECCOM
perucTpaumMm npu Bblgade KAYeld M Npoueccom cepTudMKauuun, NOATBEPKAAWMM WAEHTUYHOCTb
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OTKPLITOrO K/toYa. YNpaB/ieHWe 3TUMM 31EMEHTAMM OCYLLECTBAAETCA, COOTBETCTBEHHO, CTPYKTypamMu,
M3BECTHbIMM KaK opraHbl "pernctpaumm” n "ceptuourkauumn” (RA n CA). NMpUMeHUTENBHO K MOBUIBLHOM
NMoANUCU WX OCHOBHas OYHKLMA 3aKN04aeTca B MPU3HAHWM OLHO3HAYHOrO COOTHOLUEHWUA MeXay
MCNO/Ib30BAHMEM JIMYHOTO KAKOYA W 33PErncTpupoBaHHON WAEHTUYHOCTbIO rPaKAaHWHA BBUAY €ro
CcOBCTBEHHOCTM Ha COOTBETCTBYIOLLMIA OTKPbITbIW K/tOM.

[na npymeHeHWa MeToL0B aCUMMETPUYHOTO KOAMpPOoBaHUA TpebytoTcsa 6onee foporme BblYNCIUTENbHBIE
YCTPOWCTBA, HO OHW MOTYT MCMOJIb30BaTbCA B PA3/IMYHbBIX CXeMax B3aumogelcTeua. McnonbsoaHue
"nBOMHOro Knto4va" gaeT BO3IMOMKHOCTb 6onblielt macwTabupyemoct U 6onee NPoOCTOro paspelleHus
KOHONMKTOB. I3TOT noaxon JaeT 6onee 3dpPeKkTMBHYylO mMoLenb [AoBepus Mpu  YNpoLeHHOM
aAMWHWUCTPATUBHOM YMpPaBAEHUM U ycayrax (TakK, HECKONbKO Pas/IMYHbIX MPUIONKEHUN U  CXem
B3aMMOAENCTBMA MOTYT MOAAEPHKMBATLCA OOHOM aCMMMETPUYHOM Mapoi Katouen). Beneactsme 3Toro
OOKYMEHTbI, B KOTOPbIX rOBOpUTCA 06 OCHOBax r/106asbHOW ¢GYHKLMOHANbHOW COBMECTMMOCTU AJ1s
3/1EKTPOHHOW MOANWCK, MOYTM BCerga NOCBAWEHbl MEeToAaM acMMMETPUYHOro Kpuntorpaduyeckoro
KOAMPOBAHWA.

4.1.4 be3zonacHocmeo

Hanbonee BaxkHbIM TpeboBaHMEM A/1A NIAATEXKHbIX CUCTEM, KaK U O/ 3/1EKTPOHHOIO MpPaBUTebCTBA U
3N1EKTPOHHOrO 34PaBOOXPaHEHMA, B TOM 4UMUCNe WX MOBWU/bHbLIX BapuaHTOB, ABAAETCA 6e30MacHOCTb,
obecneunBaemas npu cobntogeHun PekomeHpaumin CekTopa CTaHZApTU3aumu 3nektTpocssasn MC3,
KOTOPbIA BbINYCTUA nocobue nog HasBaHMeM "Be30MacHOCTb B 3/71E€KTPOCBASU U MHPOPMALMOHHbIX
TexHonormnax". B nocobum npmusoantca 0630p CyllecTByOWMX cTaHAapToB MC3O-T U MX NpPaKTUYECKOro
npumeHeHus B 6esonacHol anekTpoceasn. CtaHgapTel MCI-T He nmetoT 06s3aTeIbHON CU/IbI U ABAAIOTCA
pekomeHAauMaAMn, HO cobatogeHne pekomeHgaunin Heobxoaumo ana obecneyeHUs COBMECTUMOCTU M
CTabuNbHOCTU CUCTEM 3/1IEKTPOCBA3M Pa3/IMYHbIX CTPaH.

I'Iocr(oany B 3TUX CUCTEMaAX Yy4aCTBYIOT MHOXXeCTBO CY6'beKTOB, acneKkTbl 6e30MacHOCTN MOXKHO pasaenntb
Ha HECKOJIbKO KaTeFOpVIVI, KOTOpble BK/IIOYAOT!:

a) 6€30MacHOCTb OKOHEYHbIX TOYEK;
b) 6e30MacHOCTb MOBU/bHBIX NPUNOXKEHUN;
c) 6e30MacHOCTb ceTeit NOABUIKHOM CBA3K;

d) naeHTMOMKauMA 3anpallmnBaloLLeit CTOPOHbI, BKAOYAlOLWAn Hag/lexallyo naeHTuduKaumio nmua,
3anpalunBatoLLero GUHaHCOBYHO CAESKY.

[lo HacTynneHua 3pbl cMapTHOHOB onepatopam 6blI0 OTHOCUTEbHO MPOCTO YNPaBAATb MOBMUAbHbLIMMU
MPUAOKEHMAMM Ha MOBUABHBIX TenedoHax. Mo cyTu onepaTopbl KOHTPOMPOBA/M TO, KAaKMUE NMPUIOKEHNA
MOKHO 3arpy3unTb B YCTPOMCTBO M KaKOBbI €r0 XapaKTePUCTUKM 6e30NacHOCTU. YnpasneHue MobUAbHbIMU
NPUNOKEHUAMM YCNOMKHAETCA C NOABAEHMEM CMApTPOHOB M BO3MOXKHOCTM CBOBOAHO CKauuBaTb
NPUOKEHMA TPETbUX CTOPOH. Celiuyac NPaKTUYECKN HEBO3MOXKHO ObITb NMONHOCTbIO YBEPEHHbIM, YTO BCE
NpUAONKeHWs, paboTaowme B MOBUABHOM YCTPOMCTBE, MPOMUCXOAAT M3 3aC/YKMBAOWMX O0Bepus
MCTOYHMKOB. B pesynbTate nosb3oBatesin mMobu/bHbLIX TesedOHOB MOABEPratoTcA LOMOHUTEIbHBIM
yrposam, Hanpmumep KpaxkKn UAEHTUYHOCTK, "dUnHra" u noTepu NepcoHasnbHbIX AaHHbIX.

[omkHbim 06pa3om paspaboTaHHble M OCYLLECTBAEHHblE M3MepeHUA 6e30MacHOCTM MOoAAEPKUBAIOT
NosUTMKY 6e30MacHOCTH, KOTopas onpesesieHa A KOHKPETHOM CETU, U YNPOLLAIOT BbINOJIHEHUE NPABUA,
YCTaHOBNEHHbIX YNpaBaeHnem 6e30nacHoOCTbIO.

M3mepeHne 6e30MacHOCTM — ynpaB/ieHMe [OCTYyNoM — 3allMwaeT oOT  HeCAaHKUMOHMPOBAHHOIO
MCNONb30BAHUA CETEBbLIX PECYPCOB. YNpaBaeHUe A0CTYNOM rapaHTUPYET, YTO TONbKO YNOAHOMOYEHHOMY
NnepcoHany WUAM ycTpoMCTBaM paspelleH AOCTYN K 3/1eMeHTaM CeTU, XPaHMMOM MHPOPMaLLMKM, NOTOKaM
MHbOPMALUK, YyCAYram U NPUNOKeHUAM. Kpome Toro, ynpasnaeHne AOCTYNOM Ha ocHoBe poneit (RBAC)
obecneynBaeT pasanyHble YPOBHW AOCTyNa ANA rapaHTMM TOro, 4Tobbl AOAM W YCTPOMCTBA MOIAU
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nosy4aTb AOCTYyNn M COBepwaTb ofepauuMuM TOAbKO C TEMM 3NeMeHTaMM CeTW, C TOM XPaHUMOW
nHpopmaumen n c TeMmn NOTOKaMM MHPOPMALMK, AOCTYN K KOTOPbIM MM pPaspeLLeH.

N3mepeHne 6e3onacHOCTM — ayTeHTUdMKALMA — NpeaHa3HaYeHo A/1A YAOCTOBEPEHUA WAEHTUYHOCTEN
nogfepXuBaloWwmnx CcBA3b 06BbEKTOB. AyTeHTUdMKAUMA rapaHTMpyeT MNOA/IMHHOCTb  3afBAsSeMOW
MOEHTUYHOCTU OODBEKTOB, Yy4acTBYIOWMX B CBA3M (Hanpumep, YesOBEKAa, YCTPOWCTBA, YCAYrM WM
NPUIOKEHUA), N FAPAHTUPYET, YTO OOBEKT He MbITAaeTCA OCYLEeCTBAATb MOAMEHY WU HEnpaBOMOYHO
BOCMPOW3BECTU NPeAblAyLLNIA CeaHC CBA3M.

N3mepeHne 6e3onacHoCcTM — nNpeaoTBpallleHMe OTKasa OT aBTopcTBa — obecneyvBaeT cpeacTBa A4S
NpeaoTBpalleHMss CO CTOPOHbI WMHAMBMAYYMA WAN OObEKTa OTPULAHMA BbINOSHEHUA KOHKPETHOro
OEWCTBUSA, CBA3AHHOIO C AaHHbiMKM, obecrneyvBas HaAMuyMe [0Ka3aTe/IbCTB COBEPLUEHUS Pa3/UYHbIX
OEeNCTBUIN, CBA3AHHbIX C CETbIO (TAaKMX KaK [0Ka3aTenbCTBO 00653aTeNbCTBa, HAMEPEHWUS UAM TOTOBHOCTH;
[OKa3aTeNbCTBO  MPOUCXOXKAEHUS  AaHHbIX, [0Ka3aTes/IbCTBO  COBCTBEHHOCTW,  [OKA3aTe/bCTBO
ncnonb3osBaHua pecypca). MpenocTaBAAlTCA AaHHble, KOTOPble MOryT 6biTb NpeabABAeHbl TPETbel
CTOpPOHE M KOTOpble MOTYT MCNO/Ab30BaTbCA ANA AO0Ka3aTe/NbCTBa TOro, YTO HeKoTopoe cobbiThe uam
AeWcTBME UMENo MecCTo.

M3mepeHne 6e30nacHOCTM —  KOHOMAEHUMANbHOCTb  AaHHbIX —  3allMliaeT  AaHHble  OT
HECaHKLUMOHUPOBAHHOIO packpbiTUA. KoHPUAEHUMANbHOCTb AaHHbIX rapaHTUPYeT, 4YTO coAep’KaHue
OAaHHbIX HE MOXEeT bbITb NOHATO 06bEKTAaMU, KOTOPbIE HE MMET K HUM AocTyna. KoamMpoBaHue, CnmcKu
KOHTPO/IA AOCTyNa U paspelleHne AocTyna K ¢gaiiam — 3To MeToApl, KOTOPbIe YacToO MCMOb3YHOTCS A5
obecneyeHnn KOHOUAEHLMANBHOCTU AaHHbIX.

MN3mepeHune 6e3onacHOCTM — 6€30MacHOCTb CBA3M — rapaHTUPYET, YTo MHPOPMaLMA NepesaeTcs TONbKO
MeXay YNOAHOMOYEHHbIMW OKOHEYHbIMM TOUYKaMK (MHPOpMauMA He WM3MEHSEeT HanpaeieHusa U He
nepexBaTbiBAETCA NPU Nepesayde Mexay STUMM OKOHEUYHbIMW TOYKamu).

N3mepeHne 6e30nacHOCTU — LENOCTHOCTb AAHHbIX — rapaHTMpyeT NPaBU/bHOCTb M TOYHOCTb AAHHbIX.
[aHHble 33WMLLEeHbl OT HECAHKLUMOHUPOBAHHOIO U3MEHEHUSA, YAANEHWA, cO34aHuA U AybnmposaHus, a
TaK»Ke obecneuymnBaeTca obHapyKeHMe TaKoN HECAHKLMOHMPOBAHHOM AeATENbHOCTH.

N3mepeHne 6e30MacHOCTM — AOCTYNHOCTb — FapaHTUPYeT OTCYTCTBME KAKOro-ambo orpaHuMYyeHMa Ha
CAHKLMOHMPOBAHHDIN AOCTYN K 31€MEHTaM CETU, XPaHUMOMN MHOOPMALUKM, MOTOKAM AAHHbIX, K YCAyram u
NPUNOMKEHUAM M3-32 COObLITUIM, BAMAIOWMX HA CeTb. B 3Ty KaTeropuio BKAKOYEHbI BapUaHTbI
BOCCTAHOB/IEHMA NOC/E aBAPUNA.

N3mepeHmne 6e30nacHOCTN — CEKPETHOCTb — obecneymBaeT 3aWwmnTy MHPopmaumm, KoTopasa morna 6ol 6bITb
nony4yeHa, ucxoas U3 HabnogeHua ceTeBon aeatenbHOCTU. Mpumepbl Takon nHGopmaunm — Beb-caliThl,
KOTOpble NONb30BaTeNb MOCETWU/, reorpaduyeckoe pacnosioKeHue nonb3osaTens, IP-agpeca M umeHa
DNS ycTponCTB B CETM NOCTABLLMKA YCAYT.

4.1.5 MobunbHble mexHono2uu

B HacTosLee Bpemsa TepMUH "NoaBUKHas CBA3b" Yalle BCEro CBA3bIBAETCS CO CTaHAapTom GSM BTOpOro u
TPETbero MOKO/MIEHUI. ITU CUCTEMbl MOABUMHOW CBA3M MCNOML3YIOT Pas/iMyHble MNOACUCTEMbI ANA
nepegayv rosioca U AaHHbIX (C NPUMEHEHWEM TEXHOJIOTUI KOMMYTaUMKW C BPEMEHHbIM pasgeneHuem
KaHaN0B U KOMMYTaLMWU NMAKETOB) U NPeACTaBAAOT cOB0OM NPOMEKYTOUHbIN War B pa3sBUTUM NOABUNKHOM
csa3un. Cetn nocneayowmx nokonenwuit (CMNM), KoTopble yKe NOABUANCD Ha CMEHY CYLLLECTBYIOLLMM CETAM,
obecneuymBatoT aboHEHTaM LUMPOKOMONOCHbIW AOCTYN M WUCNOJIb3YHOT TO/IbKO MaKeTHYD KOMMYTaLMIO
KaHasoB.

CMMN npefocCTaBAAOT YCAYTU nepeaadu ronaoca, M3obparKeHui, TeKcTa U MyNbTUMEAMUMHbIX COObLLEeHMI
KaK pas/iMyHble NPUIOKEHUSA YHUBEPCAbHOMO NPOLLeCcCa NaKeTHOW Nepeaayn AaHHbIX. Bcneacreue atoro
TEXHONOMMU Nepesayn AaHHbIX SMS n MMS, WKpPOKO NCNo/b3yemble B HACTOALLLEE BPEMSA, MOTYT YCTYNUTb
MECTO HOBbIM TEeXHOMOrMAM. oNb30BaTeNIM MOTYT fAaXKe He 3aMeTUTb 3TUX nepemeH. Bmecte c Tem B
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TEXHO/IOTMYECKUX pelleHnax, paSpa6aTbIBa€_‘MbIX Aana MOBUNBbHBIX ycnyr, chegyet yduTbiBaTb npouecc
pa3BnUTUA I'IO,CI,BVI)KHOVI CBA3N.

LLIMPOKO MPMMEHAIOTCA  COBPEMEHHble  MOBMAbHblIE TEepMWHaAbl, HO W3HAYa/NbHO OHWU He
npeaHasHavyaanCb A8 CUCTEM C BbICOKOM CTeMeHblo ayTeHTudUKaumn. Bcaeactsme 3Toro TepmMuHaibl
pa3/INYHbIX MPOM3BOAUTENEN U AaXKe Pas/IMYHble MOAEAN TEPMWHANO0B OLHOTO NMPOW3BOAMUTENA MOTYT
MCMNONb30BaTb Pa3/IMYHbIE a/ITOPUTMbI, YTO MPMUBOANT K BONbLLEN CNOXKHOCTU, @ B HEKOTOPbLIX C/yYanx U K
HEBO3MOXKHOCTM CO3aBaTb MPU/IOKEHUS, KOTOPbIE BbIMOHAAN Obl Bce Tpebyemble cUCTEMHbIE QYHKLMMU.
Hanpumep, nNpunoskeHue [OOMKHO aBTOMATUYECKM aKTUBMPOBATbCA MNPU MOJAYYEHUM COOBLLEHUSA OT
CUCTEMbI  MOOMUAbHBLIX MaaTexXen (onepaumn, UHUUMMpPYEMble npPoAaBuom). K coxkaneHwuwo, 37O
NPOUCXOAMUT HE B KaXKAOM MOBUIbHOM TepMUHANE.

Onsa ynopAagoyeHua 3KCMyaTauMM TaKUX CUCTEM cliedyeT CTaHAapTU3MPOBaTb pAL, AONOJHUTENbHbIX
NMPOTOKOJIOB, M 3Ty 3aZavy pewunTtb moxeT MC3 BmecTe ¢ npoussogutTenamm obopygosaHus. Ewe oaHa
CyLLecTBeHHan Npobaema — pacnooKeHUe KPUNTONPUIOKEHUA U aAMUHUCTPUPOBAHWE AOCTYMA K 3TOMY
npunoxeHuto. Kak nokasaHo B rnase "besonacHocTb ", 4yTobbl obecneynTb HaMBbICWIMIA YPOBEHb
6€30NacHOCTK, 3TN MPUJIOKEHUs ceayeT MOMELLaTb B CneuManbHblii Moaynb (3nemeHT 6e3onacHocTU
annapaTHoro obecneyeHuns), KOTOPbLIA 3aWMLLAET XPaHUMYO MHOOPMALMIO OT HEeCAaHKLMOHUPOBAHHOIO
poctyna. Tak, B KauyectBe MOy MOXET yCrellHO Mcnosib3oBatbesa Kapta SIM/UICC, npu ycnosumu yto
b6yneT peweHa npobnema AenermpoBaHMA aAMUHUCTPATUBHBLIX MOAHOMOYMI No gocTyny K SIM-KapTe,
NpuHag/exallell onepaTopy NOABUXKHOM CBA3W. ITa Npobaema ferko pellaeTtcs, eciv obe 3Tv GyHKLUK
BbIMO/IHAIOTCA OAHOMN CTPYKTYPOM; B NPOTUBHOM C/lydae BO3HMKAOT CNOXKHOCTU. Co3pgaHne MOBUAbHbIX
TEPMMHANOB, 060PYAOBAHHbIX 4OMOAHUTE/NbHLIM 3/1eMeHTOM 6e30nacHOCTU annapaTtHoro obecneyeHus,
MOHO CYMTaTb BAPMAHTOM peLleHUs Npobaem, Bbi3bIBAEMbIX COBMECTHbIM yrnpaBieHnem SIM-KapTou.
3T0O MOMHO OCYLEeCTBMTb NOCPEACTBOM BCTPOEHHOro Moayns 6e30macHOCTM WMAM  chneuuanbHo
YCTAaHOB/IEHHOM KapTbl MAaMATU, YCTONYMBOM K B31OMY.

B ceTAX NOABMKHOWM CBA3WN MMEIOTCA Pas/iMdHble cnocobbl nepegayun nHopmaumm, Takme Kak CSD, SMS,
USSD, GPRS, EDGE, LTE. Kasxablii U3 HUX obnagaeT AOCTOMHCTBAMM U HegocTaTKaMu. Tak, SMS — ouyeHb
HAa4EXHbIM M NIEerKo OCyLW,EecTBMMbIN cnocob, HO AgnnMHa coobuieHnAa orpaHuyeHa. GPRS, Hanpotus, He
OrpaHWYeH ANMHOM COOBLEHNA, HO MEHEee HAAEeXKeH U TpebyeT BEPHbIX KOPPEKTMBOB A1 MOOUABHOIO
TEPMWHANA, 0COBEHHO B POYMMHIE, KOTOPbIV TaKKe O4YeHb A0POr. Ycrnex TeXHO/IOrMYecKoro nporpecca
npuBen K LWWUPOKOMY NPUMEHEHUIO YCAYr onpegeneHna reorpaduyeckoro MecTOMOJSIOKEHMA B
cmapTdoHax Ha 6ase cuctem GPS wmam TJIOHACC. OnpepeneHve MeCTOMOJIOKEHUA CYLEeCcTBEHHO
pacwmpaeT GyHKLMOHaNbHbIE BO3MOXHOCTM MOBUIBbHBIX TEPMUHANOB. BBMAY 3TOro B nocneaHee Bpems
YCAYrM NO OnNpeaeneHUt0 MeCTOMOJIOKEHMA LMPOKO MPUMEHAIOTCA B NPUNONKEHUAX AN MOOWUABHbIX
YCTPOMCTB (Ccpeaun KoTopbix BbICTPO pacTeT A0 cMapTHOHOB).

4.1.6 BbisoObI

Kak nokasaHo B cnyyasax peanmsaumm 8 EC, AnoHun, CLUA, Poccun un T. A., npuseaeHHbIX B [lononHeHuu,
pa3paboTKa 1 ncnosnb3oBaHME MOBUBbHBIX YCTPOMCTB 418 MOBW/IbHbIX YCAYT NPaBUTENbCTBA, MOBWIBHOTO
34paBoOOXpaHeHMA, MOBUAbHBIX Naatexei, mobunbHoro obyyeHua M Tomy NogJoO6HOrO HaxoAATcA Ha
pasHbIX YPOBHAX B Pa3/IMYHbIX CTpaHax. Bmecte ¢ Tem NPOHWKHOBEHWE TEXHONOMMYECKMX MHHOBALMA B
MUpPE CTPEMMUTE/IBHO PACTET, YTO MPUBOAUT K NMOCTEMNEHHOMY CONMIKEHUIO YPOBHEW TEXHO/IOMMYECKOTO
pa3BUTMA U COKpawaeT uUMbpoByHO MNPONacTb MeXAy PasBUTbIMM U PA3BUBAIOWMMUCA CTPaHaAMMU.
B HacTosAlee Bpemsa B pPas3BUTbIX CTPaHAx YMXKe WMEHTCA MOAHOCTbIO (YHKUMOHANbHbIE CUCTEMBI
9NEKTPOHHbBIX MaaTexken U MobubHblE YCAYTU NPaBUTENbCTBA, @ B HEKOTOPbLIX PAa3BMBAIOLLMXCA CTPaHaXx
[Aarke NnpocTtoe ucnosb3oBaHue SMS ana nepefaym AaHHbIX MEXAY MEAULMHCKUMU yupexaeHUAMU gaeT
peanbHble pe3ynbTaTbl, COKpaLLaa 3a4epKKy C NOAy4YeHMeM pe3ynbTaToB aHA/IM30B CYXOM Kanam KPpOBK Ha
BMY npu amnarHocTuKe AeTel Maagllero Bo3pacTa, O YemM roBOPMTCA B onucaHuu npoekta MWANA,
ocywecTteasemoro B Pecnybnuke 3ambun. ITO sABAAETCA [0Ka3aTe/bCTBOM TOFO, YTO OYEHb CKOPO
TEXHONOTMYECKUI paspbiB cokpaTutca. CerogHAa Hambonee nepeposble cucTembl, Hasumpylowmeca Ha
MOBOUNBbHbIX YCTPOMCTBAX, NPeanaratoT NOJIHbIA KOMMNIEKC YCAYr, KOTOPbIA NOCTOAHHO pacwupseTca. Tak,
Hapsaay ¢ MOBUIbHBIMM NAaTeXaMun U MOBUAbHBIMW BAHKOBCKMMM YC/TYTamu LUMPOKOE PAcnpoCcTpaHeHUe
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MONYYUAIM YCNYTU, OCHOBAHHbIE Ha onpeaeneHnn reorpadUyeckoro MecTononoxKeHus. Kpome Toro, Kak
rosopuTca B besioli KHMre o MobuibHbIM NAaTexXam, BbiNyLLEHHON EBPONENCKMM COBETOM MO MIATEXKAM
B 2012 rogy, MOOGUAbHBLIA TepMMHAN AO/MKEH CTaTb "UMdpoBbIM BymaxkHMKom'", obecneuymBatowmm
ayTeHTUOMKauMio U undpoByld  NoANWUCb,  KOTOpas  3aMEHUT  MHOTOYMC/EeHHble  Maponu,
NAEHTUOUKALMOHHBIE KapTbl U KapTbl NOCTOAHHOIO NOKYNaTe 1A B TOProBe.

Kak n 0b6bluHbIA OyMarKHUK, "unMdpoBon" OYMaXKHUK MNPAKTUYECKM COAEPHKUT MAEHTUDMKALMOHHbIE
JaHHble BnagenbLa, AaHHbIe O CPeaCcTBaXx NaaTexa, AOCTYMNHbIX BAajenbLy, U B onpeseneHHbIX CaydYanx —
nepcoHasibHble AaHHble Bnafesnbua (M306paxkeHus, JOKYMEHTbl M T.M.). B HEM MOXeT HaxopuTbcs
naeHTUPUKaUMoHHaA MHPopmauma, uudposbie noanucu u ceptudukaTbl, MHPopmauua o6 UMeHM
nonb3oBaTend, agpeca ANA NONYYEeHUA U Nepesayn cHeToB, a TakkKe nHbopmauma o cnocobax nnaTexen.
B Hem MOryT TaKXKe HaxoAuTbCA Apyrve NPUAOXKEeHWA, Hanpumep OOHYCHble MNYHKTbl, 6UAETbl UK
JOPOXKHblEe AOKYMEeHTbl. locne NpoxoxaeHus ayTeHTUOUKALMKM B eAVHOM LIEeHTPE MOMKHO BHOCUTb
JIMYHbIE TOProBble CYeTa UK COUManbHble CeTh, Takue Kak Facebook, LinkedIn 1 1. n., 4To o4eHb ya06HO 1
CHUMaeT He0HXo0AMMOCTb MOMHUTL UM XPaHUTbL B 6HE30MaCHOCTU MHOTOUYUC/IEHHbIE MAPO/IM K Pa3IUYHbIM
cyeTam. B KpaTKOCPOYHON NepCcneKkTUBE MOXKHO OXMAATb aKTMBHOTO PACNpOCTPaHeHUA MOOBUAbHBIX
YCTPOWCTB B KAyecTBe TEPMUHANOB AJ/1A 3/JEKTPOHHOrO MpPaBUTENbCTBA W 3paBOOXPaHEHMA. ITO
NOATBEPKAAETCA WHULMATMBAMM MO UCMNOJIb30BAHUIO MOOWIbHBIX YCTPOMCTB, BbIABUHYTBIMK Ha
meponpuatum Telecom-2012 MC3 n BO3.

NTak, cTpemuTenbHoe pasBUTUE cucTem Ha 6a3e MoBWUIbHbIX YCTPOWCTB 06bACHAETCA Mepamu
6e3onacHocTH, npumeHaembiMu K ycayram. ObecneyeHme 6e3onacHocT — 3To obuias 3agada
3/1EKTPOHHOr0 NPaBUTENbCTBA, GUHAHCOBbIX CYXK6 U 3NEKTPOHHOTO 3[paBOOXPaHEeHNs, NMPU Clef0BaHUN
PekomeHgaumnam MCI-T no 6esonacHocTw.

Bbnarogapa 3Tum PekomeHgaumam Ana ayTeHTUPUKALMM M KOAMPOBAHMA NepesaBaemMblX [AaHHbIX
NpUMeHAEeTCA Kpuntorpadumsa BMeCTo 04HOPA30BbIX MAPOJIEN, MPUMEHABLLMXCS B NPEAbIAYLLMX CUCTEMAX,
YTO 3HAYMTE/IbHO NOBbICMA0 He30NacHOCTb MOBUBHBIX YCTPOWCTB U B TO e BpemMA yBeanunao yaobcrso
WX UCMO/Ib30BaHUA, Pe3y/IbTAaTOM Yero cTas PoCT NOMNYAAPHOCTU YCAyr Ha 6a3ze MOBU/IbHBIX YCTPOWMCTB.

4.1.7 PexkomeHOayuu

b MockonbKy MObBUNbHbIE Tened>0Hb| AO0CTUTAN NOMHOIo HacblWeHNA pPbiIHKA U BbICOKUX ypOBHeVI
O6Cl'|y)KVIBaHVI$|, OHU NpeAacTaBaAloT cobol naeanbHble NAaTeXHble TEPMUHAblI U 6e3onacHble
UHCTPYMEHTbI CBA3W.

. BaxHO obecneunTb nNpoCTbie B WCNOMb30BAaHUM WHTEpdelcbl MOBUIbHBLIX TenedpoHoB C
nocnepoBaTe/IbHbIM  NOJ/Ib30BATE/IbCKMM  OMbITOM MO BCEM MOAAEPKMBAEMbIM  MOBUIbHLIMM
TeneboHamm crnocobam peanusauumn, faxke ecnn Havbosee NPoOABUHYTblE CMApPTOOHbI MMEIDT
"orpomHble" LBETHblE AUCNAEN U CEHCOPHble MHTepdenchl. OnbiTy NOAb30BaTeNEN CYLLECTBEHHO
npenATcTByeT GpakTop HemsbexxHo manoro pasmepa. Tak, dakTop pasmepa mobunabHoro TenedoHa
Ha NPaKTMKe orpaHnyYMBaeT oo6bem MHPOPMALUM, KOTOPbIA MOXKET 0TOOparKaTbCA B 060N AaHHbIN
MOMEHT BPEMEHM, KaK 1 CNoCOBHOCTb NO/Ib30BATENA BBOAUTb COMKHbIV TEKCT .

J MobunbHoe YyCTPOMCTBO nNpeacTtasnaetr coboi "uudpoBon OyMarKHMK" AnNA  XpaHeHuA
NAEHTUOUKAUMOHHBIX AaHHbIX BAafdenbla, AaHHbIX 06 WHCTPYMEHTax naaTexka, AOCTYMHbIX
Bnazesnbly, U GaKynbTaTMBHbIE NMEPCOHa/IbHbIE AaHHble, OTHOCALMECS K BAagesnbly (Hanpumep,
doTorpadmn, HOKYMEHTbI M T.M.). 34€Cb MOMET HaxoauTbCcA WHbOpMauMa, Kacawowanca
MAEHTUOUKAUMOHHBIX KapT, UMPPOBbIX nognucer u cepTudPuKatos, MHPopmauma 06 MMEHM
no/ib3oBaTeNiA, agpeca A1a BbICTaBAEHWUA M OTNPAB/AEHUS CYETOB, a TaKXKe WHpopmauma o6
WMHCTPYMEHTax nnaTtexen. Kpome Toro, 34eCcb MOryT HaxoAUTbCA APYrue MPUNONKEHMUA, TaKMe Kak
KapTa NOCTOAHHOIO MOKYNaTe s, TPAHCNOPTHbIE AOKYMEHTbI U BuneTsbl.

. KnmeHTam He pekomeHayeTcs 6biTb NPMBA3AHHLIMU K KOHKpeTHoMY MNO uan 6aHKy, 1 um cneayet
COXPaHATb MMEIOLLLYIOCA Y HUX B HACTOsLLLEE BPEMS BO3MOXKHOCTb BbIOMPATb MOCTaBLUMKA YCAYT.
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. YUaCTHUKM 3N1EKTPOHHOrO AManora A0/XKHbI NOAYYMTb AOCTYN C UCNOAb30BAHMEM MO MeHbLuei
mepe ABYXDAKTOPHOM ayTeHTUOMKALMK, W nepedada AaHHbIX [O/KHbI OCYLWECTBAATLCA B
6e30MacHOM PeXMMe C UCNob30BaHNEM KpUNTOrpaduueckmx cpeacrs.

o PekomeHayeTca mMcnonb3oBaTb ypoBeHb 6e3onacHoctn 4 uam 3 cornacHo PekomeHgauum MCI-T
Y.2740.
J KnneHTbl fonKHbl 6bITb ocBegomneHbl 06 ypoBHe 6e30MacHOCTM CUCTEMbI, KOTOpbIM cnepyet

YKa3aTb B COornaweHun mexagy ydyaCTHUKamu. AyTeHTMd)VIKaLI,VIﬂ Nnonb3oBaTeNne MoXKeT
OCyuwLecTBNnATbCA e AUHbIM LEHTPOM HYTEHTMd)MKaLI,MM.

J Ons obecneyeHns 6e30MacHOCTM MOOWIbHOE YCTPOMCTBO AO/MKHO 06n1adaTb CrneunanbHbiM
MOBWIbHBIM NPUIOXKEHNEM, KOTOPOE 0becneunBano 6ol ayTeHTUOMKAUMIO U KOAUPOBAHME.

. Hanbonee peannctMyHa KOHUENUMUA pPbiHKA, Ha KOTOPOM COCYLLECTBYIOT MHOTOYUCAEHHbIe
MOBUbHbIE NPUIOKEHUA, TPEAOCTABAAIOLWME YCAYTU Yepes3 eanHoe MOBUAbHOE YCTPOICTBO.

. Pernctpaumsa W npefocTaBieHne MOBUIBHOrO MPWIOKEHUA [O/KHbI  OCYWECTBAATLCA B
6e3onacHol obctaHoBKe. KnneHTam BygeT npolie noayYynTb 4OCTYN K MOOUABbHOMY MPUIOKEHUIO,
€C/IM OHWM CMOFYT MCMO/Ib30BaTb CYLLECTBYIOLWME [OBEPUTE/IbHbIE OTHOLIEHUA CO CBOWMM
NOCTaBLMKAMU YCAYT.

d Ona obecneyeHns HauBbICLIEro YpPOBHA 6e3onacHoCTM MobuibHOoe npunoxeHmne OOoNXKHO
pacnonaraTtbCA Ha aIeMeHTe 6e3onacHoCTH annapaTtHoro obecneyeHus.

. Bbibop anemeHTa 6€30MacHOCTM OKasblBAeT CyLLECTBEHHOE BAMAHWE Ha MOAE/b YCAYTU U POau
PasfIMYHbIX 3aMHTEPEeCOBaHHbIX CTOPOH. [lo HAcTOALWEro BPEeMEHM CyLLecTBOBasO TpU BuAa
anemeHTa 6e3sonacHoctn: UICC, BCTPOEHHbIM 31emMeHT 6e30MacHOCTM M CbEMHbLIN  3/1eMEHT
6€30MacHOCTM, TaKoM Kak SD-mMUKpoKapTa.

. MNHCTPYMEHT npeaoctasneHmsa ycayr obecneyunsaeT TEXHONOMMUYECKYIO NOAAEPIKKY U UHTErpauuio
PasNMYHbIX CPEACTB A0CTYNa, GYHKLUMOHANbHYIO COBMECTUMOCTb C MOCTaBLLMKAMM YCAYT U LLEHTPOM
ayTeHTUbUKaL MK,

. PekomeHayeTca UCNoNb30BaTb MOBUIbHbIE MPUIOMKEHMA C HECKObKMMM HE3aBUCMMbIMM B1OKaMU

C Pa3INYHbIMM HabopamMu Kntouen.

o Y KAMEHTA MOXeT OblTb HECKONbKO MOBWbHBIX MAEHTUYHOCTEW nonb3osaTena — miD,
npmeA3aHHbIX K ero MSISDN. Cnegyet BBeCcTM eamHble npasuaa Bbigaum miD, pernctpmpyemsbie B
LEHTPANbHOM ANPEKTOPUU CUCTEMDbI, ANA obecneyeHMA [OCTaBKM COOBLEHWUI KAMeHTam no
HagneXxallemy MapLpyTy.

. Bce UeHTPbl MAEHTUOUKALMM U ayTEHTUOUKALMM A0NKHbI COBA0AATL OAHM MPaBUAa M HOPMbI
pacnpefeneHus  Ana  MOBWAbHbIX  MAEHTUDMKATOPOB  MOBWUAbHBLIX  KauveHTos  (mID),
PEerncTpMpyembIX B LEHTPaIbHON AMPEKTOPUM CUCTEMbI A1A obecneyeHma AOCTaBKU COOBLLEHMI
KAMEHTaM.

. MobunbHble CUCTEMbI AOJIXHbI MO Mepe BO3MOMHOCTU WCNOJIb30BaTb TEXHONOTUN U
NHOPACTPYKTYPY, Y¥Ke WUPOKO NPUMEHAEMbIE.

4.2 OueHKa [AeATeNbHOCTM 3NEeKTPOHHOrO MpaBUTENbCTBA U €ro BAUMAHUA Ha
*usHegeatenbHocTb B Kopee (Pecnybaunka Kopes)

4.2.1 BsedeHue

Ha ceroaHawHMi aeHb paspaboTtka 60/1bWIOro KosmyecTsa NpoekTos B cdepe UT, B TOM Yncie NPoOeKToB
no pa3paboTKe rMraHTCKON 06LLEeHALMOHAIbHOW CUCTEMBI 3/IEKTPOHHOIO NPaBUTENbLCTBA, HAYMHAETCA He
TO/IbKO B PasBUTbIX, HO TaKKe M B PA3BUBANOLLIMXCA CTPaHax, Tak Kak Bce bonble u 6onblue nwogen
MOHMMAIOT, 4YTO npoeKTbl B cdepe WT 6yayt copeincrBoBatb obecneyeHuUto 3PPeKTUBHOCTU U
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npo3payHocTM busHec-npoueccos. OAHAKO, eciv He 0becneynTb Hag/1exKallero ynpaBaeH1sa nNpoeKkTamm
B cdepe WUT, oupaemble pesynbTaTbl He ByayT JOCTUFHYTbI UAW, UTO ele Xy»Ke, byaeT MMeTb MecTo
HampacHas TpaTa rocy4apCTBEeHHbIX cpeacTB. [o3Tomy npu peanvsauuu npoektos B cdepe UT
HeobX04MMO MPUHMMATbL OO/IKHBIM 06Pa3OM CMAAHMPOBaHHbIE Mepbl MO YMNPABAEHMIO MOKa3aTenamm
AeATeNIbHOCTH.

YnpasneHne nokasaTenamMM AeATeNbHOCTM — 3TO 3HauMTesnbHO 6osiee WWMPOKUI Noaxod, Yem NpocTo
npoBeaeHuMe oueHKU. OUEHKA, KaK NPaBuio, MPOBOSMUTCA CTPA3y Ke N0 OKOHYAHWUM peannsaumm NpoekxTa,
B TO Bpems KaK ynpaB/ieHWe MNoKasaTensiMmy AesTesIbHOCTM OCYLLECTBAAETCA B PaMKax KOMM/IEKCHOro
noaxoda M, TakMm obpa3om, Hampas/ieHO Ha MpefocTaB/ieHUe BO3MOMKHOCTU Hagsiesawmm obpasom
OCYLLEeCTBAATb ynpaBiaeHMe MPoekToMm. B aTom cmbicne gna obecnedyeHus ynpasiaeHUsa NokasaTensimu
[eATe/IbHOCTM B NpoeKkTax B 061acTi 3/71eKTPOHHOrO MpaBuUTe/IbCTBA NPaBMTENbCTBO Kopeu BHeapuno
KOMM/IEKCHbIW NOAX0A, MO3BOAAIOLWMI OpraHM3aumMmn, oTBEYaloWel 3a peasns3aLmio NPoeKkToB B 061acTu
3/1eKTPOHHOr0 NpaBuTeNbCTBa, MPOBECTU MpeABapuTeNbHble KOHCYAbTalUMM UM OCYLLEeCTBUTb aHanu3
MPOMEKYTOUHbIX PEe3Y/1bTaToB.

B npunaraemom QAOKymeHTe coaepxutca 6onee nogpobHaa uHbOPMALMA O cxeme YynpasieHus
rnoKasatenaMmm AeATeNbHOCTU B NPOeKTax B 06/1acTU 3/1EKTPOHHOrO MPaBUTENbCTBA, @ TaKXKe O Haluew
OeATeNbHOCTM MO  PacnpoCcTpaHeHWo MNepesoBOro onbiTa B chepe ynpaBieHUA MOKasaTensamu
AeATeNIbHOCTM AN BCEX YUYPEXKAeHWU, peannsyroLmMx NPOeKTbl B 061aCTU 31eKTPOHHOrO NpaBuUTe/IbCTBa.

4.2.2 MexaHusm obecneyeHus ynpaeseHUA mnoKazamenamu OeamesnbHocmMu @
npoekmax e 06s1acmu 31eKMpPoOHHO20 Npasumenbcmed

ObecneyeHne ynpaBAeHUA MOKasaTeNAMU AeATENbHOCTM B 06/1aCTM 3NEKTPOHHOIO MPaBUTENbCTBA
0XBaTblBaeT BeCb MPOLLECC peanus3auMu NpOoeKTa, BKAYaa OoTOOp npoeKkTa, peanu3aumio NpoekTa u
OLEeHKY peanunsaummn npoekta. Ha pucyHke, HUXKe, NpeacTaBieH MeXaHWU3M ynpasieHuA NnokasaTensamu
AeATeNnbHOCTM B 061aCTU 3NEKTPOHHOTO NPaBUTeNbCTBA.

PMCVHOK 1: MexaHusm ynpas/ieHUA NoKasaTeNnamm AeATe/IibHOCTU B NPOEKTaxX B obnactu 3/IEKTPOHHOro
npaBuTenbCTBa

l:] YnpasaeHue NpoeKkTom

KoHTpone 3a apdhekTMBHOCTEI0
npoekTa

Otbop npoekra

AHanus

notpebHocTei

PaszpaboTka nnaHa
peanusauuu NpoekKTa

Mnax obecneyexun MpomexyTouHbIi OueHKa 3¢pdeKTUBHOCTH
KOHTPONIA nepecmoTp/KOHCYyNbTaLuK n obparHan cBA3b
3a 3¢ peKTUBHOCTLIO
npoekra
[opaboTka nnaHa Peanusaumn 3aBepleHune

peanu3auum NpoekTa npoekta npoekTa

OT60p HOBbIX MPOEKTOB OCYLLECTBAAETCA MO pe3y/ibTaTam aHanM3a notpebHocTel, B paMKax KOTOporo B
[lBa 3Tana BbINOJIHAETCA NPOLLECC NepecMoTpa, Moc/ie Yero YTBEP:KAATCA OKOHYaTe/bHble MPOEeKTb.
[o Havyana peannsaumm HOBOro NPOEKTA KaxKA0W opraHn3aumumn cieayert noAroToBUTb COBCTBEHHDbIN NaaH
ynpaBneHus MoKasaTensaMuM AeATeNbHOCTU, KOTOPbIM [O0/KEeH CcoAepiKaTb OnucaHWe MeToAa
OCYLLECTBAEHNA MOHUTOPUMHIa M OLEHKM MPOEKTa, a TaKKe YeTKoe onpegeneHue Lenun MnpoekKTa,
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feTasbHOE OMNMcaHWe noKasaTenei, Ha OCHOBaHUKM KOTOPbIX ByaeT namepaTbea aGpdeKT oT NpoeKTa n ero
pesynbTaThbl.

Takum o6pa30M, OpraHunsaumna, peannsyrowaa npoeKkT, AOO0J/IXKHA OUueHUTb ero Ha OCHOBaHuu
noAroToB/IEHHOTO MJaHa ynpaBaeHMA  NOKasatTenaMmn  OeATe/IbHOCTU. Bo BpemAa peanunsayunu
KpYI'IHOMaCLLITa6HbIX NPOEKTOB, KOTOPpble COCTABAAKOT OKOJI0 10% ot o6u.|,ero KonnyecTtsa MPOEKTOB B
obnactu 9/1IEKTPOHHOIO nNpaBuUTENbCTBa, NPOBOAATCA NPOMENKYTOYHbIE aHaﬂMS/KOHCYI'IbTaLI,MVI. B xone
OKa3aHuAa ycnyru I'IpOME)'KYTO‘-IHOI‘;I KOHCY/1bTaUUW npegsiaraetcAa He TOJZIbKO aHa/1nM3 TeKYLW,Eero nosoxeHus,
HO U, Npu HEO6X0,£1,MMOCTM, BapuaHTbl peleHna I']pO6/'IEM.

3aBepliatowmii aTan ynpasaeHUa NokasaTeaMmmn gesTe/IbHOCTU — 3TO OLUEeHKa 3pPeKTUBHOCTM M 0bpaTHasn
cBA3b. Bce npoeKTbl oueHuBatoTcAa no 5 kateropuam: S, A, B, C, D. lNpoekTy, nony4ymBlIEMY OLEHKY S,
byaeT oOTAaHO npeanoyTeHWe MNpuU  CAeAylolWeM pacnpefeneHun bwoaxera, a WHorga, npu
HeobxogMMocTH, ero 6roaKeT MOXKET bbiTb yBenndyeH. OueHKka A 03Ha4YaeT NPOAO/IKEHME MPOeKTa bes
KaKUX-1Mb0 M3MeHEHUN.

MpoeKTbl, NONYyYMBLUME OLEHKY B, fOMKHbI BbITb M3MEHEHbI Ha CleaytolLem 3Tane, Torga Kak NPoekTbl ¢
oueHKol C TpebyloT U3MEHEHMA OCHOBHbIX MPUHLUMNOB NpoeKTa. B npoekTtax ¢ oueHkoi D Heobxoanmo
M3MEHUTb Camy CyTb NPOEKTa, B MPOTMBHOM CAy4yae nocnegytouiee ¢puUHaHCMPOBAHME MOXKET BbiTb He
npeaocTaB/ieHo.

4.2.3 bydywue HanpaeneHus

YnpaB/ieHMe MOKasaTenaMn AeATEeNbHOCTM B OTHOLIEHMW MPOEKTOB MO 3/IEKTPOHHOMY MPABUTENLCTBY
6b110 BBegeHo B Kopee B 2009 rogy, U OHO BCe Yallle CTAaHOBMUTCA He ¢paKybTaTUBHbLIM, a 06A3aTeIbHbIM B
3TON cTpaHe. Mo CpaBHEHUIO C APYIMMM NPOEKTaMMU MPOEKTbl B 06/1aCTU 3N1EKTPOHHOrO NPaBUTE/bCTBA
TpebyloT bonee KeCTKOro ynpasaeHns nokasaTesMmmn gesTe/lbHOCTU, BCIeACTBUE YEro npu otbope HOBbIX
npoekToB 6Obln BBeAEH BCECTOPOHHMA aHann3 notpebHocTen. Kpome Toro, 6biiM  BBEAEHDI
NPOMEKYTOUHble aHaAM3/KoHCyNbTauun. Mbl cuMTaem, 4YTO B LENAX COOTBETCTBUA W3MEHSAIOLLMMCA
YC/IOBMAM peanunsaumm NpoeKkToB B 006/1aCTM 3/eKTPOHHOIO NpaBuTeNbCTBa paboTa Mo AanbHenwemy
Pa3BUTUIO U USMEHEHUIO YNPABAEHUA NOKA3ATENAMM AEATENBHOCTU SOMKHA NPOAONKATLCA.

4.3 eGovFrame: oTKpbITasA Ni1atpopma € OTKPbITbIMU UHHOBALUAMM

4.3.1 06wuii 0630p

MprvmeHeHMe pasnnyHbIX NAaTGopPM pPa3paboTKM MPOrPaMMHBIX MPUAOKEHUIN BbI3bIBAET MHOMECTBO
PasNNYHbIX NPOBAEM, TAaKUX KaK CNOMKHOCTU NPW 3KCMAyaTaLMU CUCTEMbI, 3aBUCMMOCTb OT NOCTaBLLMKOB
YCAYTr U OTCYyTCTBUE GYHKLMOHANIbHOW COBMECTUMOCTU MEXAy cUcTeMamMu. B Lensax peleHus AaHHbIX
npobsem Kopewnckoe MpPaBUTENLCTBO CO3Aa/I0 CTaHAAPTHy0 naatdopmy ana pas3paboTKu NpUNoXKeHUH
ANA 3NEeKTPOHHOro npaBuTeNbCTBa Mo HasBaHMem eGovFrame. Mpu cTaHAapTM3aLMKM NPOrPaMMHOro
obecneyeHns eGovFrame MHOrMe 3auMHTEPECOBaHHblE CTOPOHbI BbICKA3blBa/iM CBOWM TOUKU 3PEHUA U
noxenaHus. KpynHble KOMMNaHMK oOMacanucb, 4To 6o/iblle He CMOryT 3aHMMaTb FOCMOACTBYlOLLEe
MONOXKEHUE Ha PbIHKE, roCyAapcTBEHHble OpraHu3auMu 6ecnoKounucb, NoayyaT M OHWU CTabU/bHYHO
TEXHUYECKYIO TMOAAEPNKKY, pPa3paboTYMKM OTKasblBa/MCb paboTaTb C  HOBbLIMW  MHCTPYMEHTaMM,
NpPaBUTE/IbCTBO COMHEBANIOCh B 3KOHOMMUYECKOM 3dDEKTUBHOCTH, a Masible U cpeaHue npegnpuatma (MCH)
3ab0TU/I0 TO, YTO MPOEKT OPUEHTMPOBAH F1aBHbIM 0O6Pa3oM Ha KpynHble KOMMaHuK. Takum obpasom,
MHOTOYUCNEHHbIM  3aMHTEPECOBAHHbIM CTOPOHAM MPULIIOCL COMIAcUMTbCA CO  CTaHAApTM3auumen
naatopmbl NPOrpaMmHoro obecneyeHus. Ytobbl NPOBECTU CTaHAAPTU3ALMIO NAATPOPMbI MPOFPAMMHOTO
obecneyeHMs M NpPeoaosieTb BCE BbIWEYNOMAHYTbIe TPYAHOCTU, Mbl NMPUMEHUAN CTPATErMIO OTKPbITHIX
WHHOBAaLMN, KOTOPAs PeasiM30BbIBaNach B YeTbipe 3Tana: 1) OTKPbITble UCTOYHUKM; 2) OTKPbITLIN NpoLLecc;
3) OTKpbITbIA pe3ynbTaT; M 4) oTKpbITaa skocucTema. Mnatdopma eGovFrame u cTpaTerna OTKPbITbIX
WHHOBaLMM ByayT AeTasibHO PaCCMOTPEHDI.
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MpaBuTenbcTBo Kopeu peannsoBano MHOXECTBO MPOEKTOB B 06/1aCTV 31EKTPOHHOrO NPaBUTENbCTBA U
pa3paboTano MHOMKECTBO MNPUIOKEHUIA 3NEKTPOHHOIO MNPaBUTENbCTBA. B 3HAuUMTENbHOWM 4acTu 3TUX
NPOEKTOB MNPUMEHAANCL NnaTdopmbl MporpammHoro obecneyeHus, KoTopble npeacTaBaaloT coboii
MO/Ie3HbIN MHCTPYMEHT MOBbLILEHUA MPOU3BOAUTENBHOCTY WM KadecTBa pPa3paboTKM MPUIONKEHMI.
B HacToslee Bpemsa nAaTGopmbl  MPOrpaMMHOrO obecrneyeHWs CTaAM  LWMPOKO NPUMEHAEMbIM
MHCTPYMEHTOM pPa3paboTKM MNPUIOXKEHUA 3SNEKTPOHHOTO MpPaBUTENbCTBA, HO OHM 06najaloT w
HEeKOTOPbIMM HedoCTaTKaMM. [Na peleHuns 3Tux Nnpobiem NpaBuTeNbLCTBO Kopeun npeanpuHAA0 NOMbITKMU
CTaHAapTM3nposaTb  naatpopmy nporpammHoro  obecrnedyeHuna eGovframe. OpgHako  MHorue
3aMHTEPecoBaHHble CTOPOHbI BbICKA3biBa/M CBOM TOYKM 3PEHMA W MOMKEeNaHua, M, YTobbl CHATb 3TW
npo6aembl Mbl NPUMEHWUAN CTPATETUIO OTKPBITBIX MHHOBALMIM, KOTOPas peasiM30BbIBaiach B YeTbipe 3Tana.
Bnarogapa 3TOM CTpaTerMM Mbl  OCYLLECTBASEM  CTaHA4APTU3auMio  NAaTGOPMbl  3/IEKTPOHHOrO
NpPaBUTENbLCTBA W CO34aEM OTKPbITYIO 3KocucTemy eGovframe.

4.3.2 ba3oeasa uHgpopmayus no eGovFrame

Kopesn BegeT aKTMBHble AEeNCTBUA NO CO3LaHUIO 3/1EKTPOHHOIO NPaBUTENbCTBA, MOCKONbKY CYMTAET 3TO
PELWAOWMM  WMHCTPYMEHTOM A1s  MOBbIWEHUA KOHKYPEHTOCMOCOOHOCTM CBOMX OPraHOB B/aCTy
NocpeacTBOM WCMOIb30BaHMA BedyWMX MUPOBbLIX MHPOPMALMOHHO-KOMMYHUKALMOHHBIX TEXHOAOUN
(MKT), BKAKOYAs LWMPOKOMONOCHLIN WHTEPHET. 3a/l0KMB OCHOBbI 3/IEKTPOHHOIO MPaBUTE/IbCTBA,
rocygapctBeHHoe  pykoBoacTBO  Kopeu  caenano  peanusaumioo  3NEKTPOHHOTO  MpaBUTesIbCTBa
NPUOPUTETHLIM MYHKTOM HaLWMOHANbHOW MOBECTKM AHA Ha 2000-e rogbl. B pesynbTaTe 31eKTPOHHOE
NPaBUTENbCTBO 3aHANO MPOYHOE MONOMKEHWE BO BCEX FOCYAApPCTBEHHbIX BegomcTBax Kopeu u agano
OlWYTUMblE pe3ynbTaTbl. BcBA3M € 3TMM MexAayHapoaHoe coobuwecTBo npusHano 3ddeKTUBHOCTb
3/1eKTPOHHOro npasuTensbcTtBa Kopewn. Kopelickoe 31eKTPOHHOE NPaBUTENbCTBO MPU3HAHO O4HUM U3
NIYYLIMX B MUPE MEXAYHAPOAHbIMU OpraHM3aumamm, B Tom uncne OpraHusaumein O6beanHeHHbIX Haumi,
M B HacToslee BpPemMs Pas/IMYHble CUCTEMbI 3/IEKTPOHHOIO MpPaBUTE/NIbCTBA 3KCNOPTUPYIOTCA B Apyrue
CTpaHbl.

YT0bbl A06MTbCA TaKMX YCMEXoB, KOPEWCKoe MNpaBWUTENbCTBO Peasiv30Baiio MHOMECTBO MPOEKTOB
3NEKTPOHHOrO MpPaBUTENbCTBA WM pa3paboTano 60/blloe KOMMYECTBO MPUIONKEHUN 3NEKTPOHHOTIO
npasuTenbctsa. [pu paboTe Hag 3HAUMTENbHOM 4YacTblO NPOEKTOB MCMoAb3oBanacb naatdopma
nporpammHoro obecneyeHuda. [natdopma nporpammHoro obecneyeHuna npeacrasnsetr coboit
30}EKTUBHbBIA  MHCTPYMEHT MOBbIWEHMUA MPOU3BOAUTENBHOCTM W KayecTBa pas3pabaTtbiBaembix
NPUNOXEHUM, U OHa CTana CTa/u LUMPOKO NPUMEHAEMbIM WMHCTPYMEHTOM pPa3paboTKM MPUNONKEHUI
3/1eKTPOHHOro NpaBuTenbcTBa. C gpyrol CTOpoHbI, NaaTPopmbl NporpammHoro obecneyeHuns 061aaatoT 1
HEKOTOpbIMM HeAOCTaTKaMU.

Koroa npu pa3paboTKe NPOEKTOB  3/IEKTPOHHOTO  MNPaBUTENbCTBA  MCMO/b3yeTca  naaTtdopma
NporpammMHoro obecrneyeHus, NPOEKTbl CTAHOBATCA B 3HAYUTE/IbHON Mepe 3aBUCUMbIMUK OT naatdopm UT-
KOMMNaHWi. MO3TOMy CNOMKHO OBCNYXKMBATb MpUAOKEHME 6e3 TEXHUYECKOM MNoALeprKKU MOCTaBLUMKA
nnatdopmbl. B cayyae nNpoekToB 6ONbLLION MPOAO/IKUTENBHOCTM niaTdopma, NPUMEHABLUAACA Ha
npeaplaylmx stanax pabotbl, CTaHOBUTCA BapbepomM TEXHWYECKOro MaaHa A/ HOBbIX KOHKYPEHTOB, YTo
CO3Ja€eT MOPOYHbIM KPYr HecnpaBea/IMBOCTM Ha PbiHKE NPOrpaMmmHoro obecrneyeHus. 3aBUCUMOCTb OT
nnatpopmbl UT-KoMNaHWin NpUBOAUT K paay npobsiem. Bo-nepsbix, SKOHOMUYECKAA JIOTUKA MPUIOKEHUS
TaKXKe 3aBUCUT OT onpegeneHHoi nnatdopmbl. Bo-BTOPbIX, MOCKOAbKY oOnpeaeneHHas naatoopma
ABNSAETCA CBOEro poaa "yepHbiM AWMKOM", TONbKO MOCTaBWMUK NAAaTGOPMbl MOXKET OCYLLECTBAATbL
TeXHMYeckoe O06CNyXMBaHWE NPUONKEHUA, YTO NPMBOAMT K "npuBAsKe" K MNOCTaBWMKY naatdopmbl.
B-TpeTbux, HanuMume HECKO/NbKMX NAaTGopM MOPOXKAAET MacCy /MWHUX LeNCTBUM MpU HACTPOMKe
NPUIOXKeHNN, noabope Kagpos, 0by4eHUn COTPYLHMKOB U 0BC/TYKUBAHUKN CUCTEMDI.

B uenax peweHWsa QJaHHbIX Npobnem KopelcKkoe nNpaBMTeNbCTBO CTaHAAPTM3MpOBano naathopmy
nporpammHoro obecnevyeHuns u paspabotano eGovFrame (CTaHZApPTHYO NAATPOPMY 3SNEKTPOHHOrO
npasutenbctsa). eGovFrame — 3TO CTaHAAPTU3MPOBAHHbIM HAabOpP MPOrpPamMMHbIX MHCTPYMEHTOB ANS
pa3paboTKM M 3KCNAyaTauMM NPUNONKEHUN 3SNEKTPOHHOrO MPaBUTENbCTBA, NpeAHa3HaAYeHHbIM ana
noBblweHUA 3PpPeKTMBHOCTU uHBecTMUMI B WMKT M KayecTBa YCAyr 3/1EKTPOHHOrO nNpaBuTENbCTBA.
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OCHOBHOE BHMMaHWe B HEM yAeNAeTcAd BO3MOXHOCTM MOBTOPHOMO MCMO/b30BaHMUA U GYHKUMOHANbHOM
COBMECTUMOCTU MPUIOXKEHUIN 3NEKTPOHHOIO MpaBMUTENbCTBA MOCPEACTBOM CO34aHMA CTaHZAPTHOM
nnatopmbl ANa pas3paboTKM NporpammHoOro obecneyeHus 3N1EKTPOHHOIO NpaBUTeNbCTBa, obecneyeHus
He3aBMcMmocTM OT WUT-KomnaHwuit 6narogaps BBEAEHWMIO OTKPbITbIX W HEWTPasbHbIX WMHCTPYMEHTOB
nporpammHoro obecneyeHns M MOBbIWEHUIO KOHKypeHTocnocobHoctv MCM B obnactu UT nytem
OTKPbITOro COBMECTHOrO MCMO/b30BaHWUA MHCTPYMEHTOB MO Pa3HbIM KaHanam.

4.3.3 Cmpameaus omkpbimbix UHHOBAY U

[na Toro uTob6bl pewunTb Npobiembl, MOPONKAEHHblE CTaHZapTM3aumeln nnaThopmbl NPOrPaMMHOro
obecneyeHna AN 3N1EKTPOHHOMO MPaBUTENbCTBA, Mbl BHEAPWUAM CTPATernio, OCHOBaHHYIO Ha napaaurme
OTKPbITbIX MHHOBALWA, KOTOPaa NoJyYMna HasBaHWe CTpaTErnMmn OTKPbITbIX MHHOBaLMA. CTaHAaPTM3aLMIO
nporpammHoi NAaTGopPMbl 3NEKTPOHHOTO MPaBUTEIbCTBA HEBO3MOMHO OblJI0 MPOBECTU YCUAUAMM
TONbKO NpPaBMTENbCTBA. TakXe TpeboBaAMCb 3HaHMA, yyacTue, COTPyAHMYEcTBO M obpaTHasa cBA3b OT
MHOTMX 3aMHTEPECOBaHHbIX CTOPOH. YTO6bI BbLIMOAHWTL BCE 3TWM TpeboBaHMA W peannsoBaTb
CTaHAapTM3auMIo M BHedpeHue nnaTdhopmMbl 3NEKTPOHHOrO NPaBMTENbCTBA, Mbl MPUMEHUAU CTPATEruio,
COCTOABLUYIO M3 YeTblpex 3TanoB: OTKPbITble UCTOYHMKM, OTKPbLITbIE MPOLLECChbl, OTKPbITblE Pe3yabTaTbl U
OTKpbITas 3kocuctema. Ha PucyHKe 2 nokasaHa o6Lian CTPyKTypa CTpaTermm oTKPbITbIX MHHOBaLMIA.

PUCYHOK 2: CTpaTerua oTKpbITbIX UHHOBALUMA; OTKPbITbie UCTOYHUKKU

==\ - =
OTKpbl Kocucrema ( 1o- )| Oy 1CTO m

%

© OBpa3oBaHo OTKPLITOE COOBLLECTBO 's) © Paspabotka u obmeH
KpynHelx komnanmia n MCT1 g onbITOM C 11 KpyMHEIMK
Co3iaH UeHTp YacTHo- S Komnaxusmm u MCI
roCyAapCTBEHHOro E McnonbsoeaHo 40 suioe
COTpyAHU4eCTBa OTKpbITBIE g ceobogHoro MO
MHHOBaLK 3

eGovFrame

A3yyeHa no3uuusa
Bonee 500 3auHTEpeCco-
BaHHbIX CTOPOH

OTkpbITO 664 ThIC.
CTpOK koga 1 [MAC

BecnnatHoe obyyeHue,

CepTUULMPOBaHO : MpoeeaeHo bonee 20
1682 paspabotumka : 4aCTHO-TOCY/1apCTBEHHBIX
(K uioHw 2012 1) . . BCTPEeM

Ona Toro utobbl cTaHgapTu3MpoBatb naatdopmy eGovFrame, 6bin nNposBeaeH aHanu3 naaTdopm NATH
Beaylwmx WT-KomnaHuUiA B OTHOLUEHUM 3IKONOTMYECKUX WM OYHKLMOHANbHBIX XapaKTEPUCTUK, a TaKxKe
obcnesfoBaHWe M ONPOC KaXKAoOM 3auMHTEPEecoBaHHOM CTOPOHbI. B pesynbrate 6b110 BbibpaHO 4yeTbipe
NPOrpamMHbIX cpefbl, COCTOALLME U3 TPUHAALATU CEPBUCHBIX FPYyNn U NATUAECATU YeTbIpeXx CayKebHbIX
dYHKLMOHaNbHbIX BO3MOXKHOCTEN. YTOObI NPpeaoTBpaTUTb NOBTOPHYIO Pa3paboTKy Tex e GyHKUuMI cpeam
NPaBUTENbCTBEHHbIX cUcTeM, Obil npoBeAeH aHanM3 WeCTUAECATU CeMU MNPOEKTOB 3NEKTPOHHOro
npasutenbcTBa 3a 2004-2007 roabl, B YacTHocTK 31 114 PyHKUMOHANbHBIX BO3MOXKHOCTEN. KpuTepuamm
4N BblueHeHMA 06wWmMX GYHKLMOHANbHBIX BO3SMOMHOCTEN KOMMNOHEHTOB 6blin: 60MblIAA BEPOATHOCTb
NOBTOPHOM pPa3paboTKKM, BO3MOMKHOCTb MOBTOPHOIO MCMOJ/Ib30BaHUA B MPaBUTE/IbCTBEHHbIX CUCTEMAX U
BEPOATHOCTb NPUHATMA CTaHAapTa. Mocne nATM aTanos oTbopa 6biN0o BbIABAEHO 219 06LWMX KOMMNOHEHTOB.
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PucyHok 3: byayuwee npeacrasneHme eGovFrame

<Pa3paboTka Ha nnatcopme NT-komMnanHnin=> <PaspaboTka Ha cTaHAapTHOI nnatdopme>
3anpoc Ha ‘
x nporpammHyio 3anpoc Ha
30n apXUTeKTypy U 30 paspaboTky
pa3spaboTky NPpUNOXeHUs
NPUNOXEHUs ‘
v A
Moctaswuk A| TMoctaBwuk B Moctasuwk C  MoctaBwuk D| Mocraswmk A || Moctaswmk B | Mocraewuk C | Mocraswmk D
\ S~ N | | \ S “\
\ N\ | N ‘\\
Ta L - Y4 E -
Mpunoxexue 1| | MpunoxeHue 2‘ Mpunoxexue 1 Mpunoxenne 1. Mpunoxenue 2| | lMpunoxerue 1

[Ftgopua ] moroepuaz | rmovsepes  cSofene

YTobObl COKPATUTb 3aBUCMMOCTb OT KPynHbIX WUT-KOMNaHui, 6blan OTOOpPaHbl XOPOLWO WM3BECTHble U
NPOBEPEHHblE OTKPbLITbIE WCTOYHMKU. Ha oOcHOBe MeXAyHapoLHOM MOLENN MpoLecca OLEHKM
nporpammHoro obecneveHma (ISO 14598) M npaKTUYECKOro MPOLLECcCa OLLEHKU MNPOrpPamMMHOro
obecneyenus (SEI PECA) ana eGovFrame 6bin pa3paboTaH NpoLecc OUeHKM NporpaMmHoro obecneyeHums
M3 OTKPbLITbIX UCTOYHWMKOB. B Xo4e NepBOro NOrMYECcKOro WCMbiTaHWUA CTO CEMbAECAT NATb 06pasLoB
nporpammHoro obecneyeHns M3 OTKPbLITbIX MCTOYHUKOB OLLEHWBAMCLb HA COOTBETCTBME TPeboBaHUAM,
rNaBHbIM 06PA3OM KacaloWwMMCs BO3MOXKHOCTENM WHTerpaumm u uHTepdelicoe eGovFrame. B xopge
BTOPOro, GU3MKO-MEXaHNYECKOrO UCMbITaHMA, BOCEMbAECAT NATb 06Pa3LOB NPOrpaMmmHoro obecneyeHus
N3 OTKPbITbIX NCTOYHUKOB, OTOOPaHHbIE Ha NepPBOM 3Tane, OL,EHMBANUCL Ha NpeameT 6a30BbIX GYHKLUNA K
HedyHKUMOHANbHbIX TpeboBaHM. B pesynbTate ana paspaboTkm eGovFrame 6bi10 BbIOPAHO COPOK
06pasLLoB NporpaMmHoro obecrneyeHms M3 OTKPbITbIX UCTOUHMKOB. MaaTtdopma eGovFrame, nocTpoeHHasn
Ha 6a3e OTKPbITbIX MCTOYHMKOB, MMEET HECKO/IbKO npeumyliecTs. OHa MOXKeT B6bICTpo NpUHMMaTb
CTPEMUTENLHO  MEHSIOLLMECA TEXHONOTMM W WUCMONb30BATbCA B MPUIONKEHUAX  3JEKTPOHHOTO
NPaBUTENLCTBA APYIUX CTPaH.

PUCYHOK 4: OL,eHKa U OKOHYaTe/IbHbIi 0T6OP OTKPbITbIX UCTOUHUKOB; OTKpbITble NpoL,ecchbl

”
= [naH oTbopa OTKPLITLIX UCTOYHMKOB ANA

eGovFrame 1 KpUTEPUW OLLEHKK NULEH3NA

¥ Ucnonb3oearue ctaHgapTos (ISO 14598) n

Elj:m‘: mopenu (SEI PECA) ouenkn MO ans
onpeAeneHus NOHATHA "oueHka M0 uz

OTKPbLITLIX UCTOYHUKOB".

A 4

OtoBpaHo 40 OTKPLITLIX MGTOYHWKOB

¥ OTGOp NULeH3uit Be3 orpaHuJeHmi Ha

pacnpocTpaHeHie U UCronb30BaHNe [OCHOBHBIE OTKPLITHIE UCTOYHUKM]

* Buarec-onepavym: Spring u 22

+ [aHHble: ibatis, Hibernate n 1

* UHeTpymeHT paspaboTku: Eclipse u 3

« MHCTpyMeHT TecTupoBaHus: Junit u §

* WHcTpymeHT pacnpeenerus: Maven u 1

* WIHCTPYMEHT ynpaeneHns KoHdury-
palven: Subversion un 1

WCTOYHWMKOB Ha COOTBETCTBHE TpeGOBﬂHVEﬂM

GRiHEE v OnpepeneHue v oLeHka dyHKLMOHamNBHBIX/
Teer HetbyHKLMOHaNLHEIX TpeBoBaHNA CO CTOPOHI
cepeucos eGovFrame

¥ OLjeHKa OrpaHnyeHuiA Ha UHTerpaLmio 1
nHTepdeiic eGovFrame

* [poBepka NOTEHUManbHBIX OTKPLITBIX

ENMHAhOLOM oJoLidyio oamhAu doglQ

Pusnyeckoe TECTUPOBAHWE OTKPLITBIX MCTOYHWMKOB
v TecTWpoBaHWe OCHOBHBIX (Y HKLMIA

v [NpoBepKa Ha COOTBETCTBUE HethyHKLIMOHEMBHBIM
TpeboBaHnam
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Mpoueccbl pa3paboTKM OTKPLITLI 415 06LWEeCTBEHHOCTH, Baarogapa Yemy co34at0TCA TakMe YCI0BUA, Koraa
MOXHO MoApPOo6HO U3YYNUTb MO3ULUKM MO AaHHOMY Bonpocy 6onee yem 500 3aMHTEPECOBAHHbIX CTOPOH.
Hapsgy ¢ 3Tum Hamu 6bino nposegeHo 6onee 20 rocyfapCTBEHHO-YACTHbIX BCTPeY, KOoTopble
CnocobCcTBOBaNM B3aMMOMOHUMAHMIO MeX4Y MHOTMMM 3aMHTEPECOBaHHbIMM CTOPOHAMM U SOCTUMHKEHMIO
MMM KOHCEHCYCca.

PucyHok 5: MHOrouncneHHble 3auHTepecoBaHHble CTOPOHbI eGovFrame

Crpax kpaxa
rocnogcTRa Ha PhlHKe

Onacenus o cTabunbHOCTH
TEXHNYECKOM NOAAEPXKH

O6wecTBEHHBIE
opraHnsayum

Onaceuus OpHeHTaLun

MPOKTa Ha KPYMHLIE
KOMMaHuy
n HenpusTie HOBbIX
COMHEHMA B 3KOH. uuc'rpymeu'roa.
aththeKTUBHOCTH

OTKpbITble pe3ynbTaThbl

Bce pes3ynbTaTbl NpOeKTa AOCTYMHblI OOLLECTBEHHOCTU, B TOM YMC/ie UCXOAHble Koabl M ER-guarpamma,
npeactasneHHble Ha Beb-canTe eGovFrame (www.egovframe.go.kr), KoTopblt co3gaH Ans Toro, YTtobbl
noowpATb 40O6POBO/ILHOE yyYacTue B MPOLECCe peannsaumm npoekTa pa3paboTyMKOB, NOCTABLLMKOB M
rOCYZLapCTBEHHbIX C/YXKAWMX. TaKKe Mbl OpraHvM3oBanuM 6GecnsiaTHble Kypcbl MNPodecCMOHaNbHOM
noAroToBku, U 1236 pa3paboTyMKOB NOAYYMAN CEPTUDUKATDI.

OTKprTaﬂ 3KOoCUcTema

Mbl co34ann OTKpbITOe COO6LEeCTBO KPYMHbIX, ManblX W CPeaHWUX MpeanpuATUA, a TaKXKe LeHTp
rocygapcTBEHHO-YaCTHOrO COTpyAHWYecTBa. [laHHble OpraHus3aumnm — 3TO OTNPaBHble TOYKM AnA
npoasuKeHna nnatpopmbl eGovFrame Ha MMPOBOM YpPOBHE, NMPeAOCTaBAEHUA MOLLHON TeXHUYECKOoWM
nogaepXKM U MNOCTOAHHOIO COBEPLUEHCTBOBAHMA CUCTeMbl. HenpepbiBHOE COBEPLUEHCTBOBaHMWE
eGovFrame [O/MKHO OCYLLEeCTBAATLCA OTKPLITbIM COODOLECTBOM, B XOZE eXeKBapTa/bHbIX BCTped
3KCNepToB M OTKpbITOro ¢dbopyma NapTHEPOB rocyAapCTBEHHOIO M YaCTHOrO CEKTOPOB. Tem CambiM Mbl
co3gaem OTKpPbITY0 akocuctemy ana eGovFrame.

4.3.4 U3smeHeHus u npeumyuwjecmea eGovFrame

[aHHbIA NPOEKT HanpaB/ieH HA CO34aHUe CTaH4APTU3MPOBAHHOIO HAbopa NPOrpaMMHbIX MHCTPYMEHTOB
nog HasBaHMem eGovFrame, npeAHasHAaYeHHOro AnA pPaspaboTKM U 3KcnAyaTauuMum MNPUNONKEHUN
3/IEKTPOHHOrO NpPaBUTENbCTBA, KOTOPbIA MO3BOAUT MOBbICUTb 3PPEKTUBHOCTb MHBecTUUMIA B UKT wu
KQUYecTBO YC/AYr 3/IeKTPOHHOro MpasuTenbcTBa. OCHOBHOE BHMMAHWE B HEM YAENAeTcA BO3MOMKHOCTU
NOBTOPHOTO  WMCMOAb30BaHUA U YHKLUMOHANIbHOM  COBMECTUMOCTM  MPUJIOKEHUNA  3/TEKTPOHHOrO
NpPaBUTENbCTBA, YTO AOCTUraeTcAs NOCPenCTBOM CO34aHMA CTaHAapTHOM nnatdopmbl oA paspaboTkm
nNporpamMMHoro obecrneyeHMA 3NEKTPOHHOrO MNpaBUTeNbCTBA, obecneyeHUs He3aBUCMMOCTM  OT
UT KomnaHuit 6narogaps BBEAEHWUIO OTKPbITbIX WM HENTPanbHbIX MHCTPYMEHTOB MPOrPaMMHOro
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obecneyeHns 1 NOBbIWEHWIO KOHKypeHTocnocobHocT MCIM 8 o6aactn UT nyTem OTKPLITOro COBMECTHOMO
MCNONb30BAHUA MHCTPYMEHTOB MO Pa3HbIM KaHalam.

PucyHoK 6: KoHuenuua u ctpaterua npoekta eGovframe

KoHuenuus

YnyJlweHue Ka4ecTea ycnyr 3MeKTpoHHOro
npasuTenscTea U aeKTUBHOCTH MHBECTUUMIA B MKT

Llenn
MosTOpHOE Ynydwexue Yetonunean u MNoBbIWEeHWE
P Y - ObecnevyeHune
uCnonb30BaHUe | ONEPAUMOHHOR | AuHamudHas | o ot - o o | KOHKYpeHTO-
obuero COBMECTUMOCTM | TexHudeckas [ = " = ©CnocoBHOCTH
yHKUMOHana |mexay cnyxbamu 3IBONOLMA w MCn
Crtparerumn
CraHaapTusaums OTKpbITOCTE W y4acTue Ny6nukauns u
- CosflaHune cTaHaapTHON » OBecnedenne cnpaseanuBocTy HU3HecnocobHoCcTL
nnatopmel 414 paspaboTku W HEATPaNsHOCTH CTaHAapToB « MyBnukayna pecypcos Ha
MO ANs anekTpoHHOro nNaTopMLl 3NEKTPOHHOMO oHnaiH-nopTane
NpaeuTeneCTEa npaeUTensCTBa . Mncmwuuouanbnue Mephi
* CosgaHue cTabunbHoi * MpepocTtaenexme nHbopMayum NPOABWXEHMA NNATHOPMEL
TEXHUYECKOW WHDPACTPYKTYPL! 1 co3flaHne BO3MOXHOCTER ANA 3NeKTPOHHOro NpaBUTENbCTBa
3aWHTEPECOBaHHbBIX CTOPOH

Mnatpopma eGovFrame co3paHa Ha OCHOBE XOPOLWIO WM3BECTHOTO W MPOBEPEHHOro MNPOrpaMmmHOro
obecneyeHnUa M3 OTKPbITbIX MCTOYHMKOB, M BCE WMCXOAHblE KOAbl AOCTYMHbI BCEM 3aMHTEPECOBAHHbLIM
CTOPOHaM Ha OHnaiH-nopTane. eGovFrame COCTOMT M3 YeTbipex NPOorpaMmHbIX Cpes: cpedpbl BbIMOAHEHUA
NPUAOKEHWI, cpelbl Pa3paboTKM ANA pa3spaboTyMKOB NPUNONKEHWUIA, cpedbl agMUHUCTPUPOBAHNUA ANSA
aAMWHUCTPATOPOB NAaThOPMbl U ONEPaLMOHHON cpeabl ANSA ONepaTopoB NPUIOKEHMA.

Ha aTane paspaboTkn npunoxeHuin 6narogaps wcnosb3oBaHuo naatdopmbl eGovFrame ob6bem
pacxod4oB M PaboT MOXKHO COKPaTUTb MpumepHo Ha 30%. ITo o3HayaeT, 4To eGovFrame BbIiCTynaeT B
KayecTtBe bydepa Ana aganTaumMm PasAUYHbIX NPUNOKEHUI K KOHKPETHON MHPpPACTPYKType. Kpome Toro,
eGovFrame cnyxut obwein nnatdopmoit ana paspaboTkm obwmx ¢yHKumiA. MocneaHas Bepcus
eGovFrame 2.0 coaep*knT KomnoHeHT Mobile User eXperience, Kak nokasaHo Ha PucyHke 7.
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PucyHok 7: eGovFrame 2.0
| OnekTpoHHble |
SnekTpoHHoe | MoKy nku 3neKTPOoHHbIE
cHabmeHue puHaHChI
el
ONEeKTPOHHbIN
eGovFrame 1.0 Mobile User eXperience IBAIEnAgT

OneKTpoHHasA
ofopoHa

ONEKTPOHHbIE
Hanoru

OneKTpoHHoe
30 paBOOXpaHeH1e

I

OneKTpoHHast
aoMUHUCTPaUMA

MNpoekTbl Ha 6a3e eGovFrame MpoekTbl Ha 6ase eGovFrame

WHdopmaLyoHHas cucTema MHTerpaLin

AHMI.‘IHMCTPEL‘VIH I'IopTa.n FDCI'IPERC’TBBVITEJ'IEH BELL@HNA 1 TeﬂBKOMMyHHKaLlMM
Cuctema ynpasneHus MareHTHbIe
TRaschopT CeyrnbCKoro MeTpononuTeHa BEAOMCTBa OBuyan naTeHTHan cucTema
MeguuyHa CwcTema cTparerdyeckoro ynpaeneHns  Harnorosble y%”g;ﬁ%mm%%@“ﬂggg%%mﬁrﬂ
B GorbHuLax Lot HaTOrOBbIX OPraHoB
CucTtema ynpaeneHus BOEHHoM
BoeHHoe ageno e e MopTbl Cuctema ynpaBneHusi noptTomM MHuxoHa
TamoxeHHas BcemupHasi cuctema nopToBoii K BnekTpoHHas bubnuoteka
cnyx6a NIOTUCTKN YIETRS HaLmoHanbHoro cobpanins Kopen
3emrne- CycTema ynpaenexus MHibopmaLuen CucTeMa ynpaeneHus nHopmaLmeit
nonb30BaHWe 0 3eMNenonb30BaHNK Obpasosarve nﬂpyHMBepCMTe%Bp !

4.3.5 PacwupeHue u 6ydywee eGovFrame Mobile

B cBA3KM C paclIMPAIOWMMCA MCMO/Ib30BAaHUEM COBPEMEHHbIX MOOWIbHBIX YCTPOWMCTB, TaKMX KaK
CMapTOOHbI M NNaHLWETbl, B FOCYAapCTBEHHOM M YaCTHOM CEKTOpax pacTeT Cnpoc Ha ycnyru Ha 6ase
MOBUNbHBIX YCTPOMCTB. B OTBET Ha AaHHbLIN HOBbIM BUA CNPOCA, a TaKKe B LeN1AX NOBbILWEHMA KayecTBa U
abdekTMBHoCTM eGovFrame B KoHue 2011 roga 6bina npeacrasneHa HOBas BepcuA MPOrpammbl
eGovFrame 2.0 ¢ ncnonbsosaHnem HTML 5 1 HOBbIM No/sib3oBaTeIbCKUM MHTepdelicom. [aHHas Bepcus
COBMECTMMA MO MEeHbLUen mepe ¢ Tpems MobuabHbiMmu Bpaysepamu (Chrome, Safari u FireFox). MHorue
MOBWIbHbIE YCNYTM 3NEKTPOHHOro npasBuTenbcTBa B Pecnybnvke Kopes 6bian paspabotaHbl Ha bHase
eGovFrame 2.0, Kak NOKa3aHo Ha PucyHke 7.

[Nna “cnonb3oBaHMA TaKMX QYHKUMI MOBMAbHBLIX TenedoHOB, Kak BUOpauusA, ynpaBaeHWE Kamepow,
Komnac u T.4. eGovFrame 2.0 TakXe npeaCTaBUT HOBblE KOMMOHEHTbI, KOTOpble NoAAepKMBAtoT
co3gaHue MOBUAbHBLIX NPUNOXKEHUU. OXKnpaeTca, YTo 3TO CTaHeT ANA Pa3paboTyMKOB MPOrpPaMmMHOro
obecneyeHns CTUMYNOM K CO3LaHUI0 psAfa MOBUIbHbLIX BEG-YCAYT U MOBUABbHBIX MPUIOKEHUA.

4.3.6 Bo3moxcHocmu 05 Opyaux cmpaH

MonyunmB MO3UTUBHLIA ONbIT, MpaBuUTeNbCTBO Pecnybankn Kopesa BHocuT 6osblioi BKAag B
MEXAYHapOoaHYl0  AesTeslbHOCTb MO MHPopmaTM3aumn. QOueHb  3aMHTEpecoBaHbl B 3TOM
CTaHAAPTU3MPOBaHHOW NaaTopme CTpaHbl, KOTOPbIe XOTAT pelwnTb Npobaemy MOHOMOAUMU OTAENbHbIX
KOMMaHWA-NOCTaBLMKOB WAW OTAATb MNpeanovyTeHMe MNpPorpaMmMHOMY ObecneyeHuio W3  OTKPbITbIX
NCTOYHUKOB. eGovFrame yKe NpMmeHsAeTcA B HEKOTOPbIX APYrMX CTPaHaXx, Kak nokasaHo B Tabauue 1.
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Ta6bauya 1: CrpaHbl, npumeHsatowme nnatpopmy eGovFrame

CrpaHa Mpoekr CooTBeTcTBYIOUEE BEAOMCTBO  [I/INTENIbHOCTb NPOEKTa

bonrapusa AAMWHUCTPATUBHAA cMcTema Coduicknin yHnsepcuteT 11/2011~10/2012
Coodwuiickoro yHuBepcuteTta

JKBagop Cucrtema 04HOro OKHa TamorkeHHan cny»ba dksagopa | 01/2011~03/2013

BbeTHam MHBecTMUMM B MOAEPHM3ALMIO U MWHUCTEPCTBO HaLMOHaNbHbIX 09/2010~12/2013
paclimMpeHune npoeKTa CMCTEMbI pecypcoB 1 OKpy»KatoLLein
BOAOCHabeHuA cpeapl

MoHronus Cuctema rocyaapcTBeHHOM [naBHOe ynpasneHue 07/2011~06/2012
perucTpaumm rocyZlapCcTBEHHOMN perncrpaumm

TyHuC Cuctema aNeKTPOHHbIX 3aKYNOK HaumoHanbHOe areHTCTBO NO 11/2011~11/2012

rocyapCTBeHHbIM 3aKyrnKam

MHorune apyrue passuBatomeca cTpaHbl NPOABAAIOT KeNaHMe 03HAKOMUTLCS € onbiTom Kopeun B obnactm
3NEeKTPOHHOIO MPABUTENBCTBA M, B YAaCTHOCTW, naatdopmbl eGovFrame. B cBA3M ¢ aTum Bnactu Kopewu
pPasANYHbIMKM cNocobamm y4acTBYIOT B COBEPLLUEHCTBOBAHUM YCAYT 3/1IEKTPOHHOIO NPaBUTENbCTBA B APYrUX
CTpaHax, B TOM 4YMCNEe AaKTUBHO COTPYAHMYAnA C MEXAYHapoAHbIMW OpraHusaumsmu. YTobbl
CTUMYNINPOBATb APYrMe CTPaHbl K WMCMNONb30BaHMIO Nnatdopmbl eGovFrame, MCXOOHbIN KOg MOMKHO
3arpysutb C aHriosA3blMHOM Bepcum noprtana http://eng.egovframe.go.kr, a Takxe npeanaraetca
OH/NIAMHOBAA TEXHWYECKaa nogaeprkka. Kpome Ttoro, Hanpumep, Ha H6ase nporpammel Korea IT Learning
(KolL) »n LUeHTpa coTpygHudyectBa B obnactm uHOpMaLMOHHbIX TexHonornit (ITCC) nposoasaTca
obyyvalowme Kypcbl, KOTOpble MNpM3BaHbl CNOCOGCTBOBATb COTPYAHWYECTBY B cektope UT mexay
Pecnybnukoin Kopes v cTpaHamu-napTHeEpamu.

5 Cdepbl npumeHeHuUA Ha 61aro pasBMBaOLLMXCA CTPAH

5.1 PyKoBogALwme yKa3aHUa ana onpeaeneHua chep npumeHeHUs

B cerogHAwHem mupe, onpegenaemom TexHonornamu, WUKT cTpemuTenbHO CTAaHOBATCA OCHOBHbIM
3N1eMeHTOM NPOrpamm MoZAepHU3aLUM NPaBUTENbCTBA. ITO NPOUCXOAMUT He TONIbKO B Pa3BUTbLIX CTPaHaXx.
Bce B 6osbluelt cTeneHW B pa3BMBAlOLLMXCA CTPaHaxX NoslyYyaeT NpuU3HaHMe NOTeHLMaN HOBbIX TEXHO/IOIMUIA
B npeobpasoBaHun obpasa AeNCTBMI NpaBUTeNbCTBA. TO, Kak MpaBUTeNbCcTBO ucnonb3yer UKT, —
3NEKTPOHHOE MPaBUTENbCTBO — BNOJHE cHOPMMPOBANOCH U ABNAETCA COCTAaBHOM YacTblo BeAeHWUA aen
NpaBUTeNbCTBAMM, HO HaM HEOBXOAMMO MOArOTOBUTb PYKOBOAALLME YKa3aHUA ANA onpeaeneHus chep
NPUMEHeHMA U onpeaennTb MUX oyvepefHOCTb Ha 6naro passuBaloWMmcAa cTpaHam. Mpu paspaboTke
PYKOBOAALLMX YKa3aHUI cnesyeT yunTbiBaTb CAefyoWwme MOMEHTbI:

1) 0COBEHHOCTU KOHKPETHO B3ATOM pPa3BMBAIOLLENCA CTPaHbl (3KOHOMWMYECKUME W COUMAsbHbIE

ycnoBsus);
2) WHAMBMAYasIbHbIE NOTPEBHOCTM CTPaHbI U CYLECTBYOLME BO3SMOXHOCTH;
3) NPUOPUTETHOCTb Hanbosiee 3HAUMMbIX 418 PA3BUBAIOLLMXCA CTPAH NPUNOXKEHWIA;
4) paccMoTpeHMe BO3MOXHOCTEM WCMOAb30BaHUA MOBWMAbHLIX M BecnpoBogHbix naatdopm Ana

obecneyeHMs B3aMMOLEWNCTBUA MeXKAY roCyLapCTBEHHbIMM OpraHamu M rpaxgaHamun B cdepe
nosly4YeHUs rocyaapcrTeeHHon HGopMaLmMmn U NPesocTaBAeHUA rOCy4apCTBEHHbIX YCAYT.

Cohepbl npuUMeHeHMA [AAA CTpaH, HaXOAAWMXCA Ha HayalbHOM 3Tane pPas3BUTUA  3/IEKTPOHHOTO
NpPaBUTENbCTBA, MOTYT BbITb BbIGPaHbl HA OCHOBAHUU CAeAyoWMX NPUHLMMNOB:

. nporpaMmsl, TECHEE BCEro CBA3aHHble C MOBCEAHEBHOW KMU3HbIO rpaKaaH, YTobbl OHU OLLYTUAK
MaKCMMasIbHYIO NOb3Yy OT BHEAPAEMbIX SNEKTPOHHbIX YCAYT;
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. Nporpammbl, B OCHOBHOM CAyalMe MWHTerpaumMm OU3Hec-npoLeccoB BHE 3aBUCMMOCTM OT
OpraHn3aLMOHHbIX rPaHuL;

. MaKCUMasnbHOe YyBe/IMYeHUe MOoTeHUMana rocyAapCTBEHHbIX YYPEXAEHUA MO COBMECTHOMY
MCMNO/Ib30BaHUIO WMHbOPMAUUN ANA NUKBUAALMU AYOANPOBAHUA PErnMCcTPaLMOHHbIX 3anucein u
ynpaBaeHua umu;

] cogencteme ucnonbsoBaHuio WKT agna  ynopagovyeHus  aAMUHUCTPATUBHBLIX  MPOLLECCOB
nocpeacTBOM MPUHATON METOAMKMN NePecTporikm paboumx npoueccos (BPR).

Hapagy c BbIWEN3NOKEHHbIMU MPUHUMMNAMKW onpeaeneHna chep MpuUMeHeHus Ham Heob6xoguMmo
YUUTbIBATb, C OAHOW CTOPOHbI, HEXBATKY HALMOHa/bHbLIX PECYPCOB A5 3/EKTPOHHOro MpaBUTe/IbCTBa, B
0COBEHHOCTU B Pa3BMBAIOLLMXCA CTPaHaX, a C Apyroi — 6esoTnarateibHy0 NOTPe6HOCTL MOAEPHM3aLUK
CTpaHbl  MOCPEACTBOM  BHEAPEHUA  3/IEKTPOHHOrO  MpaBuTenbCTBa. PelleHne, nossosswollee
YAOBNETBOPUTL 3Ty NOTPEBHOCTb, OCHOBLIBAETCA Ha CTpaTerMn, otbope M KOHUEHTPALMMU; MpU 3TOM
oTbupaeTca He60/blLLIOEe YNC/IO NMPOEKTOB 3/1EKTPOHHOrO MPaBUTENbCTBA HAa OCHOBAHWUW BbILLEN3/OMKEHHbIX
NPUHUMMNOB, COCPEA0TOMMBAA OFPaHUUYEHHbIE PECYpPCbl Ha OTOBPaHHbIX NPOEKTax.

5.2 UHdpacTpyKTypa

. O6HoBNIEHME NPABOBOMN CUCTEMbI 417 3/IEKTPOHHOIO NPaBUTENbCTBA M 6e3onacHoCcTy.

. MpodeccnoHanbHas noaroToBKka nepcoHana B cdepe UKT u pecTpykTypmsauma ynpasieHUa B
coepe UKT.

. JNeKTPOHHas cucTema ayTeHTUdMKaLUK.

5.3 G2G

. Cuctema 3/1eKTPOHHOM AOKYMEHTaLMK, NoAKNYaemas K pabouymm cucTemam npaBuUTENbCTBa,

TAKMM KaK CUCTEMA FOCyAapCTBEHHbIX 3aKyMNOK, CUCTeMa MeCTHOro camoynpasiieHunA, Hanorosan
cuctema U T. n.

. Cuctema MeCTHOro camoyrnpasneHus.
. Cuctema ynpasaeHuUs rocyaapctBeHHbIMKU GUHaHcamm (0bLeHaLMoHanbHan U MecTHbIe).
. Cuctema COBMECTHOrO MUCMO/b30BaHUA MHbOPMaLUK.

54 G2Cun G2B

OnbIT M YPOKM B OTHOLIEHUW peanusaumm yaobHbIX ANA MOoNb30oBaTeNer YCAyr, MHTerpauuuM u
nepcoHanmn3aumnmn rocy4apcTBEHHbIX YCAYF, UCNO/Ib30BaHUA MHOTOKaHa/IbHOM CBA3M, YAYULLIEHNA KayecTBa
ycAyr ¢ yueTom TpeboBaHMI N0Ib30BATENA, NPOABUMKEHUA YCAYT B 061aCTU 3/1EKTPOHHOIO NPaBUTENIbCTBA,
3aWMTbl  MNEPCOHaNbHbIX AaHHbIX M obecnedyeHna 6e30MacHOCTM  TPaH3aKUWIM  3EKTPOHHOrO
npaBuUTENbCTBA.

b Cucrtema nopTanoB ANA NPeaocCTaBNeHnA rpaXXaaHamMm rocyaapCTBeHHbIX YCAyr.
b Hanorosas MHTEpPHEeT-CucTema.
b 3}'IEKTpOHHaFI CUCTEMA TOCYAapPCTBEHHDbIX 3aKYyMNOK.
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6.1

6.2

daKTopbl obecneyeHUa ycnexa AeATeNbHOCTU B chepe 3N1eKTPOHHOro
nNpaBUTeNbCTBA

PYKoBOACTBO CO CTOPOHbI Npe3ngeHTa (NoanTUYecKas noanepiKKa)

HaumoHanbHble nNpoekTbl B o6iact UT, B 0COBEHHOCTM NPOEKTbl 3/IEKTPOHHOrO NPaBUTENbCTBA,
06bIYHO 3aTParMBalOT HECKOJ/IbKO YUYPEeXAEHWN, Mexay KOTOpbIMM MOryT CyllecTBOBaTb
pasHoriacMa Mo MHOMMM MyHKTam. [pouecc pa3paboTKM NOAUTUKM HepeaKo npepbiBaeTcs
6IOPOKPATUYECKMM COMEPHUYECTBOM MEXAY MWHUCTEPCTBAMMW, 3aMHTEPECOBAHHbLIMU B TOM WAU
MHOM KOHKpeTHOM Bonpoce.

Bo3morkHO, Haubonee MmacwTabHol npobaemoit B MHUUMATMBAX B 06/1aCTU 3NEKTPOHHOrO
NnpaBuMTeNbCTBA  ABAAETCA  AOCTMXEHME  KOOpAMHaUMKM  AeATeNbHOCTM  COOTBETCTBYHOLLMX
opraHusauuMii B Npouecce pas3BepTbiBaHUA CETe U BHEAPEHUA CUCTEMbI NPUNOXKEHUI. Pa3indHble
OopraHusauMM MPUHMMalOT BO BHWMMAHWE pasHble YPOBHWM W TUMbl PUCKOB W CTUMYJIOB.
ManoBepoATHO, UTOBbI KaKkasa-IMbo ofHa cxema yA0B/IeTBOPUNA NOTPEObHOCTN BCEX OpraHM3auuii.
Ona cmardyeHna 3Toi npobnembl Ha MeXBEOOMCTBEHHOM YPOBHE CO343eTC PYKOBOAALLMNMA
KOMUTET BbICOKOrO YPOBHA AN pPaspelleHna pasHOoriacuii  mMexay rocyAapCTBeHHbIMM
yupeaeHnamu. dPPeKTUBHOCTb pPaboTbl KOMWUTETa 3aBUCUMT OT TOrO, B KaKol mepe ero
noaAep*KMBaeT PYKOBOACTBO B /MLUE Npe3uAeHTa, KOTopoe fBAAETCA MCTOYHMKOM BAacTU Mpu
obecneyeHnn KoopaMHaLMK.

MpoekTbl B 061actn UT TpebyloT OrpoMHbIX MHBECTMLMI, pasmep NPMbBbIAN HA KOTOpble He cpasy
O4YEBUAEH, MOCKONbKY MHULMATMBbLI B 061act UT NposBAAIOT CBOK WMCTUHHYHO LLEEHHOCTb NULlb
yepes onpegeneHHoe Bpems. B To e Bpems, NOCKO/bKY NpoeKTbl B o6nactm UT HeocAsaembl,
HenpocTo NPOAEMOHCTPMPOBaTb UX AOCTUMEHMA TEM, KTO HECeT OTBETCTBEHHOCTb 3a BblaeneHue
HaUMOHa/bHbIX PECYPCOB Ha rOCYAaPCTBEHHbIE MPOEKTHI.

MHorve niogmM co3HaloT NoTeHumMan ucnonb3oBaHua UT M ux Bo3gencteme Ha 3GGEKTUBHOCTL U
KOHKYPEHTOCNOCOOHOCTb, HO CTPYKTYpbl, 3aHMMaloOWMeCca pacnpegesieHnemM rocyaapCTBeHHOro
6loaKeTa, He B COCTOAHMM HaMTM JOKasaTenbCcTBa ¢uUHaHCOBOro 3HayeHua WT, KoTopble
CBUAOETENbCTBOBAIM B6bl 06 MX MpeMmylLecTBax. B paspeleHnn 3Toi gunemmbl KAOUYEBYO PO/b
urpaeT PyKOBOACTBO CO CTOPOHbI Npe3wneHTa, npusHatowero noteHunan WUT. Tak, npesuaeHT
Kopen B 1987 rogy npuHAn peleHMe 06 M3MeHeHMM 0Obl4HOro bBoaKeTHOro npouecca anas
BblJEe/IeHUA KPYMHOMN CYMMbl Ha MUCMO/b30BaHUE UCKAOYUTENIbHO B MpoeKTax B obnactn UT. 31o
[OOKa3blBaeT, YTO Ha HayaibHbIX 3Tanax WHUUMatme B obnactm UT B Kopee umeno mecto
pelwunTenbHoe PyKOBOACTBO CO CTOPOHbI Npe3naeHTa.

banaHc npeanoXxeHna w“ Ccnpoca B OTHOWEHUU YyCayr 3SNEeKTPOHHOro
npasuTenbCTBa

B TUNMYHOM HAUMOHANLHOM reHepasbHOM MJiaHe pa3BuTMA WT HepeaKo ycTaHaBAMBakOTCA
NpUoOpUTETHI B MOJIMTUKE, B OCHOBHOM B OTHOLEHWUW MpeanoxKeHusa. [paBuUTeNbCTBO BUANUT
HeobXoAMMOCTb PYKOBOACTBA Pa3BUTMEM MNPELOCTaBASEMbIX FpaxKgaHam MPUKNALAHbIX YCayr, B
nepeyto ouepegb Ana dopmmpoBaHus cnpoca. Ho cnepyet yyectb M npobnemy, B KOTOPO#
OCHOBHOE BHMMaHWe yaenseTcs CTOPOHE Cnpoca, Hanpumep, Kakoro poaa yc/iyrm coOoTBETCTBYHOT
3HaYMTeNIbHbIM CPeACTBAM, BK/JaAblBaEMbIM B MPOEKTbl 3/IEKTPOHHOTO MNPaBUTENLCTBA. ITO
06bACHAETCA BO3MOXKHOCTbBIO TOr0, YTO Mbl CO343AUM A0POrocToALLee peleHne, A8 KOTOPOro HeT
COOTBETCTBYIOLLLEN NPOBAEMBI.

YpaeneHve OoCHOBHOINO BHUMAHUA CTOpOHE npeanoxeHnAa He UCKAKYaeT 3Ha4yeHNA paCcCMOoTpeHNA
NOTEHUMANBbHOIO Cnpoca Ha Ty WUAU UHYKO KOHKPETHYHK YyCnyry 3N1eKTPOHHOro npasuTebCTBa.
Annemma BO3HUMKaeT NOoTOMY, 4YTO, NO-BNOAMMOMY, NPOEKTbI B obnactn UT COo34aloT CNpocC, KOTOprVI
HEBO3MOXHO NMPOrHO3npoBaTb, NOKa HE NOABUNOCb NpeasioKeHne. CTaHOBMUTCA BaXKHbIM, yTObbI B
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6.3

6.4

cTpaTerMm B OTHOWeEHUMM WT yuuTbiBanacb HeobXoAMMOCTb GOpMMPOBaHMA cnpoca nocne
BHeapeHuA UT-cuctem, Hanpumep, NyTem NOAroTOBKM NOTEHLMA/bHbIX MO/Ib30BaTeNei, YTOBbI OHM
MOT/IY BOCMO/1b30BaThCA peasibHbiMMK npenmyiectsamm UT.

YTo6bl YpaBHOBECUTb CMPOC M MNpenoKeHne No TOM WAM WMHOM ycayre 3NeKTPOHHOro
NpaBUTENbCTBA, CEAYeT YYMTbIBATb KarKAbliA acneKT MOoTeHLManbHOW ycayru. Hanpumep, aHanus
NPOBOAMMbIX B aBTOHOMHOM pPEXMME TpPaH3aKUMA Meay NpPaBUTeNbCTBOM W TpakgaHamu
ABMAETCA OAHUM M3 CNOCOBOB M3yYeHUs AaCNEKTOB CMPOCA, KOTAa NPeaCTOUT PeLlnTb, Kakue ycayrm
OOJ/IKHbI OXBAaTUTb MHULUMATUBLI B 061aCTU 3/IEKTPOHHOIO MPaBUTENbCTBA. ITO MOXKET BOCNONHUTb
HEeA0CTaTOYHYIO MPOrHO3MPYEMOCTb CMPOCa, MOCKO/IbKY MOXHO OXMAaTb, YTO, Yem 6osiblle 06bem
odnaltHOBbIX TPaH3aKUni, Tem 6onblie ByaeT cnpoc Ha OHNANHOBbIE YCAYTH.

YeTKOE NOHMMaHUE CYTU 3/IEKTPOHHOrO NpPaBUTENbCTBA

MPUMEHUTENBHO K 3N1EKTPOHHOMY MPaBUTENLCTBY BaXKHEE, YTO OHO NPaBMTENIbCTBO, YEM YTO OHO
371eKTpoHHoe. CyTb 3/IeKTPOHHOrO MNPaBUTENbCTBA 3aKtovaeTca B NpeobpasoBaHWM OpraHos
rocyfapcTBEHHOro ynpaBAeHua AN OOHOB/EHWA BHYTPEHHWUX M BHELHWX B3aMMOOTHOLIEHUI C
nomouibto UT. BOnpockl 3/1eKTPOHHOIO MPaBUTENLbCTBA CAeAyeT BKAKYUTb B WMHULMATMBLI NO
pedopMUPOBAHMIO HALMOHANLHOIO rOCYAapCTBEHHOIO yNpaBaeHUa u baaromy ynpasaeHuto. XoTa
BOMPOCbl OBHOBNEHWA CTOANM B MOBECTKE AHA C Hayana NPUMEHEHUA NpuaoXKeHun UT B
rocyfapcTBeHHOM ynpaBneHuu, pakTMyeckoe BO34encTBNE Ha npoLecchl paboTbl NPaBUTENbCTBA B
peasibHOM MUpe 0OHAPYKMBAETCA YPE3BbIYAMHO MeAJIEHHO.

MpaBUTENbCTBA AOMXKHbI He NPOCTO COCPEeAOTOYMBATLCA Ha BHeapeHun WUT, HO MNpUHUMATb
pelleHnsa o npeobpa3oBaHUM aAMUHUCTPATMBHbLIX MPOLEAYpP, PYKOBOAWUTb 3TUM MNPOLLECCOM M
KOHTPOAMPOBaTb ero Tak, uTobbl peanusoBaTb B MOAHOW Mmepe noteHuuan WT npwu
PeCTpYKTyp1pPOBaHMM NPOLLECCOB.

O)KuaaeTca, 4YTO 3/IeKTPOHHOE MpPaBUTENbCTBO NpuBeAeT K yOMHHbIM M MmacwTabHbIM
M3MEHEHMAM BO BHYTPEHHMX NpoLeccax NpaBuMTeNbCTBa M NpeaoCcTaBAAeMbIX rpaXkaaHam ycayrax.
M3meHeHMAa NPonCXoaAaT Ha OCHoBe npupoabl UT, B YaCTHOCTU MHTEPHETA, YTO AaeT NPaBUTeNbCTBY
BO3MOHOCTb BECTM pPaboTy KOMMNIEKCHbIM 06pasom. MHTerpauma, CTMMyaMpyemasa COBMECTHbIM
ucnonbsosaHnem nHdopmaymm, obbIYHO NPOUCXOAMUT B Fpynnax NPaBUTEIbCTBEHHbIX OPraHU3aL it
cobwumn  OYHKUMAMM MAM OAHMM M TeM e Habopom ycayr. BO/bLUMHCTBO MNPOEKTOB
3/1eKTPOHHOrO MpaBUTe/IbCTBa MPOXOAAT CTafMI0 MepecTpolikm paboumx npoueccos (BPR) mo
Hayana paKTMyeckoln peanmnsaumn. BPR, Kak npaBmao, NpoBOAUTCA B HECKOJIbKO 3TanoB, TaKUX KaK
aHanm3 paboumnx NpoLeccos, KacalowWwmxca Lenei opraHMsaumm, ynpasaHeHme aybavpyowmx apyr
Apyra npoueccos, ynopagoyeHne MetofoB paboTbl U yNpoLeHne CNOXHbIX NPOLEeccos.

YcTpaHeHue Ay6auMpoBaHMA U ynopsaodyeHue npoueccoB paboTbl nNogpasymMeBaeT COKpaleHue
paboynx MecCT, UTO BbI3blBAET COMPOTMBAEHUE 3aMHTEPECOBAHHbIX CTOPOH. Y TeX, KTO NPWBbIK K
TPaAULMOHHBIM MeToAam paboTbl, MPaKTUUYECKU HET CTUMYJ/IOB COrMallaThCA Ha nepemeHbl. Mbl
OO/KHbI pa3paboTaTb CTUMY/bI 418 FOCYAAPCTBEHHbIX CAYXKaLLMX, a TaKXKe Co34aTb CTPYKTYpbl ANA
KOOpAMHAUMM AeATENbHOCTU NPaBUTE/NIbCTBEHHbIX YUYPEKAEHUIA, YHaCTBYIOLWMX B TOM WAM MHOM
KOHKpeTHoMm npouecce. K yncay cTMMynoB OTHOCATCA NEpPenoaroToBKa M NepecTaHoBKa CAyXKalmx
Mo UX XenaHuo. Ytobbl ynpasneHune ctano 6onee rubKUM 1 3GGEKTUBHbIM, CTaBLLME HEHYMKHbIMK
NPOLECChl YyNpas3AHAIOTCA, CIOMKHbIE — YNPOLIAKOTCA, a COKpalllaemble — 06beANHAIOTCA.

"OOLI.I,pEHMe dKTUBHOCTU U YHACTUA Tpa*KaaH

[OTOBHOCTb rpakAaH y4yacTBOBaTb B MNPOLLECCE MPUHATUA TOCYAAPCTBEHHbIX PELIeHUI pesKo
BO3pacTaeT BBMAY PaCLIMPEHUs BO3MOXKHOCTEW B3aMMOALEWCTBUSA MEXKAY MPaBUTENbCTBOM U
rpa)kgaHamu. ITOMY YacTUYHO CMNOCO6CTBOBA/NIO Pa3BUTUE AEMOKPATUUYECKMX MPOLLECCOB M
LUMPOKOE MCMOJIb30BaHWE MHTEepHeTa, ynpollalollee AO0CTYN K Pas/iMiHbIM FOCYyAapCTBEHHbIM
opraHusaumam. Heobxogumo cneauTb 3a TeM, Kak TEXHONOTMK O30T YaCTHOMY /MLy BO3MOMKHOCTb

43



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKMPOHHO20 pasumenscmea u onpedeneHue obaacmel
MPpUMEHEHUA 31eKMPOHHO20 NMPAsUMEsIbCMEa 8 UHMepecax passusarouiUxca CMmpaH

6bITb YCAbIWAHHBIM M HE NO3BO/IUTb FOCYAAPCTBEHHOMN TOUKE 3peHUn 3arnywnTb cebsa B MaccoBbixX
aebaTax. Tak, NPaBUTENbCTBO AOKHO MMETb BO3MOXKHOCTb AO/KHbIM 06pasom pearMpoBaTb Ha
MHEHWA OTAe/bHbIX N0Ae.

. [na akTMBHOIO y4acTus B OHNAMHOBOW AEATENbHOCTU rpaskaaHe A0/KHbl MMeTb BO3MOXKHO bonee
No/iHyl0 WMHPoOpmauMilo MO BoOMpocam, NPeacTaBAAWMM  WHTepec Ans  obuiectBa, a
rocyapCTBEHHbIE CAy¥KallMe — CO3HaBaTb NePCNeKTUBbl U OrPaHMYEHUA UHTEPHETa B OTHOLIEHUM
yyacTusa rpaxaaH B BbipaboTKe NOUTUKM.

6.5 MHHOBaUuu B ynpaBaeHUn nHpopmaumMoHHbIMK pecypcamum (IRM)

MOCKONbKY B paMKax NPOEKTOB 3/IEKTPOHHOIO NpaBuTenbcTBa UT-pecypcbl aKKYMYANPYIOTCA B PA3JINYHbIX
CeKTOopax NpaBUTENbCTBA, HEOBXOANMMO HalTM cnocob ynpaBaAaTb MMM, 4TODObI M36eXKaTb HanpPacHOM TpaTbl
UT-aktneoB. Ona IRM oTaenbHble roCyAapCTBEHHbIE OPraHM3auMKM LOMAXKHbI COTPYAHMYATb, 4TOObI
COBMeCTHO wucnonb3osatb WT-pecypcbl M uWHTErpupoBatb WX AAA AOCTUMXKEHUA MAKCMMANbHOIO
noTeHumana.

B Takoit metoguke IRM, Kak apxuTekTypa npeanpuaTtna (EA), LOKYMeHTaNbHO OTPaXKaloTCa MMmetoLmneca m
)KenatesibHble B3aMOOTHOLLIEHUA Mexay busHec-npoueccamm n UT-pecypcamu, ¢ Tem 4Tobbl obecneumnTsb
6e30MacHoe COBMECTHOE UCMOob30BaHWe MHGOPMALMM U MHTErpaLmio NPOLECcCOB B PaMKax OTAE/bHbIX
OpraHM3auuii U MexXay Pas/MYyHbIMM opraHusaumuamn. EA Takke nossosseT m3beratb Ay6MpOBaHUA B
3aKynkax WUT-pecypcoB rocyfapCTBEHHbIMU  YUYPEKAEHUAMM AN MOBblWeHUA  3PpPeKTUBHOCTU
WHBECTULUNA.

B peATenbHocTM B pamKax EA ocHOBHOe BHMMaHue ygensetca cnocobam NpeTBOpPeHUs B XU3Hb
COBMECTHOrO WCMO/b30BaHUA WHPOPMALMM UM MNOBbIWEHUA 3PPEKTUBHOCTU UHBeCTUUMI B WUT
NocpeacTBOM MPeAoCTaBleHUA PYKOBOAALMX YKA3aHWMI M 3TaNIOHHbIX MoZenen Aana OoTAeNbHbIX
KOMMOHEHTOB. JTa/IOHHble MOAENU MNpejHa3HayalTcs ANA  cofencTsus obuwemy onpegeneHuto,
NMPUMEHEHUIO, Had/1eXallemMy COBMECTHOMY MCMNO/Ib30BAHMIO AaHHbIX, BU3Hec-npoLeccos, NPorpaMmHbIX
NPUIOKEHUIM M annapaTHoro obecneyeHus. PykoBogalLme yKasaHUA No3BoAAT 3GPeKTUBHO ynpaBnsaTb
MHOOPMALMOHHBLIMM  PECYPCamM  Ha OCHOBAHMM 3/IEMEHTOB, BEpPOATHOCTb M3MEHEHWMA KOTOpbIX
MWHWMAJIbHa B OTHOLLEHUM U3MEHEHUSA IKOHOMMUYECKUX MPUOPUTETOB U TEXHOSIOTUYECKUX YCTOBUNA.

6.6 3awmTta KoHPMaEeHLNANBHOCTU U 6@30NacHOCTU CUCTEM

. MocKoNbKY noanepskMBaemas TOM UM MHOWN opraHusaument MHpopmaumsa Bce B Hosbluelrt mepe
COBMECTHO WCMOJIb3yeTCA COOTBETCTBYIOWMMMN CTOPOHAaMM B Mpouecce paspaboTku MHUUMATMB B
obnactu 9/1EKTPOHHOTO MpaBuUTeNbCTBa, NOTeHUWa/ibHble NONb30BaTeNIN YCAYr 3/1EKTPOHHOIo
NpPaBUTENbCTBA HAaYMHAOT HECNOKOUTLCA OTHOCUTENIBHO TOFO, YTO MX MEepPCcOHaNbHasA MHOPMaUus
MOMET MCNOo/b30BaTbCA HeHag exawmm obpasom M ypeamepHo WKMpoko. Heobxoaumo AoCTUYbL
KOMMPOMMCCA MEXAY 3alUMTON MepcoHaNbHOW MHOGOPMAUUM U COBMECTHBIM MCMOJ/b30BaHUEM
MHPOPMALMN  O/1A CKOPEWMWEero pasBUTUA 3NIEKTPOHHbLIX MPWUIOXKEHWUIA NPaBUTE/IbCTBEHHOM
OeATeNbHOCTU. KpaiHe Ba)KHO A06MTbCA PaBHOBECUA MeXAy CTUMY/MPOBaHMEM COBMECTHOro
NCNoNb30BaHUA MHPOPMALUU COOTBETCTBYIOWMMMU YUPEKAEHUAMN U Pa3pPabOTKON UHCTPYMEHTOB
O 3aWNTbl KOHOMAEHLMANBHOCTMY.

. MOCKO/IbKY MO Mepe PasBUTUA 3NEKTPOHHOIO NPaBUTENLCTBA Mbl HAYHEM UCMbITbIBATb HEFaTUBHbIE
nocneactsva npunoxkeHun WUT, cnepyeT yKpenutb Mepbl 3aWuTbl KOHOMAEHUMANbHOCTM AAs
OOCTUMKEHMSA PaBHOBECUA MeXXAy ABYMA KpalHocTaAMU. CUCTEMbl 3/1€KTPOHHOrO MNpaBMTeNbCTBa
BCeraa OTKPbITbl AN aTaK M3BHE MPaBUTENbCTBA, a MHOTAA Aarke M3HYyTpu Hero. Beuay 3Toro
HeobxoaMMO MNPUHATbL BCE Mepbl NPEAOCTOPONKHOCTM B  TEXHUYECKOM, MPaBOBOM MU
WMHCTUTYLMOHANbHOM MaHe B OTHOLUEHWUM B3/IOMa, NOALENKMU UM MOLLEHHUYECTBA.
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6.7

7.1

CTpaTernmn NpUHATUA 31IEKTPOHHbDIX yCayr

XOTs 3N1EeKTPOHHbIE YCAYrM NOABUAUCH, BONPOC B TOM, NPUHUMAIOT 1N UX FPAXKAAHE U NPeanpuUaTUS.
lparkpaHe He roToBbl MPUHUMATb CUCTEMbI 3/IEKTPOHHOMO MPaBUTENBCTBA, EC/IM OHU He OLLYLLAT
peanbHbIX NPEUMYLLECTB 3/1EKTPOHHbLIX ycayr. BnonHe obbluHOe aABneHWe npeacTaBaseT coboi
6onee HU3KMIA YpPOBEHb WCMOb30BAHUA 3/IEKTPOHHbLIX YCAYr, YeM OH AOJ/IKeH Obin 6bl 6bITb B
Hayane BHEAPEHWA CUCTEM 3S/IEKTPOHHOIO NpPaBuTeNbCTBa. Mpu 3TOM He B MOJMHOM Mepe
MCNOb3yeTcA MOTEHUMaN B/IOXKEHHbIX CPEACTB, M3-33 YEro HauMHaTCA cepbesHble AebaTbl
OTHOCUTE/IbHO TOrO, CTOUT /1IN NPOAOJ/IKATH OCYLLECTBAATb MHULMATMBbI B 061aCTU 3/1EKTPOHHOIO
NpaBUTENbCTBA.

CneaoyeT TWATENbHO M3YYUTb WHTEPHET-MPUIOXKEHUA MNPABUTENbCTBEHHbIX OMNepauunin, 4Tobbl
MOHATb, KaK MX YAy4YliMTb, YTOObI Nl0AN peasibHO MOYYBCTBOBAM YA0OCTBO 3TUX MPUIONKEHUINA.
KaHanbl poctyna Ao/KHbl BbiTb  [A0OCTaTOMHO LWWPOKM Ans yaobcTBa AocTyna, a  UYMCIO
rMNepCCbIZIOK — AOCTAaTOYHO HEBONbLIMM, YTOBbI CpeaHecTaTUCTUYECKME rpakaaHe MOraM NonacTb
Ha HY}KHbIN CalT A4N1A NONYyYeHMA NPAaBUTENbCTBEHHOM MHPOPMALLMK U yCAyT.

CnegyeT 3aHMMaTbCA He BCEMW MNPUIOKEHUAMM, a COCPEAOTOUMTbCA Ha  HECKOJIbKUX
CYWECTBEHHbIX, 4TObbl 6blN0 yA06HO B3aMMoAeicTBOBaTb C MNPaBUMTENLCTBOM B pPeasbHOM
KubepnpoctpaHcTee. Mpu oTbope NPUNONKEHUIA 3NEKTPOHHOTO NpaBMTeIbCTBa, KOTopble cieayeT
yAaydwaTb, BaXHO BbIGMPaATb yCAyrK, 4Yalle BCEro 3anpaluvBaemble rpa)KgaHamu, uYTobbl
NpenmylLLLEecTsa CUCTEMbI MOFIN OLEHUTb BO3MOXHO 60/1blUe loaei.

PykoBoaAwme yKasaHuA no CTUMYyINPOBaHUIO AeATe/IbHOCTU
/1IEKTPOHHOIO npasuUTenbCTBa U onpeapeneHuro cd)ep npumeHeHuUA

3/1IEKTPOHHOrO nNpaBuUTeNbCTBa 419 Ppa3BUBaAOWUXCA CTPaH

Codepa oxBara

HacToawue pykoBoaslimMe YKazaHUA 0XBaTbIBAOT BONPOCHI, KAacatloWMecs CTUMYANPOBaHNUA AeATeIbHOCTH
3/7IEKTPOHHOrO MPaBUTeNbCTBA WM onpegeneHna cdep MPUMEHEHUA 3NEKTPOHHOro MpPaBUTe/bCTBa AR
Pa3BMBAIOLLMXCA CTPAH.

7.2

3agaya pyKOBOAALLMX YKa3aHUIA

HacToslme pyKoBOAALIME YKa3aHMA paccuuTaHbl Ha TO, YTOBbl MOMOYbL Pa3BMBAIOLLMMCA CTPpaHam
onpeaennTb, Kakne $akTopbl CiegyeT yuuTbiBaTb A41A YCNELWHOro BeAeHnA AeATeNbHOCTA 31eKTPOHHOrO
NpaBUTE/NIbCTBa U KaKkue cdepbl caeayeT onpeaenunTb 418 NPUIOKEHUI 3TIEKTPOHHOTO NPaBUTeIbCTBA Ha
6.1aro pasBMBAIOLLMXCA CTPaAH.

PyKOBOAFI wmne ykasaHuAa obecneynsaoT:

a)

b)

PYKOBOACTBO MO oOnpeeneHunio chep MPUMEHEHUA 3/IEKTPOHHOro npaBuTenbCcTBa Ha 6s1aro
pa3BMBAIOLMXCA CTPAH; B OTAE/bHbIX CTPAHAX ecTb YC/0BUA, MOKa3blBaloLWme KOHKPeTHble coepbl
NPUMEHEHMWA 3/IeKTPOHHOrO NPaBUTE/IbCTBA;

daKTOpbI, KOTOpPbIe CneayeT MPUHATb BO BHWUMAHWE A/1A YCNEWHOW peannsaumn MHWLMATMB B
061aCcTN 3N1EKTPOHHOIO NPaBUTENLCTBA B PA3BUBAOLLMXCA CTPAHAX.
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7.3 PyKoBogAwMme yKasaHua no onpepeneHuio chep npumeHeHUA Ha 6naro
pa3BUBAIOLLMXCA CTPAH

CywiecTByeT MHOXecTBO cdep NPUMEHEHUA 3/1IEKTPOHHOIO NPaBUTENbCTBA, MOCKOJIbKY NPaKTUYECKU Bce
NMPaBUTENIbCTBEHHbIE ~ OMepauunm  MOXHO  npeobpa3oBatb € Nomowptd  MHPOPMALMOHHO-
KOMMYHMKALMOHHbIX TEXHONOTUIA.

Mpw onpepeneHnn chep NPUMEHEHUA AS1A PA3BUBAOLWMXCA CTPAH Mbl AOJ/IKHbI PACCMOTPETL C/iegytoLine
daKTopbl:

c) COLMaNbHO-3KOHOMUYECKME 0COBEHHOCTUN OTAE/bHbIX Pa3BUBAOLLMXCA CTPAH;
d) WMHAMBUAYAbHbIE NOTPEBHOCTM CTPAHbI U CYLLECTBYIOLLME BO3MOXKHOCTY;
e) npuopuTeT Hanboee 3HaYMMbIX A1 Pa3BMUBAIOLIMXCA CTPaH NPUNOMNKEHUI;

f) PacCMOTPEHNE BO3MOXKHOCTEM WMCMONb30BAHMUA MOBU/IbHBLIX M 6ecnpoBOoAHbIX nnathopm A
obecneyeHns B3aMMOLENCTBMA MEXKAY FOCYAAPCTBEHHBIMM OpraHaMu W rpaxgaHamu B coepe
Nosly4yeHus rocyaapcTBeHHOM MHPOPMALMM U NPeAOCTaBAEHNA FOCYAAaPCTBEHHbIX YCAYT;

g) HAaUMOHA/IbHbIE CTPATErMM W MeXaHM3Mbl, NO3BOMAIOLWME YNPOCTUTb ASMWHUCTPATUBHbLIE W
OpraHW3aUMOHHble npoueccbl M 0b6ecneynTtb COOTBETCTBYIOLLEE B3aMMOLENCTBME MeEXAY
rocyAapCcTBEHHbIMM OpraHamu, T. e. cdepa G2G No TEPMMUHONOTMN SNEKTPOHHOIO NPABUTE/NBLCTBA;

h) OMbIT U YPOKM B OTHOWEHWUW peannsaumm yaobHbIX ANA NOoAb3oBaTenei ycayr, MHTerpauum u
nepcoHasn3aumm rocyfapcTBEHHbIX YCAYr, UCNONb30BAaHWUA MHOTOKaHa/IbHOW CBA3W, Yay4ylleHUs
KauyecTsa yC/yr ¢ yueTom TpeboBaHWUI N0Ib30BATENA, MPOABUMIKEHUA YCAYT B 061aCTN 3NEKTPOHHOTO
NpaBUTE/IbCTBA, 3aLUUTbl MEPCOHANbHbLIX AaHHbIX M obecneyeHWss 6E30MACHOCTM TPaH3aKUMiA
3/IEKTPOHHOrO NPaBUTENBLCTBA, T. €. chepbl G2C n G2B.

7.4 PyKOBO,qFlLI.I,Me YKasaHuAa Aana obecneyeHun nporpecca B AeATe/IbHOCTU
3/1IEKTPOHHOrO npasuTeIbCTBa

Ytobbl o0becneuntb HagneXalui nporpecc B  AeATENbHOCTUM  3/IEKTPOHHOro  MPaBUTENbCTBA,
pasBMBalOLLMECA CTPaHbl AO/KHbI MMETb BO3MOXHOCTb CO34aBaTb YC/N0BUSA, Beaylime K 3bdeKTUBHOM
peanunsaumm UHULMATUB B 06/1aCTU 3/1EKTPOHHOTO NPaBUTENLCTBA.

BblfiBNEHbI HECKONbKO ¢HaKTOpPOB ycrnexa Ha OCHOBaHMM ONblTa CTpaH C NepefoBbIMM  CUCTEMAMMU
3/IEKTPOHHOrO MpaBuUTenbCcTBA. B npouecce BHeAPEHUS CUCTEM  3/1IEKTPOHHOTO NPaBMTENbCTBA
Heobxo4MMO yuMTbIBaTb ceaytolme GakTopbl:

i) addeKTMBHAA KoopAMHAUMA U CUNbHOE MOAUTUYECKOE PYKOBOACTBO; AOCTUMKEHME KOOpAMHALMM
MeXy COOTBETCTBYIOLIMMM OpraHM3auMaMy B NpoLLecce pasBepTbiBaHUA ceTell U peanusaumm
CUCTEMbBI NPUNONKEHWNIA — BO3MOXKHO, CaMan C/I0XKHaA 3aj4aya MHUMUMATMB B 06/1aCTM 3NEKTPOHHOro
NpaBUTENbCTBA;

j) 6anaHC MpeasioXeHUa W CNpoca Ha YCAYTM 3S/IEKTPOHHOrO MPaBMTENbCTBA, B  TUMUYHOM
HaLMOHaNbHOM TreHepasbHOM nnaHe pas3suTua UT Hepeako YCTaHaBAMBAKOTCA NPUOPUTETbI B
MOSIUTMKE, B OCHOBHOM B OTHOWEHWM npeasioxeHuda. MpaBuTesbcTBO BMAMT HEOBXO4MMOCTb
PYKOBOACTBA Pa3BUTMEM NPeAOCTAaBAAEMbIX IPaxkAaHam NPUKAAAHbIX YCAYr, B MepByl0 ovepesb
ans dopmuposaHua cnpoca. Ho cnegyet yyecTb M npobiemy, B KOTOPOW OCHOBHOMI BHMMaHWe
yO4enseTca CTOPOHe Chnpoca, Hanpumep, Kakoro poga YCAyrM COOTBETCTBYIOT 3HAUYMUTE/IbHbIM
CpeacTBaM, BK/IaZblBaeMbIM B MPOEKTbl 3/IEKTPOHHOrO NpaBuTeNbcTBa. ITO  0b6bACHAETCA
BO3MOMHOCTbIO TOrO, YTO Mbl CO343GUM  [OPOroCTOALee peleHue, AAA KOTOPOro HeT
COOTBETCTBYIOLLEN NPOBAEMBI;

k) 4yeTkoe MU BepHOEe NOHMMaHUe KOHUenuun 3NeKTPOHHOro npaBuTenbCTBa; MNPUMEHUTENBbHO K
3/1EKTPOHHOMY MPaBUTENbCTBY Ba*XHee, YTO OHO NPaBUTENIbCTBO, YEM YTO OHO 3/1IEKTPOHHOeE. CyTb
3/IEKTPOHHOro npaBuUTeNbCTBA 3aK/1KOYaeTCcA B npeo6pa303aHMM OpraHoB TrocygapcCrtBeHHOro
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m)

n)

p)

ynpasneHna gna obHoBNEHMUA BHYTPEHHUX U BHELWHUX B3aMMOOTHOLLEHUI C nomouwibo UKT.
Bonpocbl 3N1eKTPOHHOro NpaBUTeNbCTBA CneayeT BKAKYUTb B MHULMATUBLI NO peq)OpMleOBaHMIO
HaUMOHA/IbHOIo rocyaapCrtBeHHOro ynpasaeHna n 6naromy ynpas/eHUo;

noolpeHne aKTUBHOCTM M y4acTMA rpa{[aH; roTOBHOCTb rpaKgaH y4acTBOBaTb B Mpolecce
NPUHATUA FOCYAAPCTBEHHbIX PeleHUn pe3Ko Bo3pacTaeT BBUAY PaCLUMPEHUA BO3MOXKHOCTEM
B3aMMOAENCTBMA MeXAy MNPaBUTENbCTBOM M rpakAaHamu. DTOMY YacTMYHO cnocobcTBoBano
pasBUTUE OEMOKPAaTUYECKMX MPOLLECCOB M LIMPOKOE WMCMO/Mb30BaHME MHTEPHETa, ynpouakouiee
OOCTYN K Pas/MyHbIM TOCYAapCTBEHHbIM oOpraHMsauuam. HeobxoauMmo cnegutb 3a Tem, Kak
TEXHO/MIOTUN  AAKOT  YaCTHOMY /LYY BO3MOXHOCTb 6biTb  YCAbIWIAHHLIM UM HE M03BO/UTb
rocyAapcTBeHHOM TOUKe 3peHuns 3arnyLnTb ceba B MaccoBbix aebaTtax;

30 dEKTUBHbIE MOHUTOPUHI M OUEHKa, Hapsady C COOTBETCTBYHOLLEN CUMCTEMOW O0b6paTHOM CBA3M;
XOpoLlee HayaNo MPOEKTOB 3/IEKTPOHHOrO MPAaBUTE/IbCTBA HE MOXET CAYXKWUTb Mepoi ycnexa.
B KOHEYHOM cyeTe 3HaYeHWe UMEIOT 3aBepLLEHHOCTb, MOoKasaTenn paboTbl 1 pesynbTat. Hapsaay co
CTPEMIEHUEM U3MEPUTbL Bbirogy UHBecTMUMi B UKT cnepyeT yaenatb BHUMaHME MOHUTOPUHTY U
OLEHKE WHUUMATUB B 06/1aCTU 3N1EKTPOHHOrO MpaBUTENbCTBa, YTOObI MOHMMATbL MOTPEBHOCTM
Nonb3oBaTeNe U UX OTHOLIEHME K INEKTPOHHbIM ycayram. Pe3ynbTaT OLEHKM CUCTEM MO 3TUM
MoKasaTtenam cnefyet HanpaBAATb B MeXaHU3M 06paTHOW CBA3W;

WMHHOBaUMOHHOE N 3dpdekTnBHoe IRM (ynpasieHne MHGOPMaLMOHHbIMU pecypcamm); NOCKOJbKY B
paMKax MPOEKTOB 3/IEKTPOHHOrO npaBuTenbcTBa UT-pecypcbl aKKyMyAMPYIOTCA B Pas/IMYHbIX
CeKTopax NpaBUTeNbCTBA, HEOBX0A4MMO HaliTK cnocob ynpaBAaTb UMM, YTOObI M36eXKaTb HanpacHoM
TpaTtbl UT-akTmMeoB. Ona IRM oTaenbHblie rocygapCTBEHHbIE OpraHu3aLnmM AOMKHbI COTPYAHMYATD,
YyTOObI COBMECTHO MCNoJ/b30BaTb WT-pecypcbl W WHTErpMpoBaTb WX ANA  AOCTMXKEHUA
MaKCMMaNbHOro NoTeHUMana

3alUUTa NepPCcoHaNbHOM MHPOPMALMKN; NOCKObKY NOAAEPKUBAaEeMan TOM MU MHOM OpraHM3aLmen
nHbopmauus Bce B Hosbluelt Mmepe COBMECTHO WMCMOJIb3YeTCA COOTBETCTBYIOWMMM CTOPOHAMM B
npouecce paspaboTKM WMHULMATMB B 0BNACTU 3I/IEKTPOHHOrO MNpPaBMTENbCTBA, MOTEHUMAJbHbIE
No/sb30BaTeNIN YCAYT 3NEKTPOHHOTO NPABUTENbCTBA HAYMHAIOT BECNOKOUTLCA OTHOCUMTENIbHO TOrO,
YTO MX MNepcoHanbHas WHPOPMaLMA MOMKET WCMNO/b30BaTbCA HEHagaeXKalwmm obpasom u
ypesmepHo WKUPOoKo. HeobxoauMo [AOCTMYL KOMMPOMMCCA MEeXAy 3alLMTON MepCoHasIbHOM
MHOOPMALMM U  COBMECTHBbIM UCMO/b30BaHMEM WHPOPMaLMU  ANA  CKOpPEeWLWero passBuTUA
3/IEKTPOHHbIX MPUIOMNKEHUA NPaBUTENbCTBEHHON AeATesbHOCTU. KpaiHe Ba)KHO 406uTbeA
paBHOBECMA  MeXAy  CTUMYAMPOBAaHMEM  COBMECTHOMO  MCMOAb30BaHMA  MHPOpMaUUM
COOTBETCTBYOLMMN  YUYPEXAEHUAMU U pa3paboTKOM  MHCTPYMEHTOB  ANAA  3aWuTbl
KOHPUAEHUMANBHOCTY;

cTpaTerMu, HanpasAeHHble Ha NPUHATUE TPaXKAaHaMM YCAYT 3/1IeKTPOHHOro NpaBUTeNbCTBa. XOTA
3N1EKTPOHHbIE YCAYTN MOABUANCL, BOMPOC B TOM, NPUHUMAIOT N UX FpaxkgaHe W npeanpuaTuA.
lpakgaHe He roToBbl MPUHMMATb CUCTEMbI 3/IEKTPOHHOIO NPABUTENbCTBA, EC/IM OHU HE OLLyLAloT
peasibHbIX MPEVMYLLECTB 3/IEKTPOHHbIX yCayr. BnonHe obbluHOe sBfeHWEe npeacTaBaseT cobol
60/1€ee HU3KWUI YPOBEHb WMCMOJ/Ib30BAHMA 3/IEKTPOHHBIX YCAYr, YeM OH AO0/KeH 6bin 6bl 6biTh B
Hayane BHeApPEHWUA CUCTEM 3JIeKTPOHHOrO MnpaBuTenbcTBa. [pM 3TOM He B MOAHON mepe
MCMONb3YyeTcA NOTEHUMAN BNOXEHHbIX CPeACTB, M3-3a 4Yero HayMHalTCA cepbe3Hble Aebatbl
OTHOCUTE/IbHO TOTO, CTOUT AN NPOAOJIKATL OCYLLECTBASATb MHULMATUBbLI B 061aCTU 3N1EKTPOHHOTO
npaBuTeNbCTBA.
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Annex 1: Full Transcripts of Contributed Cases

Case 1: The INV (Information Network Village) Project (Republic of Korea)

1) Overview

The project aims to enable the people in remote areas to access to rich contents such as education,
medical information, and agricultural skills reducing the digital gap between the urban and rural areas. It
also provides capabilities to trade local specialties directly to consumers, gaining more money from the
local production. Thus the project plays a role in boosting the local economy to balance the regional
development nationwide. Training the basic internet skills for the people in remote areas is expected to
expand the demand for the e-government services.

At the beginning the project has progressed very cautiously to avoid the potential waste of resources by
taking the step-by-step strategy.

2) Objectives and strategies

There were several major objectives for the INV project. First, it aimed at building broadband internet
infrastructure in agricultural/fishing villages, remote areas and other sites alienated from the information
revolution in order to address an information gap between urban and rural areas. It was also hoped to
cement the foundation for E-government and electronic democracy.

Second, the project aimed to create information content including online marketplace for local products
to generate practical benefits and rejuvenate local economies for balanced national development. Third,
it was designed to enable local residents to have easier access to information on education, medicine,
culture and agricultural skills via the internet in daily life. Before the INV project was launched, cases for
electronic villages in Europe and the U.S. (Tele-cottage, Tele-village) were analysed. The finding was that
given the Korean situation, it was imperative for the central government to provide administrative,
financial, and technical support.

Several strategies were carefully devised to efficiently carry out the project. First, “Information Network
Village Planning Group” was formulated consisting of related organizations in the government as well as
in the private sector to make sure close cooperation among relevant organizations. Second, the central
government organizations and local governments (Municipality, Province, and City/District) took up
different roles. MOGAHA set up the blueprint for the project, secured budget and support, prepared the
legal, policy foundation and established a collaboration system for related organizations, while local
authorities worked on building information content, and providing internet training for the residents.

Third, from the very beginning of the project, active engagement of local residents was emphasized.
“Management Committee for INV Project” was formulated for each village with 15 resident
representatives. The Committee identified critical issues in relation to information village operation. The
creation of a business model was also encouraged, so that the Committee would be able to stand as a
self-sustainable body even in the absence of government support. Fourth, pilot INV sites were selected for
even representation of urban areas, agricultural/fishing villages and mountainous villages. In
consideration of unique local characteristics, INV models were carefully designed in line with local needs
and spread nationwide after strict evaluation.
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3) Implementation

The project was implemented mainly in six tasks with an attempt to set up an internet environment, a
precondition to realizing the contents envisioned in the information network village project.

a. High-speed Internet infrastructure

Establishing the high speed internet involves laying fibre optic cables underground and the installation of
high-speed main devices. It also includes the connection of ADSL lines to each household and the
construction of the internet network in the Village Information Center.

b. Village information center

Each village selected in the project was provided with resources to build an Information Center, equipped
with PCs, LAN, beam projector and other devices. The Center produces an environment where residents
can use the internet whenever they want to and learn how to adapt to information society. The Center is
usually located at a place easily accessed by the residents such as a village hall or local public office.

c. Granting PCs

One of the most distinct characteristics of the program is free distribution of PCs. Selected households
were provided with PCs in accordance with the distribution guidelines mapped out by the Operation
Committee for the Information Network Village. This part of the project is to encourage the residents to
join the program and raise the household PC penetration rate to 70%.

d. Internet Contents

Out of the six tasks, the most important is creating and providing information content in a way that makes
the residents the biggest beneficiaries. Contents owned by various sectors of the government and private
providers are collected, and customized. Contents specific to a certain local area are also available for the
local people in a customized form. Since selected villages for the INV project are in remote areas, where
school children are relatively ill positioned compared to urban kids, educational contents are provided
through the cyber learning tools. A cyber marketplace has also been put in place to promote online
transactions for special local products, bringing more income to residents.

e. Training Program

Learning how to use information systems through the INV project is a critical factor for the success of the
project. Residents get basic internet skills training in various educational sites such as schools, local
government training centres, and private institutes.

f. Public Awareness Program

This program involves holding various events to boost public awareness of the INV project. This program
is an important part of the project, because success is not guaranteed by the residents’ efforts only, but it
also requires continuous interest and support from urban people, who serve as customers in the cyber
market place. The information network village logo characterizing the project was designed to represent
the identity and uniqueness of more than 380 villages. On top of that, aggressive public image making
efforts were carried out, including running TV features, and subway and newspaper advertisements.

4) Changes and outcomes

The INV project is focused on advancing the IT capabilities of local residents to ensure they are able to
survive in the rapidly changing information society. For instance, one of the goals of the INV project is to
offer local residents public services online through the local e-government project. Since it was launched,
the project has gone through 8 phases until the end of 2009, with each phase taking a year. The number
of the villages involved in each phase is given in Table 1.
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Table 1: Number of villages involved in each phase

Phase(Year) ‘ 1(‘01) ‘ 2(‘02) 3(‘03) 4(‘04) 5(“06) 6(‘07) 7(‘08) 8(’09) Total

No. of Villages 25 78 88 89 26 34 30 12 380

Table 2: Statistics for outcomes (2001->2008)

2001 2008

PC Diffusion 21% 72%
Broadband Internet 9% 66%

As a result of the INV project, the following outcomes have been achieved. First, the implementation of
the aforementioned initiatives contributed to eliminating the digital divide by improving the internet
usage environment for the information have-nots such as rural residents. The basic statistics describing
the outcome of the INV project are shown in Table 2.

Second, a firm foundation was laid down for local people to receive e-government services available
through e-government initiatives strongly driven by the Korean government. The need to visit public
offices and the requirement to submit reference documents were dramatically reduced. Residents in the
remote areas were enabled to enjoy those e-government services as a result of the training provided by
the INV efforts.

Third, the improvement of the internet usage environment strengthened the foundation for participatory
democracy. The success of e-government is shown by the overall increase of internet access among the
residents. More information villages are being built in preparation for the full-fledged electronic
democracy. The existing information villages serve as an education center for participatory democracy.
This is in line with the decentralization initiative driven by the central government.

Fourth, it contributed to rejuvenating local communities. In the survey carried out by the Management
Committee for the INV project, more than 60% of the residents in the information villages responded that
residents were able to strengthen bonds with each other thanks to various online and offline activities
enabled by the information system. In particular, the village information center is utilized to hold a village
meeting, and show films or sport events such as World Cup Soccer games. It also serves as a center to
nurture the sense of community and instill residential pride.

Fifth, the information network village contributed to enhancing regional competitiveness. Previously, local
products were sold mainly through Agricultural Cooperative purchases, individual sales, and contract-
based cultivation. After the launch of the INV project, the telecommunication-based sales increased. The
information village homepage (www.invil.org) is serving as a tool to promote local competitiveness and
provide information on how to deal with joint product shipments. The number of villages increases as
agricultural income growth contributed by online trade of local products has been large enough to induce
competition among participating villages and to provide corresponding incentives to potential villages.

Finally, the outcome of the INV project has proved that the project can solve new social problems in
Korea. For instance, in Inje, a remote area in Kangwon Province, young Vietnamese ladies who have
become Korean citizens through international marriage were recently provided with chances to talk with
their families in their hometown using networked screens in the Inje village information center. The story
grabbed media attention and demonstrates the project’s effectiveness in solving social issues caused by
the increase of multi-cultural families in Korea.
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5) Challenges and success factors

When the project was proposed by MOGAHA, the government budget office initially rejected the proposal
since it thought the INV cannot make a success. The INV is a regional IT project which could produce the
desirable output only when people in the region are willing to take part in the project. However, people in
the region don’t show eagerness on the project since they are mostly senior citizens who are not good at
using the computers. After a serious debate between the budget office and MOGAHA, the project was
able to obtain the support of the budget office, when the issue of digital divide had been raised to
indicate that the gap between the urban and rural areas in taking advantage of internet technology
should be taken care of by the government policy.

In implementing the project, training program for senior citizens has been paid much attention to address
the issue of digital divide. In addition, several incentives were created to attract people to the INV project
such as placing the e-commerce program in the INV so that more profits are gained for those selling the
products through e-trade.

6) International recognition and partnership with private enterprises

The INV project, designed to narrow the digital divide of information poor areas like farming and fishing
villages, is being benchmarked by other countries. INV has drawn worldwide attention. It was introduced
in various international workshops and seminars. It has been evaluated by development programs of
international organizations such as the UN, OECD, and ADB as one of the best practices that can be
applied to developing countries.

As a strategy for sustainable development of INV, we promoted the project in cooperation with private
corporations. Participating villages are encouraged to set up sisterhood relationship with private
companies interested in developing villages through the INV project. As one of these efforts, we held a
field briefing for multinational IT companies which have branch offices in Seoul to seek cooperation.

In a visit to an information network village, for example, an executive of Intel (the world’s largest chip
maker) hailed the Korean INV project as an unprecedented example of digitalizing farming and fishing
villages. In November 2004, when the Intel CEO visited the MOGAHA, he entered into a memorandum of
understanding (MOU) with MOGAHA aimed at supporting INV and helping spread it to other countries. In
accordance with the MOU, Intel helps the Korean government introduce the INV project and other e-
government cases to 45 countries worldwide. The company also provides a future model of E-
government, and shares the best practices of other countries to further promote IT applications in Korea.

Case 2: Local Government Information System (LGIN)

1) Overview of local Government structure in Korea

The Constitution of the Republic of Korea states that, “Local governments deal with matters pertaining to
the welfare of local residents, manage property, and may within the limit of laws, enact provisions
relating to local autonomy regulations.” At the time of the project implementation, there were 16
Provincial governments, including seven metropolitan city governments and nine provincial governments,
and 234 city/district governments. (Note: The number of each level of the local governments has slightly
changed since then.)

Local government heads manage and supervise administrative affairs except as otherwise provided by
law. The local executive functions include those delegated by the central government such as the
management of public property, running facilities, tax assessment, the collection of local taxes, and fees
for various services. Provincial governments have boards of education which deal with matters related to
education and students’ activities in each community. Provincial governments basically serve as
intermediaries between the central and lower-level (city/district) local governments.
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Lower-level local governments deliver services to the residents through an administrative district (eup,
myeon, and dong) system. Each lower-level local government has several lower-level districts which serve
as field offices for handling the needs of residents. Eup, Myeon, and Dong offices are engaged mainly in
routine administrative and social service functions.

2) Strategies of the LGIN

Governments are facing serious pressure from constituents to drive down the costs of government
services, improve customer service and more effectively share information across jurisdictional lines.
Citizens are also asking governments to put the security and privacy issues at the center of government IT
project implementation. The LGIN project would have been a failure without the consideration of these
issues.

At the same time an e-government project should show a clear vision and goal. It is about where society is
going and what the government is doing. Public relations and education should be used to share the
vision and goals of the government with citizens. Citizen support has been essential to the success of the
LGIN project since they are the end-users and final judges of the utility of the system.

Interfacing with the information system should be easy enough for users. If there are technical difficulties
using the system, citizens who are not familiar with the technology might give up using the system which
would make the project a failure. When designing the system interface for end-users, the characteristics
of users should be taken into account. That is, system quality should reflect the end-user viewpoints. In
the same context, management changes are a very important element impacting the probability of
success of a project. Public officials are facing a new work environment due to newly implemented system
like the LGIN. From a technical standpoint, standardization should be a core consideration. Information
sharing across jurisdictions would be impossible without applying standardized technologies.

Sharing resources is a strategic approach to guarantee efficiencies and effectiveness as seen in the
information sharing. The strategy extends to the cases of business processes and application services.
OECD (2005), in an e-government project, titled “E-government for Better Government”, addresses the
common business processes (CBPs) as a strategic tool to improve the seamlessness and quality of service
delivery.

The concept of CBPs is similar to that of shared services that carry out functions common in various public
organizations such as finance, procurement, and human resources. OECD defines CBPs as those business
processes that exist in different organizations, and yet have, in essence, the same goals and outputs. This
creates the possibility for the arrangements to conduct these business processes to be optimized and
delivered in a more efficient and standardized manner.

Benefits from the CBPs approach can be expected in various areas, for example, avoiding duplicates,
reusing application solutions, improving interoperability, and promoting integration across public
organizations. In the meantime, there is a trade-off against this approach. It is pointed out that CBPs can
rule out the opportunities for competition, innovation, and flexibility within government by imposing
common solutions.

The Korean government has a relatively long history of making efforts to inventory common business
processes linked to shared and integrated information system development. The CBP strategy has been a
critical element in the process of implementing the LGIN system. This started back in 1997 at the local
government level and in 2001 at central government level. Korea had 234 local governments at the city
and district level. In 1997, a policy report indicated that all the 234 city/district governments had common
business processes in 21 areas such as residents, vehicles, land, buildings, environment, construction,
health, welfare, livestock, fisheries, water supply, and sewage. Based on the research results, the Korean
government tried to streamline those 21 common business functions in local governments since 1997 by
standardizing and redesigning business processes as well as by developing standardized and
interconnected administrative information systems for the whole local governments nationwide. This is
one of the pillars of e-government initiatives in Korea.

55



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKmMpPOHHO20 npasumesnscmaa u onpedeneHue obaacmel
MPUMEHEHUSA 3/1eKMPOHHO20 NMPAsUMEesIbCmMed 8 UHMepecax passusarouiuxca CmpaH

3) Implementation

The LGIN project was implemented with following two phases. Each phase went through the BPR
(Business Process Re-engineering), analysing and streamlining work flows adequately fitted for the
applications of IT. The first phase of the project took place between January 1998 and October 2000. It
laid the foundations for transformation from the paper-based local administrations into the electronic
framework. Ten work areas among the total of 21 parts were developed and implemented during the first
phase. They include the management of citizenship, land registry, social welfare, environment, regional
industry, rural village, construction, vehicle management, local tax, finances, and online public service.

While the digital management of data for the matters regarding citizenship and land registry, for example,
had been initially established during the early 1990’s, the LGIN project modified the databases in order to
provide the information for relevant public officials in an online and real time format. That enabled
information sharing among government agencies, leading to the improvement of internal operations of
local governments, and the conveniences of public service delivery. In fact, information sharing across
government bodies is a key concept in driving the success in the e-government initiatives.

The first phase of the project was preceded by the pilot test project, where five city/district governments
had been selected to implement 10 work areas in advance. Errors and inconveniences had been detected
in the course of developing and implementing the system in the selected local governments. The first
phase had been immediately followed by the second phase of the project, starting in November 2000. It
continued until the end of 2002. Eleven work areas common in 234 local governments had been
developed and implemented during the period. They include family registration, disasters management,
water and sewage, roads and transportation, livestock, management of civil defense, regional
development, fishery, forestry, culture and sports, and management of internal administration. Along
with the eleven new service areas, the interface system between the city/district and the
provincial/central governments had been also developed and implemented during the second phase of
the project.

The amount of the expenditure for the project reached 78 billion won (US$ 60 million) in the first phase
and 80.8 billion won (U$ 62.1 million) in the second phase. While approximately 55% of the total cost had
been invested by the central government, the remaining portion of expenditure was supported by local
governments.

4) Outcomes and benefits

A network of 234 local governments was formed with the final accomplishment of the LGIN project at the
end of 2002. In the meantime each local government was able to deal with internal administrations
electronically producing clear, speedy, and precise processing of public services to conveniently deliver
them to the customers. It is no longer necessary in some cases to go to the local office to take care of
government services such as the issuance of verification documents. These affairs can be handled at
home, in the office, or on the street. For example, some documents frequently requested by the private
as well as public sectors for the purposes of verification are now immediately available at the kiosks
installed in places convenient to citizens. Those documents include a certificate of resident registration
and transcript of land register.

The documents are also available at home over the Internet. However, at the beginning of the service,
there were not so many documents which were fully online over the Internet. An application for some
verification certificates was processed electronically over the Internet, while it still had to be received by
post or picked up at the nearest local office. Efforts to overcome limitations have been completed when
those documents became available through home printers. Some documents including the land registry
and the Certificate of Citizenship have been available through home printers since early October 2003.
The process involves special techniques, for the prevention of forging documents as well as updating the
law on the effectiveness of documents printed out at home and private offices.
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Address change used to be required for several documents each time residences were changed. This time-
consuming procedure is no longer necessary once the address change report is completed at the local
office. This is because the change can now be registered simultaneously through the network on more
than ten relevant registers, such as those related to ownership of vehicles and lands, and welfare. Public
service applicants no longer face the problem that sometimes arises due to the omission and inaccurate
entry of data. In addition, information and data of individual local governments are shared with each
other, reducing the number of documents to process public services. For instance, it is no longer
necessary to submit a certificate of local tax payment when we apply for a business permit, since the
office responsible for the permit is allowed online to take a look at whether local tax has been paid.

The simplification of workflow in the process of the LGIN project has eliminated the overlapped
procedures and management jobs involved in producing public services. Public officials are now relieved
from the large amounts of manual paperwork that were previously required reducing the time it takes to
process civil applications. The enhanced efficiency of public administration will lead to an improved public
service environment as well as an increased trust in the government administration. The realization of the
LGIN enables government policies to be planned and implemented on the basis of equal standards and
procedures regardless of the location and characteristics of city/districts.

The LGIN project also put the Online Procedures Enhancement system (referred to as OPEN system) for
civil applications. This system plays a significant role in the e-government initiatives from the standpoint
of transparent procedures to reduce the possibility of corruption and irregularities. Initially developed by
the Seoul Metropolitan Government as one of the anti-corruption programs, the OPEN system makes
public the whole process of civil affairs administration from acceptance to the final processes by stage on
the Internet.

The date and time are electronically reported in the system for the public when each application is
processed. This being the case no official can delay or unduly interfere in any case or make any improper
decision. Since the system allows universal access on the Internet, applicants do not have the burden of
contacting officials or to offer bribes just to complete business. This way, the system significantly reduces
the probability of any corruption and irregularities. Any citizen can access the OPEN system and see the
contents of civil applications. The system enhances the effectiveness of internal monitoring and the online
inspection by the audit department.

5) Towards more advanced local IT systems

As mentioned the LGIN system went through the major renovation in 2005, reflecting the technology
advancement and the request of the users who filed complaints to the legacy system. The renovated
system had been renamed as Saeol, meaning that the system supports to produce ‘innovative and
trustful’ public administrations at the level of city/district governments. The Saeol system enables the
public officials in the local governments to carry out their businesses in the more integrated way by
utilizing the single window for public administrations. The system further delivers process-based
electronic business integrations, thus leading into efficiency and transparency in managing the
city/district governments.

The LGIN system is an information infrastructure that supports all areas of public service. It involves not
only local governments but also metropolitan, provincial, and central governments. Various kinds of
applications for enhancing customer services can be developed by these organizations by utilizing the
information resources the LGIN offers. Therefore, the LGIN will be a root system of other applications. The
new system will soon provide a higher level of public service by adopting state-of-the-art information
technologies. Mobile services are available in limited application areas. The concept of a ubiquitous
government will also be driven by the LGIN with an emphasis on ‘Anytime’ and ‘Anywhere.’
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6) Difficulties and success factors

At the beginning of the project implementation, the Korean government faced resistance from some of
the city/district governments, largely those belonging to Seoul metropolitan government. Since they had
already deeply involved in developing the IT applications in various work areas, they were not willing to
be part of the centrally developed system. Without the participation of those local governments in Seoul,
however, the LGIN would not have yielded enough benefits in terms of CBP and interoperability of work
flows across city/district governments. The trouble had been overcome:

- by the leadership of the ministry of the Korean government in charge of local government
administrations;

- by the budgetary incentives provided by the informatization fund;

- by the Seoul government officials who had been recognized of the critical importance of the LGIN
based on the CBP issues, and so on.

As the most IT application projects did, the LGIN also had come across the issue of how to fund the large
investment required to develop the applications for 21 work areas and to implement them in 234
city/district governments. While the pilot projects had been paid by the informatization fund, the
resources for each of the two stage projects had been mobilized by the central and local governments in
appropriately- charged proportion. The proportion had been arranged not only by the rules prepared by
the national budget office, but by the policy debate taking place among the members of the Special
Committee for e-government.

Since the LGIN system was supposed to significantly transform the way the local officials handle their daily
businesses, they were reluctant to accept the new and unfamiliar system. In addition, they sometimes
feel the fear that their jobs might be taken away by the system. In order to reduce this type of
psychological burdens, the project developed training programs for the local government officials to get
accustomed to the new system, along with the job shifting opportunities for those who might have to be
at risk of layoffs.

Since the LGIN project required a large scale investment for the whole of 234 city/district governments,
the possible failure of the project could bring about an unimaginable amount of loss. Therefore, it was
decided to follow the two stage process of implementation preceded by the pilot program. In the pilot
program, five city/district governments had been selected to implement the project in 10 work areas in
advance. Errors and inconveniences had been detected in the course of developing and implementing the
system in the selected local governments.

The political environments during the time of project implementation made major contributions to the
success of the LGIN project. Leaders in the political arena as well as in the central and local government
recognized the significance of the IT applications in the public management and strongly supported the
project by financing and providing favourable coordination in enacting and updating the laws and
regulations required for the LGIN system to take effect.

7) Lessons learned for the developing countries

The LGIN system is necessary for e-government applications of the central government to take full effects,
since various public services arranged at the central level are supposed to be distributed via the
corresponding channels of local governments.

The success factors for the project identified above line up as lessons learned from our experience of
project implementation. The LGIN system was able to achieve the current level of success by responding
effectively to the issues summarized as follows:

- how to settle down the dispute on the project among the organizations at stake;

- how to finance the project and distribute the cost among local and central governments;
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- how to deal with the psychological burdens for those who accept the new technical system and
their potential fear over job insecurity;

- how to avoid a big loss from potential failure due to the complicated implementation processes
and large scale of nation-wide project;

- how to obtain the support from the political and governmental leadership in order to get
favourable conditions for financing and revising relevant laws and regulations, and so on.

The issues raised above had been settled down in the course of project implementation as discussed
previously.

Case 3: e- Government Activities in Bangladesh (Bangladesh)

1) Introduction to e-Government in Bangladesh

Bangladesh, ranked among the most densely populated countries on the globe, remained one of the
lowest in south Asia as far as teledensity is concern. Traditionally only a relatively small proportion of the
population has had access to any telecom facility. Even 10 years ago, teledensity was below 1%, but the
era of mobile telephony changed the scenario and Bangladesh currently enjoys over 46% teledensity.

The overall situation in Bangladesh has been improved to some extent by a rapidly expanding mobile
market. Use of Information & Communication Technology (ICT) in government activities has become a
common phenomenon in recent years. In the late 1990s, ICT introduced a unique concept — electronic
government (e-government) — in the field of public administration.

To date, various technologies have been applied to support the unique characteristics of e-government,
including electronic data interchange, interactive voice response, voice mail, email, web service delivery,
virtual reality, and key public infrastructure.

2) e-Governance

E-governance is another area deserving attention. Electronic governance is using information technology
by the public sectors to provide service and information, and encouraging citizens to participate
democratically in the decision-making process by making government more transparent and accountable.
A good official web portal and information depository needs to be developed to provide citizens with all
necessary information from different government ministries.

All sorts of forms and application should be available for download by the public; also, to reduce
bureaucratic complication, online submission can be added. For gaining transparency and reducing
corruption, tender bidding, tax filing and plot allotment can also be made through this web portal.

3) Technologies and policies

We have issued Broadband Wireless License to three organizations; two operators are launched WiMAX.
We hope that WiMAX can play a very crucial role in bridging the digital divide in Bangladesh. With the
intent to enhance connectivity, we are now emphasizing on the establishment of infrastructures to
connect the unconnected. Importance is being given on laying more optical fibre to reach the marginal
people of the country.

In this regard, we have issued Nationwide Telecommunication Transmission Network (NTTN) license, to
private companies. They are installing the telecommunication infrastructure countrywide. The licensee
organization will establish fibre connection in order to facilitate the proliferation of broadband internet
throughout Bangladesh. Apart from domestic connectivity, we are also thinking of boosting international
connectivity.
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We are in the process of examining the feasibility of availing terrestrial connectivity along with second
submarine cable. We have formulated a ‘National Broadband Policy’ with a vision to build a people-
centered, development-oriented Information Society, where everyone would be able to access, utilize and
share information and knowledge easily and efficiently. Continuous encouragement to new and emerging
technologies is a must for flourishing of ICT sector in the context of any country.

So, we look forward to promote newer technologies and concepts such as 3G, Next Generation Network
(NGN), Long Term Evolution (LTE) etc. Web technologies also facilitate government links with citizens (for
both services and political activities), other governmental agencies, and businesses. Government websites
can serve as both a communication and public relations tool for the general public.

4) Applications

These far-reaching developments in e-government have encouraged governments around the world to
establish an on-line presence by publishing statistical information on the Internet. Countries, irrespective
of their developing characteristics, are constantly striving to improve the efficiency and effectiveness of e-
government delivery services. They hope that e-government will emerge as a magical antidote to combat
corruption, red tape, bureaucratic inefficiency and ineffectiveness, nepotism, cronyism, lack of
accountability, and transparency.

All types of business including small, medium sized or big should incorporate ICT through e-business and
e-commerce. Our products and services should be promoted in the global market with appropriate ICT
technology-oriented marketing strategies. For the business community, inter-bank money transfer and
transaction, loan system, L/C, finance, shipping, supply chain and credit can be done electronically to
provide a suitable and friendly environment for the business to compete with other nations.

A dedicated corporate network line can be built to motivate the business community in ICT use. The
newly installed Chittagong automation system can be a good example of how with less bureaucracy and
quickly, goods could be released, providing more comfort to the business environment. Online stock
trading system would involve more traders from different communities to participate in capital market.

The legal and the health system also play a significant role in all areas of the community. A knowledge-
based online digital legal system consisting of case, records, law and policies is important for the judicial
system. The lawyers should have enough resources available to defend their clients as well as the judges
to make decision fairly. Without the access of these materials justice will be hard to achieve for the poor
people.

Digitization of the judiciary system will also strengthen the democratic process of the country. Even
though the private health sector has developed their management system, the public sector is way
behind. A good patient-doctor management system on all public hospitals will improve the health services
in remote areas. New technologies like telemedicine currently in use as pilot projects can be used more
broadly for providing consultation for special cases on isolated localities. Like the judiciary, a similar
knowledge depositary system for the doctors and nurses will improve the function of the health sector.

5) Conclusion

Digital Bangladesh is a continuous process of development. A sustainable and reliable nation-wide
network infrastructure will strengthen the information highway of the country thus eliminating the digital
divide between rural and urban areas. Decentralization and digital government services can be provided
for all citizens.
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Case 4: Overview on ICT-based Services in Bangladesh

1) Introduction to e-Government in Bangladesh

This contribution provides a comprehensive overview of the trends and developments in the
telecommunications and digital media markets in Bangladesh. Subjects covered include:

- Key Statistics;

- Market and Industry Overviews and Analyses;

- Regulatory Environment and Development;

- Major Telecom Players (fixed and mobile);

- Infrastructure;

- Broadcasting (including Digital Media);

- Mobile Voice and Data Market;

- Internet, including VolP and IPTV;

- Broadband (fixed and mobile);

- Scenario Forecasts (fixed-line, mobile and broadband subscribers) for 2015 and 2020.

Bangladesh, ranked among the most densely populated countries on the globe, remained one of the
lowest in south Asia as far as teledensity is concern. Traditionally only a relatively small proportion of the
population has had access to any telecom facility. Information communication technologies (ICTs) have
appreciably taken the most important parts in each sphere of our daily life in the last decades. It includes
from travel industry to all over health industries, banking, shopping, business communication, social
communication, and communication between individual and governmental activities. “The e-service is a
computer-based tool that can be used for 1) simply tasks and 2) make tasks possible to conduct. To
simplify tasks means that tasks can be performed faster with less effort” (Cronholm, 2010). There are
both e-services for e-commerce and e-services for e-government supporting private and public sector.

To date, various technologies have been applied to support the unique characteristics of e-government,
including electronic data interchange, interactive voice response, voice mail, email, web service delivery,
virtual reality, and key public infrastructure.

2) Analysis of e-Government development

E-governance is another area deserving attention. Electronic governance is using information technology
by the public sectors to provide service and information, and encouraging citizens to participate
democratically in the decision-making process by making government more transparent and accountable.
A good official web portal and information depository needs to be developed to provide citizens with all
necessary information from different government ministries. All sorts of forms and application should be
available for download by the public; also, to reduce bureaucratic complication, online submission can be
added. For gaining transparency and reducing corruption, tender bidding, tax filing and plot allotment can
also be made through this web portal. However, we should understand that when we are talking about
m-government we mean only one of ways of e-communication with government and it has sense only if
e-government system exists.

There are four primary delivery models of e-government which usually take place:
- Government-to-Government (G2G)
- Government-to-Business (G2B)

- Government-to-Employees (G2E)
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Government-to-Citizens (G2C)

Mobile handsets (m-government) seem to be useful mainly in G2C model.

Bangladesh’s mobile market passed 80 million subscribers by the middle of 2011 as penetration
neared 50%.

This had been preceded by a significant five-year period in which the country saw mobile
subscriber numbers grew almost 20 times.

Of the six mobile operators, GrameenPhone was far and away the leader, claiming close to
35 million subscribers, or 44% of the total mobile subscriber base, as at mid-2011, despite the best
commercial efforts of its competitors.

Airtel Bangladesh became the fastest growing mobile operator in the country, its subscriber base-
lifting 51% in the 12 months to August 2011; in the previous year Orascom had been the fastest
mover.

Internet penetration remains low (0.4% user penetration coming into 2011) and Internet
subscription rates are considerably lower.

Although broadband internet remains almost non-existent in Bangladesh, following the granting of
a number of WiMAX licences, there were early signs that the market was about to change as the
new WiMAX services were rolled out and started to attract customers.

The fixed-line market experienced a major setback in the first half of 2010 when the regulator shut
down five operators; the action had been taken as part of a major move against illegal VolP
services.

The number of fixed services decreased dramatically almost halving in a short period of time. The problem
remained unresolved for 16 months; by August 2011 it appeared that a solution was at hand. But the
market was going to take a long time to recover.

Table 3: Bangladesh: Key telecom parameters (2010-2012)

Category 2010 2011 (e) ‘ 2012 ‘
Fixed-line services'
Total No. of subscribers 1.00 million 1.25 million 94.714 million
Annual growth -40% 25%
Fixed-line penetration (population) 0.6% 0.7% 0.74%
Fixed-line penetration (household) 3.0% 3.5%
Internet
Total No. of subscribers 280,000 330,000 2,94,15,693
Annual growth 17% 18% 19%
Internet subscriber penetration (population) 0.2% 0.2% 19.287%
Internet subscriber penetration (household) 0.9% 1.0%
Mobile services
Total No. of subscribers 68.6 million 85.0 million 94.714 million
Annual growth 31% 24% 10.73% (Up to July)
Mobile penetration (population) 46% 56% 62.10%
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There are 6 satellite earth stations. Talimabad, Betbunia are two of them. Some info shows that the
number is now 7. Bangladesh will send her first ever satellite Bangabandhu-1 into space in 2015.

Bangladesh is connected to SEA-ME-WE 4 or South-East Asia — Middle East — Western Europe 4. The
landing site of the Bangladesh branch is located at Cox's Bazaar. Bangladesh is also a member of the
proposed SEA-ME-WE-5, which will provide another submarine cable and connectivity for the country
when its submarine cable is implemented within a couple of years. The company, BSCCL is the only
submarine cable operator in Bangladesh.

Mobile Phone Subscribers in Bangladesh

The total number of Mobile Phone subscribers has reached 94.714 million at the end of July 2012
(Table 4).

Table 4: Mobile Phone subscribers in Bangladesh (July 2012)

Operators Subscribers (in millions)

Robi 19.652
Banglalink 25.622
Citycell 1.685
GP 39.556
Teletalk 1.391
Airtel 6.806
Total 94.714

PSTN Phone Subscribers in Bangladesh
Phone Subscribers has reached 1141.603 thousand at the end of July 2012 (Table 5).

Table 5: PSTN phone subscribers in Bangladesh (July 2012)

BTCL 977,000
Telebarta Ltd. 56,424
Jalalabad Telecom Ltd. 10,900
Onetel Communication Ltd. 39,576
Westec Ltd. 17,000
Sheba Phone Ltd. (ISL) 1,081
Banglaphone 5,450
SA Telecom 18,033
RANKS TELECOM LTD 16,139
Total 1,141,603

Operators at service

- IP Telephony Service Providers

- International Terrestrial Cables System Operators

- Vehicle Tracking Service Operators

- Nationwide Telecommunication Transmission Network Service Provider
- WBA Service Provider Licenses

- International Gateway Service Providers
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- Interconnection Exchange Service Providers

- International Internet Gateway Service Providers
- Mobile Phone Operators

- PSTN Operators

- VSAT Providers with HUB, Providers and Users

- Internet Service Provides

3) Evaluation of Public e-Service

Communication criteria for evaluation of public e-service (Cronholm 2010)

e o o o o L
e —

Goals of the authority Goals of the citizens

Supports fulfilment of goals

9 E H f 7
Communication

quality (H2H)

Authority e-service Citizen

Supports communication

Interaction

Authority/ e-service quality (HCI)
citizen

4) Applications

These far-reaching developments in e-government have encouraged governments around the world to
establish an on-line presence by publishing statistical information on the Internet. Countries, irrespective
of their developing characteristics, are constantly striving to improve the efficiency and effectiveness of
e-government delivery services. They hope that e-government will emerge as a magical antidote to
combat corruption, red tape, bureaucratic inefficiency and ineffectiveness, nepotism, cronyism, lack of
accountability, and transparency. All types of business including small, medium sized or big should
incorporate ICT through e-business and e-commerce. Our products and services should be promoted in
the global market with appropriate ICT technology-oriented marketing strategies. For the business
community, inter-bank money transfer and transaction, loan system, L/C, finance, shipping, supply chain
and credit can be done electronically to provide a suitable and friendly environment for the business to
compete with other nations. A dedicated corporate network line can be built to motivate the business
community in ICT use. The newly installed Chittagong automation system can be a good example of how
with less bureaucracy and quickly, goods could be released, providing more comfort to the business
environment. Online stock trading system would involve more traders from different communities to
participate in capital market.
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The legal and the health system also play a significant role in all areas of the community. A knowledge-
based online digital legal system consisting of case, records, law and policies is important for the judicial
system. The lawyers should have enough resources available to defend their clients as well as the judges
to make decision fairly. Without the access of these materials justice will be hard to achieve for the poor
people. Digitization of the judiciary system will also strengthen the democratic process of the country.
Even though the private health sector has developed their management system, the public sector is way
behind. A good patient-doctor management system on all public hospitals will improve the health services
in remote areas. New technologies like telemedicine currently in use as pilot projects can be used more
broadly for providing consultation for special cases on isolated localities. Like the judiciary, a similar
knowledge depositary system for the doctors and nurses will improve the function of the health sector.

5) Conclusion

Bangladesh is a part of global village. The environment of this global village is changing, shaping and
altering at internet speed. To stay competitive in the global market, it has become imperative for
Bangladesh to keep pace with this speed by implementing e-government. In Bangladesh, e-government is
just evolving, but the ball has been set rolling for an internet revolution. E-government is no longer a
luxury but a reality. Now, it is estimated that more than 300 ISP"s (Internet service Provider) are working
in our country and there are near about 2,94,15,693 internet users (fixed and mobile) in the country. So,
there is a vast chance for the expansion of e-government in Bangladesh. With 45.3% functional literacy
rate (BANBEIS, 2010) and majority of the population based in rural areas, the people of Bangladesh
predominantly rely on traditional and relatively low-tech ICT options to have access to information. The
size of user base for public AM radio and terrestrial TV in Bangladesh is comparable to its South Asian
neighbours (except Nepal, which enjoys an exceptionally high radio listenership rate).

Digital Bangladesh is a continuous process of development. A sustainable and reliable nation-wide
network infrastructure will strengthen the information highway of the country thus eliminating the digital
divide between rural and urban areas. Decentralization and digital government services can be provided
for all citizens.

Case 5: Korea Online e-Procurement System (KONEPS), (Republic of Korea)

1) Overview

KONEPS is a single window for public procurement which provides integrated information on public
tender for businesses. It is also a single repository of vender data, providing the entire public organization
(approximately 40,000 organizations) with information on registered vendors (approximately, 220,000
businesses). Central and local governments as well as state-owned enterprises can use it by logging on to
KONEPS.

Its main target is at the interactions between governments and private sectors’ businesses where there
have been for long time inefficiencies and corruptions. Many countries around the world have regarded
the innovation of the procuring activities as one of the most critical agendas in securing transparency of
the society, enhancement of the competitiveness of government operation and performance.
Furthermore the paper-based procurement process requires an abundance of document exchanges,
wastes time due to personal visits to the government offices. There are also many organizations involved
in the process of the initial procurement request to the final payment stage.

KONEPS processes the entire procurement businesses online, from tender notice, awarding, and
contracting to payment. By connecting to the government information sharing facilities, KONEPS
eliminated the need for submission of paper documents such as business registration certificates and tax
payment certificates. It digitized more than 160 official document forms for electronic processing,
including bid, contract, inspection request, and payment request. As KONEPS deals with the payment

65



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKmMpPOHHO20 npasumesnscmaa u onpedeneHue obaacmel
MPUMEHEHUSA 3/1eKMPOHHO20 NMPAsUMEesIbCmMed 8 UHMepecax passusarouiuxca CmpaH

process online, including delivery report, inspection and payment requests, it can effectively reduce the
payment lead time. This is because each unit in charge of contracting, inspection, and payment,
respectively puts individual tasks on the common system, thus streamlining the payment processes.

2) Objectives and strategies

Since the 1990s, e-procurement has been viewed as one of the most important agenda in the reform of
the public sector. The KONEPS project was selected as one of new reform initiatives in January 2001 by
the Government Innovation Committee to enhance efficiency and transparency of government
procurement. Related government departments including the Ministry of Planning and Budget, Public
Procurement Service (PPS) and those interested groups such as vendors, internet technology companies,
and public enterprises got involved in the discussion on how to innovate the public procurement through
IT applications. The discussion dealt with planning, setting directions of procurement process innovation
for public institutions and how to reduce the cost of procurement.

There has been a decision that individual departments should not develop an electronic procurement
system separately. Instead, it was proposed to develop a standard system to be implemented with
customization. “Guideline on prevention of duplicate development” was announced in June 2001 to avoid
budget waste. In driving the e-government projects, the revision of law and regulation is no less
important than building system itself.

3) Implementation and Technologies

Targeting improving efficiency and transparency in the public procurement process, PPS implemented the
Electronic Data Interchange (EDI) system in 1999, e-Bidding system in 2000, and e-Payment system in
2001. While the individually developed systems in the consecutive years yielded productive results in the
targeted areas, the absence of an all-inclusive single window for public procurement still left the users
with inconveniences.

A framework to put electronic procurement into action was established in January 2002. In February
2002, PPS decided on a plan and selected a main contractor based on the evaluation of technical skills and
estimated expense proposed by several system integrators. It also set the direction of development
through analysing procurement work process and collecting opinions of related agencies in the workshop.
The system opened in September 2002, along with user training, revision of laws, and updating
regulations.

In the case of electronic procurement system, the revision of law and regulation was not difficult because
there has been a consensus on the direction of revision in the course of setting up a framework and the
range of revision was not so wide.

The infrastructure technology of building KONEPS is composed of Public Key Infrastructure (PKI)-based
electronic signature, document security technology, electronic data interchange standards, and building
large-scale web service. These technologies enable mission critical e-business to be safe and stable.
KONEPS operates on the highest level of security.

For network security, it is equipped with dual firewalls, intrusion detection system, and security solutions.
Intranet is separated from extranet, the login access and program modification history is automatically
managed and program modifications are monitored online by an independent third party entity. For
maximum compatibility with other system, its establishment and operation should comply with the open
standards. Adopting business registration number (used in taxation) as company ID number,
administrative standard institution code (used in administration) as institution ID number is a few
illustrations.
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Previously each government agency has used an independent ID number, so to connect with the systems
it was indispensable to use translation table for compatibility. Since the number of institutions using
KONEPS is huge, and KONEPS needs to link with tens of other external systems, applying and complying
with open standards is a precondition for successful system building.

4) Changes and outcomes

KONEPS electronically publishes tender information from all public institutions, thus functioning as a
single window to public procurement. It also enables the sharing of bidder information, allowing bidders
to participate in all public biddings with one-time registration through KONEPS. KONEPS is also linked to
the government accounting system, allowing the procuring institutions to administer payment through
the electronic fund transfer.

KONEPS also runs an Online Shopping Mall, providing the electronic catalogue of purchase-available
products. PPS sets the unit price contract of each item with individual venders, so that public
organizations can directly place orders for those products, followed by the electronic payment.

As an early trial of the mobile service, KONEPS launched the mobile system in 2004 based on PDAs,
allowing to search for tender information and to submit bidding. PPS continued to develop the mobile
procurement service through the mobile phones, and as smart phones get widely diffused, mobile
services will become more popular in the procuring market.

KONEPS has dramatically enhanced the transparency of the public procurement process. Competitive
bidding opportunities, as well as micro-purchases subject to private contracts are increasingly advertised
online thanks to the convenience of e-bidding. As bid results are opened online in a real time basis, there
is no room for public officials to make arbitrary decisions. KONEPS has also enhanced the efficiency of
procurement administration.

In addition, KONEPS has stimulated the development of IT systems in the private sector as the awareness
of informatization has been raised based on accumulated experience of online transactions with KONEPS.
This has played a prominent role in narrowing the digital divide for 110,000 businesses, most of which are
SMEs.

The United Nations Division for Public Administration and Development Management announced the
Korean PPS as the winner of the United Nations Public Service Awards 2003. KONEPS has also received
attention from international organizations including the World Bank and OECD for its effectiveness in
improving transparency. The OECD indicated that, the use of this system has dramatically reduced direct
contracts of placing bids and receiving payment and the procurement process has been disclosed to the
public, thereby improving the transparency and the credibility of procurement practices.

A series of global recognition for KONEPS are summarized in Table 6.

Table 6: Global recognition for KONEPS

Awarding

Organization

UN UN Public Service Award

UN Public Service Award was established in July 2000 to raise public
awareness of the improvement thereof. PPS was the first-ever awardee in
the Asia-Pacific region.

June 2003

OECD Best Case for Effects on the Private Sector
The OECD reported that Korea’s e-Procurement contributed towards the April 2004
dissemination of IT in the private sector, and reached the level of “no
further action required”
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Table 6: Global recognition for KONEPS

Awarding
Organization
UN Best Practice Model in e-Procurement
L . November
KONEPS was selected as one of the best 23 practices in the world in the UN 2004
Global E-government Readiness Report 2004
UN KONEPS process reflected in UN/CEFACT standards
KONEPS process was reflected in UN/CEFACT standards at the 6" March 2005
UN/CEFACT Forum
BSI ITIL BS15000 Certification
. e . November
KONEPS received ITIL certification (BS15000) from British Standards 2005
Institution (BSI)
WITSA Global IT Excellence Award
PPS was named as the public institution of best service innovation using May 2006
information technology at WCIT
AFACT 2007 eAsia Award
KONEPS was named as a best practice model of e-Transaction in the public | August 2007
sector

Source: 2009 Public Procurement Service the Republic of Korea “Annual Report”

There are many developing countries and international development banks that have expressed
substantial interests in the public procurement innovations achieved by KONEPS. The Korean Government
has actively involved in international cooperation project to share our experiences of successful
implementation of KONEPS with countries such as Vietnam, Costa Rica, Mongolia, and Tunisia.

In 2009, the total transaction volume in KONEPS reached US$ 85.7 billion, while the number of public
organizations and businesses registered in the system was 40 and 192 thousands respectively with a daily
access count of over 186 thousands. The annual statistics of KONEPS transaction volume has shown
in Figure 1.

Figure 1: Transactions via KONEPS
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Source: 2009 Public Procurement Service the Republic of Korea “Annual Report”.

Since the establishment of KONEPS, PPS has promoted the use of electronic contracting among public
institutions, the result of which has been sketched in Figure 2. In 2009, the ratio of e-contracting
reached 97.9%.

68



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKMPOHHO20 npasumesnscmea u onpedeneHue obaacmel
MpUMEHeHUSA 3/1eKMPOHHO20 NMPAsUMEesbCMed 8 UHMepecax passusarouiuxca CmpaH

Figure 2: Use ratio of e-Contracting
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Source: 2009 Public Procurement Service the Republic of Korea “Annual Report”.

5) Challenges and success factors

As was in the most e-government initiatives, it was difficult to promote coordination among agencies
whose systems are supposed to be connected to KONEPS. The system has connected with 140
organizations including MOPAS (Ministry of Public Administration and Security), Financial Institutions, and
various associations in order for the system to conduct its functions in a streamlining fashion with
seamlessness.

Furthermore KONEPS has been connected to the National Fiscal System of central and local governments
and the Digital Budget and Accounting System, so that the whole procuring process is streamlined from
the stage of budget approval to the payment of contracts. Not all organizations were supportive to be
included in a line with KONEPS since at the beginning they did not see any benefits of the connection from
their viewpoints.

It is also difficult to understand and reflect user requirements into the system, since there are a huge
number of institutions which get involved in using the system.

The common trouble, conflicts among organizations at stake, which we face in the process of
implementing e-government system has been resolved by the coordination mechanism, such as the
Special Committee for E-government, which was in effect during the years between 2001 and 2002, when
the KONEPS had been established in the first place.

6) Next steps

There are several directions in consideration to get KONEPS shaped into the next generation. In order to
develop the integrated form of procuring system, KONEPS has been reviewed from the three different
viewpoints, that is, service, data, and technical architecture. First of all, the procuring service will be
integrated to make sure the maximum benefits for the contractors.

For example, the current KONEPS has different structures depending on the type of tendering items such
as commodities, facilities, and services. The structure of procuring processes will take the same format
regardless of the type of items. In addition, KONEPS will be integrated with the work system for the PPS
(Public Procuring Service), so that public officials in the PPS take full advantage of the e-government
initiatives.

Secondly, data management will be integrated and realigned following the request of service users,
leading to removing the duplicate and incompatibility. Currently the data is being individually
administered depending on the type of service items, the work processes within the PPS structures.

69



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKmMpPOHHO20 npasumesnscmaa u onpedeneHue obaacmel
MPUMEHEHUSA 3/1eKMPOHHO20 NMPAsUMEesIbCmMed 8 UHMepecax passusarouiuxca CmpaH

Furthermore the data is stored according to different systems and operations in duplicate. This is the
source of incompatibility of the same data across databases. We expect the realignment of data
management will ensure the data integrity and compatibility.

Finally, based on the integration of procuring services and realignment of data resulting from the
operation of KONEPS, its structure will be analysed and the system will be redesigned following the
eGovFrame, a standard development framework for e-government. The framework is expected to
enhance the stability and operational strength of the system.

Case 6: Uganda’s road to e-Government (Uganda)

1) Background

The Government of Uganda has a strong belief that ICT has the potential not only to revolutionize the way
Government operates, but to also enhance the relationship between government and citizens,
government and business community and within government to government departments. Uganda’s road
to e-Government began with the ICT Policy of 2003 which mainly emphasized the need to build ICT
infrastructure countrywide. Following the ICT policy, a national e-readiness survey was done in 2004. In
2005 an e-readiness was done specifically in Government.

2) Development of e-Government infrastructure

In 2006 with assistance from the Chinese Government, Uganda embarked on development of an
e-government infrastructure countrywide. The first phase covered all central Government Ministries in
Kampala and Entebbe and also covered towns of Bombo, Jinja and Mukono. The network provides the
ministries with basic voice services, videoconferencing and data.

The services between the ministries are currently at no cost. Currently collaboration is being piloted
between four ministries. This collaboration will see them operate on the same software platform. The
second phase has covered the eastern, northern and western part of Uganda and will be operational by
end of 2011. The private sector has also developed ICT infrastructure all over the country which can be
used for e-Government.

3) Legal framework

Cyber laws have been put in place namely the Electronic Transactions Act, the Digital Signatures Act and
the Computer Misuse Act. These are going to be implemented by end of the year.

4) e-Government framework

With the necessary infrastructure available, Uganda has developed an e-Government framework to guide
in implementation of e-Government. The framework is guided by six principles namely:

a) Citizen-centric

b) Accessibility and choice

c) Trust, confidence and security
d) Better governance

e) Collaboration and integrity, and

f) Accountability
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5) Public e-Government initiatives

a) All district Local Governments in the country have websites developed under the Rural
Communication Development Program (RCDP). Public, investment and other business information
opportunities are published on the websites despite the challenges of periodic updating and
payment of web hosting and internet fees by the districts.

b) Government of Uganda web portal to act as a gateway to government services with linkages to the
business sector is under development.

c) Establishment of pilot District Business Information Centers in six districts of Mityana, Iganga, Lira,
Rukungiri, Kamwenge and Busia to enhance access to ICT services to the citizens are being set up
by the Ministry of ICT in collaboration with UNIDO.

d) A National Data Centre to facilitate Government wide data storage, usage, sharing and security has
been built.

e) A number of Government institutions have taken on computerization projects. Some of these
include:

- Integrated Financial Management System (IFMS) by Ministry of Finance Planning and
Economic Development (MoFPED);

- Integrated Resource Management System by Ministry of Defense;

- Local Governments Information Communication System (LoGICS) by Ministry of Local
Government;

- Uganda Revenue Authority Countrywide Network (URANET) and Electronic Tax (e-Tax) by
Uganda Revenue Authority;

- Electronic Funds Transfer System, Bank of Uganda/MoFPED;

- Community Information System (CIS) by National Planning Authority and Uganda Bureau of
Statistics;

- Integrated Personnel Payroll System (IPPS) by Ministry of Public Service;
- Court Case Management System by the Judiciary;

- Land Information Management System by Ministry of Lands Housing and Urban
Development

- e-Government Intercom (central government VOIP phones & Video Conferencing facilities)
by Ministry of ICT

- Health Management Information System (HMIS)
- Education Management Information System (EMIS)

- Rural Information System to provide market information to farmers and other agriculture
value chain stakeholders (Ministry of Trade, Tourism and Industry)

6) Private e-Government Initiatives

Most of the initiatives from the private sector are based on the mobile phone, considering that Uganda
has a higher mobile phone penetration than computer/internet penetration. The initiatives include:

a) Payment of utility bills using mobile phones
b) Money transfers using mobile phones

c) Payment of school fees using mobile phones
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d) Checking of commodity prices using mobile phones

e) E-banking and mobile banking

7) Future envisaged applications

a) e-Procurement

b) e-Document sharing in government

c) Electronic passport processing

d) e-Health and mobile health especially for rural areas

e) e-Education between urban and rural areas

8) Challenges
f) Cyber crime and cyber terrorism
g) Undefined cross-border jurisdiction for cyber litigation

h) Reliance on imported hardware and software

i) Reliance on foreign funding

i) Un-harmonised ICT Policies and Strategies
k) Inadequate Infrastructure

) Adverse cultural beliefs and languages

m)  Inadequate funding for ICT Projects
n) Inadequate human resources

o) Inadequate Public Private Partnerships (PPPs) frameworks

Case 7:Uganda’s Approach to Implementing Broadband Connectivity in
Underserved Areas (Uganda)

1) Introduction

Uganda Communications Commission (UCC) established the Rural Communications Development Fund
(RCDF) to stimulate provision of telecommunications services in the rural and underserved areas. The
RCDF is therefore acts as a mechanism for leveraging investments in communications infrastructure and
services in rural underserved areas of the country.

This was recognition of the fact that although the sector had been liberalized and opened to competition
some parts of the country which were non-commercially viable would not attract private capital for
investment in infrastructure and services. The RCDF main objectives include to provide access to basic
communication services within a reasonable distance; ensure effective investment in rural
communications development and to promote ICT usage in Uganda.

2) Uganda’s universal access policy framework

Uganda’s Universal Access Policy (2010) is developed within the premise of the global development
agenda, the Millennium Development Goals (MDGs), to which Uganda is one of the signatories; and its
country-specific National Development Plan (2010) that was originally linked to the national vision called
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Vision 2025. The policy is also developed building on the previous universal access policy (2001) and
within the framework of Uganda’s ICT policy and telecommunications policy.

a. Objective

One of the main reasons why the Internet has not spread to the rural areas are the cost of access,
insufficient bandwidth and power issues and more important for the rural communities, illiteracy and the
absence of relevant local content in vernacular. The new policy therefore has the main objective of
ensuring provision of broadband connectivity and supporting the development of local content.

However, the main impediment for the ICT sector in Uganda today is the lack of broadband infrastructure
network meant to accelerate access and use of the Internet in particular and ICTs in general. This is
especially because of the heavy capital requirements that cannot be left to the private sector alone and
thus requiring special intervention from government.

b. Broadband policy implementation

Uganda government has embarked on supporting the interconnection of all higher local governments’
capitals and major towns with a national data backbone infrastructure so as to enable provision of wide
array cost effective ICT services to the users. This expected to facilitate the establishment of institutional
data access points with initial focus on vocational, tertiary and secondary educational institutions, and
government health units for levels IV and IlI.

Broadband connectivity will be provided for selected sub-counties to connect to the high speed National
Backbone Infrastructure. The connection is considered as a ‘last mile’ solution for the sub-counties. To
this end, a detailed study to determine the most cost effective technological solutions (wireless, cable)
that could be implemented for each location is underway.

Additionally, the study will help in identifying the districts that will not be covered by the national
backbone infrastructure. The backhaul links will then be deployed to link such sub-counties to the
identified districts. The initial proposal is to outsource the design and implementation of the proposed
access network to competent telecommunications service providers.

The project once implemented is intended at lowering the price of bandwidth paid by the consumers
while providing high quality and a wide variety of broadband services. The project will also entail
providing computers and capacity building or training programmes to the end users such as schools,
health centres and local governments.

3) Expected benefits

a. E-government: The project will help in collecting information from lower local governments
upwards to the central government. The information will be part and parcel of the national demographics
and other socio-economic related statistics.

b. E-education: The project will facilitate e-learning and already this is gaining popularity in the
country. For example major local universities are having satellite campuses in upcountry locations in
which long distance and online education are now being offered.

c. E-health: The project will facilitate data and voice flow from the rural communities to the health
centre onwards to the district hospitals and regional referral hospitals and finally to the national referral
hospital. The reverse flow will happen. Additional traffic is expected between the Ministry of Health head
office and the district offices and also between the ministry and the health centres.

4) Conclusions

Internet penetration, access and usage in Uganda, is still very low and is estimated at (5%) users of the
total population. This is also largely confined to urban commercial centres owing to commercial
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considerations by the private service providers. Although Uganda’s previous policy had supported the
installation of Internet points of presence in all the underserved districts, the internet bandwidth speeds
and quality of service issues (outages) has been of major concern by the end users.

Therefore the new policy objective is expected improve broadband uptake in selected underserved areas.
This is envisaged offer lessons and experiences for developing a national broadband policy and
subsequent rollout strategies for the country. Therefore, ITU-D Study Group meetings offer Uganda an
opportunity to gain experiences on how other countries are addressing this developmental concern

Case 8: e-Government implementation in the Kyrgyz Republic-Experience and
Further Steps

1) Country overview

With a human development index ranking of 126 out of 187, the Kyrgyz Republic is in the lower half of the
medium human development countries. It raises seventeen places in the inequality-adjusted human
development index. The country is 66 of 146 countries in UNDP’s gender inequality index. The country’s
2010 MDG report indicates that the country is unlikely to meet the MDGs for child and maternal
mortality, tuberculosis, sanitation, and gender equality, although it is on track on extreme poverty
reduction, access to basic secondary education, and access to improved water sources.

Since its independence in 1991, Kyrgyzstan has seen periods of democratic progress and of authoritarian
backlash. With the fleeing of two presidents (in 2005 and 2010) after popular uprisings against
authoritarianism, corruption and human rights violations; coupled with regional disparities and the
repercussions of the inter-ethnic violence of June 2010, the country is going through a difficult process of
transformation. In June 2010 several serious inter-ethnic confrontations took place in the south of the
country. About 420 people died and 2,000 were injured, while over 2,000 houses and 300 businesses
were destroyed.

As result of June 2010 referendum a new constitution has been adopted. The new Constitution defines
the Kyrgyz Republic as a parliamentary republic (during the previous 18 years, the country was a
presidential republic) thus making it the only country with a parliamentary system in Central Asia.
Parliamentary elections held in October 2010 were contested by 29 parties, with five winning places in
Parliament and three forming a new coalition Government. Presidential elections held in October 2011
resulted in peaceful transfer of power. However, peace and social cohesion cannot be taken for granted,
as the root causes of conflict, including inter-ethnic mistrust and regional tensions, eroded credibility of
state institutions, social exclusion and uneven access to economic opportunities remain to be addressed.

Kyrgyzstan in the past has seen concentration of powers around the presidency, with state institutions
not perceived to be efficient, transparent or accountable. There is still work to be done to support the
Government to strengthen the rule of law, address justice issues, reduce the prevalence of human rights
violations, improve redress mechanisms and increase the independence and capacity of the judiciary,
media (both public service and independent), the civil service and local government. Civil society’s impact
on decision-making still remains limited although its role has recently increased.

Kyrgyzstan has a GDP per capita of US$2200 (2010) and is classified as one of two low-income countries in
the Europe and CIS region. The economy grew 3.9% per annum in 2000-2005 and 3.7% in 2005-2010. In
2011 the economy grew 5.7%. Poverty fell from over 62% in 2000 to 32% in 2009, but after the 2010
events it rose back to 33.7% that year, with an increasing proportion of the poor being female. Foreign
debt is $2.803 billion as 2011, about 47% of GDP, while the budget deficit for 2012 is planned to be about
5.7% of GDP. There is a large informal sector, particularly in services and agriculture. Meanwhile, 26% of
households have at least one member working abroad. Remittances had risen to USS1.7billion by 2011,
slightly over 30% of GDP.
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Life expectancy is 73.5 years for women compared to 65.3 years for men, and female literacy is high
97.7% (in the 15-24 age group). But despite progressive legislation on gender issues, women remain
vulnerable to rising unemployment, a weak social protection system, and increased influence of
patriarchal traditions in social relationships. Gender inequality, social and financial discrimination, and the
additional unpaid work carried out by women mean that nearly 70% of the poor are now female.

About 32% of Kyrgyzstan’s population is between 15 and 25 years of age. Young people do not have full
access to education, employment, health care, family decision making, and entrepreneurship. With
inadequate educational training and poor economic prospects, many young people turn to crime and
drugs. Young women, especially in rural areas, are particularly vulnerable to gender-based violence.

The country has prepared a medium-term Country Development Strategy (2012-2014) in the context of a
macroeconomic outlook that looks challenging, but with potential for directing the economy on
sustainable development. The Strategy focuses on creating conditions for attracting foreign investment,
reform of state regulation aimed at eliminating bureaucratic barriers and expanding economic freedom of
business entities, as well as on launch and implementation of 40 national projects in the medium-term. All
these fundamental factors will be crucial for long-term sustainable human development and achievement
of the MDGs.

2) Background of e-government initiatives

The Government of Kyrgyzstan is taking a very active position by pointing the very high importance of the
Information and Communication Technologies (ICTs) as a tool for faster country development.

The mid-term Country Development Strategy (2012-2014) and special Government Programme “Stability
and Life of Dignity” clearly indicates the urgent demand for the e-government introduction in the country
for governance e-transformation that will be responding to the needs of the ordinary citizens. The e-
government is also expected to facilitate combating corruption, transparency and accountability of the
public administration and contribute to the significant economic growth through increase of the business
and intellectual activities of the society and country’s integration into the global economy.

Analysis of the situation and preparedness of the Kyrgyz Republic for implementation of E-Government
and E-Services and the related evaluation of the concepts, strategy papers and national programmes
shows the strong commitment of the Kyrgyz Government to move from conceptual to implementation
phase in fast mode and further promoting electronic services introduction (E-Services). This commitment
of the Government is also strongly in line with the UNDP initiative aimed to support the Government of
Kyrgyz Republic to ensure efficient and quick transition process from e-government conceptual to the
implementation level.

The comparative analysis of the country situation shows relative advantage for Kyrgyzstan in terms of
Internet penetration, Internet usage, and existing legal framework. Kyrgyz Republic is having relatively
good position within the electronic and Internet space due to the fast expanding private sector’s demand
for access to ICT to spur business growth and adequate information infrastructure. The business growth is
due to FDI inflow and investment loans received from the international organizations and high intellectual
potential of the citizenry (i.e. one out of eight adult Kyrgyz citizens has university degree and the overall
country literacy rate is above 95%).

a. Analysis of the existing Governmental Information Systems and Databases

Nowadays, there is a satisfactory level of computerization within the public administration bodies of the
Kyrgyz Republic and especially in the central government agencies. In most of the ministries that operate
with huge information data there are special dedicated servers to host databases, e-mail systems,
Internet access and other services or even departments responsible for data processing and management.
Many ministries and government administrations are developing their own local networks and
information systems with access to Internet. As a result, there are many different types of information
systems, databases, types of data, telecommunication infrastructure used, etc. that may block or hamper
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the future opportunities for the inter-agency information exchange. Some of these systems are very old
and are very difficult to maintain and develop further. Even within the institutions there are different
types of technologies and data types that are making the future integration even more complicated. That
is why the process of integration of state computer data and systems is very timely and should not be
further procrastinated.

b. Analysis of the existing situation on E-services and the actual needs

The situation analysis pertaining to the existing E-Services shows that Kyrgyzstan is still at the early stage
of E-Services deployment with its sufficient capacity for wider development. Most of the public agencies
at the moment have information pages that present static (sometimes obsolete) information without
provision of any real electronic services. But some of the key ministries take active steps on the
introducing of the e-services.

c. Overview of the legal framework

The legal framework related to the E-Government in the Kyrgyz Republic is quite sufficient and comprises
16 laws on ICTs. However, the additional laws need to be prepared and adopted in order to open the door
for further implementation of electronic services and information exchange in the country (for example,
Law on e-commerce, unify technical standards and requirements).

Within the framework of reforming of the public service delivery system in Kyrgyz Republic in 2011, the
Government Office has been conducted substantial work on optimization of procedures of public service
delivery and improving their quality and availability to citizens. Approximately 45 governmental agencies
have been inventoried to optimize their public services, which were decreased from 20,000 to 386 state
services. These services formed the list of public services which was adopted by the Government Decree.
The draft law “On Public and Municipal Services” was developed to implement the principles of social
state to guarantee the constitutional rights of citizens for quality and access to public and municipal
service delivery, currently under consideration of the Parliament. By the end of this year the Government
Office will develop typical quality standards and technical regulations for assessment of public services’
provision. E-services standards will be developed during 2013-2014.

d. Analysis of the interoperability framework — Existing situation and needs

Currently the inter-agency data exchange is mainly based on bilateral agreements. For provision of the
high level electronic services, it would be needed to store part of information (personal and/or related
data) in one place that may be accessible and updated by all government agencies based on the principle
of one-stop-shop approach. There are no standards for data exchange or concept for interoperability
framework of the government and these gaps should be addressed as the first step for establishing the
enabling environment for further development of E-Services. In 2011-2012, the Government Office has
introduced the pilot inter-agency e-document flow system among the Prime Minister’s Office, Ministry of
Finance, Ministry of Transport and Communications and Ministry of Economic and Antimonopoly Policy
with plans to extend this initiative in 2013 to remaining ministries and agencies.

3) Objectives and strategies

Kyrgyz Republic adopted in 2002 the National Strategy and Action Plan “ICT for Development for the
Kyrgyz Republic” for 2002-2010. The assessment of this strategy’s implementation in 2007 by UNDP has
revealed that only 30% of results were achieved. The country requires further strategic vision on ICT for
Development based on international standards and best practices from other countries.

There is an understanding in Kyrgyzstan that the work on E-Governance shall be based on the firm belief
that effective governance is an important requirement for the achievement of national economic, social
and environmental objectives.

Kyrgyzstan has already recognized the importance of providing access to modern technologies and
services for all citizens and businesses. The E-Government and E-Services will provide the opportunities to
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the state administration to use information technologies for providing better services to citizens,
businesses, and other actors of the governance. As a result, the administrative environment in the
country will be improved in several key directions:

- increased transparency about the decision-making processes that will result in less corruption;

- increased government accountability for the state policy and implementation of the national
strategies and concrete programmes and practices;

- participatory process where the citizens will be given the opportunity to control and directly
participate in the governance process using the means of the electronic media;

- new and better services, including reduced time delays and accelerated delivery of services and
information of critical importance for the business sector and small and medium enterprises in
particular;

- reduced administrative costs based on higher efficiency and effectiveness of the administrative
processes.

UNDP’s support to the Kyrgyz Republic is provided in line with the Country Programme Action Plan (CPAP)
for 2012-2016, which envisages the UNDAF/CPD Outcome #3: “By 2016, national and local authorities
apply rule of law and civic engagement principles in provision of services with active participation of civil
society.”

The Government of the Kyrgyz Republic jointly with UNDP KR initiating the new e-Government
implementation project with the following components:

Component A: Coordination of the E-Government implementation process

In support of the above mentioned government priorities and goals in the E-Governance area, the
Government Office jointly with UNDP KR will establish a Coordination Center for ICT (CCICT or E-Gov
Center), as the main governmental body for coordination of ICT and implementation of the E-Government
services. CCICT will provide logistical and conceptual support, as well as consultancy services for the
implementation of the ICT and E-Government strategies. This will be done through coordination
mechanisms that will be established and implemented by the Center. The Center will also provide
assistance to governmental and non-governmental institutions to implement concrete projects and
initiatives including the following:

- Coordination of donor and government support to E-Government projects in Kyrgyzstan;

- Organize and maintain an information database for ICT stakeholders, E-Governance key players and
potential future supporters of the E-Governance process;

- Establishment and re-establishment of coordination mechanisms for Information Society and E-
Governance in Kyrgyzstan;

- Promotion of the E-Governance potential in the administration and business sectors;

- Preparation of all necessary reports on E-Governance implementation status on E-Services and
connectivity between central and local governance programmes;

- Develop a strategy and organizational chart for development of E-Government concept and its
implementation within the selected pilot regions in the country;

- Research and development of the best technology for implementation of E-Services within the E-
Government programmes based on innovative and cost-effective technologies — digital TV, mobile
phones, Wi-Max, etc.

Component B: E-Government architecture and standardization
CCICT will provide support to the development of the:

- all the necessary laws for establishment of the proper legal system for E-Governance development;
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- back-office inter-exchange gateway/s and mechanisms for interoperability between the
government organizations;

- mechanisms for introduction of e-services and support for their implementation;

The state information systems will be linked to a governmental Portal or Gateway that will provide an
Integrated Environment for secured data exchange and linkages between the systems with a Central State
Archive for E-Documents information. All these will provide linkages to the electronic services that would
be provided to the Kyrgyz citizens.

Based on the principles of the interoperability framework that will be developed to support the inter-
agency data exchange within the government, the work will continue to support the application of the
developed technical requirements and/or standards within the concrete work on different gateways or
exchange points. They will link the state owned information databases and connect them with a Central
Archive that will record and manage the information flow of electronic documents and other related data
required for the E-Services.

Component C: Creation of the Population Register

The creation of the Population Register will become a core element of the comprehensive e-Government
architecture, as a single and unique source of the data on Kyrgyz citizens that will be provided to other
government agencies and serve as a basis for their databases. The state agency responsible for the
creation and updating of the citizen’s personal data in the Kyrgyz Republic is the State Registration
Service. This state entity is responsible not only for passport’s issuing, but also for primary registration
services (ZAGS), issuing the certificates on birth, marriage, divorce, confirming the maternity and
paternity rights, death, etc.

At present, the ZAGS departments are lacking automatization and are paper based. In order to create the
proper Population Register it is very important firstly create the e-ZAGS system and e-archive of the
primary citizen’s documents. The system for issuing the national passports also needs to be upgraded
with new software and hardware tools.

4) Activities implemented

a. The Ministry of Finance of the Kyrgyz Republic launched in 2012 the few e-initiatives on budget
transparency (www.okmot.kg) , such as:

- “Transparent budget” (http://budget.okmot.kg) - an automatic system for providing data on
revenues and expenditures of the central and local budgets. It is for the first time in the country’s
history the ordinary citizens and legal entities have free access to the detailed data on
implementation of the state budget. The presented data consist of information detailed from the
level of individual recipients to the government agencies and the regions. The data is updated on-
line through the electronic interconnection with Central Treasure Data Base;

- State e-procurement (http://zakupki.okmot.kg) — an automatic system for state procurements,
including on-line registration, bid participation and other related information and actions

- On-line economic mapping (http://map.okmot.kg) —an electronic map of the Kyrgyz Republic,
visualizing all socio-economic data for each geographical location of the country;

b. The National Statistics Committee of the Kyrgyz Republic actively works on implementation of the
e—statistic data collection, analysis. The agency has developed and approved its ICT corporate strategy up
to 2020.

c. The Tax Committee, Customs and Border Management state agencies also actively apply in its
work the e-tools (e-declaration, inter-agency electronic data interexchange, etc.).
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d. The Social Fund, The Mandatory Medical Insurance Fund, the Ministry of Health and the Ministry
of Social Development actively upgrade their sectoral information systems and Data bases for e-social
services provision and data inter-exchange.

e. The Ministry of Justice, the Ministry of Internal Affairs initiating the introduction of e-document
flow within the ministries and software tools for proper Human Resource Management systems.

f. The Ministry of Foreign Affairs is initiating the process of the introduction of an e-visa and e-
document flow.

UNDP KR is also taking active steps towards concrete implementation of E-Government concept
throughout the introduction of sectoral E-Services and electronic documents interoperability within the
public administration in the country. UNDP within the framework of its assistance to the Government of
the Kyrgyz Republic provides technical assistance and expertise on development of the special software
tools for the government agencies. The some of the examples a listed below:

a. Local self-governance area

Automated information system of an electronic municipality (AiylOkmotu-AO) «AYIL» (2007-2012) is a
unique information system, developed as one of the components of e-government at the municipal level,
designed to improve local government efficiency and the interaction with government authorities at all
levels. In addition, it aims to raise awareness among local people on activities of municipal authorities and
state administration. The system was tested in 14 pilot rural municipalities and further implemented in
409 rural municipalities out of 459 throughout the country. The system is automated the key AO
specialist’s functions: 1) land resource administration, 2) land tax administration, 3) municipal property
administration, 4)social passport registration, 5)local population’s applications and requests,
6) household book, 7) local population registration, including children. The system has “client-server”
architecture and provides functioning in the network mode, with authorized access to the system given by
system administrator. The system interface supports two languages — Kyrgyz and Russian. In 2012, it is
planned to introduce 2 new software modules: 1) on AO budget formation and 2) local population’s
medical card. The system also will be automatically interconnected to the main government agencies’
information systems, such as Ministry of Finance, Ministry of Health, National Statistic Committee, Tax
Committee, etc. for further electronic data inter-exchange.

Following AYIL’s introduction, UNDP has launched as the next step of its intervention — the automated
system of an electronic region — “E-region” (2010-2012) (www.e-region.kg). It is also a unique
information system based on web-technologies, which allows the building of an electronic interaction on
“vertical” hierarchy — from rural municipality to the district and further, to province level. System allows
not only have the web portal of all involved actors, but also to communicate between them in easiest and
quickest way. The information system "An Electronic Region" is designed to build infrastructure for
province development programs, budgeting and development of management documents in all regions of
the Republic by enabling:

- Automated entrance of reporting data (43 electronic forma were created and — development
indicators.

- Maintenance of data base of donors and investors.
- Support of internet-portals in the regions.

- Arranged citizenry appeals to local self-governments and regional public administration bodies.

b. Support to election processes (2011-2012)

- Ushahidi platform (monitoring of 2011 Presidential elections violations) — http://map.inkg.info

Developed software platform with user generated content allows for the use of mobile phones to report
and e-map incidents of violence via SMS (to short number 4414), e-mail or web. During the pre- and after
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election period about 5000 SMS were received, 2917 from them were processed and data uploaded and
mapped.

- Special software for the creation and maintenance of the Unified Voter Registration system of the
Kyrgyz Republic (2011-2012) was developed in order to create actual Voter list of KR. The system is
now maintained by the Central Election Commission of the Kyrgyz Republic.

c. Support to State Registration Service (SRS)

State searching information system for the registration of the Kyrgyz Republic’s population -the special
software developed in order to make all processes on getting the citizen’s legal documents (passports,
primary registration certificates on birth, marriage, divorce, death, etc.) in electronic format. In order to
improve the quality of public services, the Government of KR jointly with SRS established in 2011-2012 50
public service centres in the post office’s premises among the country.

5) Changes and outcomes achieved

All of the above outlines the advanced status of the Kyrgyz Republic as of the country, which is well
prepared for smooth implementation of the more comprehensive E-Government project. However,
despite of the above listed activities by government agencies, the growth pace remains to be slow in
comparison with the international trends in E-Government developments. Moreover, Kyrgyzstan is
continuously falling down in the global ratings on E-Government readiness. This is a clear sign that the
country should take immediate active steps towards E-Government implementation process in order to
keep the good positions within the World Information Society. UNDP’s assistance to Kyrgyz Government is
aimed to facilitate overall process of E-government by using the vast UNDP international experience and
practices, as well as through promoting coordination and smooth transition from the existing
administrative business models to the electronic exchange of information and E-Services.

6) Challenges and success factors
The main challenges in the area of ICT Development in Kyrgyzstan are the following:

- Insufficient Funding or Allocation of Financial Resources — if there are not sufficient financial
resources to complete all the aspects of E-Government — organizational, coordination, technical,
and legislative, then the final outcome will be risked;

- Inadequate Institutional Arrangements or Weak Governance — coordination and governance of the
inter-institutional relations and collaborative processes is crucial for the success of the
e-Government that aims for global governance electronic solutions;

- Unexpected regulations or failure of legislation to pass or progress in the legislative process —
legislative framework is needed for successful implementation of the e-Government outputs and
problems with this may stop the project deliveries;

- Latent resistance on the mid and low level of the state and municipal servants may effect to timely
implementation of the processes;

- IT/ICT literacy among the state and municipal servants are still low- it may influence to the speed of
the deployment of the e-services and e-back-office arrangements.

Success factors are the following:

- The President of the country, Prime-Minister and other Governmental top leaders have deep
understanding of the benefits and necessity of the e-Government introduction and are officially
committed to launching the implementation process;
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- The need of introduction of ICT-infrastructure among the central ministries and municipalities
revealed that they understand the requirement for improved integration of their information
systems;

- The citizen’s readiness to deploy the e-services is high taking into consideration the IT-literacy rate,
mobile networks coverage (about 100%) and Internet penetration;

- Common understanding of the benefits of ICTs deployment is an effective tool for transparent and
accountable public service delivery and uncorrupted ways of its providing.

- Strong initiatives in ICT field already implemented by the National Statistics Committee and
Ministry of Finance.

7) Lessons learned and next steps

The practical experience of the introduction of the different sectoral e-service’s projects revealed the
need for the Government’s leadership in promotion of ICTs for the country’s development at the national
level. Lack of coordination of efforts in this area can cause duplication of efforts and inefficient use of
resources provided by donors and Government itself. Uncoordinated work among agencies leads to
further difficulties in electronic inter-connection. The creation of an effective coordination body on ICT
and establishment of the national electronic interoperability standards and unified integrated
infrastructure for e-services are critical in successful e-government implementation in the Kyrgyz
Republic.

Case 9: Effort to make accessing the administrative business system more
convenient using mobile terminals by service cooperation in Japan

1) Introduction

This paper aims to provide information by explaining the “Project Promoting Cooperative Business
Administration Systems (Verification of Ways of Improving User-Friendliness for Mobile Phones as Means
of Access)” commissioned by the Ministry of Internal Affairs and communications (M.I.C.) in 2011, for the
benefit of the participants of the e-government system.

Under this project, we examined technical specifications as well as verification of technologies,
specification of issues in light of the institution and operation aspects, studying solutions, and diffusing
study results from standards organizations, for the purpose of implementing the foundational mobile
access system through which mobile phones can access online services.

2) Overview

“[Tlhe New Strategy in Information and Communications Technologies (IT) Roadmaps” (decided in June
2010, revised in August 2011 and in July 2012) made by The Strategic Headquarters for the Promotion of
an Advanced Information and Telecommunications Network Society (director-general: prime minister)
presents the following goals regarding programs to diversify methods to access administration service,
concerning the renovation of the governmental portal, and to encourage people to access the
governmental service; in 2011, deliberation, verification, and demonstration of method for the mobile
access to administrative services with authentication from mobile phones; from 2012 to 2013, based on
the demonstration, introduce, develop and promote services partially in testing areas based on the
demonstration above, and gradual nationwide deployment; by 2020, realization of the highly convenient
electric administration services, namely a ‘one-stop service’.

Based on such program, MIC conducted the “Project Promoting Cooperative Business Administration
Systems (Verification of Ways of Improving User-Friendliness for Mobile Phones as Means of Access)”
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in 2011, based on a survey and research results from the “research and study of the diversification of
means of access to electronic administrative services, etc. (research and study of technology for mobile
phones to access electronic administrative services, etc.)” in 2009.

3) Objectives and strategy

Mobile terminals with NFC (near field communication) functions are going to be commercialized in 2012.
They realize both offline and online enclosure into tamper-resistant devices, of service users’ personal
information, in the form of authentication information such as ID/passwords, points and coupons, and
enable the information to be read. Utilizing these functions, the authentication of the users becomes
more convenient when accessing e-governmental services through mobile terminals, and all indifferent to
generations of citizens have easy and secure access administration services through mobile terminals.

The research by M.I.C. in 2009 examined the security of the following spaces for storing ID information
issued for the users by the service providers as a means of mobile access to e-governmental services: 1)
public IC card system, used by placing the public ID card issued by the government near the mobile
phone, 2) public card system for mobile phones, used by inserting the eligible cards issued by the
government into the mobile terminals, 3) public identification information system, used by writing down
the information issued by the government into the mobile terminals, etc. Tamper resistant devices are
assumed to be 1) full-sized IC cards for the public ID card system, 2) flash memory devices containing the
IC chips for the public card system for mobile phones, 3) UICC (universal integrated circuit card) for the
public identification card system.

Without the examination above, in order to store and use ID information or users information in tamper-
resistant devices, it was necessary to develop and operate an application for mobile phones (hereinafter,
mobile app) for each service provider. Also, users need to download and install separate mobile apps
provided by service providers. In other words, both service providers and users face inconvenience when
a tamper-resistant service is provided. For the purpose of creating an environment convenient for users
and in which it is easy for the service providers to provide and operate, we examined technical
specifications to realize the mobile access system.

4) Implementation

In order to resolve the difficulties, we studied a system that both the users and service providers could
commonly utilize. In other words, we studied the technical specifications of a mobile access system
consisting of servers for storage and reading safely instead of each service provider and a mobile app
utilized commonly for every service to store and use ID information in tamper- resistant devices. Further,
verification by experimentation with technical specifications, the specification of issues in light of the
institution and operation, and solutions to the issues are studied. In other words, the four following issues
are studied.

The graphical explanation of this project outline is attached as Annex A.

Issue A: Examination of technical specifications for a mobile access system realizing online storage
and use of ID information.

Issue B: Based on the examination results of issue A, the construction of an experimental
environment, inspection of operability and user-friendliness from the viewpoint of both service providers
and users, and verification of technologies.

Issue C: Based on the examination and verification results of issues A and B, the specification of
possible issues in institutional and operational aspects when actually introducing the system, and
deliberation on measures to solve the problems.

Issue D: Diffusion of results of the examination and verification of issues A to C in cooperation with
appropriate standardization bodies in the study of the above issues.
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5) Outcomes
The outcomes achieved in response to such issues are below.

Issue A: Multiple service providers which perform writing and reading of ID information into and
from tamper-resistant devices have established technical specifications for a mobile access system
composed of a common app by integrating a mobile access server that securely sends and receives 1D
information with a browser. With respect to ID information, established technical specifications for
handling are not only e-certificates but optional information, such as other members’ IDs, ticket
information, etc. with a common method. To be compatible with various access methods depending on
service providers, established the technical specifications that permit a common method (common
protocol /APIl) applicable to any of the public IC card system (IC card), public card system for mobile
phones (flash memory type device) or Universal Integrated Circuit Card (UICC).

Issue B: Used a mobile access server and common app within mobile terminals examined in issue A,
constructed a demonstrative environment assuming virtual service operated on them, conducted function
evaluation, performance evaluation, and dialog evaluation. The function evaluation revealed that the
system examined in issue A had sufficient functions. The performance evaluation achieved performance
measurement of the operation of the system using two types of mobile terminals and confirmed that
writing of ID information and point information in about 6 seconds was possible. The dialog evaluation
consulted with service providers and users and confirmed the operability, effectiveness and usability of
the mobile access system.

Issue C: Among services which require identification when accessing information with smartphones,
and which are highly needed, chose the following applicable services: (1) support service for aged persons
(nursing care), (2) computerization of administrative procedures (applying for a residence certificate, etc.),
(3) computerization of tax payments, etc. Analysed impacts or the risks, based on the “Risk Evaluation of
the online procedure and Electronic Signature and Authentication Guideline” (CIO liaison conference,
August 31, 2010) with regard to security and the authentication level required in the application service. It
is concluded that Level 4 for security and authentication is necessary. It is confirmed that the mobile
access system satisfies Level 4 requirements. Extracted are issues in operational and institutional aspects
of services when using smartphones, and revealed issues in operating the mobile access system.

Issue D: Established an Exploratory Committee consisting of leading companies in the related field,
such as NTT DOCOMO, INC., KDDI Corporation, SOFTBANK MOBILE Corp., and e-Access Ltd., and an
expert, Mr Satoru Tezuka (Tokyo University of Technology). The committee was held four times. The
results of the examination and verification of issues A to C were discussed. In order to create guidelines,
draft guidelines were input to ARIB MC Committee. Official guidelines will be published within this fiscal
year.

Examples of the utilization image of mobile access systems are: (1) writing ID information for certificates
to Android terminal-tamper resistant devices, (2) applying for a certificate with an Android terminal
onling, (3) holding an Android terminal over the ministerial kiosk terminal (multi copy machine) installed
at convenience stores and administrative bodies to receive a printed certificate.&#12288; Another
example is (first, holding the user’s Android terminal over the Android terminal of an administrative
officer or healthcare personnel, then, after authentication, the user’s information (history of diagnosis
and prescription) is displayed on the Android terminal of the administrative officers or healthcare
personnel.

In order to realize the services above, further verification tests for overcoming technical difficulties will be
conducted.

6) Difficulties

The main topics for consideration in the future in light of the operation, institution, and technology are
listed below.
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- Operation: Examination of the way of identification and operational procedures when issuing ID
information such as certification for identification to tamper-resistant devices for the case of using
the system used by not smartphone subscriber.

- Institution: Compliance with the Digital Signature Act when using an e-certificate for identification.
Modification of provisions of on the application method for existing enrolment procedure in the
municipal bylaws of some cities.

- Technology: Scheme such as a mobile access system considering the way of exchanging ID
information between a smartphone and outer terminal through local communication.

7) Lessons learned and follow-up

More and more people in developing countries are going to have mobile terminals, and in those
countries, the number of smartphones users is also increasing. An assumed area for public services must
also be necessary for developing countries. We hope this information is valuable for your participants.

Case 10: e-Government in Lebanon

1) Introduction and country overview

The e-Government Roadmap presented here is based on the strong engagement of our government to
build up an e-Government portal in order to improve and facilitate the citizen access to Public Services
and Public Information.

The vision for the e-government strategy that focuses on the attainment of the following strategic
objectives: A government that is Citizen-centered (not bureaucracy-centered), Results-oriented, Market-
based (actively promoting innovation), has Good Governance, ensures Economic Development and Social
Inclusion.

The four e-Government strategy pillars

- e-Reform: Provides the ideal opportunity to re-engineer government processes to take advantage
of technology and use ICT as the spearhead of the reform process.

- e-Citizen: Groups together all the services that the government currently provides to the citizens in
Lebanon and which are candidates to be provided electronically.

- e-Business: Focuses on those government services that are of importance to the Lebanese business
community and foreign investors. More efficient delivery of these services will assist in promoting
private sector growth in Lebanon and results in national economic development.

- e-Community: There is wide consensus that ICT is central to participation in the emerging
knowledge economy, hold enormous potential to accelerate economic growth, promote
sustainable development and empowerment and reduce poverty.

- The different e-Government initiatives in different fields as Legal, ICT Infrastructure, Vertical
Applications and different national standards and policies.

The E-Government Roadmap is defined as a set of macro activities and critical milestones in different
perspectives as Legal, Administrative, Infrastructure, Business Processes Reengineering, Interoperability
and E-Government Portal. This Roadmap will be supported by a capacity building plan allowing the
Government Employees to be able to use effectively and efficiently all E-Government Projects.

The success of this plan depends on a single cross-government vision and an effective cross-government
decision making.
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2) Objectives and strategies

a. Objectives and vision for e-Government in Lebanon

The e-Government vision for Lebanon centres around the attainment of a number of strategic objectives
based on citizen and business-centric approaches. These are made possible by the facilitating role of
Information and Communication Technologies (ICT) and backed up by the required institutional and legal
frameworks. These objectives can be summarized as follows:

- Dissemination of all public sector information that a citizen is entitled to access through a number
of communication channels, the Internet, hotlines, government service centres and traditional
paper based methods.

- Delivering of all public sector services for citizens electronically whether for their individual use or
on behalf of an establishment, through any government office or through the Internet regardless of
the geographical location of this office or the residence of the citizen. Enable citizens and business
to communicate electronically with Government, including making and receiving payments but not
neglecting traditional paper based methods for citizens who do not have easy access to electronic
facilities.

- Re-engineering government processes to ease conducting business with the government, through
simplifying processes, using ICT to facilitate more delegation of responsibilities away from central
control, reducing the number of required approvals/signatures (and if signatures are necessary
ensure that these are electronic — no paper involved).

- Reduction to a minimum of the information and supporting documents required of a citizen to fill
out in a public sector formality, regardless of the means by which this formality is being submitted.

- Provision of single points of notification for citizens to use for informing the government of any
change in personal or business information. From this point, all concerned government information
systems will be updated accordingly.

- Realization of the main government procurement processes electronically based on a harmonized
commercial coding scheme. This is to serve as the leading example for electronic commerce at the
national level and hence is intended to foster its growth. Use of a standardized commercially
available system across all government would speed up this process; consideration should be given
to contracting a commercially available entity to provide a managed service.

- Attainment of an intra-government electronic communication facility (e.g. by establishing an Intra-
Government Portal) for the exchange of information electronically (providing all public service
employees with e-mail addresses, linking the Portal to Government Data Centers for
downloading/backup of information, providing Group Software and sharing services and
information; also serious consideration can be given to outsourcing Public/ Private/ Partnership to
the private sector).

b. Strategies and underlying principles of e-Government

To attain the e-Government vision for Lebanon, the strategy to be followed needs to be supported by a
number of underlying principles. These principles can be summarized as follows:

- The government will assure the enactment of the required institutional, regulatory and legal
frameworks to enable business to be undertaken electronically — in the country and abroad - in an
orderly and timely manner.

- The government will undertake necessary measures to realize a comprehensive communications
network infrastructure throughout the administration and to gradually roll out compatible
information systems that exhibit open standards and interfaces to the replicated data repositories
or centres in partnership with the private ICT industry in Lebanon.
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To ensure the successful implementation of e-Government, the efficiency, effectiveness and
modernization of related services will be taken into account. These include the postal system, the
banking system, courier delivery services and the overall legal environment.

The government will ensure the security, integrity and privacy of citizens and business data by
implementing a legal framework with state-of-the-art security systems that are in line with
accepted international best practice.

All citizens will be given the opportunity to be part of the electronic or networked society
notwithstanding their financial, social or educational conditions or geographical location.

All public servants will be given, by the nature of their new job functions, an equal opportunity to
be part of the electronic or networked society, whether for their provision of services to the citizen
or for intra-government communication.

The government, in partnership with the private sector, academia and non-government
organizations (NGOs), will work aggressively on the proliferation of ICT literacy throughout the
country, whether through continuous enhancement of the education curriculum or through
provisioning of targeted awareness campaigns and training programs.

Adoption of electronic commerce by the private sector will be promoted, with government taking a
leading-by-example role through its e-Procurement initiative.

The government will be actively involved in partnerships with the local ICT industry to promote
economic development by taking an increasing role in the implementation of e-Government
projects in line with international best practices in this regard and will constantly work to develop
this industry as a national resource for all Lebanese.

The Strategy for the Reform and Development of Public Administration in Lebanon, which has been
defined by OMSAR, is based on the following programs:

Cc.

The program of reinforcing governance, accountability and transparency.
The program of building the capacity of the public administration.

The program of creating mechanisms to manage change and exchange experiences and best
practices.

The program for the reform and development of the human resources management.

The program of enhancing services efficiency and reinforcing the relation between the
administration and citizens.

The program of enhancing IT usage and creating an E-Government Portal.
The Lebanese E-Government is concerned by two of those programs:

The program of enhancing services efficiency and reinforcing the relation between the
administration and citizens.

The program of enhancing IT usage and creating an E-Government Portal.

E-Government scope

The scope of the e-government Implementation is based on the following main components:

Multi-Channel Portal Interoperability Gateway Integration with Government Entities Automation of
Processes User: Citizen, Business or others Government Employees

Development of a multi-channel e-Government Portal which could be used by internet users, e-
Government call centres, one-stop-shops, future e-Government centres as municipalities, internet
cafes and others. This portal should be designed to allow access to all users regardless of their age
and their knowledge of new technologies.
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- Setting up of an interoperability gateway which will allow the exchange of data between different
Ministries and Administrations. This gateway should be designed with a centralized processes
defining for each government transaction, which administrations are involved in this transaction
and, for each involved administration, which data should be used as inputs and outputs and which
data should be checked or provided.

- Definition of an integration methodology based on the readiness level of each administration and
based on different technical standards and protocols. The integration will allow administrations to
be “connected” to the interoperability gateway in order to provide e-services and contribute to
other e-services from other entities.

- Automation of internal processes for each administration. This component is based on systematic
BPR (Business Process Reengineering) for all internal processes allowing the achievement of each e-
service.

3) Activities implemented

The Activities implemented are listed below:
a. Pilot Design, Specification and Detailing for four One Stop Shops in Public Administrations

June 2011 to October 2011

The objective of this project is to establish four One-Stop Shops (0OSS) in four different Lebanese
Ministries. This assignment includes the pilot design, specifications and detailing of those shops. The main
role of the one stop shop in each ministry shall be to facilitate the processing of government transactions
related to that ministry by reducing the overall transaction processing time and waiting time, while
effectively utilizing the human resources at each ministry. This will eventually lead to overall citizen
satisfaction and increased productivity in the public administrations.

b. Implementation of a One-Stop Shop at the Ministry of Tourism - Civil Infrastructure

April 2012 to July 2012

The One-Stop Shop project is an important project for the enhancement of public service delivery. The
idea is to create a common model and follow a common procedure located at one place for government
institutions to deal with a large number of citizens. It aims at improving the activities of the services
dealing with the public by furnishing services in a single location. Transaction could then be tracked
through the internet.

The project targets the internal organization of public services and favours the simplification of
procedures, the use of the technology within the scope of the e-government portal and allows
transparency and quality between the citizen and the public administration.

The civil works for this project have been completed
c. Government Data Center physical infrastructure — Portal

June 2012 to August 2012

The objective is to have a secure, a high-quality, rightly sized, high-available, efficient, reliable and
operational data center ready to host the national Lebanese e-Government portal and the interoperability
gateway.

The Data Center is expected to provide the following benefits:
- Resources are housed in a single location
- Optimal Management of resources

- Efficient Provisioning of applications

87



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKmMpPOHHO20 npasumesnscmaa u onpedeneHue obaacmel
MPUMEHEHUSA 3/1eKMPOHHO20 NMPAsUMEesIbCmMed 8 UHMepecax passusarouiuxca CmpaH

- Cost Reduction
- Ensuring guaranteed level of availability
- Standardization of computers and networking resources

- Sharing infrastructure services across all server platforms and storage systems and for all
concerned stakeholders

- Setting common policies for all applications running in the data center room.
- Facilitating and streamlining maintenance operations

The overall project that is described in this document covers the supply, installation and integration of the
various components for the physical infrastructure of the data center.

d. Phase | — Government Portal for Information, Forms, Tentative Payment and Pilot E-Services

December 2011 to present

Ill

OMSAR has decided to stage the implementation of the “e-government portal” services into multiple
phases. This project (Phase | — Government Portal for Information, Forms, Tentative Payment and Pilot E-
Services) is expected to develop a national portal as a single unified interface for all ministries, agencies,
departments, boards and councils within the Lebanese government and public sector.

The primary purpose of this portal is to provide a gateway to the government of Lebanon and offer public
services to the citizens, businesses, Diaspora, as well as international community.

This phase must provide a “Single-Window” or “One-Stop-Shop” model website portal that delivers
comprehensive information, forms, procedures on all aspects and constituents of the government and
present information and services in a standardized and efficient manner to improve communication and
service delivery. This portal will be the beginning of a long-term strategy to move all government services
online and to a full G2C solution.

The e-services include services from the Ministry of Agriculture, Ministry of Foreign Affairs and General
Security.

e. Unique ID Number

A decision about the adoption of the identity card number as e unique ID number has been approved by
the Council of Ministers.

This decision has been coordinated with different government entities as: Ministry of Interior, Ministry of
Finance, Ministry of Public Health and Ministry of Labour.

4) Technologies and solutions deployed

The technical architecture relies on a set of integrated software solutions mainly open source
technologies.

5) Lessons learned and next steps

The next step is to prepare different draft laws, decisions and technical projects that could be adopted by
the Lebanese Government such as:

a. Project of Law — Electronic Transactions
This law is meant to address the following different elements:
- Banking Transactions

- Electronic Payments
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- Electronic Contracts

- Electronic Transactions (E-Services)

- Electronic Signatures

- Internet Domains management

- Personal data protection

b. Draft Law — IT salaries scale law

This draft law integrates the following elements:

- Creation of IT units in each administration/organization, job descriptions, qualifications and related
salaries scale

c. E-Transactions Law Adoption

This draft law integrates the coordination through PCM with committee: MOT, MOET, MOJ, ALSI and PCA.
d. Simplification of Procedures

This project includes the following activities:

- Review of legislation and corresponding procedures in view of their simplification, ease of control
and predictable outcomes.

- Produce recommendations in terms of legislation, decisions to be taken, re-engineering of ICT
processes.

- Develop a strategy and an action plan to streamline and simplify the existing business procedures,
promoting the use of ICT.

- Develop a methodology, guidelines, manuals, templates and toolkits for business process re-
engineering.

Implementation of the Action Plan

It will start beginning 2013 for four Ministries:

1) Public Health,

2) Tourism,

3) Social Affairs and

4) Industry

e. Reengineering of licenses at Ministry of Tourism

The implementation is on-going and expected to be complete by end of December 2012.
f. Framework Agreement for WMS/DMS/ Archiving for three years in order to:

The agreement with the awarded consultant of the selected product is to implement WMS/DMS/
Archiving across the Lebanese Government wherever there is an official request for a
workflow/Document Management/Archive system. The expected starting date is June 2013.

g. The Assistance on Simplification of Administrative Procedure:

This project includes the Methodology, Guidelines, and templates for the simplification, the modelling
and the automation of administrative procedures. The expected starting date is February 2013.

h. E-Government Interoperability Gateway — Government Service Bus
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The Government Service Bus &#8213; GSB will provide integration platform and access to shared
government services, like shared data, security, payment services, and notification engine. Later phases of
the GSB will provide advance services, like service orchestration, registry and e-Forms integration

Case 11: MWANA (Zambia)

1) Introduction

Information and communication has always been a very important part in human life. The role and
influence of ICT in Zambia has rapidly increased due to social factors and vigorous advancement of ICT
technologies. According to ZICTA survey on the ICT Usage, Zambia that has a population of 12 million; 7.8
million have access to mobile usage while 4 million have access to internet. The rise in community’s
evolving service demands and increased ICT usage has compelled both Government and Private sector to
be more innovative and to heavily invest in the telecommunication backhaul.

Various telecommunications technologies such as optical fibre, wireless technologies, mobile hardware
and electronic government applications, are being deployed, in order to make a fundamental
improvement to ensure public safety and deliver services and to transform the way the government
responds to citizen’s needs and expectations.

It envisaged that the deployment and use of e-Governance services will transform citizen service, provide
access to information to empower citizen, enable their participation in governance and will enhance
citizen economic and social opportunities.

All e-Government Services will pass through one active portal, which will be an interface to bring together
the services offered, by government and its agencies on this multi-tier architecture. The portal will be a
seamless one-shop for a range of government services from a number of government departments.

Project Mwana is one of e-Government service that Ministry of Health has implemented with the help of
the cooperating partners to improve early infant diagnostics services, post-natal follow up and care using
mobile phones.

2) Country overview

Zambia has shown growth in attracting investment in the Information and Communication Technologies
(ICT), Sector. The sector has recorded over 42 percent penetration rate growth compared to 0.02 per cent
recorded 14 years ago. The ICT sector have continued to pour in since the country launched the policy
in 2007 adding that the policy has created an environment for the growth of the sector. Mobile
manufacturing company and various internet and mobile service providers are some of the investments
that the country has attracted. The unfortunate scenario is that most of development are concentrated
along the line of rail, leaving large areas in the rural and remote place unserviced or underserved.

In Zambia, large numbers of infants are infected with HIV either at delivery or when breastfeeding. If no
interventions provided, most of these children who contract HIV from their mothers die before the age of
two years. These deaths contribute to the high levels of national under-five mortality rate. The
government made it mandatory to test every infant born and begin treatment within the first twelve
weeks of life.

The challenge faced by the Ministry of Health in particular area was how to transmit infant diagnostics
services results from the three (03) test centres (Laboratories) in the country to the respective remote
places within the shortest possible time. The turn-around time under the courier systems available would
take an average duration of forty-two (42) days to complete the process, a period too long for a mother
wait without breastfeeding. This challenge led to the birth of Project Mwana in 2009.
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3) Objectives and strategies

a. To strengthen early infant diagnosis with an aim both to increase the number of mothers receiving
results and to reach mothers in a faster, more efficient manner using the SMS application (mHealth).

b. To improve the rate of postnatal follow-up, increasing the number of birth registrations for clinic
and community births, while also raising the number of clinic visits for mothers through community-
health worker tracing using the “RemindMi” application.

c. To enhance service delivery of government to its citizens.

d. To reduce bureaucracy, turn-around time in providing government services.

4) Activities implemented

a. Procurement of ICT Infrastructure (Servers and Connectivity) for the project.

b. Development of Project Mwana using RapidSMS, a free and open-source framework for building

mobile application for dynamic data collection, logistics coordination and communication, leveraging the
basic short message service mobile technology.

c. Piloted in the project 6 provinces across Zambia, servicing 31 clinics and the pilot evaluation
showed that it had substantial positive health impacts.

d. Scaling the project nationally between 2011and 2015.

5) Technologies and solutions deployed

a. SMS technology - powerful innovation that in Zambia has reduced delays in receiving early infant
diagnosis (EID) DBS HIV test results, improved communication among health care providers and
community volunteers, and more important, encouraged patients to return to the clinic for their test
results with greater confidence.

b. RapidSMS Technology - addresses Early Infant Diagnosis (EID) of HIV. SMS messages are used to
send the HIV results from the labs where they are processed to clinic workers in facilities where the
samples are collected. The results arrive on phones in smaller clinics and SMS printers in larger facilities.
The system also tracks samples and provides real-time monitoring for the province and district officials.

c. RemindMI - RemindMi addresses Patient Tracing for post-natal care. SMS messages are sent to
Community Based Agents who seek out caregivers and infants and ask them to return to the clinic for 6
day, 6 week and 6-month post-natal check-ups or special circumstances, such as results arriving at the
facility.

6) Changes and outcomes achieved

Project Mwana RapidSMS pilot reduced delays in transmitting results from the HIV test laboratories to the
rural health facilities via SMS message from the average of 42 days to an average of 4 days. To date, the
project has been piloted in 31 predominantly rural districts of Zambia and has produced desired results,
which has prompted the government to schedule a national scale up program.

7) Challenges and success factors
a. Challenges
- Ownership of the project prior to initiation, and coordination among the partners

- Sustainability of the project after scale up and when cooperating partners hands over the project
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- Cost Reduction
- Ensuring guaranteed level of availability
- Standardization of computers and networking resources

- Sharing infrastructure services across all server platforms and storage systems and for all
concerned stakeholders

- Setting common policies for all applications running in the data center room.
- Facilitating and streamlining maintenance operations

The overall project that is described in this document covers the supply, installation and integration of the
various components for the physical infrastructure of the data center.

d. Phase | — Government Portal for Information, Forms, Tentative Payment and Pilot E-Services

December 2011 to present

Ilr

OMSAR has decided to stage the implementation of the “e-government portal” services into multiple
phases. This project (Phase | — Government Portal for Information, Forms, Tentative Payment and Pilot E-
Services) is expected to develop a national portal as a single unified interface for all ministries, agencies,
departments, boards and councils within the Lebanese government and public sector.

The primary purpose of this portal is to provide a gateway to the government of Lebanon and offer public
services to the citizens, businesses, Diaspora, as well as international community.

This phase must provide a “Single-Window” or “One-Stop-Shop” model website portal that delivers
comprehensive information, forms, procedures on all aspects and constituents of the government and
present information and services in a standardized and efficient manner to improve communication and
service delivery. This portal will be the beginning of a long-term strategy to move all government services
online and to a full G2C solution.

The e-services include services from the Ministry of Agriculture, Ministry of Foreign Affairs and General
Security.

e. Unique ID Number

A decision about the adoption of the identity card number as e unique ID number has been approved by
the Council of Ministers.

This decision has been coordinated with different government entities as: Ministry of Interior, Ministry of
Finance, Ministry of Public Health and Ministry of Labour.

4) Technologies and solutions deployed

The technical architecture relies on a set of integrated software solutions mainly open source
technologies.

5) Lessons learned and next steps

The next step is to prepare different draft laws, decisions and technical projects that could be adopted by
the Lebanese Government such as:

a. Project of Law — Electronic Transactions
This law is meant to address the following different elements:
- Banking Transactions

- Electronic Payments
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Case 12: eGovernment Service in Montenegro

1) Introduction

There is more than one definition of eGovernment i.e. usage of Information — communication
technologies in combination with organizational changes, and new know-hows, to increase cooperation
with public, to increase democracy and involvement of public in decision making process.

This requires huge change in business processes of governments, both on national and local level and it
tackles more than strategic vision and organizational sources. Huge efforts should be made, apart from
using different technologies, to implement various solutions in public administration, which means a huge
change in a way of thinking.

2) Country overview

Aware of the importance of development and application of ICT, Montenegro has made significant steps
in this direction in the past. This is clearly recognized in the ranking of the World Economic Forum - the
Network Readiness Index (ISM), where it is ranked in the 44th position out of 138 countries, far above
other European countries in the region. With the penetration of mobile network users of nearly 200% and
the penetration of internet users which is growing continuously, it is evident that the ICT sector in
Montenegro is undergoing intensive growth. More information can be found in latest survey done by
national statistics office.

3) Objectives and strategies
Amendments to the Strategy for Information Society Development (2009-2013).

Initially, we planned to make Amendments to the Strategy for Information Society Development
2009-2013. However, starting from the fact that in 2010 the EC adopted Digital Agenda for Europe, in
order to comply with European requirements, the decision on creating a new document for the next
five-year period was evaluated as more expedient.

In this context, in September we adopted the Draft Strategy for Information Society Development for the
period 2012-2016 year, i.e. after the completion of the public hearing in December we also adopted the
Proposal of Strategy for Information Society Development (2012-2016).

The Strategy for Information Society Development (2012-2016) relies on the five pillars of development
associated with ten programmes with individual goals and objectives. For the purpose of complying with
the Strategy projects in the Action Plan for the implementation of the Strategy are divided by areas:

ICT Sustainability - with the programmes: ICT basics (technological framework, a framework of the radio-
frequency spectrum, a framework for consumer protection), ICT infrastructure, legal and regulatory
framework, information security with the aim of improving broadband infrastructure, legal and regulatory
framework designed to create competitive and sustainable ICT sector.

ICT for society - with the programs: e-education, e-health, e-inclusion, with the aim of encouraging all
actors of society to use modern technology.

ICT in public administration - with the programme: e-government, which is focused on encouraging
public administration to use information and communication technologies in an innovative manner to
improve the quality of services provided by state authorities.

ICT for economic development - a program of R & D and innovation-ICT technologies in development of
science and research in order to create a productive and sustainable ICT systems through the creation of a
database of talent, encouragement of creativity and entrepreneurship.
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Action plan for 2012 for implementation of the Strategy for Information Society Development 2012-2016
includes a total of 26 projects or activities, the implementation of which will, together with the
implementation of obligations under the Government’s Programme of work for the current year and the
implementation of commitments and the Ministry’s Programme of work contribute significantly to
development of information society in Montenegro.

Analysis of eGovernment development

In Montenegro, the Ministry of Information Society predicted, in the Strategy of Development of
Information Society for the period 2009-2013., the monitoring of degree of development of basic
eGovernment services annually. The first survey was conducted in late 2009. Research concerning the
measurements of eGovernment development is monitored and implemented over the network / the
Internet, i.e. how many electronic services are already available to citizens and businesses. Along with all
measurements of eGovernment, the existing websites are monitored and new sites, that will allow users
to perform government services through a network or other communication channels, are searched.
Research related to the assessment of the degree of development of 20 main e-government services,
which are defined in the strategy documents both in EU countries and the countries of the region (and
i2010 Plus eSEE Agenda) were conducted for the first time, internally, in late 2009. In order to clearly
define in Montenegro the directions of further development of electronic services in public
administration, according to all models, it is necessary to examine the current situation and according to
that and following the trends in the region, to focus the development in the right direction.

EU cooperation

The Ministry of Information Society formally expressed interest in accession to the ICT Policy Support
Programme - ICT PSP, which is part of the Competitiveness and Innovation Programme — CIP in
October 2009 and Montenegro joined this programme in 2011.

Community ICT PSP programme, which operates under the CIP, aims to support innovation and
competitiveness through the wider and better use of ICT services by citizens, governments and
businesses, especially by small and medium-sized enterprises. This program is fully aligned with the
priorities of the European i2010 strategy and is one of the main financial instruments for achievement of
the goals of the i2010.

Within eSEE initiative Montenegro is a signatory to "eSEE Agenda" and "eSEE Agenda Plus", as well as to
the Memorandum, between the countries of South East Europe on the development of a uniform
broadband market related to European and global networks, and also has a representative in the Centre
for eGovernance Development for South East Europe.

4) Technologies and solutions deployed

During the period since establishment of the Ministry, we have implemented a number of projects, but
also we participated in number of projects that are implemented by other institutions. Below we gave an
overview of some of the projects currently on-going or at latest stages.

eGovernment Portal

In order to implement the e-Government in Montenegro, Ministry for Information Society and
telecommunications implement the project web portal eGovernment - www.euprava.me hereinafter
referred to as: the portal, through which all institutions of public administration and local self-government
units will provide services to individuals and corporate entities, and other institutions electronically.

The goal is that citizens and legal entities, meet their needs for certain information and documents do
from anywhere, via the Internet and the Portal rather than over the counter. On the other hand, the
portal is a platform and tools for government authorities to create electronic services, to handle requests
more easily and communicate with the applicants of those requests electronically.
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Under the Portal eParticipation citizens can actively participate in the creation of laws and other strategic
documents, and they may express opinions and attitudes in the public debate. eParticipation is in full
correlation with electronic democracy - eDemocracy and eGovernance.

The portal officially started to operate on 7th April 2011. and in cooperation with five state institutions,
citizens and businesses were provided immediately with 12 e-services on the portal. Currently over 24
electronic services are provided over portals, within the jurisdiction of nine institutions.

The Ministry of Information Society and Telecommunications aims to involve as more authorities of state
and local self-government units as possible, which will provide electronic services and information about
them. Also, the goal is the motivation of citizens to use electronic services provided on the Portal to a
greater extent.

Electronic Document Management System — eDMS

eDMS (Electronic Document Management System) is a project whose main goal is informatization and
electronization of business office in the Government of Montenegro, in order to increase efficiency, save
time, reduce costs and provide better quality management of documentation material. This project will
create the conditions for the creation of a business solution that will ensure efficient operations in
accordance with the legal documents that define this area of work, and it will cover the complete life
cycle of all of the documents (since the emergence of registration, to digital archiving). The solution will
provide the technological basis for improving business processes of Government and ministries and their
integration into a unique information system that meets the highest standards in terms of flexibility,
speed and security.

This system provides basis for future development of eGovernment. Also it is a basis for electronic
Government session which started in 2010. Currently all government sessions are held electronically as
well as councils and commissions.

5) Lessons learned and next steps

Future steps and efforts will be focused on Interoperability Framework, which by nature is not a technical
document is intended for those who are involved in the definition, design and provision of public services.

Although the provision of public services, in almost all cases involves the exchange of data between
information systems, interoperability is a broader concept and includes the possibility of organizing joint
work on generally beneficial and commonly agreed goals.

Interoperability is a prerequisite and a facilitating factor for the efficient provision of public services,
which meets the need of:

- Cooperation between public administration institutions;
- Exchange of information in order to fulfil legal conditions, or political obligations;

- Exchange and re-using of information to increase administrative efficiency and reduce
administrative burdens on citizens and businesses;

and leads to:

- Better provision of public services to citizens and businesses on the principle of “one-stop shop”
(one-stop government)

- Reducing costs for public administrations, businesses and citizens through the efficient and
effective provision of public services.
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Case 13: National Program of Accelerated Development of ICT Services in
2011-2015 (Belarus)

1) Introduction

'The Republic of Belarus is a landlocked country in Eastern Europe bordered by Russia to the northeast,
Ukraine to the south, Poland to the west, and Lithuania and Latvia to the northwest. From the ITU
perspective, Belarus represents the CIS region. According to ITU and UN reports on ICT infrastructure and
e-government, Belarus occupies second place after Russia in CIS region on most indicators. Based on
analysis it is evident that Belarus has well-developed ICT infrastructure, but still has much to do in
implementing and promoting electronic services.

In order to get over these difficulties specialized Informatization Department was established under
supervision of national telecom regulator. At present Informatization Department operates in scope of
the National program of accelerated development of ICT services in 2011-2015. The National program
was approved by the Council of Ministers on 28/03/2011.

2) Goal and objectives

The goal of the National program is to create conditions that promote faster ICT development, stimulate
information society development on innovative basis and improve quality and effectiveness of G2C and
G2B relationships, including creation of national e-services system.

Main objectives of the National program are:

- ICT infrastructure development with advance capabilities required to satisfy growing needs of
citizens, business and state. Creation of environment for e-services implementation, development
of e-government resources and providing universal access to such services;

- creation and development of state system of e-services;

- improving quality of health care services;

- improving quality of social and employment services;

- e-learning development and capacity building;

- e-commerce promotion in order to faster economic development;
- increasing government, business and civil society online presence;
- security systems development in order to provide safe ITC usage;

- providing appropriate conditions for IT-industry growth.

3) Subprograms
National program comprises 9 subprograms aimed to develop different aspects of information society:

1) ICT infrastructure development subprogram. Main ideas are broadband development in terms of
speed and quality, implementation of IMS, LTE, PON, creating environment for new services.

2) E-government subprogram.

1 See document: 2/INF/89-E.
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3) E-health subprogram. Main ideas are improvement of health care quality and accessibility,
increasing health tracking by citizens, telemedicine development, creating of specialized web-
resources dedicated to health care and healthy living.

4) Electronic employment and social security subprogram. Main ideas are creation of unified
information system for employment and social security purposes, provide complete
implementation of digital signature in social security organizations, inform unemployment about
employment and training possibilities through ICT.

5) E-learning and capacity building subprogram Main ideas are overall ICT training in schools, constant
courses update in high schools and universities, creation of educational web-resources, academia
integration into international education networks, creation of e-libraries, education for people with
disabilities.

6) E-customs subprogram. Main ideas are development of national e-declaration system,
development of customs information system in order to provide clear communication and data
exchange with Russia and Kazakhstan as partners in Customs Union, improving quality and security
of e-customs services.

7) National content subprogram. Main ideas are stimulating online presence of media, digitization of
museum and library funds, rich accessibility of cultural information for foreigners.

8) Security and e-trust subprogram. Main ideas are creation of necessary legal acts, implementation
of information security systems, creation of unified security monitoring system, development of
typical security policies.

9) Export-oriented IT industry development. Main ideas are providing necessary support to IT
companies, constant training for IT specialists, creating environment to attract investments in IT
industry.

4) E-government subprogram

E-government subprogram aims on integrating development of specialized information systems and
resources to provide e-government services for citizens and business. Long-term goal of this subprogram
is to create integrated, user-friendly system to provide all possible e-government services with centralized
access and with multi-channel delivery.

Subprogram includes almost 40 activities to be implemented till 2015. These activities cover all spheres of
e-government and mostly directed to develop information systems, electronic registers, to make digital
signature widespread, to make e-government services easily accessible and to develop monitoring
systems to observe e-government implementation process. Each activity has responsible state authority
as well as time frames and funding specified.

Subprogram uses the following KPIs to evaluate its progress:

- UN e-government readiness index;

- Percentage of organizations using digital signature;

- Percentage of organizations using Internet to perform information exchange with Government;
- Percentage of information systems, integrated into unified e-government system;

- Percentage of state authorities using outsourced professional services of information systems
support and maintenance.
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5) Challenges

- Informatization processes are still fragmented, and there is lack of proper coordination between
state authorities;

- There are not enough e-services provided for citizens, services are decentralized. Exceptions are
banks and cadastral agencies;

- Digital signature is not widely adopted and is not in demand. It needs to be improved;

- There is lack of process coordinator, who has enough experience and credentials to link involved
authorities into singe productive team.

6) Lessons learned
- Changes should be overall, fearless but with prior active consulting with civil society and business;

- Changes must be implemented step by step. We should use positive experience from previous
changes in future ones;

- Business likes changes and generally supports them;

- E-government implementation should be fully transparent and must be based on multi-stakeholder
approach;

- Processes should be simplified prior to automation;

- Sometimes we should be able to implement changes one-sided instead of spending unlimited
amount of time searching for mutual understanding.

Case 14: Creation of Government CIO (Chief Information Officer) (Iran, Islamic
Republic of)

Introduction

2 Creation of CIO is first goal to integrated planning, regulating and supporting of ICT projects & objects
and CIO has come to be review in national level as the key contributor formulating strategic goals for the
country. One of the reasons for not reaching the favourite outcome in Iran is: numerous institutions and
decision makers, lack of unique authority, lack of necessary integration and Lack of supervision that the
ClO structure can be help to manage the problem.

The Government CIO is a very important indicator in e-Government ranking. The CIO is expected to align
management strategy with ICT investment in order to achieve harmonization between business strategy,
organizational reform, and management reform; hence, the Government CIO is considered by many
governments to be one of the key factors in the success of e-Government implementation as ICT leaders.

In this ranking, we split this indicator into four elements: firstly the presence of ClIOs in government;
secondly, the extent of their mandate; thirdly, the existence of organizations which fosters CIO
development, and finally, the special development courses and the degree/quality which teaches CIO
related curricula.

Most developing countries receive low score since there is no strong evidence on CIO mandate, CIO
Presence as well as CIO development programs

2 See document: 2/INF/91.
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Country overview

A brief review of the situation in Iran about e-Government and E-government Development Index (EDGI):

Table 7: Waseda University Institute of e-Government rankings 2013

No EI::llcings Score No | Final Rankings | Score No E::I:ings Score
I | Singapore 94.00 20 | France 69.49 39 | Chile 54.87
2 | Finland 93.18 20 | Thailand 69.49 40 | Indonesia 33.05
3 |UsA 93.12 22 | Portugal 69.11 41 | Philippines 50.88
4 | Korea 92.29 23 | Turkey 67.10 2 | Romania 49.72
5 |UK 88.76 24 | Malaysia 66.26 43 | Argentina 49.23
6 | Japan #8.30 25 | Hong Kong 66,12 44 | Pakistan 47.25
7 | Sweden 87.80 26 | Spain 65.89 45 | Venerzuela 47.20
8 | Denmark 83.52 27 | China 65.69 46 | Peru 46.56
8 | Taiwan 83.52 28 | Mexico 64.24 47 | Nigeria 45.20
10 | Netherlands 82.54 29 | UAE 63.34 48 | Egypt 4411
11 | Australia §2.10 30 | India 62.77 49 | Kazakhstan 3727
12 | Canada 81.78 31 | Brunei 60.89 50 | Georgia 34,98
3| Switzerland 81.33 32 | Israel 60.25 51 | Cambodia 33.52
14| Germany B0.08 33 | Brazil 59.88% 52 | Fuji 32.65
15 | Italy 79.11 34 | Russia 59.32 53 | Tunisia 3133
16 | New Zealand 77.29 35 | Macau 58.65 54 | Iran 30.77
17 | Norway 7553 36 | South Africa 3777 535 | Uzbekistan 30.35
18 | Belgium 72.01 3 Vietnam 55.42
19 | Estonia 71.76 38 | Czech 35.06

As per the e-Government Ranking 2013 shown in Table 1, Iran stands in the 54th place.

Unfortunately, in spite of having numerous experts and IT projects Iran could not have good rate in e-
government ranking in the world. After many research about this, we concluded that the CIO structure
definitely can be help us to solve our problem.

Technologies and solution deployed

Creation CIO will cause the integrated management strategy with investments in technology to achieve a
balance between business strategy, organizational reform and administrative reform

That is useful to complete the CIO structure (controlling technology investments, etc.) at the national level

for integration of e-government in implementation stronger master plan

Objectives and strategies

Develop and implement information technology policy.

Coordinate information technology investment strategy and capital planning.

Develop and implement Enterprise Architecture.

Implement Data Management program.

Identify and oversee business process improvement opportunities.

Develop and implement information technology performance measures.
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Oversee the Department's Reports Management Program, including the Information Collection
Budget.

Develop and implement electronic government in compliance
Manage systems integration and design efficiency.

Analyse information technology skills for all employees including executives, end-users, and
IT professionals.

Develop and execute IT Governance and Investment processes.
Coordinate, develop, and implement IT Security computer policy and procedures.

Manage information technology operations.
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Annex 2: Toolkit to create the ICT-based services using the mobile

communications for e-government services
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0 Introduction

The Toolkit to create ICT-based services using mobile communications for e-government services, is an
analysis of approaches for the creation of services based on mobile communication, such as e-
government, e-health, e-learning, as well as mobile payments, mobile banking, authentication services
and electronic signatures. The document reviews the ITU standards for security services based on mobile
communications, shows achievements of a number of countries in the industry and provides guidance on
the construction of such services. The Toolkit was launched by the Intervale (Russian Federation) and in
addition to contributions from the Russian Federation, valuable input to the Toolkit was provided by the
Ministry of Internal Affairs and Communications of Japan, the Bank-of-America and the Swedish company
Accumulate. The Toolkit was analysed by ITU-T SG 17, and approved and supplemented by it
complementary contributions. The approaches outlined in the Toolkit are in correlation with materials of
the Mobey Forum, a non-profit organization specializing in development of mobile payment systems.

The authors are very happy to thank Ms Mayumi Yamauchi, Mr Abbie Barbir, Mr Lars Aase, Mr Vladimir
Minkin, Mr Dmitry Kostrov, Mr Vladimir Soudovtsev, Mr Viacheslav Kostin, Mr Dmitry Markin and also
Mr Hani Eskandar and Ms Christine Sund for their help and constructive recommendations.

The material in the Toolkit can be useful for developing countries building their secure e-government
services based on mobile communications.

1 E-Government Delivery Models — Use of Mobile Terminals

While e-government is often considered as Internet web-based government, many non-Internet
"electronic government" technologies can be used in this context, such as TV and radio-based delivery of
government services, email, newsgroups, electronic mailing lists, online community facilities, chats and
instant messaging technologies. Some non-Internet technologies also include telephone, fax and very
important services based on wireless networks including SMS and MMS messaging. Mobile
communication, beside its main purpose - voice communication and message transfer between users, has
been found extremely useful for additional applications such as m-Commerce, m-Health and m-
Government and so on, where “m” stands for “mobile”. However, one should understand that m-
Government is only one of various means of electronic communication with the government and the
same goes for m-Health, m-Education, m-Commerce and m-Payment.

In spite of the fact that mobile handsets have small displays and keyboards, they have a great deal of
expectation to be used for e-government services. Today’s extremely fast evolution and important
advantages of mobile communications made “e“ services, based on mobile terminals and named as “m*“
services (m-Government, m-Health, m-Payment, m-Learning and so on), are very prospective, because:

- Not every citizen owns a personal computer, but usually almost everybody owns a mobile phone
(According to the ITU report "Trends in Telecommunication Reform 2012", by the end of Y2011
there were 6 billion mobile subscribers and almost twice less Internet users all over the world);

- Mobile phones are always with their owners and always on-line;
- In some cases mobile communication may be the only available way of communication;
- Mobile communications are not less secure than the Internet.

Prospects for the use of mobile communication are so great, that in 2010 ITU’s fifth World
Telecommunication Development Conference in Hyderabad has adopted the Resolution 72 "Increasing
the efficiency of service mobile telecommunications". And at the World Telecom Conference 2012, held in
October in Dubai, two new ITU initiatives on the use of mobile devices have been launched to provide
ICT-based services:

- m-Powering Development

- m-Health for NCDs (jointly with WHO)
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There are four primary delivery models of e-government which usually take place:
- Government-to-Government (G2G)

- Government-to-Business (G2B)

- Government-to-Employees (G2E)

- Government-to-Citizens (G2C)

- Obviously, G2C is the most widely used model and this model, in particular, can play an important
role in world-wide spread of m-services.

2 G2C Activities

Government-to-Citizens is a delivery model, in which the government provides one-stop, on-line access to
information and services for citizens. G2C applications enable citizens to ask questions to government
agencies and receive answers; to file income taxes (federal, state, and local); to pay taxes (income, real
estate); to renew driver's licences; to pay traffic tickets; to change their address information and to make
appointments for vehicle emission and driving tests.

In addition, government may: provide information on WEB or WAP sites; provide downloadable forms
online; conduct training (e.g., in California, drivers’ education classes are offered online); help citizens to
find employment; provide tourist and recreation information; provide health and safety advices; allow
transfer of benefits like food coupons; file flood relief compensation (as it was after Hurricane Katrina
aftermath in New Orleans, USA), and so on.

- Usually, four types of G2C activities take place: governance, e.g. online polling, voting, and
campaigns.

- one-way communication, e.g. regulatory services, general holidays, public hearing schedules, issue
briefs, notifications, etc.

- two-way communication between the Agency and the Citizen. In this model, users can engage in
dialogue with agencies and post questions, comments, or requests to the Agency.

- financial transactions, e.g. payments, lodging tax returns, top-ups, fines.

No security required for the first and, probably, for the second types of activity. On the contrary, the third
and the fourth types require strong user authentication and secure connection. In these cases when
processing a service request, both parties, the Agency and the Citizen, should be authorised and data
transfer should be executed in secure mode with the use of cryptography means. Below is the more
closely study of these instances.

Two-way communication between the Agency and the Citizen

The Citizen may either seek an audience with the Agency or request information, for example, concerning
his payments due, or to request such information in electronic form/paper form. The document
requested electronically may be sent encrypted to Citizen’s mobile device or to the Citizen’s personal
page on government’s WEB site, access to which requires the submission of an electronic signature. If the
document is requested in paper form, Citizen will be informed when the document will be ready and
where it will be available.

Financial Transactions

The service of carrying out financial transactions should be universal. This will allow to process non-cash
payments with state institutes, trading companies, service providers and between citizens, including
cross-border payments, which means not only G2C, but also B2C and C2C transactions. Along with these
services the option to initiate a payment by either party should be available. Sources of payment may be
national or international bank cards, clients’ bank accounts, and even personal accounts of mobile
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network subscribers, or so-called “electronic money”. In this proposal Mobile Payment System (MPS)
becomes a part of national Retail Payment System being under the government control. While processing
cross-border transactions, it is important that national payment systems of various countries should be
compatible with each other. That is impossible to fulfil without following common standards. ITU, as an
international organisation and under aegis of UNO, should carry out coordination and standards settling.

One should note here that standardization is mandatory not only for financial transactions, but also for e-
Health, e-Government and other similar services.

3 General Principles for Secure Mobile Services

Mobile system for providing secure remote services, whether it is mobile electronic government, mobile
medicine or mobile commerce, in general should present an infrastructure with secure transmission of
data blocks between mobile terminal users and service providers (Figure 3). To ensure the security, this
structure must have an element that provides authentication and encryption. Transmitted blocks can
contain confidential information requiring secured treatment. Data exchange should be carried out only
between authorised users, not accessible to third parties and properly logged to avoid non-repudiation.
User authentication shall be resulted from multi-factor authentication. In accordance with the ITU
Recommendation Y.2740", which will be described below, means of authentication and encryption must
meet the required service security level, determined by an agreement between the service provider and
the Client, if it is not inconsistent with national legislation.

3.1 Identification and authentication

For identification purpose, it is required to validate Client’s identity and uniquely link Client mobile device
to his account in the database of the service provider. After initial Client identification, he should be
issued a "secret" that will authenticate the user during his future interactions with the service provider.
This "secret", also known as “mobile signature”, appears as one of authentication factors. Practically,
mobile signature is a unique cryptographic key, which may also be used to encrypt information. Thus, use
of keys provides both data encryption and parties’ authentication. The second factor of multi-factor
authentication can be specified by the user PIN or password, allowing access to applications installed on
the handset. This PIN protects against unauthorized use of applications.
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Figure 3: Infrastructure of secure data transmission
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Existing mobile payment systems have already implemented their own security procedures, where
security requirements are determined by agreements between service providers and their customers.
Obviously, e-government requires a security system, controlled by the State and compliant with national
law regulations concerning electronic signatures. The system should ensure secure transmission of
confidential information between government agencies and authorised users, while providing electronic
signatures. The same system can be used for e-health services and other newly created services that
require data protection. And although private mobile payment systems will probably have their own
means of protection, one shall not exclude complex solutions, which provide centralised authentication at
a single centre, and some service providers (most likely, financial ones) additionally use their own
encryption and verification procedures. Therefore, in mobile applications it appears reasonable to provide
several independent blocks with different sets of keys. Figure 2 shows unified authentication model for
mobile and Internet devices.

Despite the existence of multiple identification and authentication centres, all of them shall use unified
rules to issue global customer mobile identities — mIDs, registered within the System Central Directory to
ensure proper routeing of messages to Clients. The Client may have multiple mIDs, but they should be
bound to the Client’s MSISDN.

Service Enabler provides the technology support and plays a very important role in this structure. Beside
integration of various access means, interoperability with service providers and authentication centre,
Service Enabler also provides users with applications for access means (personal computers and mobile
terminals).
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All identification and authentication centres must comply with the same allocation rules and regulations
for global identifiers of mobile clients (mID), registered in a central System Directory to ensure message
delivery to customers.

Figure 4: Unified authentication model with additional cryptography
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As an example of usage of Unified Authentication Centre, proposed dynamic of development of
Healthcare structure from several unrelated companies to a single National Healthcare System is provided
below. Today many medical companies have been formed, holding their own technological know-how
and trying with more or less success to implement ICT achievements in medicine, including mobile
diagnostic devices.
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Figure 5: The structure of a separate medical service provider
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Some companies focused only on developing devices based on ICT technologies, others offer a full
package including rendering medical services (see Figure 5). There are two levels of this structure: User
level and the Service Provider level. Companies, using this two-level approach, supply their Clients with
diagnostic devices which can take and transfer medical test results to the Centre. These companies
perform monitoring of received data, data analysis, systematisation and storage of measured data,
creating patients’ records and providing emergency services, if necessary. Besides, each company
provides a customer service, managing Client database and accepts payments for services. The
shortcomings of such approach are described below:

1) Difficulty to present services to the Client (Advertising problem)

2) Difficulty for one service provider to use results obtained by another provider
3) If the client stops to pay, who will store his history?
4) Insufficiency of authentication and protection of personal data

5)In case the Service Provider ends its activity, the Client history will be lost

Despite the fact that the use of ICT technologies in medicine is an explicit step towards the progress, such
approach cannot be accepted as a base to implement a joint ITU-WHO initiative started at Telecom
World-2012 in Dubai’. Therefore, three-level centralised scheme is suggested, integrating services of
multiple service providers and implementing partnership between state and private sectors. In the
structure shown in Figure 6 there are three logical levels: User level, Service Provider level and ICT level,
which ensures secure data storage, multifactor authentication, multi-level access, remote payments and
interactions with users. Communication node appears as the central device in the offered scheme,
managing two-way communication between users (Clients or Service Providers) and the System, and
providing information notifications. The node ensures operations with data for authorised users, which
allows (depending on user rights) to read and/or enter data in the data storage. User authentication is
performed by the Unified centre of authentication with the use of digital signature officially recognised as
an analogue of manual signature. ICT provides the first line of communication with clients, conclusion of
agreements and payments services last are performed, whenever possible, via remote means. The
communication node uses all available means of communication with clients (mobile phones, e-mail,
voice calls), dispatching and delivery of requests and responses, user authorisations and information
notifications on behalf of public institutions (Ministry of Health, Ministry for Emergency Situations, etc.).

At the Service Provider level, there are different medical clinics, both state and private. They may have
multiple specialisations and emergency services (if needed). These clinics may provide their clients with
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special mobile diagnostic devices, collecting and transmitting health parameters of clients to central
devices.

Figure 6: Proposed structure of the State healthcare system
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3.2 Keys administration

Cryptography can be used with both symmetric and asymmetric keys to encrypt transmitted data and to
create mobile signatures. The advantage of symmetric encryption (Standards 3DES, AES) is to use
algorithms that are easy to implement in low-cost computing devices. Symmetric key generation is a
simple operation, which does not require any special means. However, by definition, use of the same key,
shared between the user and service provider (provider’s authentication centre), can cause a situation,
when the user might dispute the completed transaction. It is fair to point out that mobile payment
systems successfully use symmetric key cryptography, having learnt to create reliable transaction logging
systems to deal with disputes.

Asymmetric key cryptography applies public-key infrastructure (PKI) to link two different keys which
belong to one individual: "public" key, with publicly available identity, and "private" key that is securely
stored and protected from unauthorized access (for example, in SIM card or specially protected smart
card). Mathematical interaction between keys is managed in such a way that an action committed with
one key can be "linked" to another key, without disclosing the private key data. This is particularly useful
for creating an electronic signature, since the signing action completed by the private key identifies the
private key owner only due to the relationship with the associated public key - the identity of the latter is
known. The most important task of PKI technology is, on one hand, to ensure "privacy" of private keys,
and on the other hand - to verify the relationship between open and private keys. This is achieved by
careful management of registration process when keys are issued, and certification process, confirming
the identity of the public key. These elements are managed respectively by entities known as
"Registration" and "Certification" Authorities, (i.e. RA and CA). In relation to mobile signature, their
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primary function is to acknowledge the unique relationship between private key usage and the registered
identity of the Citizen by virtue of his/her ownership of the associated public key.

Asymmetric encryption methods require the use of more expensive computing devices, but they can be
applied in numerous interaction patterns. Using the "dual key" provides opportunities for greater
scalability and easier conflict resolution. This approach leads to more efficient trust model with simplified
administrative management and services (for example, many different applications and interaction
schemes can be supported by a single asymmetric key pair). As a result, documents describing global
interoperability frameworks for electronic signature are almost entirely focused on asymmetric
cryptographic encryption methods (e.g. eEurope "Blueprint" Smartcard Initiativeg).

Currently, RSA-1024 is the most common asymmetric encryption system, but it is well known, that 512-bit
key may be hacked with modern computing means in only 10 minutes and so for all newly designed
secure systems NIST Special Publication 800-57* in 2012 required to use RSA-2048 encryption algorithm.
Unfortunately, this will complicate the relevant calculations, and will scrutinise requirements for
processor performance. That is why symmetric encryption is still often applied for non-powerful
processors, used in mobile devices. In this case, asymmetric encryption may be utilised for secure
distribution of a symmetric session key, which is used to encrypt subsequent communications. Scenario of
such secure exchange of keys looks like sequence of steps outlined below:

- The application is loaded onto mobile device from an open source together with the public key of
the System.

- During the activation process, the application generates a random symmetric session key.
- The application sends this session key encrypted using the public asymmetric key of the System.

- The System decrypts the session key using System’s secret key and stores it at the Hardware
Security Module.

- This session key is used by both the System and the Application for all subsequent activities.

4 Mobile Payment System (MPS)

Historically, mobile devices, for obvious reasons, were primarily used for remote financial transactions. To
date, mobile payment service providers have gained great experience in various fields, including security.
It is logical to extend this experience to other systems using mobile networks. In this regard, below we will
consider mobile payment systems in more detail.

4.1 MPS participants and their Roles
To support transactions in MPS, following Roles must be present in the System:
- MPS Operator
- Mobile Operator
- Banks (for typical MPS)
. Clients’ Bank (bank issuer)

. Acquiring bank, accepting payments and providing access to Clients’ banks for merchants or
service providers

. Settlement Bank (interbank settlements)

- Clients (mobile Operator subscribers, using Mobile Payment System and owning payment card or
bank account)
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4.2

Client application — a special program downloaded to a mobile terminal of the Client, or to special
hardware security module, for example, SIM card, which allows to perform registration, select
payment means, interact with authentication agent, perform financial transactions, and also to set
up payment details.

Issuers of Client applications
Merchants (legal entities, clients of Acquiring Banks)

Authentication agent (Client authentication)

Typical System Architecture

The following MPS architecture is suggested by the ITU-T Recommendation Y.2741° (Figure 5).
Such arrangement is recommended for implementation in local Mobile Payment System which handles
payments within the same country.

Figure 7: (Y.2741) Secure Mobile Payment System Architecture
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4.3

MPS Models

Different MPS models exist:

Bank-oriented model (Figure 8), where bank offers mobile payment services with many mobile
operators.
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Figure 8: Bank-oriented MPS model
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Operator-oriented model (Figure 9), where mobile operator offers mobile payment service using

payment cards as source of payment issued by multiple banks or using personal accounts of mobile
subscribers.

Figure 9: Operator-oriented MPS model
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Mixed model (Figure 10) with multiple banks and multiple operators.

An example of such model can serve an MPS working with international payment cards, for example,
MasterCard or VISA. However, most perspective model is the National Mobile Payment System, being a
part of the National Payment System, integrating all national banks and working with all mobile operators.
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Figure 10: Mobile Payment System as a part of the National Payment System
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4.4 Available payment means

The following payment means may be used as a source in the Mobile Payment System:
- Bank account

- Bank cards issued by local or global payment systems

- MNO subscribers personal accounts

- E-money

4.5 Payment arrangement
Two operation types are available in MPS:
- Operations initiated by the Client

- Operations initiated by the Merchant

4.5.1 Operations initiated by the Client
Transactions initiated by the Client may contain the following steps:

1. By means of mobile device the Client generates a request containing parameters of the financial
operation, payment instrument and secret PIN code

2. The request is transmitted via mobile operator channels
3. The MPS operator receives the request

4, The Client is authenticated
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The required financial operation is performed using the Client’s payment instrument details
The operation result is sent to the Client

The response is transmitted via the mobile operator channels

© N o W

The Client receives the result of the financial operation

4.5.2  Operations initiated by the Merchant

Transactions initiated by Merchants may contain the following steps (it is assumed that the Client
informed the Merchant on his unique identifier):

a) The merchant generates a payment offer and sends it to the MPS operator;
b) The MPS operator determines the Client and the way to deliver the payment offer to the Client;
c) The request is sent to the Client over the mobile operator channels;

d) The Client receives the request through his/her mobile device and generates the response that
contains the financial operation parameters as well as the parameters of the payment instrument;

e) The request is transmitted via the mobile operator channels;
f) The MPS operator receives the Client's response;
g) Authentication of the Client;

h) The required financial operation (remittance/payment) of is performed using the Client's payment
instrument details;

i) The operation result is sent to the Client;
i) The response is transmitted via the mobile operator channels;

k) The Client receives the result of the financial operation.

4.6 Near Field Communications (NFC)

NFC is evolving as a key technology for non-remote mobile payment services. This technology is
positioned to enable user’s handsets to communicate with card readers at the point of sale.

Mobile NFC business models are being developed to be integrated in any mobile security framework for
financial transactions. Typically, mobile NFC system involves the following elements:

- Mobile Device with NFC Chipset or Secure Element of NFC Chipset containing the logic and
interfaces to communicate with card readers.

- Mobile Network Operator (MNO)
- One or many Service Providers

- Trusted Service Manager or broker providing a point of contact between service providers and MO

t is considered, that NFC payment systems can use credit cards as payment means for interactive
shopping purchases via contactless NFC devices. After the payment transaction is processed successfully,
result is stored in the system and sent to subscriber's handset. The use case is depicted in Figure 11
below. In order to actualise the scenario described above, following requirements are needed:

- User Authentication Communication security
- Protection of information stored, if mobile device is lost or stolen

- System storage to accumulate and process transaction records
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Figure 11: Interactive shopping
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NFC systems, due to its features, have become the most popular when carrying out the sale of consumer
goods, and also within the transport sector, allowing for a reduction in the time spent to purchase tickets
and significantly reducing lines for customers. Also, NFC-based systems can be successfully applied for
authentication purposes instead of paper ID. Despite the differences, the main security methods for NFC
operations remain the same as for remote services.

5 Security

The most important requirement for payment systems, as well as e-government and e-health, including
their mobile variations, is security, which is provided by meeting recommendations of the
ITU Telecommunication Standardization Sector, which issued a manual entitled "Security in
telecommunications and information technologies®. This manual provides an overview of existing
ITU-T Standards and their practical application in secure telecommunications. ITU-T Standards are
required to follow, they stay as recommendations, but compliance with recommendations is essential to
ensure compatibility and consistency of telecommunication systems of different countries.

Since these systems include many players, security considerations can be divided in multiple categories
that include:

a) End-point Security
b) Mobile Application Security
c) Mobile Network Security

d) Identification of the requesting party that includes proper identification of the individual that is
requesting the financial transaction.

Prior to the era of smart phones, management of mobile applications by operators on mobile phones was
relatively easy. Basically, operators used to control which application can be downloaded onto device and
their security characteristics. Management of mobile applications becomes more complicated with the
advent of smart phones and ability to freely download third party applications. Nowadays, it is almost
impossible to be completely certain that every application that is executing on a mobile device originated
from a trusted source. As a result, mobile users are subject to additional threats such as identity theft,
phishing, and loss of personal data.

The term "security" is used in the sense of minimising vulnerabilities of assets and resources. An asset is
anything of value. Vulnerability is any weakness that could be exploited to violate a system or information
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it contains. A threat is a potential violation of security. The ITU-T Recommendation X.805 "Security
Architecture for Systems Providing End-to-End Communications’" (Figure 10) of defines set of eight
so-called "Security dimensions" — set of means that protect against all major security threats, described in
the ITU-T Recommendation X.800 "Security architecture for Open Systems Interconnection for CCITT

applications"a:

- destruction of information and/or other resources;

- corruption or modification of information;

- theft, removal or loss of information and/or other resources;
- information disclosure;

- service interruption.

Security dimensions are not limited to the network, but extend to applications and end user information
as well. In addition, security dimensions apply to service providers or enterprises offering security services
to their customers. The security dimensions are:

1) Access control;

2) Authentication;

3) Non-repudiation;

4) Data confidentiality;

5) Communication security;
6) Data integrity;

7) Availability;

8) Privacy.

Properly designed and implemented security dimensions support security policy that is defined for a
particular network and facilitate the rules set by the security management.

The access control security dimension protects against unauthorized use of network resources. Access
control ensures that only authorised personnel or devices are allowed to access network elements, stored
information, information flows, services and applications. In addition, Role-Based Access Control (RBAC)
provides different access levels to guarantee that individuals and devices can only gain access to, and
perform operations on, network elements, stored information, and information flows that they are
authorised for.

The authentication security dimension serves to confirm identities of communicating entities.
Authentication ensures validity of claimed identities of entities participating in communication (e.g.,
person, device, service or application) and provides assurance that an entity is not attempting a
masquerade or unauthorized replay of a previous communication.

The non-repudiation security dimension provides means for preventing an individual or entity from
denying having performed a particular action related to data by making available proof of various
network-related actions (such as proof of obligation, intent, or commitment; proof of data origin, proof of
ownership, proof of resource use). It provides evidence that can be presented to a third party and used to
prove that an event or action has taken place.

® |TU-T Recommendation X.800 "Security architecture for Open Systems Interconnection for CCITT applications (page 12).
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The data confidentiality security dimension protects data from unauthorized disclosure. Data
confidentiality ensures that the data content cannot be understood by unauthorized entities. Encryption,
access control lists and file permissions are methods often used to provide data confidentiality.

The communication security dimension ensures information flows exchange only between the authorised
end points (information is not diverted or intercepted as it flows between these end points).

The data integrity security dimension ensures correctness or accuracy of data. The data is protected
against unauthorized modification, deletion, creation, and replication and provides an indication of these
unauthorized activities.

The availability security dimension ensures that there is no denial of authorised access to network
elements, stored information, information flows, services and applications due to events impacting the
network. Disaster recovery solutions are included in this category.

The privacy security dimension provides protection of information that might be derived from the
observation of network activities. Examples of this information include web sites visited by a user, user
geographic location, and IP addresses and DNS names of devices within service provider network.

In order to provide an end-to-end security solution, security dimensions must be applied to a hierarchy of
network equipment and facility groupings, which are referred to as security Layers and security Planes.
The Recommendation X.805 defines three security layers build on one another to provide network-based
solutions:

- Infrastructure security Layer, consisting of network communication means and individual network
elements (routers, switches, servers, communication lines);

- Services security Layer to protect service providers and their clients (both basic services —
connection to resources, DNS, and additional services — VPN, QoS, etc.);

- Applications security Layer, includes 4 potential targets: application user, service provider,
application provider, bounding software.

Security layers represent a series of interrelated factors that contribute to ensure network security:
Infrastructure security layer allows to use Services security layer and Services security layer allows to use
Applications security layer. Security architecture takes into account that each layer has different security
vulnerabilities, and provides flexibility in reflexion of potential threats in the most appropriate way for a
particular security layer.

Each of these security Layers consists of three security Planes, representing a specific type of network
operation, protected by Security dimensions:

- End-User Plane;
- Control Plane;

- Management Plane.
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Figure 12: X.805 — Security architecture for end-to-end network security
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According to this Recommendation the security architecture logically divides the System in question into
separate architectural components. This separation assumes a systematic approach to end-to-end
security that can be used for planning of new security solutions as well as for assessing the security of the
existing solutions. The security architecture addresses three essential questions with regard to the end-to-
end security:

1) What kind of protection is needed and against what threats?
2) What are the distinct types of system equipment and facility groupings that need to be protected?
3) What are the distinct types of system activities that need to be protected?

These questions are addressed by three architectural components: security dimensions, security layers
and security planes.

- Required security should be based on the use of:

- Means of identification and authentication of participants;

- Encryption of data transmitted through communication channels;

- Physical and administrative means to ensure the safety of information transmission and storage.

The ITU Recommendation X.1122° applies when using asymmetric cryptography, and provides guidelines
for creation of secure mobile systems based on Public Key Infrastructure (PKI). This standard describes
generation of public and private keys, certificate applications, as well as issuance, activation, use,
revocation and renewal of the certificate.

The ITU Recommendations Y.2740 and Y.2741 describe security requirements and architecture of secured
mobile financial transactions. These recommendations, though made for mobile remote financial
transactions in NGN, are fully applicable to ensure security for m-Payment, m-Health and m-Government
Systems in 2G, 3G and 4G mobile networks. The Recommendation Y.2741 describes the system
architecture (Figure 5) and possible interaction scenarios. The example of such scenario for Merchant
initiated payment is shown in Figure 11.

117



B17-3/2: Xo0 desamesnbHocmu 8 0671acmu 3/1eKmMpPOHHO20 npasumesnscmaa u onpedeneHue obaacmel
MPUMEHEHUSA 3/1eKMPOHHO20 NMPAsUMEesIbCmMed 8 UHMepecax passusarouiuxca CmpaH

Figure 13: Performing payments initiated by merchant
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The basic steps of the scenario are as follows:
1. a) the Merchant generates a payment offer and sends it to the MPS operator;

b) the MPS operator determines the client and the way to deliver the payment offer to the

client;
c) the request is sent to the client over the mobile operator channels.
2. The client receives the request through his/her mobile device and generates the response that

contains the financial operation parameters as well as the parameters of the payment instrument;

3. The request is transmitted via the mobile operator channels;

4, The MPS operator receives the client's response;

5. Authentication of the client;

6. The required financial operation (remittance/payment) is performed using the client's payment
instrument details;

7. The operation result is sent to the client;

8. The response is transmitted via the mobile operator channels;

9. The client receives the result of the financial operation.
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The Recommendation Y.2740 defines four levels of system security and its provision. Security Level is
determined by the extent to which security dimensions are implemented in the System. According to this
Recommendation system participants should be aware of the Security Level, which should be stipulated in
the participants’ agreement if it is not contrary to the law. Service providers can further reduce the risks
by organizational means - to restrict the transfer of some information, to limit service for users with a low
level of loyalty, etc. The System security is entrusted upon every participant of the System and is achieved
by the physical and administrative facilities of security assurance at data transfer, processing and storage.
Implementation of security dimensions are required to be executed by all the participants in respect of
data involved in information exchange. Thus the subscribers are responsible for maintaining the secrecy
of their PIN codes, for the safe storage of their mobile terminals, as well as for confidential information
related to a bank account or plastic payment card secure parameters. In turn, service providers are liable
for the logging of performed transactions, security of transmitted and stored sensitive information, user
authentication, etc.

Security Levels defined in the ITU-T Recommendation Y.2740 "Security requirements for mobile remote
financial transactions in next generation networks":

Security Level 1

System can rely on authentication provided by the NGN operator. Data confidentiality and integrity at
their transfer are ensured by the data transfer environment (communications security), and at their
storage and processing — by the data storage mechanism and System access control facilities. The privacy
is ensured by the absence of sensitive data in the messages being transferred as well as by the
implementation of the required mechanisms of data storage and the System access control facilities. The
System components must not have latent possibilities of unauthorized data acquisition and transfer.

Security Level 2

Authentication when using the System services can be executed by using only one authentication factor
and thus can be implemented without the application of cryptographic protocols. One-Time Password is
used for authentication. One-Time Password is generated by means of various tokens (Single Factor OTP
Device, Single Factor Cryptographic Device, etc.). Data confidentiality, integrity and privacy are ensured
similarly to Level 1.

Security Level 3

Multifactor client authentication must be used to access System services. The Client shall use more than
one authentication factor. Data confidentiality, integrity and privacy at message transmission must be
ensured by using additional message encryption together with data transfer protocols that ensure the
security of the data being transferred by the interoperation participants (including data integrity
verification); at data storage and processing their confidentiality, integrity and privacy are ensured by
additional mechanisms of encryption and masking, together with well-defined distribution of access in
accordance with privileges and permissions.

To meet security requirements at this level, System shall use software modules installed in Clients'
handsets. These modules shall implement at least two-factor authentication and ensure both encryption
and decryption of transferred data. Each authentication shall require entry of the password or other
activation data to activate the authentication key and the unencrypted copy of the authentication key
shall be erased after each authentication (Multi-factor Software Cryptographic Token).

All System interoperation participants shall use security facilities that ensure the System against break-in.
In the Level 3 solutions the security of data transferred over the communications channels shall be
ensured by means of strong cryptography. The strength of a cryptographic method depends on the
cryptographic key being used. Effective key size shall meet minimal length recommendations to suffice
protection.
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Security Level 4

This is the highest System security assurance level. To meet security requirements at this level, clients'
mobile terminals shall be equipped with hardware security modules. Implementation of other security
dimensions shall fully correspond to level 3. Both symmetric and asymmetric cryptographic algorithms
may be applied to message encryption. To prevent interception or corruption of information between
mobile terminal elements (e.g. CPU and display, CPU and keyboard), some security measures shall be
taken to ensure the integrity of data exchange on the Client’s device (Trusted Execution Environment).

Security dimensions that are equally implemented at all Security Levels:
- access control,

- non-repudiation,

communication security,

- availability

The following security dimensions have different implementation at different Security Levels:
- authentication,

- data confidentiality,

- data integrity,

- privacy

From Table 1 it follows that the implementation of the first and second levels of security can be achieved
without installation of any special applications on the mobile device or special security element of mobile
device; but to implement the third and fourth security levels, it is necessary to install custom applications
that provide client authentication, encryption and decryption of data transmitted.

Table 8: Security implementation degree - (Y.2740) subject to Security Level

Security Security Level

Dimension

Level 1 Level 2 Level 3 Level 4

The access to every system component shall be granted only as provided by the System

Access Control
personnel or end-user access level.

In-person connection to
services where personal

Authentication data with obligatory

in the System | Single-factor . identification is used.

. . Multi-factor . N

. is ensured by authentication - Multi-factor authentication
Authentication authentication at the .
the NGN data at the System . at the System services
. System services usage

transfer services usage usage.

environment Obligatory usage of
Hardware Cryptographic
Module.

The impossibility of a transaction initiator or participant to deny his or her actions upon their
completion is ensured by legally stated or reserved in mutual contracts means and accepted
authentication mechanisms. All system personnel and end-user actions shall be logged. Event
logs shall be change-proof and hold all actions of all users.

Non-repudiation
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Table 8: Security implementation degree - (Y.2740) subject to Security Level

Security
Dimension

Level 1 Level 2

Security Level

Level 3

Level 4

Data
confidentiality

Data integrity

Data confidentiality during the
data transfer, is ensured by the
data transfer environment
(communications security), and by
the mechanism of data storage
together with the means of
system access control — at data
storage and processing.

Privacy

Privacy is ensured by the absence
of sensitive data in the messages
being transferred as well as by the
implementation of the required
mechanisms of data storage and
the System access control
facilities.

The System components must not
have latent possibilities of
unauthorized data acquisition and
transfer.

Data confidentiality
during the data transfer
is ensured by additional
message encryption
together with data
transfer protocols that
ensure the security of
the data being
transferred by the
interoperation
participants (including
data integrity
verification); at data
storage and processing
their confidentiality,
integrity and privacy are
ensured by additional
mechanisms of
encryption and masking
together with well-
defined distribution of
access in concordance

The implementation of the
Level 3 requirements with
the obligatory usage of
hardware cryptographic and
data security facilities on the
Client’s side (Hardware
Cryptographic module).

with privileges and
permissions.

The delivery of a message to the addressee is ensured as well as the security against
unauthorized disclosure at time of transfer over the communications channels. It is ensured
by the NGN communications providers.

Communication

It ensures that there is no denial of authorised access to the System data and services.

Availabilit o pere - . . .
¥ Availability is assured by the NGN communications providers as well as the service providers

6 Mobile Technology

To date, the term "mobile communication" is most often associated with the GSM Standard of the second
and the third generations. These mobile communication systems use different subsystems for voice and
data transfer (with the use of time-division switching and packet switching technology) and this is an
intermediate step in evolution of mobile communications. Next Generation Networks (NGN), which has
already come to replace existing networks, provides subscribers with broadband access and use only
packet switching channels technology.

NGN perform voice, images, text and multimedia messages transmission services, as various applications
of universal process of Batch Data Transmissions. As a result, SMS and MMS data transmission
technologies, widely used at the present time, may yield to other technologies. Users may not even notice
these changes. However, technological solutions developed for m-services should be prepared for the
process of evolution of mobile communications.

Today's mobile terminals are widely used, but originally they were not designed for systems with strong
authentication. Therefore, terminals of different manufacturers and even different models of terminals
made by the same manufacturer may use different algorithms, which lead to greater complexity, and in
some cases — to inability to create Applications which perform all required System functionalities. For
instance, an application should be able to be activated automatically upon receiving a message from
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Mobile Payment System (Operations initiated by Merchant). Unfortunately, it cannot be implemented in
every mobile terminal.

To unify operation of such systems, some additional protocols should be standardised and ITU, together
with equipment manufacturers, can perform this task. Another important challenge is the location of
crypto-application and administration of access to this application. As it is shown in the chapter
“Security”, in order to achieve the highest level of security, these applications should be located in a
special module (hardware security element), which protects stored information from unauthorized
access. Thus, SIM/UICC card can be successfully used as a module, provided that the problem of
delegation of administrative rights to access SIM card, belonging to the mobile operator, will be solved.
This problem is easily solved when both of these functions are performed by the same entity, otherwise it
becomes difficult. Creation of mobile terminals equipped with an additional hardware security element
can be considered as a solution to resolve issues resulted from SIM card co-management. This may be
reached by an embedded security module or specially installed tamper-resistant memory card.

There are different ways of data transfer available in mobile networks, such as CSD, SMS, USSD, GPRS,
EDGE, LTE. Each of them has its advantages and disadvantages. For example, SMS is very reliable and
easily implementable way, but limited by message length. On the contrary, GPRS is not limited by
message length, but less reliable and requires correct adjustments for mobile terminal, especially in
roaming, which is also very expensive.

The success of technology progress has led to wide implementation of geo-location services in
smartphones based on GPS or GLONASS systems. Geo-location essentially expands functional capabilities
of mobile terminals. Therefore, lately geo-location services are widely used in applications for mobile
devices (where the share of smartphones grows rapidly).

7 M-Government in the European Union

According to “Mobile Signatures Whitepaper: Best Practices'®”, issued on 25th April 2010, the most

advanced national m-Government services, based on Digital Identity systems using cryptography
techniques are implemented in Turkey and Estonia. Also, Finland is a top-ranked leader in the field of e-ID,
including mobile PKI, which is seen as a great alternative for strong and flexible user authentication and
electronic signature service.

Mobile PKI offers a very strong security framework for all parties. The security related operations are
done in the SIM card, tamper resistant environment, making it almost impossible to misuse the user
identity. Software that tries to steal the user identity, passwords or other credentials cannot penetrate
into SIM content. Authentication and signature information are transmitted via SMS and back-end
channels to the service provider and are verified by the operator, so even if the user is attacked at the
browser level, or the computer is infected, it does not matter. The data never goes through the Internet
channel. To be successful, attacker should also gain access to the mobile operator network to
attack/infect the encrypted SMS messages.

All of these services are using asymmetric cryptography techniques and based on European Parliament
and Council Directive on Electronic Signature and ETSI Mobile Signature Requirements and Specifications:

- ETCITR102 203"
"Mobile Commerce (M-COMM); Mobile Signature; Business & Functional Requirements"

4 ETCI TR 102 203 "Mobile Commerce (M-COMM); Mobile Signature; Business & Functional Requirements" (page 19).
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- ETCI TS 102 204°
"Mobile Commerce (M-COMM); Mobile Signature; Web Service Interface".

- ETCITR 102 206°
"Mobile Commerce (M-COMM); Mobile Signature Service; Security Framework".

- ETCITS 102 207
"Mobile Commerce (M-COMM); Mobile Signature Service; Specifications for Roaming in Mobile
Signature Services".

Mobile signature is “A universal method for using a mobile device to confirm the intention of a citizen to
proceed with a transaction.” It is an enabling technology that allows remote or present authorisation of
electronic events using a mobile phone. Mobile Signature can carry legally valid identity information
(qualified digital certificates) of over a GSM network and provide that information to any authorised
application. According to documents, mentioned above, mobile signatures are digital signatures that are
created using private key data that is stored on the UICC; so it can be used to provide legal and ultimately
secured transactions. Essentially, Mobile Signatures extend the concept of Digital Identity and encompass
the mobile phone as main device for authentication. Mobile Signatures can, in principle, be applied to any
electronic event that requires authorisation by a nominated individual or by a member of a defined group
of individuals. Mobile Signature is an important building block for secure services, which helps service
providers to identify and authenticate users, and also may be used to sign secure transactions.

Figure 14: Typical mobile smartcard implementation

Application
Provider
Mobile Mobile -
Signing Mobile ‘-\’
PIN Network
Signature Signature ;
S

Modern communications and e-commerce are largely built on a solution, i.e. Internet that was built
without an identity layer that would allow each party to identify their communicators. ‘Identity’ leads to
the development of trust models that are so important to the functioning of current societies. By
establishing a Public Key Infrastructure (PKI) and providing digital certificates and keys to end users on a
mobile phone UICC (Wireless PKI), digital identity can be established thus enabling the delivery of new
and enhanced features and services For example, virtual access to Internet resources, financial
transaction authorisation or electronic document signing. It should be noted that Digital Identities are not
necessarily unique as one identity may be used by more than one person as in the case of joint signatories
or members of shared groups with equal authority to access a resource or service. Also one person may

5 ETCITS 102 204 "Mobile Commerce (M-COMM); Mobile Signature; Web Service Interface" (page 19).

®  ETCI TR 102 206 "Mobile Commerce (M-COMM); Mobile Signature Service; Security Framework" (page 19).

7 ETCI TS 102 207 "Mobile Commerce (M-COMM); Mobile Signature Service; Specifications for Roaming in Mobile

Signature Services" (page 19).
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have multiple digital identities for different services. Identity Management System (IDM) not only
provides a structure for storing identity but also provides assurance that the right people have the right
access at the right time. Essentially the systems provide authentication, authorisation and administration.
Authentication ensure that the requesting application or individual is who they say they are; authorisation
determines what they are allowed to access; and administration deals with the routine maintenance,
ensuring that the system works and that integrity is ensured.

Security is greatly increased due to the use of UICC in secure chain of events and also due the nature of
services which will typically require two “points of presence” in the transaction chain, i.e. Internet portal
access from the computer will also require the user to authorise the event from his mobile phone. If the
mobile phone user, phone (UICC) and the originating event are not all present, the activity will not be
possible. Further, information required to perform an event, for example, account information, can be
transmitted over different channels thus disassociating it from the originating service and reducing the
risk of fraud.

Mobile signature creation is achieved using a crypto-processor on a smartcard, such as Subscriber identity
module (i.e. SIM card) found inside GSM mobile handsets or the Universal Integrated Circuit Card (UICC)
that has been adopted for 3rd Generation mobile devices (Figure 12). The use of SIM or UICC smartcards
in mobile operator business model effectively gives mobile operators the role of "Smartcard Issuer".

Signature requests, received on citizen’s mobile device, trigger a "signing" application on a smartcard. This
allows the display of the transaction text on the mobile device screen and provides an option for the
citizen to enter his/her signing PIN. The fact of entering the correct PIN initiates creation of the mobile
signature in the smartcard and transmission of the signature to the mobile signature service. By entering
the correct signing-PIN, citizen is deemed to have confirmed his/her intention to proceed with transaction
details displayed on his/her mobile device screen.

In the solution described above, Mobile Signature extends PKI authentication technology to the Mobile
Phone environment (WPKI) and positions the SIM/UICC card along with the mobile phone as the main
device in the service chain. Below a simplified process flow for the User to access a Service Provider is
described (see Figure 13):

- The User shall access the service via the Internet browser.
- Internet service requests the User to input the account name or a similar account identifier.

- Internet service identifies that the User has the Mobile Signature and initiates an authorisation
request to the relevant Mobile Signature service provider (MSSP).

- MSSP sends an SMS to the SIM Client on the User’s mobile phone, which requests a Mobile
Signature from the User.

- The User enters the signature PIN code.

- Mobile application sends Mobile Signature to MSSP.

- MSSP sends a request to the Certification Authority, which shall verify the Mobile Signature.
- MSSP returns a positive confirmation to the Application.

- The User is authorised to enter the service menu at the Internet site.
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Figure 15: Use of the 2nd “Point of Presence”
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Roles

The following describes the roles of MSSP, Registration Authority and Certification authority.
These are described in greater detail in ETSI TS 102 203.

Role of MSSP

MSSP is in charge for service facilities it provides. MSSP may be required to demonstrate compliance to
contractual agreements (where they exist), including active management of:

- Preparation of a documented security policy.

- Prevention of unauthorized Access to databases, etc.

- Detection of unauthorized access to databases, etc.

- Implementation of processes to monitor vulnerabilities.

- Actual monitoring for system vulnerabilities.

- To record and retain system information sufficient to perform security audits and investigations.
- To record and retain security audit reports.

MSSP may also be in charge for physical elements used in the delivery of services they provide (e.g.
mobile equipment). This may include (but not be limited to) of the following elements:

- Provide assurance that "what the user sees is what the user signs ..."

- The PIN should be erased from all memory after being transmitted to the card.

- A card with which no interaction occurring should be powered off after a prescribed timeout.
- No application capable of mimicking user screens should be installable in the mobile handset.

- No application capable of disclosing the PIN (e.g., Capturing it and sending it via SMS) should be
installable in the mobile handset.
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- The keying in of the PIN should not generate DTMF signals (a malicious party eavesdropping on the
communication could then determine the PIN even if the PIN itself is not transmitted out of the
mobile handset!).

- Users may have the ability to customise the screens displayed by the mobile handset goal being to
avoid confusing the user with a fake mobile handset whose sole function is to capture the PIN).

- The signature and the signed message should be erased from all memory after use.

- Entering the PIN may result in display of a sequence of characters unrelated to the PIN's value or
length.

- The human interface should be designed for ease of use, so that users routinely and automatically
apply the protection mechanisms correctly.

- All software running on the mobile device should be immune to buffer overrun attacks.

- Citizens may have the ability to terminate the mobile signature service from the mobile device (e.g.
in emergency/distress situations).

Role of the Registration Authority (RA)

The RA is responsible for acquiring and validating personal information provided by potential users. The
process of acquiring this information is called the Registration Process (RP).

Role of the Certification Authority (CA)

The CA is responsible for processing information from the RA and certifying public keys of citizens who
intend to use the mobile signature service. In addition, CA will provide a certificate revocation service (i.e.
to manage mobile signature lifecycle and permit audit transaction investigations).

Benefits for the service provider

One of the biggest advantages for the service provider is cost efficiency. According to the Tax
Administration in Finland, the cost for a single transaction went down from of €10 - €50 to of €0.20 -
€0.50 per transaction, when they adopted on-line services. Cost savings for the service provider, even in a
small nation such as Finland, can be huge.

These on-line services are under constant threat. On-line crime has turned into highly professional
business. The service provider needs to protect its own assets and give users the assurance their
information is also protected. User’s trust is a key for the service provider. Today, passwords to protect
customers and their data are not enough to establish trust with the customer. They may even discourage
potential customers, slow down adoption and eventually kill the service. More and more services are
going into the cloud, and the normal authentication is “username + password”. Security breaches in these
kinds of services are not breaking news any longer. Online services that offer alternatives gain competitive
advantages over others.

Strong authentication is one way of mitigating some of the risks related to on-line services and Mobile PKI
offers one of the strongest and easiest ways to authenticate the end user. Another aspect in on-line
business is transaction protection.
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There are several potential threats when a high-level transaction is performed in on-line service. Mobile
PKI offers two distinctive advantages over other methods:

- Transactions are signed using a method that complies with the EU electronic signature directive
and making signatures legally binding;

- The transaction and the identity of the user are protected against even the most sophisticated
attacks. Pretending to be someone else requires access to both the service and the operator
network. This is not an easy task to do. New on-line services can be delivered in a favourable
environment with minimal risks as they will be protected from fraud from the start.

Benefits for mobile network operators

Mobile network operators have to get the best ROl from their investments. They have to create new
opportunities and generate revenue. Mobile PKI enables both. One of the issues service providers are
struggling with is the mobilisation of the user base. Users crave for services that are available 24/7,
reachable from almost anywhere and at the same time they need security. Mobile PKI offers both. For the
MNO it creates new opportunities in several ways:

- adds value to current services;

- can secure new products and services to attract new customers;

- can stimulate new business models;

- can strengthen customer loyalty.

For revenue opportunities the MNO can investigate these different options:

- Negotiate high volume, special priced authentication transactions for e-Government, corporate or
financial services;

- Produce new services and integration options for the end user organisations;
- Offer trust centre-type of services to other organisations;
- Generate transaction revenue in services requiring transaction verification (electronic signing).

Mobile PKI creates a wealth of new opportunities. For the MNO, it means offering new and innovative
services to its existing customer base, targeting completely new customer segments and use cases where
MNO presence was previously only through the subscriber base.

A micro loaning service and a pension fund provide Mobile ID authentication for their users. The Lahti
municipality uses Mobile ID to authenticate people accessing several different online services. The
National Board of Patents and Registration of Finland allow users to access the services using Mobile ID.

Every week new service providers join mobile PKI revolution and create more value for the stakeholders
in the mobile PKI ecosystem. The main beneficiary being is the end user.

Benefits for the Government

Mobile ID enables governments to put the citizen electronic ID into every pocket that can hold a mobile
phone. Complementing the national elD card the mobile PKI SIM card adds a true mobility factor into the
e-Government services. Now citizens can access services from all over the world, only thing needed is a
working SMS connection.

One of the biggest challenges in the market has always been the threshold in user acceptance. If the
solution is too complex, citizens may shy away from it. Using the mobile phone as a signing and
authentication device is natural for almost all users, and when it is done using a SIM card one can also see
it as the most democratic method of all — it can be available to anyone who has a mobile phone. Mobile
PKI truly brings power to people’s fingertips!
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Mobile ID provides also the capability to digitally sign documents. When using the EU directive as an
example Mobile ID can be used to produce advanced electronic signatures.

Benefits for the End User

Extreme mobility is the most obvious benefit for the user. As Mobile ID is managed in the SIM card on the
client side, it can be used within almost any mobile phone out in the market.

Mobility is one of the key features that the MNO and service provider also see as a great benefit for the
end user. Due to Mobile ID, the end user has a strong authentication method available in his/her mobile
phone. An easy-to-use PIN is required to use the keys stored on the card for authentication or signing.
This is extremely important as mobile phones have been part of daily lives for many people all around the
globe.

With Mobile ID, value of the mobile phone increases even more. Besides games, entertainment, web
access or banking applications, it offers remote electronic identity tool, that always available for the user,
strong authentication, and consent through secure electronic signature, secure banking access, age
verification, and much more.

Mobile ID can open up a multitude of new possibilities for the benefits of users, mobile operators and
service providers.

Recently, European system that serves to provide mobile signatures was adopted by non-EU countries,
such as the Republic of Moldova. Long-term experience of successful operation of the system and its
global penetration show real attraction of this solution, however, most likely, in the long term the
encryption algorithm RSA-1024 will not meet tamper resistance requirements and probably will be
replaced with some more complicated algorithm, which will require, as it was stated above, to use more
powerful processors. However, most likely, progress of mass production technology will allow not to
increase costs of UICCs.

8 Case Study in Japan

In Japan, number of domestic subscribers of mobile phones, having been increasing year by year, was
128.21 million (up of 7.3 % of from last year) by the end of FY2011". The mobile phone is an important
infrastructure to support economic and social activities and the daily lives of the people.

In addition, spread of smartphones has been progressing rapidly. Smartphone shipments in Japan in FY
2011 amounted to 23.4 million units (2.7 times increase year-on-year), accounting for 55.8 % of total
shipments of mobile phone terminals®®. Furthermore, since FY 2012, mobile phone terminals with NFC
(Near Field Communication) functions have been introduced into the market.

The government of Japan, in “The New Strategy in Information and Communications Technologies (IT)
Roadmaps” (suggested in June 2010, revised in August 2011 and in July 2012) made by The Strategic
Headquarters for the Promotion of an Advanced Information and Telecommunications Network Society
(director-general: prime minister), presents the following goals regarding programs to diversify methods
to access administration services, concerning the renovation of the government portal, and to encourage
people to access the governmental service: in 2011, deliberation, verification, and demonstration of
methods for mobile access to administrative services with authentication from mobile phones; from 2012
to 2013, based on demonstration, to introduce, develop and promote services partially in testing areas
based on the demonstration above, and gradual nationwide deployment; by 2020, realisation of highly
convenient electronic administration services, namely a 'one-stop service'.

Based on the roadmap, for the purpose of technical specification review and technical verification toward
the realisation of the underlying mobile access system for using Web services through mobile phones in
the field of public administration, ministry of Internal Affairs and Communications conducted the “Project
Promoting Cooperative Business Administration Systems (Verification of Ways of Improving User-
Friendliness for Mobile Phones as Means of Access)” in 2011, based on survey and research results from
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the (Commissioned) “research and study of the diversification of means of access to electronic
administrative services, etc. (research and study of technology for mobile phones to access electronic
administrative services, etc.)” conducted in 2009 (Contracted).

As discussed above, mobile terminals with NFC functions are going to be commercialised from FY 2012.
They realise both offline and online enclosure, into tamper-resistant devices (Devices equipped with an IC chip
having a function to protect internal of physical or theoretical information), of service users’ personal information, in
the form of authentication information such as ID/passwords, points and coupons, and enable the
information to be read. However, at present, in order to store and use ID information or users
information in tamper-resistant devices, it was necessary to develop and operate an application for
mobile phones (hereinafter, “mobile app”) for each service provider. Also, users need to download and
install separate mobile apps provided by service providers. In other words, both service providers and
users face inconvenience when a tamper-resistant service is provided (Figure 16). For the purpose of
creating an environment convenient for users, in which it is easy for service providers to provide and
operate, we examined technical specifications to realise the mobile access system.

Figure 16: Separate application for each service provider in a tamper-resistant device

Service provider A

In order to resolve the difficulties mentioned above, system, that users and service providers alike could
commonly utilise, was studied. In other words, it was studied the technical specifications of a mobile
access system consisting of servers for storage and safe reading instead of each service provider and a
mobile app utilised commonly for every service to store and use ID information in tamper-resistant
devices (Figures 17 and 18).
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Figure 17: Common application and unified mobile access server for all service providers

o

Mobile access system )

Figure 17: Common application and unified mobile access server for all service providers. Further,
verification by experimentation with technical specifications etc. was studied. In other words, A:
Examination of technical specifications for a mobile access system realising online storage and use of ID
information and B: Based on the examination results of issue A, construction of an experimental

environment, inspection of operability and user-friendliness from the viewpoint of both service providers
and users, and verification of technologies.

Figure 18: Technical specifications for structure with common application
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The outcomes on the difficulties mentioned above, A and B, are listed below.

A: Multiple service providers which perform writing and reading of ID information into and from
tamper-resistant devices have established technical specifications for a mobile access system composed
of a common app by integrating a mobile access server that securely sends and receives ID information
with a browser. With respect to ID information, established technical specifications for handling are not
only e-certificates but optional information, such as other members’ IDs, ticket information, etc. with a
common method. To be compatible with various access methods depending on service providers,
established the technical specifications that permit a common method (common protocol/APl) of
applicable to any of the public IC card system (IC card), public card system for mobile phones (flash
memory type device) or Universal Integrated Circuit Card (UICC).

B: Used a mobile access server and common app within mobile terminals examined in issue A,
constructed a demonstrative environment assuming virtual service operated on them, conducted function
evaluation, performance evaluation, and evaluation by the users. The function evaluation revealed that
the system examined in issue A had sufficient functions. The performance evaluation achieved
performance measurement of the operation of the system using mobile terminals and confirmed that
writing of ID information and point information in about 6 seconds was possible. The evaluation by the
users consulted with service providers and users and confirmed the operability, effectiveness, and
usability of the mobile access system.

Examples of the utilisation image of mobile access systems are: (1) writing ID information for certificates
to mobile terminal-tamper resistant devices, (2) applying the administration for a certificate through a
mobile terminal online, (3) holding a mobile terminal over the ministerial kiosk terminal (multi-copy
machine) of installed at convenience stores and administrative bodies to receive a printed certificate.
Another example is (1) holding the user’s mobile terminal over the mobile terminal of healthcare
personnel, (2) after authentication, user's information (history of diagnosis and prescription) of is enabled
to be displayed on the mobile terminal of the healthcare personnel.

In order to realise the services above, further experimental studies for overcoming technical difficulties
will be conducted. The main topics for consideration in the future in light of the technology are
methodologies of authentication of the issuing terminal when storing the ID information, such as an e
certificate, etc. and scheme such as a mobile access system, considering the way of exchanging ID
information between mobile phones and outer terminals, through local communication.

9 United States of America National Strategy for Trusted Identities in
Cyberspace (NSTIC)

Individuals have limited ability to use strong digital identities across multiple applications, because
applications and service providers do not use a common framework. Instead, they face the increasing
complexity and inconvenience associated with managing the large number of usernames, passwords, and
other identity credentials required to conduct services online with disparate organisations. Finally,
collection of identity-related information across multiple providers, coupled with the sharing of personal
information through the growth of social media, increases the opportunity for data compromise. For
example, personal data that individuals use as "prompts" to recover lost passwords (mother’s maiden
name, name of a first pet, etc.) is often publicly available or easily obtained.

That is why the US National Strategy for Trusted Identities in Cyberspace (NSTIC) of was created by the
White House in April 2011. The strategy’s vision consists of the following: individuals and organizations
utilize secure, efficient, easy-to-use and interoperable identity solutions to access online services in a
manner that promotes confidence, privacy, choice and innovation. It offers the idea of the Identity
ecosystem (Figure 19), where users can authenticate themselves at any service provider (relying party)f by
their IDP using strong digital identities (for example: digital signature in a SIM card). In some cases relying
party needs to confirm some characteristic inherent to the subject (for example, “this individual’s age is at
least 21 years”), retaining anonymity of the User. Such information can be asserted by the Attribute
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provider — an organisation, responsible for the processes associated with establishing and maintaining
attributes of the subject.

Figure 19: NSTIC ecosystem

The Identity Ecosystem will increase the following:

Privacy protection for individuals, who will be assured that their personal data is handled fairly and
transparently;

Convenience for individuals, who may choose to manage fewer passwords or accounts than they
do today;

Efficiency for organizations, which will benefit from a reduction of paper-based and account
management processes;

Ease-of-use, by automating identity solutions whenever possible and basing them on technology
that is simple to operate;

Security, by making it more difficult for criminals to compromise online transactions;

Confidence that digital identities are adequately protected, thereby promoting the use of online
services;

Innovation, by lowering the risk associated with sensitive services and by enabling service providers
to develop or expand their online presence;

Choice, as service providers offer individuals different—yet interoperable—identity credentials and
media.

The logical step in the development of this ecosystem is the presence of the Authentication Provider
Agregators that connect to many attribute providers and identity providers and provide a single interface
to all of them.
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10 Case study mobile payment in Poland

Today many equal mobile payments with NFC payment, this is not really right though NFC is one of many
pairing methods to get information from the payer to the payee. Also a payment using NFC is covering
one payment situation, pay at POS. A Polish bank has commercially launched a mobile payment service
that includes all payment situations. The solution is unique in that it covers all payment situations, doesn’t
need any new hardware (ex. no need for a Secure Element), is operator independent, use the existing
payment eco-system without the need of adding new players and can be used with any pairing
technology (ex. NFC, RFID, QR-codes and barcodes). The roll-out includes all the bank’s ATMs and very
many POS-terminals. From start the mobile payment service supports:

- Point of Sale (POS) - pay in store, at restaurants, etc. (including future support for NFC)
- Online - pay at online stores

- P2P - real-time money transfer person-to-person to beneficiaries identified only by their telephone
number

- Cardless cash withdrawal from ATMs

- Money vouchers — offline timed vouchers for shopping payments and ATM cash withdrawals

- Information services

Later on more payment situations can easily be added, though the same method and processes are used:
- Person-to-machine (ex. vending, parking, petrol, etc.)

- inApp payment

- mCommerce

- mPOS

More services like mobile ticketing, loyalty, coupons and gift cards can easily be added to mobile service
and based on the same technology.

The Mobile payment service is available on all mobile platforms; Android, iOS, BlackBerry, Java (feature
phones) and Windows Mobile/Phone.

The service uses a connected mobile device and the user is online authenticated to the issuer of the
payment service. At the authentication a number of checks are performed; exchange of key’s (PKI
implementation), right unique application number and tied with IMEI (serial number of mobile), MSISDN
(telephone number) and approved by user PIN. After successful authentication the payment transaction is
performed by user pressing “pay” in his/her mobile app. No sensitive information are stored on the
mobile nor transmitted during the payment transaction.

The user process step-by-step, example (POS)
1. Open mobile payment app (can be set with or without PIN)

2. Choose pay and for example swipe mobile at POS-terminal (an OTT is shown on the mobile and
transferred to the merchant)

3. Approve payment in app with PIN (can be set without need of OK or OK+PIN for low value
transactions)

4, Receipt printed
The payment generic process step-by-step (technical)

In the Polish bank case the ADS (active discovery service) is at the bank in a closed loop system, where the
bank also act as Payment Network (PN) and Payment Service Provider (PSP). Figure 20 below shows an
ADS outside the bank and that give the opportunity for an open technology standard for mobile payment
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in for example a country or region. The different players in the payment eco-system (issuers, payment
networks, payment service providers/merchants) are connected once and can then use different mobile
payment services from different issuers only by adding a commercial agreement.

An OTT is a One-Time Ticket that is generated by the ADS upon request from the issuer inside a payment
network. The OTT is transferred by the user from the mobile device to the merchant’s system. By having
the security aspects regarding authentication between the issuer and the user instead of between the
user and the merchant, the OTT is simply a nonsense code that does not hide any sensitive information.
The OTT is matched in the ADS with any active OTTs and tied together with the specific user.

Figure 20: The generic OTT process
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1. The user starts the application and initial authentication is made between the issuer system and

the user’s application.
2. An OTT is generated by the issuer through the ADS.
3. The issuer presents the OTT to the user through the mobile application.

4, The user transfers the OTT in the appropriate way (ex. swiping using NFC or NFC-tags, QR- or
barcode or just typing it into the POS-terminal or cashier system) to the merchant.

5. The merchant sends the user-provided OTT to the PSP and its back-end system.
6. The PSP receives the OTT and forwards it to the ADS.

7. The ADS matches the OTT with any valid OTTs in the database and routes the status to the
appropriate payment network.

8. The necessary details are forwarded to the appropriate issuer inside the payment network.
Lessons learned

- Easy (but secure) registration/enrolment process.
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- It must be easy and fast to use and the trick is to get merchants where the service can be used.
- Simple for merchants to sign up and not higher fee’s than for a card solution/transaction.

- Adding simple services like receipts, transaction history and balance in the mobile application will
gain adoption.

11 Case study in the Russian Federation

Various mobile payment systems have become very popular in the Russian Federation. Some of them,
while having minimum functionality limited to top-up the balance of previously registered mobile phone,
do not require security and, respectively, do not provide it, the others (for example, mobile payment
systems "Easy payment" and "MasterCard Mobile"), have wide functionality and meet the highest
security level requirements, set forward by ITU standards to secure systems. Thus, and this is very
important, security means do not invoke any additional inconveniences for users. All the diversity of
means presented by modern mobile communication standards is used as transport environment. SMS and
USSD have become quite wide spread, however, due to wide circulation of smartphones and
development of standards for mobile telecommunication systems, increased the use of GPRS, UMTS,
WiMax and LTE.

It is interesting to note, that in the market under equal conditions are present both applications with
“sensitive information” stored on tamper resistance devices, and applications with the data stored in the
phone’s memory. Nevertheless, the latter have become more popular, yet they are potentially less
secure. Obviously, the consumer benefit of the latter is that he does not need to change his SIM/UICC
card. Yet, risk of reading the confidential data from phone’s memory is a shortcoming. With respect
thereto, it is interesting to compare these two types of applications from the point of security.

According to statistics, fraud usually takes place not when applications on stolen phones are hacked, but
either because of the “human factor”, or virus programs penetrated into clients’ phones. And this is the
least protected system elements that require further increase of security of mobile applications only in
case of very high risks of being hacked, for example, for the official digital signature recognized by state
entities. Unlike it, risks of payment systems can be limited by the maximum amount of financial
transaction per transaction and/or a time period. Therefore, the most important role in secure usage of
devices working in open networks consists of training clients to use these devices, and to use anti-virus
programs. Thus, certainly, the service provider should take all measures to protect confidential
information, defined by ISO 27001 and other similar standards. In particular, it is necessary to minimize
amount of employees operating the system, who have access to “sensitive data”, to assign different
access levels to the system, and to provide mandatory authentication and login registration.

In Russia, as well as in other countries, all three MPS models, described in Section 4.3 above, have
become popular and all sources of payment described in Section 4.4 are used, namely: clients bank
accounts, international and local payment cards, personal accounts of subscribers of cellular
communication, and e-money.

Use of mobile devices for providing legally recognized digital signature in Russia is aggravated by Russian
requirements to its cryptographic protection and is not introduced yet; however, Rostelecom has been
dealing with this issue for a long time and intends to implement it in nearest time.
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12 Findings

As shown in implementation cases described in chapters 6-9 above, development and usage of mobile
devices for m-Government, m-Health, m-Payment, m-Learning and so on are at different levels in various
countries, however, in today's global world the penetration of technology innovations increases
drastically, that leads to step-by-step convergence of technological development levels and reduces
digital gap between developed and developing countries. Today the developed countries already have
fully functional electronic payment systems and mobile government, and in some developing countries
even simple use of SMS to transfer the data between medical offices brings real results, reducing delays
in receiving early infant diagnosis (EID) DBS HIV test results as it was described in the Project MWANA
implemented in the Republic of Zambiya”. This proves that very soon this technological gap will be
decreased. The most advanced today's systems which are based on mobile devices offer the whole range
of services which is continuously extended. So, beside mobile payments and mobile banking services,
wide application was received by services based on geo-location. Besides, it is stated at White Parer
Mobile Payments™, issued by European Payments Council in 2012, the mobile terminal should represent
a “digital wallet” which will provide authentication and digital signature to replace multiple passwords,
IDs and loyalty cards of merchants (Figure 21).

Figure 21: The wallet shall be digital, not leather

As a normal wallet, the "digital" wallet, in effect, contains identification data of the owner, data on means
of payment available to the owner, and in certain cases - personal data of the owner (images,
documents, etc.). It may include ID information, digital signatures and certificates, login information,
addresses for drawing of scores and transmission, and also information on means of payment. Besides, it
can also include other applications, for example bonus points, tickets or travel documents. After having
passed authentication in Unified Centre, one may enter personal merchant accounts or social networks,
such as Facebook, LinkedlIn, etc., which is very convenient and relieves from the need to remember or to
store securely numerous passwords of multiple accounts. In the short term, one can expect active
distribution of mobile devices as terminals for e-government and healthcare. Recent initiatives in the use
of mobile devices, launched at Telecom-2012 by the ITU and WHO, are to prove this statement.

So rapid development of systems based on mobile devices is due to security measures applied to services.
Security is a common task for e-government, financial services and e-health (Figure 20) and is provided
with observance of ITU-T recommendations for security.
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Figure 22: Security — touchstone for all e-services

Due to these recommendations, cryptography has been implemented to use for authentication and
encoding of transferred data instead of one-time passwords used in previous systems, that considerably
increased security of mobile devices and at the same time increased convenience of their use and, as a
result, led to growth of popularity of services based on mobile devices.

13 Recommendations

- Since mobile phones have achieved full market penetration and high service levels, they are the
ideal payment terminals and secure communication instruments.

- It is important to provide easy-to-use mobile phone interfaces with consistent user experience
across all supported mobile phone implementations, even if the most advanced smart phones
boast “great” colour displays and touch-based interfaces. The user experience remains strongly
challenged by necessarily small form factor. For example, the mobile phone form factor effectively
limits the amount of information that can be displayed at any given time and the ability of the user
to enter complex text.

- Mobile device is a “digital wallet”, to store identification information on the wallet holder, on
payment instruments — accessible to the wallet holder and optional personal information items
belonging to the holder (e.g., pictures, documents, etc.). This may include information related to ID
cards, digital signatures and certificates, logon information, billing and delivery addresses as well as
payment instrument related information. Furthermore, it may also include other applications such
as loyalty, transport or ticketing.

- It is advised that the Customers should not be bound to a specific MNO or Bank, and should retain
their current ability to choose service providers.

- Parties of electronic dialog should be authorised with the use of at least two-factor authentication,
and data transfer should be executed in secure mode using cryptography means.

- It is advised to use Security Lelel 4 or 3 according to Y.2740 ITU-T Recommendation.
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14
ADS
CA
CPU
CSD
DNS
DTMF
EDGE
EU
G2B
G2C
G2E
G2G

Customers should be aware of the Security Level of the System, which should be stipulated in the
participants’ agreement. User authentication may be performed by the Unified centre of
authentication.

To ensure the security, the mobile device must have a special Mobile Application, which provides
authentication and encryption.

The most realistic vision is one of a market where multiple Mobile Applications co-exist, combining
services on a single mobile device.19

The registration and provisioning of a Mobile Application needs to be executed in secure
environment. Access to a Mobile Application would be easier for customers, if they could use
existing trusted relationship between them and their service providers.

To reach the highest security level, Mobile Application should be located on the hardware Security
Element.

The choice of Security Element has a major impact on the service model and roles of various
stakeholders. There are three types of SEs used until now: UICC, embedded SE and removable SE,
such as micro SD card.

Service Enabler provides the technology support and integration of various access means,
interoperability with service providers and authentication centre.

It is recommended to use Mobile Applications with several independent blocks with different sets
of keys.

The Client may have multiple customer mobile identities — mIDs, bounded to the Client’s MSISDN.
Unified rules to issue mIDs, registered within the System Central Directory, should be introduced to
ensure proper routing of messages to Clients.

All identification and authentication centres must comply with the same allocation rules and
regulations for mobile identifiers of mobile clients (mID), registered in a central System Directory to
ensure message delivery to customers.

Mobile systems should, as much as possible, use technologies and infrastructure which have been
already widely deployed.

Terms and abbreviations
Active Discovery Services
Certification Authority
Central Processor Unit
Circuit Switched Data
Domain Name System
Dual-Tone Multi-Frequency
Enhanced Data for GSM Evolution
European Union
Government-to-Business
Government-to-Citizens
Government-to-Employees

Government-to-Government
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GLONASS
GPRS
GPS
ICT
IDM
IP
ITU
LTE
mID
MNO
MPS
MSISDN
MSSP
NCD
NFC
NGN
NIST
NSTIC
OTA
oTP
oTT
PIN
PKI
PN
PSP
QoS
RA
ROI
RSA
SIM
SMS
TEE
uicc
UNO
USA
ussb

Global Navigation Satellite System

General Packet Radio Service

Global Positioning System

Information and Communication Technology
Identity Management

Internet Protocol

International Telecommunication Union
Long Term Evolution

mobile Identificator

Mobile Network Operator

Mobile Payment System

Mobile Subscriber Integrated Services Digital Number
Mobile Signature Service Provider
Non-communicable disease

Near Field Communications

Next Generation Networks

National Institute of Standards and Technology (USA)

National Strategy for Trusted Identities in Cyberspace (USA)

Over-The-Air

One Time Password

One Time Ticket

Personal Identification Number
Public Key Infrastructure
Payment Network

Payment Service Provider
Quality of Service

Registration Authority

Return On Investment

an algorithm for public-key encryption
Subscriber Identification Module
Short Message Service

Trusted Execution Environment
Universal Integrated Circuit Card
United Nations Organisations
United States of America

Unstructured Supplementary Service Data
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VPN
WHO

Virtual Private Network

World Health Organisation

WiMAX Worldwide Interoperability for Microwave Access

WPKI
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22.  PKO Bank Polski mobile payment use case
http://www.youtube.com/playlist?list=PL5xZmvvYELkUOr2a2BulorS7NPXal7tuY

23.  http://www.accumulate.se
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MexpyHapoaHbiit cow3 anektpocsasu (MCJ)

Bropo pa3sutus anektpocesasu (BPY)

Kanuensipus [lupekropa

Place des Nations

CH-1211 Geneva 20 - Switzerland
an. noyra:

Ten.: +41 22730 5035/5435
daxc: +41 227305484

3amecturens [lupextopa n
pykoBoavTenb [lenaptameHTa
aIMMHUCTPUPOBAHNSA 1 KOOPAMHALMK
ocHoBHoi pestensHocTy (DDR)

9n. nouta;

Ten.  +41227305784

Gakc:  +41227305484

PernonansHoe otaeneHue MCI
P.0. Box 60 005

Gambia Rd., Leghar ETC Bldg 3rd Floor
Addis Ababa - Ethiopia

an. noyra;

Ten.: (+25111)5514977
Ten.: (+25111) 5514855
Ten.: (+25111)5518328
daxc: (+25111)5517299

PerunoHanbHoe otaenenne MC3
SAUS Quadra 06 Bloco "E"
11°andar - Ala Sul

Ed. Luis Eduardo Magalhaes (Anatel)
CEP 70070-940 Brasilia, DF - Brésil
9n. nova:

Ten.: (+5561) 2312 2730-1
Ten.: (+5561)23122733-5
dakc: (+5561) 23122738

PeruoHanbHoe otaenexne MC3
Smart Village, Building B 147, 3rd floor
Km 28 Cairo - Alexandria Desert Road
Giza Governorate

Cairo - Egypt

an. novra:

Ten.: (+202) 35371777

dakc:  (+202) 3537 1888

[lenapTameHT UHpacTpykTypbl,
GnaronpusTHO cpepbl U
3NEKTPOHHbIX NpunoxeHuii (IEE)
9n. nouta:

Ten.: +4122730 5421
dakc: +41227305484

3oHanbHoe otaeneHue MCI
Immeuble CAMPOST, 3° étage
Boulevard du 20 mai

Boite postale 11017

Yaoundé - Cameroun

3n. moyTa:

Ten.. (+237)22229292
Ten.. (+237)22229291
daKc: (+237)22229297

3oHanbHoe otaenenne MC3
United Nations House

Marine Gardens

Hastings - Christ Church

P0. Box 1047

Bridgetown - Barbados

3n. moyTa:

Ten.: (+1246)4310343/4
Oakc: (+1246)437 7403

PernoHansHoe otaenenne MC3
Thailand Post Training Center,

5th floor,

111 Chaengwattana Road, Laksi
Bangkok 10210 - Thailand
Mailing address:

P.0. Box 178, Laksi Post Office
Laksi, Bangkok 10210, Thailand
3n. noyra:

Ten.: (+662) 5750055
daKc: (+662) 575 3507

MexayHapoaHblit coto3 anektpocessn (MCI)

Bropo pa3sutus anektpocesasu (BPY)
Esponeitckoe nogpasgenenve (EBP)

Place des Nations

CH-1211 Geneva 20 - Switzerland
9n. nova:

Ten.: +41227305111

[llenaptameHT MHHOBaLWI N
napTHepckux oTHoLuenuit (IP)
3n. noyra:

Ten.: +4122 730 5900
dakc: +41 22 730 5484

3oHanbHoe otaenexue MCI

Immeuble Faycal, 4° étage

19, Rue Parchappe x Amadou Assane Ndoye
Boite postale 50202 Dakar RP

Dakar - Sénégal

3n. noyra:

Ten.: (+221)338497720

dac: (+221)338228013

3oHanbHoe otaenenne MCJ
Merced 753, Piso 4

Casilla 50484 - Plaza de Armas
Santiago de Chile - Chile

9n. nouta:

Ten.. (+56 2) 632 6134/6147
dakc: (+56 2) 632 6154

3oHanbHoe otaenexue MCI
Sapta Pesona Building, 13th floor
JI. Merdan Merdeka Barat No. 17
Jakarta 10001 - Indonesia
Mailing address:

c/o UNDP - P.0O. Box 2338
Jakarta 10001 - Indonesia

an. noyTa;

Ten.: (+6221)3813572
Ten.: (+6221) 3802322
Ten.: (+6221)38023 24
dakc: (+6221) 38905 521

[flenaptameHT nozRepkK\ NPOEKTOB U
ynpasneHus 3HaHnamu (PKM)

dn. nouta:

Ten.: +4122730 5447

dakc: +4122730 5484

3oHanbHoe otaenexne MC3
TelOne Centre for Leaming

Corner Samora Machel

and Hampton Road

P.0. Box BE 792

Belvédére Hararé - Zimbabwe
an. noyta:

Ten.: (+2634) 7759 41
Ten.. (+2634) 775939
Oakc: (+2634) 771257

3oHanbHoe otaenenve MC3
Colonia Palmira, Avenida Brasil
Edificio COMTELCA/UIT 4 Piso
P0.Box 976

Tegucigalpa - Honduras

3n. moyta:

Ten.. (+504)22201 074
Oakc: (+504)22 201075

3oHanbHoe otaenexue MCI
4, building 1

Sergiy Radonezhsky Str.
Moscow 105120

Russian Federation

Mailing address:

P.0. Box 25 - Moscow 105120
Russian Federation

an. noyra:

Ten.: (+7495)926 60 70
daKc: (+7495)9266073



OTneyvataHo B LLseiuapun
XeHeBa, 2014 .

01/2014 r.



	ВОПРОС 17-3/2: Ход деятельности в области электронного правительства и определение областей применения электронного правительства в интересах развивающихся стран
	1 Введение
	1.1 Революция в сфере ИКТ и экспансия интернет-приложений
	1.2 Электронное правительство и 2-я Исследовательская комиссия в МСЭ
	1.3 Сравнительные исследования по вопросы электронного правительства в международных организациях

	2 Принципы электронного правительства
	2.1 Что такое электронное правительство?
	2.2 Тенденции развития ИКТ для электронного правительства
	2.2.1 Характеристики ИКТ для электронного правительства
	2.2.2 Сравнение фиксированной и подвижной связи
	2.2.3 Подвижная связь и технологии социальных сетей
	2.2.4 Открытые правительственные данные как тенденция к повышению прозрачности, подотчетности, участия и сотрудниче...
	2.3 Компоненты электронного правительства
	2.3.1 Портал, обмен информацией, безопасность
	2.3.2 Сети, человеческий потенциал
	2.4 Виды деятельности в области электронного правительства
	2.4.1 Приложения: G2G, G2C, G2B
	2.4.2 Финансирование
	2.4.3 Правовые и институциональные меры

	3 Примеры передового опыта стран-участниц (вклады, представленные в МСЭ-D)
	3.1 Проект INV (Деревня, оснащенная информационной сетью) (Республика Корея)
	3.2 Корейская онлайновая система проведения электронных закупок (KONEPS), (Республика Корея)
	3.3 Путь Уганды к электронному правительству (Уганда)
	3.4 Подход Уганды к внедрению широкополосной связи в недостаточно обслуживаемых районах (Уганда)
	3.5 Информационная система органов местного самоуправления (LGIN)
	3.6 Обзор услуг, осуществляемых на базе ИКТ, в Бангладеш
	3.7 Реализация электронного правительства в Кыргызской Республике - опыт и дальнейшие шаги
	3.8 Деятельность по обеспечению более удобного доступа к административной хозяйственной системе c использованием мо...
	3.9 Электронное правительство в Ливане
	3.10 Проект MWANA (Замбия)
	3.11 Услуги электронного правительства в Черногории

	4 Инструменты для передачи передового опыта
	4.1 Комплект материалов для услуг на базе ИКТ с использованием подвижной связи
	4.1.1 Мобильные принципы для безопасных мобильных услуг
	4.1.2 Идентификация и аутентификация
	4.1.3 Административное управление ключами
	4.1.4 Безопасность
	4.1.5 Мобильные технологии
	4.1.6 Выводы
	4.1.7 Рекомендации
	4.2 Оценка деятельности электронного правительства и его влияния на жизнедеятельность в Корее (Республика Корея)
	4.2.1 Введение
	4.2.2 Механизм обеспечения управления показателями деятельности в проектах в области электронного правительства
	4.2.3 Будущие направления
	4.3 eGovFrame: открытая платформа с открытыми инновациями
	4.3.1 Общий обзор
	4.3.2 Базовая информация по eGovFrame
	4.3.3 Стратегия открытых инноваций
	4.3.4 Изменения и преимущества eGovFrame
	4.3.5 Расширение и будущее eGovFrame Mobile
	4.3.6 Возможности для других стран

	5 Сферы применения на благо развивающихся стран
	5.1 Руководящие указания для определения сфер применения
	5.2 Инфраструктура
	5.3 G2G
	5.4 G2C и G2B

	6 Факторы обеспечения успеха деятельности в сфере электронного правительства
	6.1 Руководство со стороны президента (политическая поддержка)
	6.2 Баланс предложения и спроса в отношении услуг электронного правительства
	6.3 Четкое понимание сути электронного правительства
	6.4 Поощрение активности и участия граждан
	6.5 Инновации в управлении информационными ресурсами (IRM)
	6.6 Защита конфиденциальности и безопасности систем
	6.7 Стратегии принятия электронных услуг

	7 Руководящие указания по стимулированию деятельности электронного правительства и определению сфер применения элек...
	7.1 Сфера охвата
	7.2 Задача руководящих указаний
	7.3 Руководящие указания по определению сфер применения на благо развивающихся стран
	7.4 Руководящие указания для обеспечения прогресса в деятельности электронного правительства

	Annexes
	Annex 1: Full Transcripts of Contributed Cases
	Case 1: The INV (Information Network Village) Project (Republic of Korea)
	1) Overview
	2) Objectives and strategies
	3) Implementation
	4) Changes and outcomes
	5) Challenges and success factors
	6) International recognition and partnership with private enterprises

	Annex 2: Toolkit to create the ICT-based services using the mobile communications for e-government services

