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1. ISO/IEC 27001, ISO/IEC 27002 and ISO/IEC 27009
ISO/IEC has recently published 2nd editions of ISO/IEC 27001 and ISO/IEC 27002.  These new editions were developed by ISO/IEC JTC 1 / SC 27/WG1.  SC 27/WG1 would like to inform ITU-T/FG Cloud/WG 1  about the related 2nd working draft of ISO/IEC 27009 – Sector-specific Application of ISO/IEC 27001 – Requirements, which defines the requirements for the use of ISO/IEC 27001 for sector-specific applications.  SC 27/WG1 would like to invite all interested parties to collaborate with SC 27/WG1 on the development of ISO/IEC 27009. 

2. Requirements capture related to use of ISO/IEC 27001 for sector-specific applications
ISO/IEC 27009 is being developed to facilitate sector-specific use of ISO/IEC 27001.  This development involves capturing the requirements from interested parties and stakeholders that have an interest in using ISO/IEC 27001.  SC 27/WG1 would like to invite ITU-T JCA-Cloud to contribute to this development by completing the attached template to capture requirements regarding the current of future use of ISO/IEC 27001 within your sector.  The goal is to ensure that any requirements from ITU-T JCA-Cloud are taken account of during the development of ISO/IEC 27009.
3. Future Meetings

SC 27 welcomes any contributions that ITU-T JCA-Cloud might have on ISO/IEC 27009 to the next SC 27 meeting in April 2014. SC27 respectfully requests that these contributions are received by the SC 27 Secretariat by 14th February 2014, in order to allow processing by the ISO/IEC 27009 editors and for distribution and review by SC 27/WG1 experts prior to the next meeting in April 2014.
4. Attachments
Template for requirements capture related to use of ISO/IEC 27001 for sector-specific applications

Requirements capture questionnaire related to use of ISO/IEC 27001 for Sector-Specific Applications

Please provide information based on the questions below:

Does your entity have any sector-specific standards, recommendations technical specifications or codes of practice that makes, normative or informative, reference to ISO/IEC 27001, or are you currently or in the future planning to develop such items?  If not please submit a “not applicable” return and ignore the following questions.

Please answer the following questions for each of your standards relevant to ISO/IEC 27001:

· Title: (Title of the ISO/IEC 27001 related standard)

· Scope: (Scope of your standard)

· Status: (Development status, e.g. published, Working Draft, etc.)

· Sector: (The area addressed by your standard)

· Management system requirements: (Additional or refined management system requirement, such as restrictions on risk assessment methodologies, reporting the information security performance on an organization to other entities, inclusion of specific contents in the information security policy)

· Feedback on information security controls: (Based on ISO/IEC 27002 or not, number of additional or modified ISO/IEC 27002 controls)
What issues have you found interpreting requirements from ISO/IEC 27001 in a sector-specific context?  Please give details and examples.

Have you identified a need for sector-specific standards related to ISO/IEC 27001 that is not yet addressed? If so, please provide details.
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