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This liaison answers JCA-Cloud - LS 19.

A new liaison statement has been received from SG17.
This liaison statement follows and the original file can be downloaded from the ITU ftp server at http://ifa.itu.int/t/2013/ls/sg17/sp15-sg17-oLS-00084.docx.
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ITU-T Study Group 17, security, is pleased to inform you that we have approved Recommendation ITU-T X.1601 “Security framework for cloud computing”.

We have decided to discontinue the work item draft Recommendation ITU-T X.fsspvn “Framework for a secure service platform for virtual network” in our Question 8/17, Cloud computing security.
We have developed a cloud computing security Recommendation structure for future work as attached. This structure is still under development and will be updated as necessary.

Attachment – Structure of ITU-T Study Group 17 cloud computing security Recommendations





NOTE 1: The structure of ITU-T Q8/17 Recommendations is still under development.

NOTE 2:
1) X.sfcse, Security requirements for SaaS application environments
2) X.cc-control, Information technology – Security techniques – Code of practice for information security controls for cloud computing services based on ISO/IEC 27002
3) X.goscc, Guidelines of operational security for cloud computing
NOTE 3: The number allocation for cloud computing security Recommendations is as follows:
1) X.1601: Security framework for cloud computing
2) X.1602-X.1639: Security design related Recommendations for cloud computing
3) X.1640-X.1659: Best practices and guidelines related Recommendations for cloud computing security
4) X.1660-X.1679: Security implementation related Recommendations for cloud computing
5) X.1680-X.1699: Other cloud computing security related Recommendations not stated in the above 1) to 4) items
NOTE 4: The allocation of Recommendation number range does not imply that Q8/17 will develop its own Recommendation in each topic. Recommendation numbers may be used for joint text with other SDOs, or normative reference to external specification as appropriate.
[editor’s note] NOTE 5: some terms may need further explanation.
__________
X.1680-X.1699


Others





X.1670-X.1679


Incident management, disaster recovery


Security assessment and audit








X.1660-X.1669


Security solutions


Security mechanisms








Best practices�and guidelines





X.1640-X.1659


Best practices / guidelines (e.g. X.goscc)





X.1630-X.1639


Security controls (e.g. X.cc�control)








X.1620-X.1629


Trust models


Security architectures/functions








X.1602-X.1619


Security requirements (e.g. X.sfcse), Security capabilities








Overview





X.1601: Security framework for cloud computing





Security�design





Security�implementation





Others
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