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Q19/13 thanks SG2 for the information we received on your current projects on management for Cloud Computing.

We would like to make a number of comments. This is an initial set, and we anticipate sending additional comments from our February meeting.

Requirements for Cloud Service Management

This document draws on the Y.CCDEF vocabulary, but it does not align with the Y.CCRA Reference Architecture. Specifically, the Y.CCRA includes a fair amount of detailed breakdown of roles and functions around many areas of management. Your document should be building on the CCRA approach, not starting again. As such, we have an anticipation your section 6 should be rewritten based on language and concepts from Y.CCRA.

We also notice that you are treating Telecom as having different or unique requirements. We have discovered that this approach no longer works in Cloud Computing, as it becomes almost impossible to distinguish a “telco” cloud provider from an “IT” cloud provider at the level we need to work. This is why SG13 WP2 has been working closely with the TM Forum aiming for cross-industry consensus rather than rushing to a narrow focused quick decision which would probably need to be revisited in the nearest future. Telcos are buying their cloud solutions from the same vendors that sell to more IT-oriented organisations, so the management approach will need to be the same.

For this reason, we strongly suggest you work from the material in Y.CCRA and Y.3520 as your primary sources. You may need to have new approach than traditional Telco approaches to management systems, as we have found that cloud computing is a very different beast, far more dynamic and with resources that migrate around seemingly at random, and some between providers.

With respect to Inter-cloud, please review and base your work on the Y.3511 (Y.ccic) draft recommendation which was consented at SG13 meeting in Kampala. Note that our work such as Y.3520 assumes Inter-cloud as a fundamental concept that applies to the majority of operational cloud services. Single-cloud service is the exception, not the norm. For this reason, the SG13 Recommendations refer to End-to-End management.

The “Cloud Service Management Function Framework” has raised some serious concerns in SG13 (difficult to accept) at present as it does not align with Y.CCRA. Please use the Y.CCRA approach for documenting this area, and start from the functional models for management in Y.CCRA.

There is no concept of a Portal in Y.CCRA, nor do we anticipate a single approach to exposing management functions. What is needed is general use cases for the management system. From these we can determine general requirements. Only once this is done should we be moving to choice of technical approaches such as a portal concept. 

Life cycle management is already under study in SG13. We suggest you collaborate with this work.

You may wish to reference X.1600, the Security Framework for Cloud Computing rather than identifying security threats in your own document, unless of course they are not already identified in X.1600.

For Inter-cloud cases, such as monitoring, it is not necessary or efficient for this to be done in a “standardised” manner, which would limit functions to those considered in a standards process. Rather, it is better to enable the use of declared or agreed interfaces which can be chosen by the parties at the time they are needed. Cloud services are incredibly divers in their nature, composition, and requirements. No single approach will ever succeed.

Overview of Cloud Computing Management

We request that you reference and base your work on Y.3520 in addition to other sources.

We are concerned that you are assuming the use of eTOM. Is there evidence of this being used for management of cloud computing systems? Please remember that cloud solutions are sold to operators across the whole ICT space, and are not unique to telco deployments. For this reason SG13 has avoided rushing to selection of solutions or approaches that would not receive broad support from across the wider cloud computing industry.

Before any selection of eTOM for these standards, it is essential to understand the use cases of cloud computing, develop a full set of requirements, and consider the level of support from the most important vendors in this space. Telcos will not be willing to pay high prices for telco-specific solutions that do not interoperate well with IT-oriented cloud services or customer equipment. It may be that no single technology is acceptable. If a framework can be developed that supports eTOM alongside other management approaches, this has a higher chance of successful adoption in the marketplace.

In section 8 it is worth noting that high availability in cloud systems is often achieved by means of dynamic reconfiguration, load sharing, and scaling out of resources, rather than in constructing special “carrier grade” managed objects. This is a departure from classical telecommunications design.

Note that Figure 3 in section 9 uses the term Partner incorrectly. In cloud computing, a cloud service partner (CSN) is not a CSP by definition.

Requirements and analysis for management interface of virtualized resources in cloud computing (V0.2)

We feel this document is highly premature, as it assumes the need for an interface specification before sufficient case is made for it.

Attempting to define a management interface before the services and management architecture are well understood could become a wasted exercise.

The document only seems to address a very narrow set of IaaS type service capabilities. This will not be adequate in the marketplace even for IaaS, as many services are already offering PaaS and NaaS functionality, and we anticipate both NaaS and CaaS are areas where ITU is likely to be more influential than with IaaS, where the momentum is in other standards organisations which do not focus on telecom operators.

This whole document, especially with this level of details, reads like product documentation for a specific implementation, rather than a requirements analysis. This could deter support and adoption.

The Bibliography seems to indicate that the analysis is actually a boiling down of specifications from other places. If that is the case, a normative reference would be sufficient AFTER the requirements study has determined everything that is necessary.

Further comments

Some further comments from one of our document editors:

TD 275 (Overview of cloud computing mgmt): Q5/SG2:

· This overview document on cloud management needs to compose with, and compatible with, SG13’s already consented cloud management overview, Y.3520. ITU-T cannot have more than a single vision and overview on cloud computing management.  TD 275 makes no reference to Y.3520, which shows an obvious disconnect within ITU-T SGs.

· Clause 3, Definitions: make sure they are all based on Y.ccDef and Y.CCRA.

· Clause 7: Where have the activities and objects for telecom management come from? What use cases and requirements have they been derived from? What is unique about telecom management of cloud computing?

· Fig 2: why are cloud computing being mapped to eTOM? How was the mapping decided? Where are the studies that show how the mapping was done, and with what considerations?

· Clause 9: Fig 3: this architecture is not compatible with Y.CCRA and Y.3520. The concepts of “telecom network service” and “telecom management network” need to be defined, and distinguished from “network service” and “management network”, respectively.

TD 249R1 (Requirements for cloud service mgmt): Q5/SG2:

· This requirements document for cloud management needs to compose with, and compatible with, SG13’s already consented cloud management requirements and overview, Y.3520. ITU-T cannot have more than a single requirements document for cloud computing service management.

· Clause 7: needs to merge and/or compose with, or compatible with the corresponding content in Y.3520.

· Clause 8: Fig 1: where did this functional frameworks for cloud service management come from? Where are the use cases and requirements analysis that led to such framework? It needs to merge with Y.3520.

· Clause 9: Where are these functional requirements derived from? 

· This document, along with the rest of the documents from SG2, need to be aligned with the material under development in Q19/13, including the roadmap defined for such development in Q19/13.

TD 215R3 (Requirements and analysis for management interface of virtualized resources): Q7/SG2:

· Clause 1, Scope: COSS needs to be defined in a way that is compatible with Y.CCDEF and Y.CCRA, and Y.3520. Same is true about VRM. There also needs to be a justification for what such interfaces are in need of standardization. Where is the real life use cases, requirements, and the need for standardization of such interfaces that are internal to the implementation of the cloud computing systems?

· Y.3520, arguably the most relevant document from WP2/13 is not referenced at all.

· Clause 3.2:  Y.3520 is not referenced.

· Clause 6, Fig 1: VRM agent is not defined, and its need and presence is not clearly justified using Y.CCRA.

· Clause 7: it is not clear where the extensive requirements have come from. Where are the use cases that such requirements are based on? There are low level, detailed primitives for management that are not clear that are indeed needed. Where are the real world requirements for such management system? 

· Clause 8: Analysis, class attributes and relationships for management primitives: given the issues with clause 7, clause 8 needs re-evaluation once the above have been addressed.

TD 277R2 (liaison statement): WP2/SG2:

· Item (1): The relationship between Figure 1 in M.mivrcc and Figure 10-2 in Y.CCRA: The problem is that such concepts need to be composed with the Y.CCRA and Y.3520. There is not enough clarity and justification for why new components and concepts are introduced.

· Item (2): About the overlapping extensions: Again, concepts such as VRM agents and Virtual Resource Clusters need to be justified. Without a detailed analysis of requirements and user cases, it is not clear why such components and interfaces are needed. At the first glance, they seem to be implementation specific, proposing how one should implement a cloud computing system. Before such components and interfaces can be introduced, SG2 and SG13 need to work closely together in order to develop the next level of details.

Conclusion

It is our understanding that these documents have been developed in isolation from the mainstream work on Cloud Computing within ITU-T. This needs to be addressed, as the documents require more collaboration with the Cloud Computing experts as soon as possible, for all the reasons given above. We therefore make the following proposal:

“SG2 and SG13 cloud WPs need to work much more closely to coordinate and clarify their work, to ensure that the two SGs develop their work with appropriate level of synergy, so as not to confuse and fragment the ITU-T cloud computing standardization portfolio. So we need to arrange for a mode of operation where the two SGs can work very closely together in the future before any more recommendations on cloud computing management can be consented.”

In order to begin this process, Q18/13 and Q19/13 extends a warm welcome for SG2 participants to attend our interim Q17, Q18 and Q19 Rapporteur meetings in Geneva.

The SG13 Cloud questions Q17 and Q18 will meet February 19th – 27th 2014, while Q19 will meet February 26th and 27th. We will also arrange remote participation if this is appropriate.
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