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A new liaison statement has been received from SG13.
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SG13 is pleased to inform TSAG that it feels the division of cloud computing security work between SG13 and SG17 should be as follows:

· In support of SG13 cloud computing architectures and services, SG13 should be responsible for defining the use cases, developing a threat analysis that can be used to identify cloud computing security requirements and secure cloud computing architectures, and defining trust model(s). These tasks will provide the basis for SG13 to perform a cloud computing security gap analysis to determine areas where there is a lack of security capabilities or mechanisms to meet specified cloud security requirements. 

· SG17 should be responsible for defining the foundational concepts for secure architectures, security mechanisms and security management that can be applied for all network systems and services, including cloud computing security. SG17 should also be responsible for defining any needed new foundational concepts for security architectures, security mechanisms and security management that can be applied to address the gaps identified by SG13 as well as developing the mechanisms to minimize the gaps.
A separate liaison has been prepared that discusses the collaboration efforts taken in an attempt to reach an agreement on how to share the cloud computing responsibilities between SG13 and SG17 as well as future proposed collaborative activities.
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