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E-Strategies – activities and progress report1
1
Introduction

To meet the objectives of Istanbul Action Plan (IsAP) Programme 3, six priority areas were identified by the 2002 World Telecommunication Development Conference (WTDC-02). The priorities domains are:

a)
Foster the development of Internet protocol (IP) networks and services on all types of telecommunication networks. 
b)
Integrate the development of IP with the roll-out of societal applications to enhance governmental, medical/health, educational, agricultural, business and community services. 
c)
Enhance security and build confidence in the use of public networks. 
d)
Continue the development of multipurpose community telecentres (MCTs) and multipurpose platforms (MPPs) as mechanisms to provide wider and affordable access to ICTs. 
e)
Enhance ICT literacy and increase public awareness on the potentials of ICTs for socio-economic development. 
f)
Promote the establishment of a favourable legal environment for e-applications. 

The activities presented in this report are grouped under four main categories below that are the deliverables for ITU/BDT E-Strategies activities for the period 2002-2003. The four main deliverables are:

a)
E-applications infrastructure: Projects on e‑services/applications.

b)
Capacity building: Training on e-services/applications technologies.

c)
Policies and strategies: Assistance in e-policies, e-strategies and e-legislation.
d)
Partnership: Activities to facilitate the creation of mutually beneficial partnerships. 
The following sections of this report highlight some actions undertaken to meet the four main areas' objectives. These activities have been carried out using mostly in-house expertise with priority given to least developed countries whenever it was possible for such activities to be undertaken and based on the demands from these countries. The years 2002 also marked the beginning of the transition from the Valletta Action Plan (VAP) to the Istanbul Action Plan (IsAP) especially for ITU-D study group Questions. Further information about these activities can be obtained from the website: http://www.itu.int/ITU-D/e-strategy.

Several LDCs from all regions have benefited from assistance provided by ITU/BDT and industry partners in various aspects of e-applications. BDT has actively participated in various workshops and seminars with particular emphasis on assisting LDCs in setting up their e‑commerce endeavours. 

2
E-applications infrastructure 

2.1
Ongoing and completed projects

During the year 2002, projects to deliver e-services were undertaken in most of the ITU regions. Most of these projects were aimed at implementing a secure IP infrastructure capable of delivering various types of e-service focusing on e-commerce. With developing countries represented by trade organizations, chambers of commerce, World Trade Centres and government ministries, projects in eight countries became operational during this period. Many other projects were launched and are still ongoing. For the activities reported, ITU/BDT provided assistance in respect of feasibility, technology strategies, project coordination and technical assistance in implementation.

For the first time, these countries benefited from ITU assistance in the deployment of infrastructure aimed at building security and trust (using digital certification, biometrics and digital signatures). 

Bulgaria
The first e-government project undertaken at the request of the Ministry of Transport and Communications (MTC). Launched in October 2002, the objective of this project was to enable highly secure communication including digital signatures and encryp​tion for senior officials of the Bulgarian Government. Phase one of the project included the MTC, Council of Ministers, Communications Regulation Commission and Ministry of Finance. ITU provided guidance, technology strategies and recommendations for enabling technical and policy-level interoperability between other e-government initiatives in Bulgaria and the ITU/BDT project. This project is now operational. Funding, project coordination and implementation was provided by ITU/BDT with the participation and collaboration of the MTC.

Burkina Faso
Project with the Chambre de commerce, d'industrie et d'artisanat (CCIA) for the deployment of a registration authority in the country. Funded mostly by ITU/ BDT and CCIA, this project became technically operational in December 2002. Even though operational, there are still issues related to business models and services necessary for sustainability that have to be addressed.

Cambodia
Project to provide digital certification and value-added services/applications for the Ministry of Posts and Telecommunications of Cambodia (MPTC), including training. The project became operational in May 2002. Funded by the Swiss Federal Office for Communications (OFCOM), Cambodia became the first LDC to have an operational infrastructure for digital certification and e-applications. 

Cameroon
To address gender issues, ITU provided technical and financial assistance to a 3,500‑member Association pour le Soutien et l'Appui à la Femme Entrepreneur (ASAFE) based in Douala, Cameroon and representing several countries. This project established sustainable e‑commerce and Internet services. With financial aid from Japan for the physical infrastructure and that of ITU/BDT for the IP infrastructure and the support of the Government of Cameroon, this project has resulted in many other activities and international recognition. With expertise provided by ITU, the ASAFE project is one of the first projects in Cameroon where a wireless IP solution has been used to interconnect ASAFE to the national IP backbone. The ASAFE project became operational in 2002. 

Cape Verde
Project to build e-commerce infrastructure in Mindelo at the request of the Ministry of Transport and Habitat and the Direccão Geral das Comunicações. This activity has now been implemented. Additionally, there are plans for assistance in the introduction of a secure system for national and international e‑transactions. This project has been postponed, because of a new Telecom restructuring.

Côte d'Ivoire
Ongoing project to establish e-transaction infrastructure and services for the Association pour la promotion des exportations (APEX-CI). Funded mostly by BDT and APEX-CI, implementation commenced in December 2001 and was scheduled to be operational in the third quarter of 2002. Due to the political situation in the country in 2002, the finalization of this project was suspended in 2002.

Ecuador 
Project to provide digital certification and value-added e-services/applications for the Corporación Ecuatoriana de Comercio Electrónico (CORPECE), including training. The project became operational in February 2002 and was entirely funded by CORPECE. There need to be further actions in the area of marketing and the raising of awareness on the potentials of this secure e‑transaction infrastructure for meeting the needs of various sectors in the domain of e-services.

Peru
Project to provide digital certification and value-added e-services for LimaTel, the largest telecommunication operator in Peru. This project also included building local capacity through human resources development. This project's deliverable included the establishment of a registration authority for the provision of digital certification services and other value-added e-services and it became operational in February 2002. LimaTel provided the entire funding for this project.

Senegal
Project to establish secure e-transaction infrastructure for SONATEL and Trade Point Senegal. This project was funded mostly by ITU/BDT and SONATEL and was completed in December 2002. Technically this project is operational but again, the next phase is to address services for vertical markets for the use of this infrastructure.

Turkey
Funded by the World Trade Centre in Ankara (WTC Ankara) in Turkey, this project establishes the infrastructure for digital certification and value-added e‑services/applications for WTC Ankara. The project became operational in the second quarter of 2002 and was entirely funded by the beneficiary organization.

Viet Nam
This project was the first Asian Electronic Commerce Center operational at the Vietnam Trade Network. The project allowed the interconnection of other e‑commerce projects in both developed and developing countries. The project was funded with in-kind contribution from ITU's industry partners. Owing to the high cost of Internet access, the sustainability of this project is endangered. 

2.2
IP-based e-application projects launched in 2003

Azerbaijan
ITU provided assistance in establishing a national policy framework for the development of e-business at the request of the Ministry of Communications. For 2004, ITU will be providing assistance to Azerbaijan in the establishment of an IP-based e-government infrastructure at the ministry.

Burkina Faso
ITU provided technical assistance for the implementation of the "National IP Network Project for the Administration of Burkina Faso", Ouagadougou, Burkina Faso. This project will be implemented before the end of 2003.
Cameroon
ITU is currently working on the implementation of an e-government infrastruc​ture project with the Ministry of PTT aimed at creating efficiencies in govern​ment services and delivering e-administration services (e-payments, secure transmission of sensitive documents) to citizens. Funded by ITU, the European Union and the Government of Cameroon, this project is ongoing and scheduled to be operational in 2004.

Central America
ITU is working on the elaboration of a regional strategy for ICTs in the Central American region in the domain of e-applications as part of the Connectivity Agenda for the Americas and Quito Action Plan. This activity was launched in the fourth quarter of 2003 and is ongoing.
Congo D.R.
ITU will work on the implementation of e-services through the assessment of needs, the definition of technical and financial requirements and the proposal of a strategy, at the request of the Ministry of PTT. This project had to be cancelled on account of the current war and security risk in the region.

Georgia 
ITU worked on the implementation of an e-government infrastructure for digital certification and e-transactions capable of delivering e-services, at the request of the Ministry of Transport and Communications. Built on ongoing World Bank assistance in digitizing government documents, ITU's assistance provided highly secure IP-based solutions based on public key infrastructure to ensure data confidentiality, non-repudiation, data integrity and strong authentication. This project is operational.

Mauritania 
Funded mostly by ITU/BDT, this project aims to establish e-commerce legislation and an Internet access community centre (multipurpose community telecentre) for women in Mauritania during the first quarter of 2003. Legislation was adopted by the Parliament. The main deliverables of this project are e‑commerce solutions for women through the community centre. ITU worked with the Government of Mauritania on another e-commerce project having a national scope, funded in most part by the Government of Mauritania. This project is now operational.

Mali
This project aims to meet needs regarding technology, equipment and policy for the promotion of an e-learning service in Mali. ITU-D in partnership with Swisscom has started implementation of the IP project "Internet at school in Tombouctou". This project is operational.

Mongolia
ITU worked on the implementation of an e-business infrastructure for digital certification and e-transactions capable of delivering e-services, at the request of the Ministry of Foreign Affairs. The project will be operational in the fourth quarter of 2003. 

Paraguay
ITU worked on the implementation of a digital certification infrastructure and applications for the delivery of secure e-applications for the Government of Paraguay. This project was partly funded by ITU/BDT with the participation of Paraguay. The project will be operation in the fourth quarter of 2003.
Seychelles 
Implementation of an e-commerce infrastructure including secure e-payments to enable the sale of services and products. A first mission was undertaken by ITU in November 2002 to provide recommendations and a draft action plan to be adopted by the Government. Some ongoing and pending actions for this project include: refinement of the scope and requirements, the establishment of a task force and the identification of key stakeholders (e.g. merchants, banks and ISPs). This project is currently being implemented and scheduled to be operational in the first quarter of 2004. 
3
Capacity building

3.1
Completed actions

Several training programmes have been undertaken to build local capacity in e-commerce, security and trust technologies and on the legal issues related to the use of these technologies. Training workshops have been organized for the Americas region, notably in Chile (for the Mercosur Member States), as well as for the Africa region, specifically in Senegal, and for the Asia and Pacific region, particularly in Pakistan. More than 27 courses and seminars on ICT have been given in the Centre for Training and Development created in Venezuela as a result of the ITU agreement with Fundandina. Some of these events are listed below:

	Ecuador, Peru
and Colombia
	With the collaboration of ASETA, ITU gave basic training to public and private entities in Colombia, Ecuador and Peru on the legal aspects of e‑commerce and secure e-transaction.

	Switzerland
	In November 2002, a World e-Trust Briefing Session for the Permanent Missions was held at ITU, Geneva, in order to inform them of the objectives of this new framework, the status, the activities and projects to be undertaken and how they could actively participate.

	West African countries
	(Host country: Senegal) – With the collaboration and assistance of SONATEL, ITU organized a subregional training workshop for Burkina Faso, Côte d'Ivoire and Senegal. The workshop addressed implemen​tation and technology strategies for e-services infrastructure projects in these countries.


For 2003 and as in previous years, all project implementations have a capacity-building component.

4
Policies, strategies and e-legislation

4.1
Completed actions

Policy guidance and assistance to adopt appropriate strategies were provided to countries from all regions of the world through direct assistance, seminars, training workshops and conferences. Many countries have been assisted to adopt national (and regional) policies and strategies for the introduction of new technologies but more specifically, in the domains of Internet protocol and e‑strategies. BDT also provided assistance to some countries to facilitate the adoption of a proper legal framework for e-applications. Some of these actions were undertaken in the Caribbean region, Pakistan, the Andean Community, Burkina Faso and Cape Verde.

In the face of rapidly evolving technology, a well-steered policy and a legal framework are critical to fostering an environment for secure e-services/applications to flourish in developing countries.

Activities to address e-application policies have taken place in Africa (Burkina Faso, Cape Verde, Cameroon, Mali, Mauritius, Morocco, Nigeria, Senegal and South Africa), Asia and Pacific (Islamic Republic of Iran, Lao PDR and Malaysia), Arab States (Algeria, Egypt, Kingdom of Saudi Arabia, the Sultanate of Oman, Tunisia and the United Arab Emirates), Europe and CIS (Azerbaijan, Belgium, United Kingdom, Romania, Russian Federation, Switzerland and Uzbekistan) and in the Americas region (Andean Community, Brazil, St. Lucia, United States and Venezuela). Some of these activities are highlighted below:

In 2002:

Andean Community
Member States (Bolivia, Colombia, Ecuador, Peru and Venezuela) – March – April 2002: At the request of the Asociación de Empresas de Telecomunicaciones de la Comunidad Andina (ASETA), discussed strategies and policy guidance towards the adoption of recommendations for a unique harmonized legal text on electronic commerce for the Andean Community Member States. 

Burkina Faso
(Host country) - November 2002 – Assistance was provided to regulators from Africa on e-commerce legislation with emphasis on a harmonized legal environment for the region. ITU provided training on the legal aspects of e‑commerce and recommendations for the adoption of a law in this domain to representatives of the Autorité de Régulation des Télécommunications (ARTEL), the Office National des Télécommunications (ONATEL) and the Ministry of Communications, Burkina Faso. 

Cape Verde
September 2002: At the request of the Ministère des Infrastructures et Transports, ITU provided a training session on the legal aspects of e‑commerce and recommendations to representatives from the public and private sectors (businesses, telecom operator, banking) for the adoption of a law in this domain. This project was implemented and the law adopted by the Parliament. 

Egypt
December 2002: A Regional Seminar on e-Business was organized to address the e-commerce policies and strategies for the Arab Region. Topics from e‑security to business models, legal aspects and infrastructure were addressed with the objective of facilitating harmonized strategies for the region. 

Romania
May 2002: ITU organized a regional event for the Central Eastern Europe (CEE) countries and the Commonwealth of Independent States (CIS) in cooperation with the Romanian Ministry of Communications and Informa​tion Technology (CIT), and the Secretary of State for CIT. This provided an exchange of views on e-commerce initiatives and the presentation of country projects, and it addressed challenges and successes and highlighted the need for regional strategies for the development of e‑commerce. With the objective of addressing practical issues related to e‑commerce, more than 20 presentations from countries, external experts and BDT were provided to cover security and trust, standards, legal issues, financial implications and national policy initiatives. The event also included panel discussions on best practices, appropriate strategies and successful models. 

United States
New York, January 2002: (Gender issues): ITU, UNDP, and UNIFEM discussed and elaborated strategies for empowering African women in the use of information and communication technologies (ICTs) for socio-economic development. 

In 2003:
Netherlands
Amsterdam, October 2003: A workshop was organized by the European Space Agency to establish cooperation on IP subsystems and applications with a view to future partnerships. 

Cameroon
Yaoundé, July 2003: An international workshop on "South-South Cooperation and Cost-Effective Access to the Internet in Africa" was hosted by the Government of Cameroon and organized by ITU and UNDP with the objective of addressing policies and strategies for cost-effective Internet access in Africa. 

Central America
E-applications (e-commerce, e-health, e-government and e-education) for Central America. The main objective of this activity is to assist countries in the Central American region in the elaboration of a regional strategy for e‑applications. This activity will address the issues common to most e‑applications and provide guidance and recommendations for the formulation of a regional policy and strategy for facilitating the implementation of projects in e-applications. 
Mali
Bamako, March 2003: A workshop was held and attended by Malian officials, a Swisscom delegation and ITU to discuss implementation of the Internet at School in Mali project. 


Timbuktu, November 2003: Inauguration of the Internet at School in Mali project took place, hosted by Malian officials; both ITU and Swisscom participated in this event. 

Mauritania
Nouakchott, January 2003: A colloquium on e-commerce was organized by the Secretary of State, the Ministry of Commerce, Crafts and Tourism and the Central Bank of Mauritania, ITU provided guidance and best practices on policies aimed at fostering the development of e-commerce in Mauritania. 

Mexico
Mexico City, November 2003: ITU presented technology policies and strategies for building trust and confidence at the 5th Global Forum on Reinventing the Government, workshop on "New ICT and E-Government" hosted by the Government of Mexico. 

Russian Federation
Moscow, September 2003: ITU organized an IP Symposium for CEE and Baltic States, hosted by the Russian Federation. This event resulted in a regional consensus on policy issues for IP addresses and ccTLD manage​ment as part of the Moscow Declaration. 
Rwanda
Kigali, July 2003: An IP Symposium for Africa was organized by ITU and hosted by the Government of Rwanda. African countries met in Kigali to adopt the Kigali Declaration on IP Addresses and Domain Names. The Kigali Declaration was approved. 


Kigali, November 2003: A workshop was organized in the framework of the ITU/European Union partnership, to carry out a technical revision of the e‑government project for Rwanda and to define actions, services and a timetable for implementation with the different stakeholders – IP-related. 

Switzerland
Bern, January 2003: A meeting was organized by Swisscom in connection with the Internet at School in Mali Project and a further follow-up meeting took place in May 2003 – IP-related. 


Lausanne, February 2003: Visit to Lausanne of Burkina Faso delegation to the "Centre Cantonal de Telecommunication du Canton du Vaud" – VoIP communications in relation to the Burkina Faso National Project on IP Networks. 


Delemont, September 2003: Further follow-up meetings in connection with the Internet at School in Mali project took place. Swisscom, ITU and a delegation from the Ministry of Education of Mali were present. 


Fribourg, October 2003: A workshop was organized at Fribourg University on policy and IP connectivity within the framework of the DNS partnership with T-systems-Orange and Switch. 

Tanzania
Arusha, April 2003: ITU Symposium: African ICT Roadmap in Support of NEPAD Objectives. The outcome of this meeting (Arusha Declaration) was a set of recommendations for policy-makers and international and regional organizations aimed at using ICTs to meet the NEPAD objectives. In the Arusha Delcaration, African delegates stressed the importance of ITU's support and active participation in providing assistance to Africa in the management of public Internet resources (IP addresses and ccTLD names). 

Tunisia
Carthage, October 2003: A seminar was organized for the third round of ICANN meetings together with the Governmental Advisory Committee (GAC) meetings. ITU was represented – IP-related. 

United Kingdom
London, March 2003: The annual meeting of the Global e-Sustainability Board meeting was hosted by BT, with the collaboration of UNEP and ITU. The output of ITU's contribution as one of the supporting organizations is the elaboration of strategies for dealing with the environmental impact of information technologies and telecommunications. 

United States
New York, June 2003: A forum organized by UNICT on "Wireless opportunity for developing countries" with a view to preparing the "wireless access" WSIS side event – IP-related. 

Uzbekistan
Tashkent, October 2003: Seminar on Standardization and ICT Development for the Information Society. This seminar was co-organized by ITU-D and ITU-T and resulted in guidelines for the elaboration of regional policies and strategies for IP and e-applications. 

Syrian Arab Republic
For the Arab Region, ITU organized a regional seminar on e-education (including the use of the Arabic language) to address policies and strategies for fostering e-education in the Arab Region. 

Tunisia 
As a global event, Tunisia will host the Third Telemedicine Symposium where strategies and policies to enhance the development of e-health will be elaborated. This event is planned for 2005 just before the second phase of the WSIS. 

4.2
Actions launched in 2003

Azerbaijan
E-business infrastructure in Azerbaijan: This activity is aimed at assisting Azerbaijan in the elaboration of a national policy to foster the cost-efficient development, deployment and use of e-business. Through a workshop organized by ITU and hosted by the Government of Azerbaijan, the main challenges faced by Azerbaijan were addressed. ITU provided guidelines and best practices on the technology aspects of e-business and also assisted in the formulation of an action plan for e-business implementation. 

Burkina Faso
National IP-based network in Burkina Faso: ITU provided technical assistance for the implementation of the "National IP Network Project for the Administration of Burkina Faso", Ouagadougou, Burkina Faso. This project will be operational in 2003. 

Cameroon
E-government project: Implementation of e-government infrastructure to enhance government services to citizens, enable cost-efficient and secure communication and exchange of government documents and provide solutions for the electronic payment of government services by citizens. Funded mostly by the European Commission, ITU and the Ministry of Posts and Telecommunications of Cameroon, the implementation and coordina​tion of this project was carried out by ITU. Scheduled to be operational at the end of 2003, this activity also includes technical assistance provided by ITU in the elaboration of a national IT strategy for the Ministry of Posts and Telecommunications of Cameroon. 

Congo D.R.
Creation of Internet Nodes in Congo D.R.: Project aimed at implementation of Internet nodes and development of new information and communication technology applications in the Republic of Congo. Identification of needs for technical assistance within the general framework of IP-based networks and implementation of Internet nodes, bases for the convergence of multimedia networks in the Republic of Congo. Project to be implemented before end of 2003. 

Islamic Rep. of Iran
ITU is working with the Islamic Republic of Iran in elaborating policies and strategies for the implementation of e-commerce and e-finance. This action is to be funded by the Ministry of Post, Telegraph and Telephone (MTT). 

Georgia
E-government project: This ITU project addresses its challenges by delivering cost‑effective solutions for the secure transmission, access and pro​cessing of digitized government documents thereby increasing the effi​ciency and transparency of government services. Senior officials of the Ministry of Transport and Communications of Georgia will be provided with solutions to enhance workflow automation, to enable officials to digitally sign and disseminate official documents thence replacing the slow and rather expensive paper-based methods. Authorized access to sensitive 

documents will be made possible through security and trust solutions to establish the identities of authorized personnel within the ministry. The project also takes into account the interoperability of these new solutions with existing information technology systems at the ministry. Commenced in July 2003, this project is now operational. 

Mongolia
E-government project: This action aims to assess the needs in the techno​logy, policy and legal domains for the promotion of an e-government service in Mongolia. It also includes the implementation of e-government infrastructure to enhance government services to citizens and enable cost‑efficient and secure communication and exchange of government documents. One of the deliverables is an intranet to enhance electronic collaboration within the Ministry of Infrastructure. The project will comple​ment the efforts of the Government of Mongolia to facilitate the develop​ment and implementation of the e-government application by making specific inputs to it. This project will be operational before the end of 2003. 

Mali
E-education project: This project aims to assess the needs in the technology, equipment and policy domains for the promotion of e-learning in Mali. ITU‑D in partnership with Swisscom started the implementation of the IP project "Internet at school in Tombouctou" in Mali in March 2003. The project is now operational. 

Krygzystan
E-agriculture project: Concerning the main sector in the country, this project aims to assess the needs of the agricultural sector in relation to the potentials of ICTs and work towards the implementation of a project in the rural area where ICTs can bring direct benefits to farmers and other stakeholders in the agricultural sector. ITU will assess needs, define technical and financial requirements and propose an action plan for the project implementation. With the participation of the Government of Kyrgyzstan, this project is planned to be operational before the end of 2003. 

Paraguay
E-government project: Providing a secure and trusted Internet-based mechanism for operators and service providers to send sensitive information (such as income declarations) in electronic format to the national regulatory agency (CONATEL). Using ICT tools to facilitate the process of issuing licences to operators of public telephones. The solutions should also enable CONATEL to issue licences in electronic format, and to implement solutions to enable secure communication between CONATEL and its clients. This project will be operational before the end of 2003. 

Seychelles
E-commerce infrastructure/services in the Seychelles: ITU worked on the implementation of secure electronic transaction infrastructure and e-services for the Government and business sectors, at the request of the Vice‑ President of the Republic of Seychelles. A first mission was undertaken by ITU to provide recommendations for the e-commerce strategy to be adopted 

by the Government, and produced the following recommendations: a task force needs to be established to begin work on a pilot project; the interested stakeholders (merchants, banks and ISPs) need to be identified; the local acquiring banks need to provide required services for Internet merchants; actions should be started to better understand how to deal with some of the local challenges; there is a strong need for a common government strategy and vision on e-commerce; and the Government needs to roll-out e‑government. 

5
Partnerships

Working with partners is essential to meet the objectives of ITU/BDT especially in the domain of e-commerce. This is so because there are many components and skills required for the successful implementation of e-commerce services that need the collaboration of other partners. To this effect, partnership agreements have been established with FUNDANDINA of Venezuela, WISeKey, Goodwin Proctor LLP and World Trade Center Geneva.

FUNDANDINA

The partnership with FUNDANDINA of Venezuela, the first e-commerce partnership, has led to the establishment of a centre for IT training in Venezuela, the creation of more than 90 Internet portals and the establishment of e-commerce solutions. 

WISeKey and World Trade Center Geneva

Activities in relation to the ITU-WTC-Geneva and WISeKey partnership have resulted in a number of beneficial services for the ITU membership including the workshop with the participation of more than 120 countries to discuss technology strategies for the implementation of secure and trusted IP-based infrastructure for e-business. This agreement also resulted in operational infrastructure for digital certification in a number of counties from most ITU regions. 

Goodwin Proctor LLP

The agreement with Goodwin Proctor LLP expired and was not renewed after the first year. Goodwin Procter LLP provided pro bono assistance to Mongolia in e-legislation. To address the needs of Member States in e-legislation, ITU worked with United Nations Commission on International Trade Law (UNCITRAL) to assist Member States in establishing e-commerce legislation. This collaboration has already yielded positive results in Burkina Faso and was used for Cape Verde and Mauritania in 2003.

World e-Trust MoU

To address the needs of a multilateral, technology-neutral and inclusive framework where develop​ing countries will work together with industry partners in the same spirit and towards the achievement of well-defined objectives, the World e-Trust Memorandum of Understanding was launched by ITU just before WTDC-02. As of March 2003, 48 entities represented by governments, industry and various associations from 35 ITU Member States have already embraced this framework. For developing countries, the signatories include 14 ministries (including 9 ministers) and heads of regulatory agencies. World e-Trust aims to bring together various stakeholders to work towards extending the deployment of e-applications (e.g. e-commerce, e-business, e-government, e‑learning, and e-health) infrastructure and to provide the required security and trust for e‑applications and other value-added services to bring the benefits of ICTs to developing and least developed countries.

Sysnet Ltd 

This new partnership was signed in October 2003. Pakistan Development Gateway Foundation (the Foundation) is a World Bank initiative and an independent entity, of which the Government of the Islamic Republic of Pakistan is a founding member. Its mission is to harness the potential of information and communication technologies for sustainable development in Pakistan. ITU will assist in setting up an e-applications infrastructure using public key infrastructure (PKI)-enabled solutions in the Islamic Republic of Pakistan.

European Union

ITU has established an agreement with the European Union for the implementation of ICT applications to meet the Millennium Development Goals. Within the framework of this agreement, EC is providing more than USD 1.2 million to fund the implementation of e-government projects in three developing countries in Africa and Europe. ITU, Cameroon and Rwanda will sign the project documents during the World Summit on the Information Society in December 2003. 
WHO 

ITU and WHO are collaborating to establish health academies in developing countries worldwide. This partnership will bring knowledge and know-how in health and disease prevention into the domain of the villagers, the community and the majority of the population of most countries and especially the underprivileged in the least developed countries.

6
Conclusion

6.1
Observations

The constantly changing technology environment and the low time-to-deploy for the roll-out of new technology services/applications imply several adjustments between the initiation and completion phases of a project.

The purpose of Programme 3 goes beyond the implementation of e-services/applications. These ICT solutions need to bring benefits to the populations of developing countries and in this regard they need to also address business models for sustainability. Some projects reported as implemented are facing new challenges in the provisioning of sustainable services. There is a need for the post-implementation issues of these projects to be addressed in the design phase. 

Sound policies in the domain of the Internet are key to the successful implementation of IP application projects. In some of the countries, the absence of national IP policies is a barrier to the widespread use of the Internet. 

In the area of e-commerce, there are several non-telecommunication services (such as banking, logistics, auditing, tracking and insurance) that play an equally important role in the deployment of such infrastructure. The absence of a direct relationship mostly with the financial sector, and the low level of awareness in the banking sector of several developing countries regarding e-payment services/applications, create additional challenges as banking services and private financial networks need to be directly connected to the e-commerce infrastructure for the delivery of secure e-payment solutions. 

6.2
Proposals

a)
E-commerce is one of several e-applications with much the same requirements as many others. Strategies and guidelines for their implementation need to take into account the synergies that exist between the various e-applications.

b)
Some common challenges such as e-security and trust need to be addressed for all e‑applications in order to reduce the overall cost of implementing the desired security for these applications and services. E-security strategies and policies need to take into account the overall needs of various e-applications.

c)
Innovative ways of establishing partnerships that take into account the various sectors involved and their interests are necessary for meeting the challenges for implementing e‑commerce solutions. World e-Trust has been put together to meet these challenges and could be an appropriate vehicle for meeting the common objectives of e‑applications.

d)
Even in cases where it is possible for these infrastructures to be remotely hosted in industrialized countries, it is important that efforts be made so that developing countries play an active role in acquiring the skills and enabling the transfer of these technologies. Emphasis needs to be put on having e-applications infrastructure hosted and run in developing countries.

e)
As countries roll-out e-application services, it is necessary for appropriate business models to be developed that take into account local requirements in order to ensure long-term sustainability.



























































































































































































































































































































































































1 	This material was provided by BDT.
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