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The Security WG met in Geneva, Switzerland, on July 19 (morning session) and July 20, 2004 (morning and afternoon sessions). Igor Faynberg, (Bell Laboratories/Lucent Technologies, USA) chaired the meeting.  Two following days (July 21-22) were spent in drafting sessions.  

Goals of the meeting

The group met according to the agenda (FGNGN-ID-00101) to progress the work on the following subjects:

· Review of the schedule and appointment of the editors;
· Review of the assigned documents (NGN FG IDs 54, 72,  73, 98, and 99);
· Prepare an outline of the draft technical specification NGN Security Framework; and
· Draft a section (of the above specification) on the NGN threat model. 
Summary of the results
The group has

1. Approved the agenda and the schedule;

2. Appointed the editors (provisionally, subject to the approval by the plenary on July 22, 2004);

3. Reviewed all assigned documents; and 

4. Started the work on the new draft technical specification provisionally named NGN Security Framework.  Specifically, the outline of the Recommendation, as well as the general X.805-based text on threats have been drafted (published as FGNGN-OD-0002R1). 

Detailed results

1 Agenda and work schedule 
The group agreed on the work schedule.

2 Appointment of the Editors
Two editors of the  technical specification NGN Security Framework were appointed provisionally, subject to approval by the NGN FG Plenary on July 22, 2004: Professor Dr. Heung-Youl Youm (Soon Chun Hyang University, Korea) and Zachary Zeltsan (Lucent Technologies, USA).

3 Review of the assigned documents

· FGNGN-ID-0054, Security Threats to the NGN
· Reviewed and accepted as the base for the NGN threat model section of the new draft ITU-T Recommendation, NGN Security Framework.

· FGNGN-ID-0072, Potential Source Documentation which May be Used to Identify Security Threats
· In absence of the contributor, the document was presented by the chairman. The contribution proposes a list of security-related Recommendations that could be used as the source documents for identification of security threats to NGN. The group agreed with the proposal with a comment related to the list of the documents that were prepared by the ITU-T Study Groups in response to the security questionnaire from the SG 17. These responses to SG 17 are contained in the input document FGNGN-ID-0073 (please also see results of the review for this document)

· FGNGN-ID-0073, Replies to SG 17 Q.10/17 Security Questionnaire on Security Work from Study 
· Reviewed. This document accompanies the input document FGNGN-ID-0072. It proposes to use the responses from the ITU-T SGs to security questionnaire of SG 17 for identification of source documentation, which may be used to identify security threats. Accepted with a comment: the document lists all ITU-T security-related Recommendations as well as some draft Recommendations. Additional review is needed to identify a subset of specifications that specifically address security threats. Note: the document does not comply with the ITU-T approved format.

· FGNGN-ID-0098, IMS Security
· Reviewed. This document has examined and summarized the security aspects of IMS specifications. The contribution was accepted as a base document for the IMS-related parts of the draft technical specification NGN Security Framework.

· FGNGN-ID-0099, Usage of UICC or Equivalent in Conjunction with NGN IMS
· Reviewed. This contribution examines the requirements for a UICC or quivalent arising from the decision of NGN FG WG 2 at the last NGN Focus Group meeting to us IMS as one of the components of the NGN architecture. The contribution was accepted as a source document for the draft technical specification NGN Security Framework.

Outgoing liaisons 

· None at this meeting

Output documents

· Initial draft of the technical specification NGN Security Framework (FGNGN-OD-0002 R1).
Plan for the next meeting activities

· Advance the work on the draft technical specification NGN Security Framework
· Identify specifications, among those referenced in FGNGN-ID-0073, that are relevant to security threat analysis for NGN
· Based on appropriate contributions, start the review of the results of relevant activities in ITU-T, ATIS, ETSI TISPAN, 3G partnerships, Organization for Economic Cooperation and Development (OECD), IETF, etc.
Contributions on the above subjects are invited.

Chairman’s note

This chairman wishes to thank Professor Dr. Heung-Youl Youm (Soon Chun Hyang University, Korea) and Messieurs Keith Drage (Lucent Technologies, UK) and Zachary Zeltsan (Lucent Technologies, USA) for their great help with and active contribution to the achievement of the meeting goals.
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