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Abstract

It was agreed at the July FG-NGN meeting that having a draft WG2 mobility document containing text from NGN.MOB and from Q.TRMMR, would assist the progress of the Focus Group by making available material that can be the focus of contribution for our next meeting. The attached material is an attempt to collect these network capability requirements that drive the development of the NGN architecture, functional entity definition, and ultimately interface specifications. 

Note that this document is only a draft for the purpose of facilitating the development of contributions to WG2 for the September meeting. This does not represent a consensus view of the material that should be provided for a Release 1 FGNGN mobility document. In particular, contributors are invited to provide contribution on proposed Release 1 capabilities.

This document used NGN.MOB as a start. Sections 1, 4, 5, 7.3, and 8 of this document contain the material from the same sections in NGN.MOB. Section 7.4 contains material extracted from Q.TRMMR v.09 from the SSG.

Mobility Management Capability Requirements for NGN

Summary

This Draft Recommendation specifies the Mobility Management requirements for Next Generation Networks. The mobility management functional architecture is coherent to and appropriately positioned in the more general NGN functional reference architecture [Y.NGN-FRM]. 
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1
Scope
The scope of this Recommendation is to specify the Mobility Management Requirements for Next Generation Networks in support of generalized mobility and to make proposals for changes to the Architecture for Next Generation Networks in support of generalized mobility, which are incorporated in other Next Generation Network Architecture Recommendations..

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated are valid. All Recommendations and other references are subject to revision; all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.
Editor’s note : distinction between Normative and Informative references is required

2.1
TBD

Editor’s Note: References from NGN.MOB have been removed.

3
Terms and definitions

Editor’s Note: The material from section 3 has been moved to the WG1 document on mobility.
Other terms and definitions are TBD.

4
Abbreviations

Editor’s note : to be completed (and reviewed for acronyms effectively used). 

AAA

Authentication, Authorization and Accounting

AN

Access Network

CDMA

CN

Core Network

DNS

Domain Name System

GERAN

GSM

IEEE

Institution of Electronic & Electrical Engineers

IETF

Internet Engineering Task Force

IP

Internet Protocol

MIP

Mobile IP

MM

Mobility Management

MMP

Mobility Management Protocol

MMR

Mobility Management Requirements

NAI

Networks Access Identifier

NGN

Next Generation Network

QoS

Quality of Service

RAN

Radio Access Network

RFC 

Request For Comments

SIP

Session Initiation Protocol

UMTS

UTRAN

VHE

Virtual Home Environment

VoIP

Voice over IP

WLAN

Wireless LAN

WWW

World Wide Web

xDSL

Digital Subscriber Line technology of type x

2G

2nd Generation

3G

3rd Generation

3GPP

3GPP2

5 
Introduction

One of the crucial requirements for NGN is to provide the mobility management (MM) for users and terminals so as to ensure the mobility within the home network and  across different networks. 

Over the years, some MM techniques have been proposed and/or deployed in the networks to effectively manage the movement of mobile users and all related functionalities, such as  identification, registration, authentication etc.. Some of these techniques have been unique to the respective system and hence manage only the movement of users within a specific homogeneous mobile system. The provisioning of seamless services with mobility across different heterogeneous systems is currently not possible in many cases due to several factors, such as:

· Differences in the (wired/wireless) access network technologies used

· Differences in the services available in the various systems and the non-portability of these services

· Differences in the MM techniques deployed in the various systems

This restriction of mobility within a single network, and dependence on access network type should be overcome. While aiming at this objective, the following high-level requirements should be considered:
· The NGN network relies on packet-based transfer;

· The NGN shall be able to handle large number of users with stringent service quality requirements;  

· The NGN shall support multimedia applications and diversified communication modes, including person-to-person, machine-to-machine, machine-to-person and viceversa; 

· The NGN MM architecture shall support user mobility across heterogenous access networks preserving service quality; 

· The NGN MM architecture shall avoid to implement as many authentication mechanisms  as access network technologies.

In the next generation networks, it is expected that a variety of the existing and new wired/wireless access network technologies exist, such as WLAN, xDSL and 2G/3G mobile networks etc.(Figure 2). Each of the access networks would be connected to the NGN core network, be inter-working with other (NGN or non-NGN) networks, as well as with other access networks, to provide the same set of services for users (more generally, for mobile objects), preferably independently of the access network type. 
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Figure 2 - NGN core with heterogeneous Access Networks and interconnection with other Networks


6
Classification of Mobility based on network topology
Editor’s Note: The material from section 6 has been moved to the WG1 document on mobility. 

7
MM requirements 

Editor’s Note: The material from sections 7.1 and 7.2 have been moved to the WG1 document on mobility.

7.3
Network requirements
Editor’s Note: 3GPP functional architecture blocks could be used to check some network functional requirements.    
IP based transfer in the core network will enable the bridging of diverse fixed and wireless access technologies. However, IP-based interoperability at the transport layer is not sufficient to achieve the above mobility goals.

In order to support the user/terminal mobility requirements, the following functions are required at the service layer :

•
identification and authentication functions. 
The definition of such functions should consider existing identification and authentication mechanisms in the current networks, in order to avoid duplication of control mechanisms from the user point of view. The MM protocols shall need to specify how the users/terminals are identified in the networks or MM systems. The identification function is the first step in the mobility management process and is used for authentication, authorization and accounting of user/terminal.

•
access control and authorisation function.

The result of the authorisation function is a yes/no to an user connection request  and, in a following step, to a global access network configuration adapted to the mobile user, including a global set of QoS levels for user connections determined from the user's subscription and the technical capabilities and constraints of the access network.
•
location management function

The location management function consists of network location and geographical location management. Network location management provides location data (e.g., network access point) which are normally used by network functions (e.g., for incoming traffic routing). Geographic location management provides location data which are normally used by services and applications (e.g., zip code for local services, such as "closest restaurant and movie theatres").The location information of particular users should be concealed from non-trusted entities. 

For supporting the mobility of user/terminal, the locations of users/terminals are tracked and maintained by the location management function whenever they move. 

•
Paging function (capability)

The paging capability is needed for setup of incoming calls and it provides the power saving in mobile terminals, as well as the signaling reduction in the networks. In particular, the paging capability needs to be provided together with the location management.

•
IP address allocation and management functions

This concerns both permanent and temporary IP address. Some solutions enable a user to keep a permanent IP address requiring  a specific mobility management scheme to handle a local IP address granted to the user (e.g., Mobile IP).
•
User environment management functions (Virtual Home Environment, VHE) 

Editor’s note: text to be merged with provision of mechanisms for the context transfer

–
This environment determines the global constraints placed on a mobile user to get his services. The purpose of this function is to give an abstract view of the main user environment characteristics. These data may be used by services in order to adapt to and provide relevant service rendering to mobile users.

–
this function is of major importance in a heterogeneous environment, and appears quite new. Homogeneous systems (e.g., xDSL, etc.) do not require such environmental data per se because they are implicitly the same for all users. In the case of a broad network environment like the NGN, this will no longer be true for mobile users.

–
this function realizes a first stage of Virtual Home Environment, determining the characteristics of the user environment and enabling services to adapt to the current user environment. When a mobile user moves across different networks, proactive network knowledge of the user environment information of the session to be re-established, such as QoS, security, AAA, compression type, might be necessary to reduce the latency of the session re-establishment. The use of proper user environment functions could reduce the overhead in the servers which support QoS, security, AAA and so on.

•
User profile management functions

These functions are based on some data which are either "user subscription data" or "network data" (e.g., current network access point, network location). The storage and the update of these data are handled by the user profile management functions.

A user profile shall be provided especially for and in support of: 

· authentication

· authorization

· service subscription information

· subscriber mobility

· location

· charging

The user profile may be stored in one database or separated in several databases. 

Access to the user profile data or parts of it within the user’s home NGN, from serving NGNs or 3rd party networks (e.g. application servers) must be achieved in a standardized manner.

It is therefore required to determine exactly the data and which functions (above mobility management functions) manipulate them.

•
Access to user data 

–
services and other network functions require some user data in order to be appropriately customized. These can be either "user subscription data" or "network data". This function provides filtered access to the user data, which may be restricted to some interrogating entities (restricted rights to access user data), in order to guarantee user data privacy.

–
this function is necessary for the realisation of VHE, as described above.

•
Support of  commonly used Authentication, Authorization and Accounting (AAA), and security schemes.

 –
The MM functions are required to cooperate with commonly used AAA and security schemes to be authenticated, authorized, accounted and secured for the services. 
•
Interworking of MM functions used in the various network topology-based mobility scenarios.

•
Support for Moving Networks
In addition to moving users and terminals, NGN is envisioned to support moving networks. Typical examples of moving networks are networks inside buses, trains, ships, airplanes and so on. The MM architecture should support moving networks effectively.
•
Regional mobility management: 
· An user belongs to a region, and a single MM sub-system generally covers the region for the user’s mobility. If the user changes its location or causes any mobility related operation, the sub-system covering the region, including old and new location, should be responsible for the mobility, not the whole MM system.. That is, the mobility management functions should be completed only within that region.
· Other regions, which are not covered by the sub-system, shall not be aware of  the change of location.
· This requirement results in reduced mobility management resource activation.
•
Route optimization function:

· It should be possible to select the proper routing paths between the traffic originating node and the traffic receiving node according to the traffic contract and the overall network traffic condition after movement. 
· The selected routing paths should be able to keep the specific QoS levels, or more, after movement, where possible.

· It should be possible to use both static and dynamic routing schemes.
· Route optimization should be able to include alternate paths to cope with routing path  failures (e.g., by pre-assigned routing table or dynamic algorithm for path calculation).
· Exchanged routing information should include QoS and other parameters for internetworking situations.

•
Multicast transmission capability for seamless handover

· Multicast transmission towards both departure and arrival locations of the user’s movement (areas) should be possible. Editor’s note : clarification required.
· This requirements can result in making seamless handover possible.

· The Anchor Point (Node) should be selected (crossover point on the traffic forwarding path). Editor’s note : clarification required.
· The Anchor Point can multicast the traffic packet toward two regions, previous and next regions by movement, during residence time or more of the moving ones in the overlapped region for seamless mobility. Editor’s note : text to be reworded.

7 .4
Requirements for Mobility Management Protocols  for SBI2K

This section describes a set of the protocol requirements for Inter-Network MM in SBI2K. Based on the identified requirements, the candidate MM protocols for SBI2K need to be analysed and examined. 

· Independence to network access technologies 

· Harmonization with the emerging IP-based Core Networks 

· Separation of control and transport function 

· Provision of location management function

· Provision of the mechanisms for users/terminal identification

· Interworking with the established Authentication, Authorization and Accounting (AAA) and other security schemes

· Provision of the mechanisms for context transfer 
· Effective interworking with the Intra-Network MM protocols
· Location privacy provisioning
· Moving network support

· Paging support with location management
· IP version independence

· Provision of handover management function for seamless services

7.4.1
Independence to Network Access Technologies

It is expected that SBI2K will consist of an IP based core network with several access networks that use different radio technologies as shown in Figure 6.1. In this architecture, Inter-Network MM should provide the mobility between either homogeneous or heterogeneous type of access networks that belong to the same or different operators each other. Accordingly, it is required that the Inter-Network MM should be independent of the underlying access network technologies such as 2/3G Cellular, WLAN, etc.

7.4.2 
Harmonization with the IP-based Core Networks 

The future converged CNs in SBI2K are envisaged to be IP-based. Accordingly, the MM protocols for SBI2K should be IP-based or, at least, well-harmonized with IP technology for its efficient and integrated operation in such future CNs. It is also recommended to re-use to the extent as further as possible the existing MM techniques/technologies for the design of the MM protocols for SBI2K, potentially through co-operation with external forums and SDOs.

7.4.3 
Separation of Control and Transport Function

It is required that the bearer plane be separated from the control plane for efficient mobility management and scalability. Such separated planes could provide the architectural flexibility that facilitate the introduction of new technologies and service.  The open interface between control and transport functions is also necessary to implement their separation.

7.4.4
Provision of Location Management Function
For supporting the mobility of user/terminal, the locations of users/terminals are tracked and maintained by location management function whenever they move. Location management will be performed based on an IP-specific location database such as the Mobile IP Home Agent, or the SIP registrar.

7.4.5
Provision of Mechanisms for Users/Terminal Identification

The MM protocols in SBI2K should specify how the users/terminals are to be identified in the networks or systems for mobility management. This identification functionality will be the first step to be taken in the mobility management process and thus used for authentication, authorization and accounting of user/terminal.

7.4.6
Interworking with the Established AAA and Other Security schemes
The MM protocols for SBI2K should specify how the users/terminals are to be authenticated, authorized, accounted and secured for the services, as done in the typical AAA and security mechanisms. For this purpose, the use of the existing AAA schemes will be preferred.

The result of the AAA functionality will be a yes/no decision on the connection request made by a user. As a next step, the access network configuration will be adapted to the mobile/nomadic user such that it satisfies the particular QoS level and security association for the requested user connection. These mechanisms will be done based on the user subscription profile and the technical resource constraints of the respective access networks.
7.4.7
Provision of Mechanisms for Context Transfer
When an MT moves across different networks, transferring the context information of current session, such as QoS level, security method, AAA mechanism, compression type in use, might be helpful in minimizing the handover latency to re-setup the session. The proper use of context transfer mechanism would be able to reduce at the comprehensive amount the overhead in the servers that are, respectively or in combined manner, used to support QoS, security, AAA and so on.

7.4.8
Effective Interworking with Intra-Network MM Protocols
For overall seamless mobility, the Inter-Network MM should effectively interwork with the Intra-AN and Inter-AN MM protocols.

7.4.9
Location Privacy Provisioning
The location information of particular users should be protected from non-trusted entities. This will entail mutual authentication, security association, and other IP security requirements between the mobile terminal and the location management function.

7.4.10
Moving Network Support
SBI2K is envisioned to include moving networks as well as moving terminals. A typical example platform for moving networks could be bus, train, ship, aeroplane and so on. The MM protocols in SBI2k need to efficiently support these kinds of moving networks. 

7.4.11 
Paging Support with Location Management
The paging capability is essential in large-scale networks because it provides the power saving in mobile terminals as well as the signalling reduction in the networks, which will improve the scalability of SBI2K. In particular, paging support needs to be provided together with location management.

7.4.12 
IP version independence
The MM protocols should be able to support IPv6 as well as IPv4.

7.4.13
Provision of Handover Management Function for Seamless Services
Inter-Network MM might support handover management for continuing session during movement. This requirement might not be applicable in the environment where the latency for switching access technology or operator is not acceptable for some applications. However, it is strongly recommended that the Inter-Network MM in SBI2K be able to provide as smooth handover functionality as possible for the mobile users who move across different networks. The handover management function is also required to be able to operate along with context transfer mechanism.

8.
Functional Architecture for Mobility Management

Editor’s notes:

- the whole section is an ongoing work and has not been reviewed in detail.  It’s for further contributions and work.

- the section will require consistency with the more general NGN functional architecture, which is currently under work (Y.NGN-FRM). 

-  the classification method from the Q.FMCst2has to be clarified. 

Editor’s note : following text (8.1 to 8.3) is from NGN-WD129 of June 04 JRG-NGN. It requires confirmation. 

8.1 
MM functional elements and their definition

In order to satisfy several requirements as mentioned in section 7, the following functions should be provided by terminals and nodes both in access networks and in core networks. In this section, the functions are first introduced and explained.

· Network information detecting function

· A function that a mobile object uses to receive some network information from an access node, which may be an access point. 

· A mobile object may be all moving things, such as a mobile terminal, a mobile network used for network movement, and so on.

· Network information may be used for establishing new address, finding its network location and/or geographical location, and so on.

· This function may be used when a mobile object wants network information or it is needed.

· This function receives network information transmitted periodically from network.

· Network information request function

· A function that a mobile object uses to request some network information to its connected network when it is needed. 

· This function may be used when a mobile object wants network information or it is needed.

· Network information advertisement function

· A function that an access node, which should play a role of information distributor, uses to advertise some network information. 

· Network information may be used for new address, network location and/or geographical location, and so on.

· This function may act periodically, or it can be performed when a mobile object wants network information or it is needed.

· Registration client function

· A function that a mobile object performs. 

· A mobile object requests registration by using this function. 

· A mobile object sends its proper information including its profile to a system, which can play a role of registration server function.

· The information may have the identification information.

· This function can be used when a mobile object is initially attached in an access node, when it changes its location, when a mobile object wants the functional operation, or when the attached network needs the functional operation.

· Registration server function

· A function that a node in a network except for moving network performs. 

· The network node, which can perform the registration server function, replies for the registration request by using this function.

· This function can be used when the network node performing registration server function receives the registration request from a client as well as if needed, the function should be performed by the network node without registration request for registration update or something like that.

· Address management client function

· A function that a mobile object performs.

· When a mobile object changes its location, it may need a new local address. At this time, a mobile object can use this function to request a new address. 

· This function should be maintain both permanent address, temporary address, and their mapping relation.

· Address management server function

· A function that a node in a network except for moving network performs.

· The network node, which can perform the address management server function, replies for the address-related request by using this function.

· This function should maintain both permanent and temporary address, and their mapping relation.

· AAA function

· A function handled by a typical AAA.

· Paging function

· A wanted location of a mobile user, a mobile terminal, or a mobile network can be found via this function. 

· When a node tries to find a location of any other mobile node, this function may be used.

· This function may use a DNS, which has a mapping relation between host name and address.

· Switching function 

· The function that performs a routing or a path management.

· This function may be used when the change of a route or a path to transmit packets is needed.

· This function may support routing optimization.

· This function may include a local switching function.

· The local switching function performs a routing or a path management within a region

· Where, the region is covered by a system, which is responsible for the mobility.

· This function may support the regional mobility.

· Regional mobility management function

· The function that performs mobility management regionally.

· This function manages and controls a binding information, the mapping relation of permanent and temporary address, regionally.

· Where, the region is covered by a system, which is responsible for the mobility.

· The system covering a region for supporting mobility may perform registration function regionally. That is, the system is responsible for the registration as well as the mobility in its region, but it makes it unknown that the movement or location change has occurred.

· Gateway function

· The function needs to be in a border node, which can play a role of gateway system, of each network.

· This function is used for inter-networking between two heterogeneous networks.

· This function has a QoS-negotiable capability for keeping quality of service between two networks.

· Multicast management function

· The function to establish multi-paths or multi-routes toward one or more destinations.

· When a mobile object changes its location and it resides within a overlapped region, packets for the mobile objects are multicasted toward both the previous access point and the next access point according to the movement by using this function. So, this function can be similar to the soft handover of GSM or CDMA, and this function can support seamless handover.

· For this function, anchor point (or node) should be able to be decided, which is a crossover point on the path to transmit packets.

8.2 
Functional Architecture for Mobility Management

As shown in Figure 3, the NGN system can be divided in Core Network (CN), Access Networks (AN), and Terminals including fixed and mobile terminals connected with users. 

Editor’s note : above view is not consistent with other NGN system views including customer networks and interconnect ([TISPAN-R1-DEF]).

Figure 4 shows an NGN network topology including some components. A CN can have several different types of ANs, such as GSM, WLAN, and so on. The AN may be connected to a fixed node as well as a mobile node via the access node and it may also be connected to a moving network. Users can make use of a service with the fixed node and/or the mobile node via the access network. 
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Figure 4.  NGN network topology 
Each network may have intermediate nodes, which can provide a route or a path and be located between two nodes. The border node in the CN is responsible for the connection with other networks including other CNs or  ANs. In the AN, the border gateway node is responsible for the connection with other networks including other CNs or ANs as well as performs an internetworking functions if the connected network is heterogeneous. The access node in the access network provides fixed and mobile nodes with access points. 
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Figure 5 - Reference functional architecture for Mobility Management
Figure 5 shows a reference functional architecture for MM. Functions related to supporting mobility are classified into a core network part, a fixed access network part, a mobile access network part, and a terminal part (the functions are shown in Figure 5). 

Editor’s note : functions in Fixed Access network are currently not described.

8.2.1   Functional elements in terminals
· Terminals may be a fixed or mobile terminal.

· Network information detecting function
-  from an access node to terminals

· Network information request function
- from a terminal to an access node

· Registration Client Function

· Address Management Client Function

· AAA Function

· Paging Function: 

Network information Advertisement Function- This function can generally be performed in access node.

· Registration server function

· Address management server function

· AAA function

· Paging function

· Switching function

· Regional mobility management function

· Gateway function
-  this function may generally be included in the border gateway node.

· Multicast management function
-  multicast function may be performed at an intermediate node.
-  its management may be performed in the border node.

8.2.3  Functional elements in mobile access network

· Network information detecting function
-  from a core network

· Network information advertisement Function
- This function can generally be performed in access node.
- from an access node in the access network to terminals

· Network information request function
- from a moving access node to core networks

· Registration client function
- from a moving access node to core networks

· Registration server function
- for terminals in an access network

· Address management client function
- from an access network to core networks

· Address management server function
- for an access node in a core network

· AAA function

· Paging function

· Switching function

· Regional mobility management function

· Gateway function
-  this function may generally be included in the border gateway node.

· Multicast management function
-  multicast function may be performed at an intermediate node.
-  its management may be performed in the border node.

8.2.3  Functional elements in core network 

· Network information advertisement function
- This function can generally be performed in access node.

· Network information request function
- Core network needs to know information for an access node, especially a mobile access node

· Registration server function

· Address management server function

· AAA function

· Paging function

· Switching function

· Regional mobility management function

· Gateway function

· Multicast management function
-  multicast function may be performed at an intermediate node.

Editor’s note : End of text from NGN-WD129 of June 04 JRG-NGN. .
Action items on Y.NGN-MOB and mobility study areas (as developed and agreed during the June 04 JRG-NGN DG2 sessions on Y.NGN-MOB)

Source : DG2 (M. Carugi)

Color indicates item completed
Color indicated item partially completed
Color indicates item not covered
1) Editorial review of Y.NGN-MOB 

1) readability

2) structure of topics

i. reqts section (subsections)

ii. functional architecture

3) removal of editor’s notes

4) drawing with mobility scenarios (terminology for mobility, network configuration) 

2) Terminology consistency  across Y.NGN-MOB, Q.1703, Q.TRMMR etc.  
1) This may include addition of new terms

3) Analysis of requirements in Q.1703 and Q.TRMMR against Y.NGN-MOB 
1) Including analysis of new reqts from WD129

4) Progress on comparison of functions and functional architecture for MM (for future contributions) 

1) Korean view (Feb 04 D555, June 04 WD129)

2) Q.FMCst2

3) 3GPP MM arch.

5) Clarification of functions proposed in WD129 (functional picture) 

1) Positioning of MM functional arch in global Y.NGN-FRM functional arch

6) Clarification on relationship between MM capabilities (WD127) and MM functions 

7) New study areas in the mobility domain 
1) To enhance Y.NGN-MOB

2) For future deliverables

8)  Consideration on new input from Q.2/SSG e-meeting (on Y.NGN-MOB) (just received in informal way)

9) Generation of feedback to SSG on Q.TRMMR  

10) Generation of a living list of items for future work on Y.NGN-MOB and, more globally, for future work in the NGN mobility domain 

11) Y.NGN-MOB and new study area review + Decision on output of this meeting for Y.NGN-MOB and mobility related study areas (including input to NGN FG) 
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