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Abstract

This contribution examines the requirements for a UICC or equivalent arising from the decision of WG2 at the last NGN Focus Group meeting to use IMS as one of the components of the NGN architecture.

1.
Introduction

At the last meeting, WG2 agreed that the provision of session-based services should be based on the use of IMS specified by 3GPP and 3GPP2.

Access to 3GPP IMS is controlled by an ISIM (or USIM) located within a UICC card, which may be removed from the terminal (and placed in another). In the 3GPP environment, this UICC card, and the information contained upon it, is specific to the user, or subscriber, to the 3GPP service. The UICC contains the security keys, and the necessary identities (public user identities and private user identity) in order to identify the user.

These items are defined (by 3GPP) as follows:

· UICC: a physically secure device, an IC card (or 'smart card'), that can be inserted and removed from the terminal equipment. It may contain one or more applications. One of the applications may be a USIM.
· ISIM – IM Subscriber Identity Module: For the purposes of this document the ISIM is a term that indicates the collection of IMS security data and functions on a UICC. The ISIM may be a distinct application on the UICC.

· Universal Subscriber Identity Module (USIM): An application residing on the UICC used for accessing services provided by mobile networks, which the application is able to register on with the appropriate security.

While 3GPP2 is also incorporating the use of a UICC card in future releases, UICC have not traditionally been used in 3GPP2 terminals, therefore the use of an ISIM application does not imply use of a UICC, i.e., the ISIM may reside in a secure area of memory on the terminal. Again the information contained here is specific to the user, or subscriber, to the 3GPP2 service.

Traditionally, identities in PSTN and ISDN relate to the terminal, rather than to the end subscriber. Thus in a residential subscription, a single number may represent the multiple members from the household. In business accounts, there may be a one-to-one relationship between subscribers and terminals, and therefore a one-to-one relationship between subscribers and identities, but this is not necessarily guaranteed.

However certain services, such as presence and availability, depend on a one-to-one relationship between subscriber and identity, as it is the availability of the subscriber that is important to watchers, rather than the availability of the subscriber's terminal.

Adopting the UICC or equivalent for NGN requires further study, and it would appear appropriate that the Security WG conducts that study on behalf of the NGN Focus Group.

2 
Proposal

This contribution makes no proposals at this time, but the Security WG should invite future contributions, particularly from operators, on their perception of the usage of UICCs or equivalent.
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