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1
Summary

This contribution provides NGN functional architecture and mobility requirements for consideration by WG2. The following documents were considered as input material:
-
ITU-T FG NGN 035 (WG2 FANaM Meeting Report) - Source: WG2 Leader

· ITU-T SG13 TD 41 (WP2/13) (General Priciples and General Reference Model for NGNs) – Source: Q.1/13 Rapporteur
· ITU-T SG13 TD 43 (WP2/13) (Revised Version of Y.NGN-FRM) – Source: Editor Group of  Y.NGN-FRM
The proposal presented here deals with functional architecture requirement aspects in the fields of: 

· Services capabilities, access and provisioning
· Network transport: architecture, protocols, support of services 
· Radio aspects
· Mobility, handover, location management

· Quality of Service (QoS) issues

· Applications

· Authentication, Authorization, Accounting (AAA), Security and Device Management issues
Proposal for Functional Architecture Requirements in NGN

1
Scope

The WG2 architecture group has agreed that the NGN architecture should be an access technology independent architecture. A basic concept of NGN is therefore a heterogeneous network environment consisting of diverse radio segments, interconnected by a backbone and jointly operated in an optimised fashion. The heterogeneous network hosts multimode wireless terminals, capable of alternatively operating in multiple diverse radio segments available in the infrastructure. A salient feature of NGN approach in realising the setting just outlined is that both the network and the terminals can contribute intelligence towards optimal system operation and for mobility in general.

In addition, a key goal is the adoption of the IP Multimedia Subsystem (IMS) as defined by 3GPP and 3GPP2 as the initial foundation for session services and application-enablers in the NGN core network, and maintenance of sessions and applications in support of user and terminal mobility.

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this proposal. 

[1]
TD 41 (WP2/13) (General Priciples and General Reference Model for NGNs) – Source: Q.1/13 Rapporteur (June 2004)
[2]
TD 43 (WP2/13) (Revised Version of Y.NGN-FRM) – Source: Editor Group of  Y.NGN-FRM (June 2004)
[3]
Deliverable 14.b of IST-2001-33093 CREDO Project, “Overall Architecture of the CREDO System (Final Report)” (June 2003)

3
Definitions

This Recommendation defines the following terms:

IP handover: Mobile IP based handover as defined in the Mobile IP specification. A mobile node performs IP handover when it moves from an IP subnet to another without interrupting the ongoing communications over the IP layer. The IP address of the mobile node remains the same when the latter moves. IP handover is complementary to link level handover, such as the GPRS inter-cell handover mechanisms and the IEEE802.11f Inter-Access Point Protocol handover.

Network assisted handover: Mobile IP handovers are terminal initiated. NGN should introduce a kind of network-assisted handover by means of the management systems in the network and the terminal.

QoS management: NGN’s QoS management framework should support advanced IP-services at multiple QoS levels. The mechanisms used for linking services with QoS information should effectively conceal network details of the heterogeneous environment from the provided services.

4
Abbreviations

This Recommendation uses the following abbreviations.

	AAA
	Authentication, Authorization, Accounting

	DRM
	Digital Right Management

	DiffServ
	Differentiated Services

	DVB
	Digital Video Broadcasting

	DVB-T
	Digital Video Broadcasting – Terrestrial

	GPRS
	General Packet Radio Service

	GSM
	Global System for Mobile communication

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	INID
	Instance ID

	IP
	Internet Protocol

	IST
	Information Society Technologies

	LAN
	Local Area Network

	MIP
	Mobile Internet Protocol 

	NAT
	Network Address Translation 

	NGN
	Next Generation Network

	NSMS
	Network and Service Management System

	PIN
	Personal Identification Number

	PPP
	Point to Point Protocol

	QoS
	Quality of Service

	RAT
	Radio Technology

	SAP
	Session Announcement Protocol

	SDP
	Session Description Protocol 

	SIP
	Session Initiation Protocol

	TSMS
	Terminal Station Management System

	WLAN
	Wireless Local Area Network


5
Proposed NGN Functional Architecture Requirements
Service capabilities, access and provisioning

i. Service should not be interrupted when mobile terminals change points of attachment or network domains.

ii. Whenever services are offered at various QoS levels, the ability of a user to choose among levels of service (a set of available choices for the user implicitly at different costs) should be supported.

iii. SIP, SAP and SDP should be used for service initiation, announcement and description. This should not be valid for Voice over IP application only, but should include download applications, device management applications and general multicast applications;

iv. However, data services should also be accessed via different protocols, such as HTTP.

Network transport: architecture, protocols, support of services

i. The interconnecting backbone network should enable the integration of multiple separate radio access networks.

ii. The interconnecting backbone network should be able to accommodate and integrate existing radio access networks, as well as future such systems when they become available. Individual radio segments that are integrated into the composite environment should continue to allow support for legacy (i.e., single-mode) terminals (without composite radio benefits).

iii. IP will provide the network layer for all network operations, data traffic, addressing, and signalling.  Enhancements will be provided to achieve NGN functionality.

iv. Existing native IP transport, mobility and addressing mechanisms should be supported.

v. E2E IP services should be supported, with network transparency to the end host applications.

vi. IPv4 will provide the primary IP network layer, but solutions should be applicable to IPv6 as well.

vii. Multiple simultaneous streams between the same endpoints should be supported.

Radio aspects

i. The overall system architecture should support both existing and future radio access technologies. The interaction between high-level components should not rely on the characteristics of specific radio access technologies. Radio Access technologies should encompass at least WAN cellular (i.e. GSM/GPRS/CDMA/UMTS/IMT-2000, etc.), WLAN (e.g. 802.11x) and broadcast (e.g. DVB-H/T) radio networks.

ii. Means for integrated radio resource management of wireless resources across different access technologies should be provided.

iii. Radio coverage for a wide range of coverage areas (from personal area, to local area, to wide area) should be supported, as should a wide variety of user densities.

iv. Separate connections on wireless uplinks and downlinks should be supported, whenever required to complement a unidirectional link.

v. Radio Resource Management procedures should rely on radio load monitoring at the network side.

vi. Radio Resource Management procedures should rely on radio coverage monitoring at the terminal side

vii. Radio Resource Management functionalities (network side) should be implemented solely via equipment add-ons, wherever necessary. No impact on the existing networks should be guaranteed.

viii. Radio Resource Management functionalities (network side) should be activated or deactivated with no impact on the existing (legacy) infrastructures and terminals. 
ix. Radio Resource Management procedures should have a limited impact on the terminal power consumption.   

Mobility, handover, location management

Throughout this subsection, unqualified reference to ‘Mobility’ (as opposed to ‘IP mobility’, or ‘L2 mobility’) refers to the high level mechanisms that enable mobility in the composite environment and, in particular, vertical handovers. As it will become evident from some of the requirements to follow, this high-level mobility is compatible with native lower-level mobility mechanisms and actually employs them. Similarly, when referring to attributes of ‘mobility’ (such as, signalling, or hand-over), the high level mechanisms, on top of the native counterparts, are implied.

i. Mobility procedures should scale to different sized networks and numbers of mobile terminals. Micro-mobility aspects should not scale to the overall NGN network, because this requires “tight” network integration constraints.

ii. Mobility procedures should be robust to failures in network links and components. The terminal should be able to be tracked after re-camping following a coverage loss.

iii. Mobility procedures should be compatible with native IP mobility, i.e., Mobile IP v4 or v6.

iv. Signalling traffic to support mobility mechanisms should be minimized.

v. Co-existence of IP mobility mechanisms with L2 mobility mechanisms provided by access networks should be ensured.

vi. Mobility procedures should support sessions with multiple associated streams that move together.

vii. Mobility management procedures should be independent of routing procedures, and be able to operate with different routing schemes, where possible.

viii. Mobility management procedures should be independent of call control procedures (e.g. SIP or others).

ix. Individual networks in the composite environment should be able to implement different policies for hand-over control within these networks.

x. Hand-over between different radio access technologies should be possible.

xi. Hand-over between separately administered network domains should be possible.

xii. Hand-over should not result in dropping of established sessions.

xiii. Planned handover, that occurs before degradation or loss of the link-layer connection, should be supported, with fallback to forced hand-over procedures in the event of planned hand-over failure.

xiv. Triggers to indicate an impending degradation or loss of the link connection, as well as other link-layer information that could be used by the mobility mechanisms, should be provided.

xv. Both mobile and network initiated and/or assisted hand-over procedures should be supported.

xvi. Hard (break before make) and soft (make before break) hand-over should be supported.

xvii. When multiple access technologies are available to a terminal, there should be procedures for selecting the most appropriate access, based on factors such as QoS, cost, and user preferences.

xviii. Hand-over procedures should exploit the (temporary) coexistence of simultaneously active access connections, to improve their effectiveness.

xix. Terminal location management should be based concurrently on its physical and logical (e.g. IP address) location.

Quality of Service issues

i. The ability to define, store, and access QoS profiles for specified users and/or applications should be supported.

ii. QoS procedures should exist to support adaptive applications.  The specification of adaptive QoS requirements (e.g., multiple bandwidths, ranges of bandwidth) and policies (e.g., when the QoS can be changed) should be supported.

iii. Control of QoS, in an aggregate statistical sense over the currently active radio interface, should be possible.

iv. QoS should be managed and controlled during end host mobility across an access network, and between access networks and administrative domains.

v. QoS procedures should be integrated with mobility procedures to support best-effort hand-over with no service interruption (packed data application) or hand-over with no service interruption (streaming applications).

vi. QoS architectures should be accommodated irrespectively of the chosen implementation of the physical architecture: in particular, Application Profiles, Edge/Access Routers, QoS Brokers/Agents should all contribute concurrently to the QoS framework.

Applications

i. E2E IP-based applications should be supported, including real-time multimedia applications (e.g., streaming video) as well as non-real-time data applications such as e-mail, file transfer, and web browsing.

ii. Network design should not be based on assumed application content.

iii. The network should allow rapid development and integration of third party applications: in this respect, distributed and scalable architectures and related middleware/APIs should be adopted.

iv. Multiple applications running simultaneously on a terminal should be supported.

v. Non composite-radio aware, widely common applications should be supported.

vi. Multicast applications should run preferably on relevant transport networks (e.g. DVB-H/T or WLAN), while unicast applications should be supported on cellular and WLAN networks. 

vii. Multicast-to-unicast and unicast-to-multicast handover should be supported, whenever relevant and under NSMS decision. 

Authentication, Authorization, Accounting (AAA), Security and Device Management
i. AAA procedures over the composite network domain should be transparent to the end-user. In particular, authentication challenges should be initiated after the commonly used PIN code based procedures at the end-user side.

ii. Security issues should encompass high insurance boot procedures at the terminal side.

iii. Security issues should encompass the possibility to monitor remotely the user terminal, in order to guarantee that the terminal software is virus-free and has been obtained from a certified source.

iv. Security issues should encompass content (and service) related DRM procedures.

v. Device management procedures should include point-to-point (e.g. single terminal) query/control procedures as well as point-to-multipoint (e.g. over an entire terminal family/fleet) query/control procedures. 

vi. Device management procedures should allow application download and software patch/upgrade procedures. 

vii. Device management procedures should be amenable to treating device query/control with different degrees of severity and priority.








































































































































































































































	Contact:
	Marco Fratti
Motorola, France
	Tel: +33-1-69-354-821
Email: marco.fratti@motorola.com

	
	Alistair Buttar
Motorola, Switzerland
	Tel: +41-22-776-0458
Email: alistair.buttar@motorola.com

	

	Attention: This document is an internal ITU-T Document intended only for use by the Member States of the ITU, by ITU-T Sector Members and Associates, and their respective staff and collaborators in their ITU related work. It shall not be made available to, and used by, any other persons or entities without the prior written consent of the ITU-T.

	

	All rights reserved. No part of this publication may be reproduced, by any means whatsoever, without the prior written permission of the source/author of this document.



