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Abstract
This contribution proposes some text for Section 6.6 “Scalability requirements” in Y.e2eqos.1. 

Proposal
The following text can be added into the Section 6.6  “Scalability requirements” and provide guidance to the derivation of requirements and methods for scalability: 

Scalability is a major concern in new architectures, services and applications of NGN. The fundamental premise of scalability is to provide a system that will not be impacted adversely by growth of hardware, software and number of applications and users. It provides essentially a mechanism to gracefully grow the network as necessitated by demand.

NGN must be flexible and have reusable components, be reliable and scalable, and be able to provide QoS support for different applications. In this context scalability refers to the ability to handle additional users, services and applications. This means that network performance and QoS parameters do not suffer degradation and user perception is not noticeably impacted as network grows. Scalability also affects reliability and system administration. Furthermore, a set of recommended measurements and tests should be defined related to NGN scalability.

The following components and methods need to be considered for scalable systems and scalability requirements.

· Number and size applications

· Number of client systems supported

· Number of concurrent users

· Load growth and application load profiles

· Geographical distribution of load

· Load distribution by time (daily, time of day, seasonal etc.)

· Load balancing strategies

· Administration and maintenance considerations

· Caching and replication methods

· Multicast mechanisms used to increase scalability

· Number of simultaneous connections, 

· Size of data and control messages exchanged, 

· Usage of multi-threading, 

· Distribution and managing objects 

· For the distributed resource layer: network capacity, hardware configuration, replication mechanisms, fault-tolerance, transport layer, and bridging technologies.

· Middleware products and their performance

· Number and arrangement  of servers

· Authentication and user profile management 

· Hardware and software limits of each product (CPU, buffers. etc.)

· Configuration and tuning used in basic hardware and software (routers, gateways, softswitches etc.) 

A detailed example study providing guidance needs to be developed that shows the impact of these factors on scalability. 

In addition several other important factors that help provide scalable systems with necessary QoS support need to be will  developed such as:

Scalability testing

· Monitoring and Measurements

· Performance : response time, throughput, etc

· Device, OS, application server, DB, I/O, and middleware limits- configuration parameters  

Load Balancing

· Methods of load balancing-measurement based auction based 

· Replication and cashing

· Distributed and centralized schemes

· Multicasting schemes 

Modelling, Analysis and Simulation

The usage of modelling, analysis and simulation should be investigated on the determination of scalability requirements of NGN applications and architectures.
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