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1. Introduction

A separate contribution to this meeting proposes a release process for NGN.

This contribution attempts to commence some agreements of what should be documented in release 1. It should be noted that this is a starting point, and such a list does not preclude other contributions in the future on other capabilities which organisations would like to work on for release 1, nor does it preclude other work proceeding in parallel with release 1.

This contribution proposes an initial list for release 1 which may be summarized as follows:

· An architecture where a number of control subsystems provide service capabilities on top of an IP transport.

· Use of the 3GPP IP multimedia subsystem (agreed in ad-hoc group 2 at the last meeting).

· DSL and WiFi access to the IP multimedia subsystem.
· ISDN/PSTN emulation.

· ISDN/PSTN simulation.

· Support of regulatory requirements applicable to wire line voice services (Emergency communications, legal intercept, privacy, etc).

· Location services suitable for wireline access.

· Quality of service classes from ITU-T recommendations, possibly after further attempts to align with 3GPP.

· Review of IMS security and its application in a more general NGN security architecture.

· All services and capabilities supported at 3GPP release 6 by the 3GPP IP multimedia subsystem (Presence, Conferencing, Messaging)

2. Proposals

It is proposed that the attached text from ETSI TISPAN deliverable Draft ETSI TR 00001 V<0.2.1> (2004-06) is taken as the starting point for an NGN release 1 scope. If this can be agreed, then a drafting group should be convened to work on the attached text, including change of TISPAN terms to ITU-T terms.

Failing any agreement to start from the attached text, at least the items contained in the bullet list in the introductory text should be agreed as a starting point for a list of scoping agreements.


ATTACHMENT

5.1 TISPAN NGN Core Network

Editor's Note: <<this section to clearly explain the control plane and the transport plane…to be completed>>…..

<<following the IMS model of 3GPP where the control plane is functional >> 
Editor's Note: Contributions sought on a discussion of domains the make up the TISPAN NGN. What are the requirements from this – some implicit ones need to be brought out, e.g. QoS?.

5.2 TISPAN NGN Interfaces.

TISPAN NGN interfaces are shown in Figure 1 . It should be noted that this figure does not show all cases, for example some customer premises will not include a customer network, and some access networks will not incorporate a Switched Circuit Technology (SCT) access network.
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Figure 1 - TISPAN NGN Interfaces

5.3 TISPAN and 3GPP IMS.

The core network of TISPAN NGN Release 1 is required to be based upon the 3GPP IMS, as defined in 3GPP Release 6 for SIP-based applications.  Additional capabilities not covered by 3GPP IMS Release 6 are summarised in the present document.

TISPAN NGN support for 3GPP IMS is so comprehensive that the (SIP-based) IP Multimedia subsystem (Core IMS) - from figure 1 – enables a 3GPP terminal to access the services provided by this subsystem via a 3GPP defined IP connectivity access network (IP-CAN). Access to services in the other subsystems is not explicitly provided.

Editor's Note: The meaning of the above paragraph is not clear, contributions are sought.
5.4 Mobility

EDITOR's NOTE: The support of in-call hand-over is limited to a particular access network, no effect on Core Network. If 3GPP progress wireless LAN support then this limitation may be removed (this issue for contribution).

Editor's Note: This section needs to be aligned with the definitions (from SG13 in section 3), and discussion on the terminology document. If moved to the terminology document, needs deleting from here and a reference added.

It is important that there is a clear understanding as to the terminology of Mobility. This document refers to two fundamental types of mobility, User Mobility and Terminal Mobility. 

5.4.1 User Mobility.

User mobility is defined as the user having the capability to be able to move to different physical locations and use a terminal. In today’s world there are examples of this already implemented. For example a user can travel around the world and use the public fixed line telephone network to be able to receive either all of the services that they would receive from their home fixed line telephone, or a limited number of services. Primarily the minimum service is the ability to make a voice call. Likewise a user can connect to their email by making use of internet cafes etc. The similarity of both cases is that the user is being provided with a terminal/device to gain access to there service.  As for identification, the user has no unique identity in terms of the access network. 

5.4.2 Terminal Mobility.

Terminal Mobility is an extension of User Mobility, although it is possible to have Terminal Mobility without User Mobility. Terminal Mobility is defined as the  terminal having the ability to be moved to different physical locations and provide the user access to their services by one or more different access methods.

5.4.3 Mobility Issues.

Editor's Note: Rapporteur suggests this section may need to be removed before publication

User Mobility introduces the requirement for the user to be able to establish a unique identity in order that a user can be distinguished from the customer owning the subscription to the access network. For example, a fixed line in the home can be used by the all of the family. However, there is normally a single bill generated against the fixed line which has no indication as to which members of the family have used the access network at a particular time.

With the introduction of user mobility and the ability to identify a user, the issue of terminal mobility becomes less of a problem in that it should be possible to uniquely identify a user using an access network. However there is still the issue of the access network being able to authenticate the user based on that identity as well as the fact that some access networks may wish to authenticate the terminal as well. 

Further issues with mobility relate to the service level agreement in order that there is a clear understanding of the level of service which maybe dependent on user mobility and/or terminal mobility.

5.4.4 Mobility Requirements.

TISPAN NGN is required to support the mobility of both users and terminal equipment. The required mobility support in TISPAN NGN release 1 is limited to the ability of a terminal to be moved to different access points (which may be owned by a different access network provider) and a user to utilise different terminal and access points to retrieve their communication and content services (even from another network operator). The level of service may be dependent on user mobility and/or terminal mobility and on the specific mobility scenario (intra or inter-access network, intra or inter-provider) . TISPAN NGN Release 1 mobility is required to support nomadicity. TISPAN NGN Release 1 mobility is not required to support hand-over of communications sessions between access networks. There is no requirement to prevent autonomous hand-over within an access network.

Editor’s note : to include here the [NGN-TERM] reference or reference to the necessary mobility definitions in the related section of this document. 

The support for mobility of both users and terminals requires the TISPAN NGN to provide the capability to separately authenticate both terminals and users. 
5.5 PSTN/ISDN Emulation

The TISPAN NGN will support a gradual migration for the support of both legacy equipment and the PSTN/ISDN service set. Key scenarios of this feature are:

· PSTN/ISDN Replacement (in whole or in part)

· Support for legacy terminal equipment connected directly and indirectly to the TISPAN NGN.

Some typical scenarios for PSTN/ISDN replacement, interworking and legacy terminal support are provided in Annex A (section A.1 provides scenarios for "local exchange replacement"). Legacy terminal support includes direct connection via an SCT access network and indirect connection via terminal adaptation and the broadband access network.

Legacy terminal support includes direct connection via an SCN access network and indirect connection via terminal adaptation and the broadband access network. The PSTN/ISDN service set and call servers are not re-defined by TISPAN NGN. It is assumed that a PSTN/ISDN call server will provide an ISUP or other PSTN call model, and TISPAN will provide signalling transport and interworking. The full PSTN/ISDN service set is only applicable to certain terminal types, i.e. legacy terminals or user equipment behaving like legacy terminals, and some of the interworking and replacement scenarios required to be supported are shown in Annex A.1

Editors Note: dependent on PSTN/ISDN Emulation WI. Contributions required to clarify the above paragraph and make it unambiguous. 

PSTN/ISDN replacement of trunk switches by IP-based transport and the re-use of PSTN call control as the only signalling providing services (trunking scenarios) are not defined in TISPAN NGN.

EDITOR'S NOTE: PSTN/ISDN Replacement, while vital, needs to fully support the complete set. Current omissions include:

· Support for "clearmode" codec (undefined data transfer)

· Comprehensive support for emergency calling (112) – at least to the same level as PSTN/ISDN.

5.6 PSTN/ISDN Simulation

The provision of services similar to the PSTN/ISDN to voice and other multimedia terminal equipment is termed simulation. It is not assumed that such services will be identical to their counter-parts in the PSTN/ISDN, and they will not necessarily utilise PSTN/ISDN call models or signalling protocols. PSTN/ISDN Simulation is provided at the User Interface (so the UNI may be different to the PSTN/ISDN) while PSTN/ISDN replacement (emulation) is the provision of the exact same service set to support PSTN/ISDN legacy terminals on a different network.

5.7 Multi-media Services

TISPAN_NGN Release 1 supports both real time conversational communications (beyond voice) and non-real time communications. This includes, but is not limited to, the end to end (customer to customer) delivery of communications utilising more than one media. Non-real time services may utilise zero, one or many media streams. 

This requires the support of advanced terminals and computers connected to the TISPAN NGN through access networks supporting transfer rates greater than 64kb/s.

Not all multi-media services are applicable for interworking into legacy terminals and networks.

5.8 Data Services

Editors Note: This clause needs contribution and proposals for a new title

Editors Note:  Previous Text: TISPAN_NGN Release 1 supports non-real time communications for the transfer of information between customers and between customers and content providers. Data services are defined in <services framework> and include well-known services such as web browsing, email, ftp, etc.

5.9 Interconnection

As well as interconnection between multiple TISPAN_NGN networks, the TISPAN NGN is also required to support access to other networks that provide communications, services and content, including seamless interoperability with 3GPP networks, and the secure and safe interconnection to the public Internet. 

Interconnection is required in order to enable users connected to other networks to access to TISPAN_NGN networks and services securely and safely. This includes access from the public Internet and other Multimedia Networks (such as 3GPP IMS) to services that are provided on the TISPAN NGN, as well as TISPAN NGN subscribers accessing services and content on other networks.

Interconnection is required to the following networks:

· Interworking TISPAN NGN to PSTN/ISDN for compatible services; Release 1 is required to support the interworking of appropriate services to the PSTN/ISDN. The services interworked are defined in <ref DTR 01002>
· 3GPP IMS as defined in 3GPP Release 6;

· Interworking cable networks as another peer core network. The use of a cable network purely as another type of access network is not precluded by this scenario;

· Public Internet.

Editor's Note: This needs to be discussed more fully, and the security implications considered before a final decision to include or exclude this scenario in Release 1.

5.10 Access Networks

Editors Note: Need to include information on the limitation of the scope of TISPAN_NGN dealing with IP-CAN aspects of the access network. Is a definition required in this or the terminology document for IP-CAN versus “access network”?
TISPAN_NGN Release 1 is required to support access networks of diverse technologies and capabilities. Regardless of the type of access network technology, the TISPAN NGN communications and services are required to be available to all subscribed users.

5.10.1 Access Network Assumptions/Requirements

The access network is defined as a collection of network entities and interfaces that provides the underlying IP transport connectivity between the device and the NGN core entities. Examples of  "Access Network" are given below. It should be noted that this list is not an exhaustive list and other access network may be considered.

· XDSL: this includes ADSL, SDSL and VDSL transport systems and supporting concentration/multiplexing technologies. The TISPAN NGN will provide direct support for this access requirement through interfaces to control resources (QoS) and coherent authentication.

· Wireless LAN networks are required to be supported by the TISPAN NGN. For Release 1 they are regarded as just another type of access network. The TISPAN NGN interface to the wireless LAN network will be at a fixed (not radio) point. Requirements for this support are similar to the support for XDSL access networks.

· Cable networks may be supported as another type of access network, but no interworking requirements are placed. TISPAN NGN will not control resources or authenticate access to this network by terminals and users.

· Fixed IP Connection (e.g. Gigabit Ethernet link to corporate network). TISPAN NGN assumes that this interface is a direct connection to a customer owned and managed LAN or MAN. Control is limited to admission control. Example scenarios also include FTTC (Fibre to the curb) and FTTH (Fibre to the home).

· 3GPP PS domain. TISPAN NGN shall support the 3GPP PS domain at the same interface point as other access networks, see figure Error! Bookmark not defined.. Network attachment and associated functionality is supported in exactly the same way as in a 3GPP network. In this sense a TISPAN_NGN supports any 3GPP IP-CAN. TISPAN NGN does not support the CS domain as an access system. All interfaces between the PS domain and the IMS are maintained unchanged in the TISPAN NGN. The 3GPP PS domain is not re-documented as part of TISPAN NGN specifications. 

All NGN capable access types are required to offer IP connectivity.

5.11 Customer networks

TISPAN NGN recognises that there may be a customer network beyond the access network. This implies that any interface to the TISPAN NGN must potentially support multiple terminals. It is recognised that some  customer networks (usually unmanaged) can cause conflicting service requests (e.g. an unmanaged best effort customer network can allow two terminals to request services that the customer network does not have enough resources to support).

TISPAN NGN will support configurations of customer networks that includes multiple terminals. TISPAN NGN support for customer networks is limited to control of the gateway between the customer-owned equipment and the access network. This gateway may be customer-owned or access network operator owned. The level of support for a customer-owned gateway will be limited.

5.12 NGN end user equipment

The TISPAN NGN will support a variety of terminals end user equipment.

This includes residential gateway + black phone, a SIP phone, a soft-phone (program on PC), set-top box, multimedia terminals, PC, End user equipment with intrinsic capability to support a simple service set, and end user equipment that can support a programmable service set.

TISPAN NGN will not specify or mandate a particular terminal type or capability. Editors note: need to reword this to talk about the assumptions that TISPAN NGN will make with regard to terminal capabilities and compliance. [Phil & Bernard]. 
TISPAN NGN will explicitly support a mobile terminal fully compliant with 3GPP specifications only when directly connected through a 3GPP IP-CAN. 

Editors Note: open issue on the ability to support terminal capabilities with no assumptions. We may have to define some mandatory terminal capabilities to support connection to TISPAN NGN.
Editors Note: Need reference to NGN AT HOME.

5.13 Application Support

TISPAN NGN supports the delivery of end-user services through application servers, rather than directly embedding services as capabilities in the control protocols. For real-time conversational services (SIP based session control), the application server controls the communication session by modifying the behaviour of the generic session control (e.g. using triggers). Editors Note: needs a redraft. Contributions sought.
Third-party service providers and applications are supported through suitable control interfaces <reference OSA/PARLAY documents>.

5.13.1 CSTA Support

TISPAN NGN is required to transport of CSTA Information in a SIP XML body to support remote control of user equipment from an application.

5.14 Security

TISPAN Release 1 will provide a secure and trustworthy environment for customers, network operators and service providers to meet a set of comprehensive and fundamental NGN security requirements with regards to: 

· security policy,

· authentication and authorisation,

· identity and secure registration,

· communications and data security including integrity and replay protection as well as confidentiality,

· privacy,

· security management including security event logging and security audit,

· interworking with NAT/Firewall, non-repudiation,

· availability,

· DoS protection,

· reliability and assurance. 

All those fundamental NGN security requirements are further detailed in the TISPAN NGN Security Requirements and Architecture technical specification.
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