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General requirements for Next Generation Networks

Summary

This Recommendation provides general requirements for Next Generation Networks. 

Requirements are aligned with the general goals and objectives of a NGN [NGN-overview]. General requirements for services, network and users are provided. 

The document provides a list of services that are expected to operate over NGN networks, as well as a list of Service and Network capabilities (service enablers). 
Detailed service requirements and scenarios for some of the identified services are provided in Appendixes. 
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1
Scope

This Recommendation focuses on the general requirements that a Next Generation Network (NGN) should comply with.

The requirements captured in this document include general requirements for services, network and users. 

These requirements are aligned with the general goals and objectives of a NGN [NGN-overview].

More detailed requirements in various areas considered in this document are captured in other area-specific documents. 

A list of services that are expected to operate over NGN networks is provided in section 5. 

The document is organized as follows:

- sections 2 , 3 and 4 provide, respectively, references, terms and definitions, and abbreviations;

- section 5 provides a list of services which are expected to operate over NGN networks; 

- section 6 provides high-level NGN requirements;  

- section 7 provides general requirements for NGN services and network;

- section 8 provides NGN user requirements;    

- Appendix I provides detailed requirements for some of the services identified in section 5; 

- Appendix II provides scenarios and configurations for some of the services identified in section 5; 

- Appendix III provides examples of service classification schemes;  

- Appendix IV provides details on service and network capabilities. 

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

Editor’s note : references to be completed and positioned appropriately (in section 2 or  bibliography)

Normative references 

[Y.NGN-overview] ITU-T Recommendation Y.NGN-overview : General overview of NGN functions and characteristics

[Y.GRM-NGN] ITU-T Recommendation Y.GRM-NGN : General Reference Model for Next Generation Networks   

[Y.101] ITU-T Recommendation Y.101: GII terminology: Terms and definitions

 [Y.1221] ITU-T Recommendation Y.1221

[Y.1541] ITU-T Recommendation Y.1541 : Network performance objectives for IP-Based services

[Y.1712] ITU-T Recommendation Y.1712

[E.171] ITU-T Recommendation E.171 

[G.805] ITU-T Recommendation G.805 : Generic Functional Architecture of Transport Networks
[G.809] ITU-T Recommendation G.809 

[G.808.1] ITU-T Recommendation G.808.1

[G.1000] ITU-T Recommendation G.1000

[G.1010] ITU-T Recommendation G.1010

[M.3010] ITU-T Recommendation M.3010, TMN Architecture

[M.3050] ITU-T Recommendation, M.3050, Enhanced Telecommunications Operations Map

[M.3400] ITU-T Recommendation, M.3400,  TMN Management Functions

 [X.700] ITU-T Recommendation X.700

[X.805] ITU-T Recommendation X.805

Informative references

[IGMP] 

[MLD]

3
Terms and definitions

Editor’s notes :  

- “Definitions” have to be provided and agreed across the whole NGN area and Recommendations. 

- Some  definitions (which ones ) are  directly  introduced in this document, the other terms used  in this document will directly refer to different documents, including Y.NGN-TERM. 

- A number of terms and definitions could be  put in an Appendix to avoid the referencing to not approved documents in the body

This Recommendation defines the following terms (references are provided for terms defined in other documents):

Next Generation Network (NGN) [Y.NGN-overview] :   
Generalized mobility [Y.NGN-overview] : Editor’s note : to be provided
Mobility [Y.NGN-MOB]: 
Editor’s note : definition requires alignment with [Y.NGN-overview] and [Y.NGN-MOB]

The ability to provide services irrespective of environment changes for a mobile object. Mobility can be classified into Mobility with Service Continuity and Mobility with Service Discontinuity. 

Roaming [Y.NGN-MOB]:   Editor’s note : definition requires alignment with [Y.NGN-overview] and [Y.NGN-MOB] . This term is not actually used in this document 

It’s one special case of mobility with service discontinuity, when it’s preserved the ability to provide services without requiring some level of reconfiguration for accessing the service in the new location of the mobile object. Roaming has no relationship with any agreement that may be established between different service providers (i.e., roaming agreement)

Seamless Handover [Y.NGN-MOB] : Editor’s note : definition requires alignment with [Y.NGN-overview] and [Y.NGN-MOB]

It’s one special case of mobility with service continuity, when it’s preserved the ability to provide services to a mobile object without any impact on their service level agreements.
Home Network: Network for which the subscriber’s subscription is valid.
Serving Network: The serving network provides service users with access to services of their home environment. When roaming, the serving network is referred to as the visited network. Editor’s note: last sentence to be confirmed.
Subscription [3GPP TR 121 905]: A (service) subscription describes the commercial relationship between the subscriber and the service provider. Editor’s note: to check if an ITU reference exists. 

User Profile [3GPP TR 121  905]: It is the set of information necessary to provide a user with a consistent, personalised service environment, irrespective of the user’s location or the terminal used (within the limitations of the terminal and the serving network). Editor’s note: to check if ITU reference exists.
(IP) multimedia application: An application that handles one or more media simultaneously such as audio, video and data (e.g. chat, shared whiteboard) in a synchronised way from the user’s point of view. A (IP) multimedia application may involve multiple parties, multiple connections, and the addition or deletion of resources within a single (IP) multimedia session. A user may invoke concurrent (IP) multimedia applications in an (IP) multimedia session. An (IP) multimedia application need not necessarily be part of an (IP) multimedia session ((IP) multimedia applications can be provided by other systems than session-based ones). 

(IP) multimedia session: An (IP) multimedia session is a set of multimedia senders and receivers and the data streams flowing from senders to receivers. (IP) multimedia sessions are supported by the NGN and are enabled by IP connectivity bearers. A user may invoke concurrent (IP) multimedia sessions.

Service and Network Capabilities: 

Editor’s note : distinction between service and network capabilities is required.
The Bearers defined by QoS parameters and the mechanisms needed to realise services. These are within networks and under network control. They can be used either singly or in combination to deliver services to the user (service enablers). They may be provided either by the network operator or by 3rd parties via appropriate interfaces.  

Service: Task or set of tasks performed by the provider(s) of that service for the user of the service in an NGN environment.
Application: Technical manifestation of a service. An application consists of a set of security mechanisms, files, data and protocols (excluding transmission protocols). Editor’s note: to check.

Application server

End user device

Terminal

Session, call, stream, flow (including relationship with admission control and policing)

End-to-end QoS 

Single sign-on

Fixed-mobile (service) convergence : [Y.NGN-overview] Editor’s note : to be confirmed.
 Network Operator (Network Provider) : the operator which manages and provides the network transport layer resources and part of service layer resources to run services and applications over. 
Service Provider : the provider of a specific service
Application Provider : the provider of a specific application
NGN domain 

NGN network 

NGN Core Network 

NGN Access Network 

Service/network attributes  Editor’s note : section 6

Security Zone : Region where uniform security strategies and security mechanisms are adopted. These may be different in different security zones
Interworking 

Editor’s note : [Y.1401] defines “service interworking” and “network interworking”, [I.510] defines “ISDN interworking”.

Interoperability

Bearer service

IP connectivity bearer(s) : Editor’s note : to check if   needed.

Editor’s notes : 

- “Role”  could be defined (from  appropriate “architecture” document).

-: it might be generally useful to define other terms such as IP-CAN, NGN interfaces , … (their usage in this document has to be checked)

- It has to be decided if definitions of services are needed in this document.  Service definitions have been positioned in section 5.

4
Abbreviations

This Recommendation uses the following abbreviations :

Editor’s note : acronyms to be completed (additions, deletions).

AAA
Authentication, Authorization and Accounting

ADSL
Asymmetric DSL

CDS
Content Delivery Services

COLP


CLIP
Calling Line Identification Presentation

CS
Circuit Switched

CSP
Content Service Provider

CUG 
Closed User Group

DNS
Domain Name System

DSL
Digital Subscriber Line

ETS
Emergency Telecommunication Services 


IETF 
Internet Engineering Task Force

IGMP 
Internet Group Management Protocol
IM
Instant Messaging

IMS
IP Multimedia Subsystem

IP
Internet Protocol

IP-CAN
IP Connectivity Access Network

ISDN
Integrated Digital Services Network

LAN
Local Area Network

LI
Lawful Interception

MLD 
Multicast Listener Discovery
MMS
Multimedia Messaging Service

NAT
Network Address Translation

NGN
Next Generation Network

NSP
Network Service Provider

OAM
Operation, Administration and Maintenance 

OSS
O 

PS
Packet Switched

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RFID
Radio Frequency Identifier

SDSL
Symmetric DSL 

SLA
Service Level Agreement

SMS
Short Messaging Service TDM
Time Division MultiplexingTDR
Telecommunication Disaster Recovery

UNI
User Network Interface

URI
Universal Resource Identifier

URL
Universal Resource Locator

UWB
Ultra Wide Band

VDSL
V  DSL

VPN 
Virtual Private Network

WLAN
Wireless LAN

xDSL
DSL technology of type x

2G
2nd Generation

3G
3rd Generation

3GPP
3rd Generation Partnership Project

3GPP2
3rd Generation Partnership Project ??

5.
 Services over NGN 

The following provides a list of services that are expected to be operated over NGN networks. 

Notes: 

1. this list is not intended to be exhaustive; 

2. entries of this list are not exclusive - a specific service  may fall in more than one single list entry;

3. detailed definitions of the various services are not in scope of this document;  

4. mobility and QoS are considered like features applicable to a number of the services below; 

5. considerations on priorities and phases of deployment  of these services are out of scope of this document; 
6. services supported by the NGN don’t necessarily require standardization. 
Classification of services in the list below is not based on specific technical criteria (rather on similarities in the user’s experience of these services).  
Actually, services may be classified within various categories according to multiple technical criteria, such as real-time versus non-real time services, unicast versus multicast and broadcast services, peer-to-peer versus client-server services, transport-layer versus service-layer services, basic versus enhanced services etc. Appendix III provides some examples of these service classification technical schemes.

List of services :

Editor’s note : to check consistency of  terms and definitions with SANCHO  database (and  other  documents from other organisations)  

· Voice-over-IP services (including Voice-over-IP services interoperable with the existing public-switched telephone network (PSTN) and with mobile networks).

· Multimedia services and applications, including interactive real-time voice, video and other media (videotelephony, etc.)

· Virtual Private Network (VPN) services: Multi-point controlled and secured communications among restricted sets of endpoints and using resources of a shared transport network. VPN services can be also used as capability to support applications and other services.

· Collaborative communication services: support of multimedia conferencing with file sharing and application sharing, e-learning, gaming.
· Content delivery services: Delivery of video and other media streams to users, such as Radio and Video streaming, Music and Video on Demand, (Digital) TV Channel Distribution, professional and medical image distribution, electronic publishing.  

· Sensor Network services: these services provide a user with information about a certain item (e.g., a merchandise) upon the user's request.  This can be realized by attaching an identifier to the item, accumulating the historical information of the item through the NGN and retrieving the accumulated information through the NGN. For example, the history of a piece of vegetable (e.g., harvest date, region of cultivation, name of the farmer, etc.) can be precisely recorded by using this identifier.  This identifier could be realized in various ways, for example by an RFID chip (a small Integrated Circuit chip which can store information and can communicate using radio-wave), which can be attached to most of items.
· Presence and general notification services: display of peers that a user can contact, their current status, and any service-related notifications. Presence can be also seen as capability to support or enhance other services. 

· Messaging services such as SMS, MMS, IM, etc. 
Instant messaging (IM) : A type of communications service that enables the user to create a kind of private chat room with another individual in order to communicate in real time, analogous to a telephone conversation but using text-based, not voice-based, communication. Typically, the IM system alerts the user whenever somebody on his private list is online, the user can then initiate a chat session with that particular individual.
· Push services Editor’s note : some text/definition required
· Information services, such as cinema ticket information, motorway traffic status, advanced push services, etc.

· Speech-enabled services Editor’s note : some text/definition required
· Remote control/tele-action services, such as home applications control, telemetry, alarms etc.

· Existing PSTN/ISDN services 

· PSTN/ISDN emulation [TISPAN-R1-DEF]: The provision of PSTN/ISDN service to legacy terminals, amongst others, connected to the NGN via a gateway. End users are unaware that they are not connected to a TDM-based PSTN/ISDN. 

· PSTN/ISDN simulation [TISPAN-R1-DEF]: The provision of PSTN/ISDN-like services to advanced terminals such as IP-phones. There is not strict requirement to have all PSTN/ISDN services available or identical, although end users expect to have access to the most popular ones, possibly with different ergonomics.  
· Data communication services, such as data file transfer, fax, electronic mailbox and web browsing

· Data retrieval applications, such as tele-software 

· Internet services

· Access services to Internet Service Providers  

· Online applications (online sales for consumers, online procurement for commercials, …)
· Hosted and transit services for enterprises (IP Centrex, etc.)
· Emergency Telecommunication Services (ETS)

Editor’s note: DTR services ?

6
High-level NGN requirements 

The following are high-level requirements the NGN should comply with.

Note : any prioritization of these requirements is out of scope of this document. 

· packet-based transfer

· separate control functions among bearer, call/session, and application/service

· provide independence of service-related functions from underlying transport technologies

· take into account regulatory requirements, for example concerning emergency communications, security/privacy, etc.

· allow improved interaction with the end user, e.g. providing flexibility, accessibility, availability and reduced complexity for the end user 

· enable unrestricted access by users to different service providers

· unified service characteristics for the same service as perceived by the user

· allow for a variety of identification schemes

· provide an open service architecture and enable service innovation,  interoperability and deployment with usage of “service enablers” (service and network capabilities), and with a minimum of service specifications. It should enable maximum flexibility in the end user devices and network servers, including Application Servers. It shall enable to efficiently deploy IP multimedia applications in a vendor independent manner and without having to wait for additional enabling technology to be standardised in the NGN environment or somewhere else.

· use open  interfaces and standardized protocols 
· allow evolution of circuit switched networks to packet switched networks

· support capabilities for interworking with legacy networks, such as PSTN/ISDN etc.

· support capabilities for  migration from existing networks 

· support fixed-mobile convergence of services
· support different types of access network technologies, such as fixed copper, fibre, cable, wireless, etc., with technology-independent service access 

· provide generalized mobility across different mobile and fixed access networks  

· support network resource sharing by multiple services without services affecting each other  

· maximise usage of common management functions across different technologies and services 

· support multimedia services

· support a broad range of applications, including  standardized and non-standardized ones. The support of non-standardized applications may be enabled via service and network capabilities.
· support third-party applications (via suitable interfaces to Application Servers)
· support man-to-man, man-to-machine and machine-to-machine communication modes 

· support various types of user device connectivity to the NGN network,  including point-to-point and multipoint connections

· allow provisioning of enhanced customer premises integrated devices (e.g., single  device supporting audio, video and data applications)

· support high numbers of users for the services operated over the NGN (scalability)

· support end-to-end Quality of Service (QoS), ranging from best effort to premium QoS

· offer (different levels of) security and reliability for services and network

· support reliability, security and privacy of communications without requiring complex user skills for setup and operation

· support service and network capabilities for auto-discovery and auto-configuration
· support capabilities for exchanging service and network attributes between network operators Editor’s note : example required 
7
Requirements for NGN services and network 

This section provides general requirements for NGN services and network. 

Detailed requirements for some of the services identified in section 5 are provided in Appendix I.  

More detailed requirements in some of the areas considered in this document are provided in other area-specific documents.

7.1
 Service and Network Capabilities 

The Service and Network Capabilities are “service enablers”. They consist of Bearers (defined by QoS parameters) and mechanisms to realise services. Mechanisms include functionalities provided by various network entities, the communication between these entities, and the storage of relevant data [TISPAN-R1-DEF].

Notes : 

· the following is only a non-exhaustive initial set of capabilities. The list may evolve along with developments and deployments of NGN services and networks.   

· distinction among service and network capabilities is not provided at this stage (some of these capabilities may actually act as service or network capabilities according to the functionalities implemented and used). 

· mapping of Capabilities to Architectural functional building blocks is out of scope of this document. 

Editor’s note : capabilities for further consideration include Auditing, Navigation, Browsing and Searching, Application/Service creation, Directory, QoS and Resource Management, Security.

Appendix IV provides additional details (requirements) on some capabilities identified in this section.
The NGN is expected to provide the following service and network capabilities :

Editor’s note : 

- concise text for each of these capabilities is required;

· Identification 

[TISPAN-R1-DEF] : Editor’s note : this definition needs clarification. User identification is essential for any commercial real time and non-real time services. Identification relates to a user revealing user identity towards another user. This capability may also relate to the end user device. 
· Authentication  

[TISPAN-R1-DEF] : User authentication is essential for any commercial real time and non-real time services. Authentication requires a user to be identified by the network/service provider in order to obtain access to the network/service. This capability may also relate to the end user device.
· Authorization Editor’s note : TBD

· Location 

Location may be considered as a network provided enabling technology  for provisioning of location applications.  

· Presence 

Capability to collect, collate, track, and provide presence information relating to an user or application in order that it can be used by other users or applications that require such information [3GPP-Presence]. Editor’s note : see also 3GPP TS 23.141

Presence can support services such as communication services (IM, MMS, etc.), information services and enhanced existing services.  

· Bearer Provisioning  Editor’s note : to be clarified/defined.
· Connectivity Configuration Editor’s note : to be confirmed.
· Routing and Forwarding Editor’s note : to be confirmed.
· Group Management (CUG/VPN) 

· Session Handling (Session Control)

· Service Subscription (Registration) Management
· Service Profile Management Editor’s note: to be merged with Service Subscription Management ? 
· User and Terminal Profile Management 
An User (Terminal) Profile, i.e. a collection of user (terminal) related data, is provided especially for and in support of Authentication, Authorization, Service Subscription, Mobility, Location, Charging etc.  
· Messaging    
It’s the capability of delivering messages from and to the end user terminal. Types of Messaging are Immediate messaging, Deferred delivery messaging and Session based messaging [3GPP-IMS-Messaging]. Services provided via messaging include IM, SMS, MMS, email.  
· Push   

It’s a means to transmit data from an initiator to a recipient without a previous user action [3GPP-Push]. Services provided via push include IP multimedia services, MMS, and new services including public safety, government, corporate Information Technology etc. 

· Policy Control Editor’s note : TBD
· Charging Editor’s note : TBD
· Emergency Communication (ETS/TDR) Management

· Lawful intercept (LI) Management 

· Interworking 
7.2
Mobility

NGN is required to support the mobility of mobile objects ([Y.NGN-MOB]), such as users and terminals. Networks may be mobile objects (“moving networks”).

· The NGN architecture shall at least support  the following capabilities for mobility support :

· subscription of mobile objects (independent subscription of various objects)

· profiles of mobile objects 

· management of mobility of mobile objects

· requirements include cost and resource usage efficiency, support of existing systems, independence of access network technologies, QoS and Security support, naming service management
· Mobile users‘ service access

· Users attached to their home network shall have access to services provisioned by

· their home network operator

· 3rd party service providers.

· Users attached to a visited network shall have access to services provisioned by their home network operator, the visited network operator, 3rd party service providers. Such services offered by the visited network could include, for example :

· Access to local numbering plans;

· Address translation;

· Services dependent on the user geographical location, e.g. traffic information.

Note: The services offered by the visited network would probably be no-subscription services, although they may be chargeable.

· The NGN shall provide mechanisms for seamless handover for mobile users [Y.NGN-MOB]:

· within the same  Access Network of the NGN network (Intra-AN mobility)Network

· between different Access Networks within the same NGN network (Inter-AN mobility)

· between Access Networks of different NGN networks , in both cases of similar and different Access Network technology (Inter-Core Network mobility)

Note : Detailed mobility requirements are provided in other mobility-specific documents [Y.NGN-MOB].

7.3
Architectural  aspects

7.3.1
NGN architecture general requirements

Editor’s note : consistency  with Y.NGN_FRM  architecture is required.

· The NGN architecture shall functionally separate

·         service layer and transport layer 

·         user plane, control plane and management plane for both service and transport layers

· The NGN shall provide a unique interface between service layer control plane and application control plane for access to and control of applications  Editor’s note : this has to reviewed (positioning and interaction of “applications” in the NGN architecture (service layer), unique interface)  

· Service layer should be able to dynamically monitor transport layer resources available to services.
· Service layer should be able to dynamically request and negotiate resources with the transport  layer for services.
· The NGN architecture shall be independent of the specific applications to be supported.

· NGN should support the IP protocol as the network layer protocol in transport layer

· Both IPv4 and IPv6 protocols shall be supported by the NGN.

· The NGN architecture must not depend on the IP version used.

7.3.2
Components of the NGN system

Editor’s note : the following text from [TISPAN-R1-DEF] could be introduced here:

There are four fundamental areas that are key to the NGN :  

· Customer Networks (including Enterprise Networks and Home Networks)

· Access Networks 

· Core Network (including the control domain, the transport domain, and the applications environment)

· Interconnect (need to be defined clearly)

Editor’s note : A figure could be added to show the NGN system components and other terms could be positioned in this context (such as NGN domain, NGN network, NGN interfaces, NGN Reference Points  etc.)

7.3.2.1
Access Networks 

Editor’s note : distinction between technology requirements and other access requirements (such as public and private access) could be captured 

· The NGN shall support a variety of different access network technologies, e.g.

· xDSL (ADSL, SDSL, VDSL)

· Cable

· Optical Fiber network

· Ethernet LAN

· Wireless (WLAN, UWB etc.)

· Fixed IP connection (e.g. Gigabit Ethernet link)

· Cellular radio access (e.g.  3GPP and 3GPP2 PS IP-CAN)

Editor’s note : 3GPP and 3GPP2 PS IP-CAN are NGN Access Networks.  Access networks in cellular systems, such as UTRAN and GERAN, are not NGN Access Networks. 

· Satellite network

· Radio In The Loop

· The NGN shall support both public and private access networks.

· The NGN shall be designed to accommodate mixed access network type configurations.  

· All NGN capable access network types are required to provide IP transport connectivity.
· Services and applications, including session control, shall be independent of the access network type in use.

Note : The specification of access network technologies is out of scope of NGN standardization.

Editor’s note :

Sub-sections for customer networks, core network and interconnect could be provided here.

7.3.2.2 Customer Networks

· The NGN shall be accessible from Home Networks.
· The NGN shall be accessible from IP-based Enterprise Networks.

7.4
Control aspects

Editor’s note : this section should capture some general requirements for the control of NGN networks.  

- Control plane requirements for the NGN service layer, the NGN transport layer, the  interaction between layers 

- Control plane requirements for the various components of the NGN system (access, core, interconnect, customer networks)

- Requirements for the interaction with the management plane of both Service and Transport layers

- Requirements should address the various control plane functions (signalling, routing, etc.), such as:

The following are some general requirements for NGN signalling and routing:

- QoS signalling requirements (user to network, network to network)

- intra-domain and inter-domain routing requirements

Detailed requirements for the NGN control plane are provided in separate sections of this recommendation or in other control-specific Recommendations.

7.5
Management aspects

Editor’s note :

-  this section should capture some general requirements for the management of NGN networks

- distinction between vertical and horizontal management aspects should be captured  

- organisation of requirements could be  similar to that of  control requirements in the previous section (ex. transport  and service management, etc.). 

Management of Next Generation Networks is intended to support a wide variety of management areas which cover the planning, installation, operations, administration, maintenance and provisioning of networks and services. The high-level goal will be to provide survivable [G.808.1] and cost-effective networks.

Survivability should be based on open standards rather than proprietary technologies. 

Management Plane requirements should consider the Fulfilment, Assurance and Billing business processes as described in [M.3050].  The ITU-T has categorized management into five broad management functional areas [X.700]. The five FCAPS management functional areas identified are as follows:

· fault management;

· configuration management;

· accounting management;

· performance management;

· security management.

The management architecture must support the ability to exchange information between the transport and service layers, between administrative domains and support interaction between control and management planes. The architecture must include the different roles that will be involved in the overall management of the NGN. 

Editor’s note : Client service and network management should be introduced. 

The management of NGN should consist of a general architecture that can be applied across multiple networks. Service and management technologies and technology-specific solutions should only be used to supplement the general architecture.

Editor’s note : Specific high-level management requirements of access devices could be captured and positioned appropriately in this section (some material for further consideration is contained in D454  Feb. 4 SG 13 meeting and NGN-WD163).  

Detailed requirements for the management of NGN networks are provided in separate management-specific Recommendations ([Y.NGN-Management] Editor’s note : references to be completed).

7.5.1
OAM requirements

NGN is formed by two separate layers, Transport and Service layers [Y.GRM-NGN]. Each of the two layers is composed of a User, a Management and a Control Plane with their corresponding functions.

OAM functions follow the same route/ path as the User Plane traffic. They are used for monitoring and measuring fault and performance.

There are separate OAM functions for the Transport layer (e.g. layers 1 – 3 of the OSI reference model, where the principles of [G.805] and [G.809] are applied, resulting in each layer network having its own OAM capabilities) and for the Service layer. 

The  following are general OAM requirements:

· Support of heterogeneous networks
To realize end-to-end OAM functions in NGN, which  may consist of heterogeneous technologies, that could be connection oriented or connectionless. The OAM functions should also be applicable to point to point or multipoint to multipoint cases.

· Support of multiple network operator environments

 NGN services may be provided by multiple network operators. In such case, it is necessary:  
- to detect and notify which network operator is responsible for the defect so that quick action can be taken;

- to make sure that service provider/network operator’s OAM flows, which are meant for their internal use, are confined within their networks and do not leak out to customers or other service providers/ network operators.

- to provide Inter-network operator communication methods 
· Faults, defects and failures should be detected, diagnosed, localized and notified to the correspondent Network Management.

· Minimize service interruptions, service degradation and operational downtimes.

· Customers should not have to detect failures, it is necessary that these are detected and localized by the service provider.
·  OAM functions should be simple and easily configured (ideally automatically) to allow efficient scaling to large network sizes.
·  The use of OAM functions should be optional for the operator.  Network operators should be able to choose which OAM functions to use. 
· The “down” time of the service should be able to be recorded for performance and availability  measurements.

· OAM should have mechanisms that make sure customers are not able to trigger any service provider/network operator OAM function.

· Support of end-to-end and segment OAM functions

In order to allow managing a portion of a network which is under the responsibility of a carrier, and to allow defining maintenance entities flexibly, it is necessary to support "segment" OAM functions as well as end-to-end OAM functions. Segment means a part of an end-to-end connection which is defined for operation and maintenance purposes.

· Support of inter-layer relationships

In NGN Transport Layer, if a defect occurs in a lower layer network (server), it is necessary to notify the upper layer network (client) of the defect, and an AIS or other alarm suppression/indication functions need to be executed so that necessary actions (e.g., alarm suppression, suspending charging) can be taken in this upper layer network and one defect should not cause multiple alarm events be raised. On the other hand, upper layer network defects should not trigger any action in the lower layer network.
· OAM interworking

In order to realize end-to-end OAM functions in heterogeneous networks so that services can be managed, OAM functions need to be supported in interworked networks. For example, the case of ATM-MPLS interworking is described in [Y.1712]. 

In order to meet the general requirements as per above, the following OAM functions may be necessary : 
a)
Performance monitoring
b)
Anomaly/Defect/Failure/Fault detection (e.g. detection, localization and notification)
c)
System protection
7.5.2
Protection switching requirements
Survivability functions are necessary to realize highly reliable networks. Among the survivability techniques, protection switching is appropriate to realize fast and deterministic survivability.

The following are general requirements for NGN Protection Switching:

· Support trail, connectionless trail and sub-networks.

· Network layering violation should be avoided (e.g. a higher layer defect should not trigger lower layer protection switching).

· Inter-layer escalation strategy should be supported. In general, if a lower layer protection mechanism is utilized in conjunction a higher layer protection mechanism then the lower layer protection should have a chance to restore working traffic before the higher layer initiates protection actions. The objective is to avoid unnecessary protection actions.

· Protection switching mechanism should facilitate fast recovery of working traffic to minimize network unavailability. Protection switching should be triggered as fast as possible after a failure occurred. A completion time of 50 ms is proposed for the objective for protection switching.

· Both 1+1 and 1 : n protection switching should be provided.

· Extra traffic should be supported where possible.

· Impacts on the performance of the network (e.g., additional delay, delay variation, bit errors, packet losses, etc.) due to protection switching should be minimized.

· Operator control such as lockout of protection, forced switch and manual switch commands should be supported.
Detailed description for specific technology is given in various Recommendations [G.808.1]. 

7.5.3
Rerouting requirements 
Another survivability technique is to re-route the user traffic upon a failure. The following are general requirements for NGN Re-routing:

· It should be possible to apply re-routing on a trail, connectionless trail or on a subnetwork.

· Inter-layer escalation strategy should be supported. In general, if a lower layer re-routing mechanism is utilized in conjunction a higher layer re-routing mechanism then the lower layer re-routing should have a chance to restore working traffic before the higher layer initiates re-routing. 

· Re-routing function should find an alternative route for the impaired working traffic and restore the traffic within an acceptable time. Otherwise, the impossibility or re-routing within an acceptable time should be indicated.

· Impacts on the performance of the network (e.g. additional delay, delay variation, bit errors, packet losses, etc.) due to the re-routing function should be minimized.

· Operator control should not be precluded.

· Network re-optimization should be possible where necessary after the restoration of the impaired traffic.
 7.6
QoS aspects and Traffic Management

· The NGN shall provide end-to-end QoS
. Editor’s note :to  introduce reference here( or  have definition in section 3).
· The NGN should support a wide range of QoS-enabled services. 

Editor’s note : General requirements associated to each of  4  areas below could be defined.

· The following requirements should be satisfied [TISPAN-R1-DEF]:


1 QoS Classes

These are the Bearer Service QoS classes.

· NGN network UNI-to-UNI QoS classes [Y.1541] shall be defined. 

· The NGN network QoS classes should be able to support user oriented QoS requirements consistently with the general framework of defining quality of communication services as given in [G.1000], as well as end-user multimedia QoS categories identified in [G.1010].

· The NGN network QoS classes should be access technology independent, e.g. they should be applicable from a UNI in one access technology environment to a UNI in a different access technology environment.


2 QoS Control Architecture

· The NGN QoS architecture should be flexible enough to support the different QoS control mechanisms (defined in different access technology environments, as well as in the core environment).


3 QoS Control mechanisms 

· The NGN shall provide mechanisms in order to be able to perform traffic control and congestion control. Traffic control includes functions such as network resource management (e.g. bandwidth, buffer space), admission control, parameter control (policing), packet marking, traffic shaping and packet scheduling. Congestion control refers to functions such as packet discarding control or explicit congestion notification. Consideration should be given to [Y.1221].

· The NGN shall provide mechanisms to negotiate QoS at both transport and service layers and shall allow dynamic modification of QoS parameters. User should be able to negociate SLAs with NGN service and network providers. 

· The NGN shall allow operators to implement QoS policy control.

· The NGN should support various QoS control mechanisms corresponding to different technologies and business models.


4 QoS Control Signalling

· The NGN shall be able to support QoS policy control via QoS signalling.

· End-to-end QoS should be supported within a NGN network domain and across different network domains. 

Note : The definition of QoS apportionment agreements between domains of different network operators is for further study.
· Appropriate QoS levels should be maintained even when multicast functionality is used. 

7.7
Security 

Editor’s note:  some general text is required on overall security objectives and general requirements for the various security aspects.

Security aspects should include at least confidentiality, integrity, non-repudiation, availability, accountability (to be completed). Security aspects could be classified according to other classes, such as security of services, communications and resources. 

 Other sources from ITU-T (X.805) etc. should be possibly  used too.

The general objectives of an overall security strategy concern [TISPAN-Sec]: 

· confidentiality
The avoidance of the disclosure of information without the permission of its owner.

· integrity 
The property that data has not been altered or destroyed in an unauthorized manner.

· accountability
The principle whereby individuals are held responsible for the effect of any of their actions that might lead to a violation.

· availability
The property of being accessible and usable upon demand by an authorized entity.

· non-repudiation
A property by which one of the entities or parties in a communication cannot deny having participated in the whole or part of the communication.

Note: Detailed requirements of NGN security are captured in security-specific documents [TISPAN-Sec]. Editor’s note: other references ?

The following is a list of general security requirements for services, network and user :

· NGN security features shall be extensible, and flexible enough to satisfy various needs. The NGN security architecture should flexibly support various security policies [TISPAN-Sec].

· NGN security needs to provide interoperability; in particular among the various NGN security mechanisms [TISPAN-Sec].

· Security requirements should take the performance, usability, scalability and cost constraints of NGN into account.

· Security methods should be based on existing and well-understood security standards as appropriate.
· The NGN security architecture shall be globally scalable (within network operator, across multiple network operators, in security provisioning) [TISPAN-Sec].

· The NGN security architecture should respect the logical or physical separation of signaling and control traffic, user traffic, and management traffic [TISPAN-Sec].

· NGN security shall be securely provisioned and securely managed [TISPAN-Sec].

· Key management (preferably integrated and automated) shall be available or provided separately (e.g. manually) [TISPAN-Sec].
· An NGN shall provide security from service, network operator and user perspectives.

· An NGN shall provide the possibility to establish trust relationships with other networks and with users. This includes the capability of the network to authenticate and authorize a single user and another network. A user should have the possibility to authenticate the network. Authentication and authorization should be performed at both service and transport level in the various scenarios (user-to-network, network-to-user, network-to-network).

· The NGN architecture shall allow for network operators to limit the visibility of the network topology and resources to authorized entities. 

· An NGN shall support multiple security zones. Isolation in security terms may be required between different security zones.
· An NGN shall allow provision of security measures to block unwanted traffic. 

· An NGN shall allow provision of security measures against unauthorized access to network resources, devices, services and user data (profile). 
· The security of NGN network management resources (OSS, database, etc.) should be ensured.
· An NGN shall allow enhanced priority treatment for emergency communications.

· Security methods should not generally affect the quality of provided services.   
· Security should provide simple, secure provisioning and configuration for subscribers and providers (Plug & Play) [TISPAN-Sec].
· The NGN network should support that applications shall be provided in secure manner.

· Integrity of communications should be ensured (e.g. to avoid illegal altering of traffic between network elements).
· Confidentiality of communications should be ensured (e.g. to avoid illegal traffic interception between network elements or leakage of confidential business information). 

· Source authentication should be supported (e.g. to avoid cheating through illegal imitation of traffic). This should be possible also in presence of NAT transversal.
· Appropriate security levels should be maintained even when multicast functionality is used. 
7.8
Identification, authentication and authorization

Editor’s note : to check which requirements below apply to both user and terminal, which not. 

· The NGN shall allow separate identification, authentication and authorization of both users and terminals.

· The NGN shall provide mechanisms that allow to present the identity of the session originator, if this is not restricted by the session originator.
· The NGN shall support mechanisms for the network operator to guarantee the authenticity of a user identity presented for an incoming call to a user where the call is wholly within that operator’s network (i.e. originating and terminating parties are subscribers of, and resident in, a single NGN). This is equivalent to the situation for CLIP with today’s telephony networks.
·   The NGN shall provide mechanisms that allow the presentation of the identity of the connected party to the session originator, if this is not restricted by the connected party or the network (COLP).
· The NGN shall be able to verify at any time the identity of users and terminals. Additionally it shall be able at any time to check the authentication and authorization of users and terminals to use resources of the NGN and to access services offered by the NGN.

· Identities of NGN users, used e.g. for authentication, authorization and routing, shall be administered by the network operator and shall not be changeable by the user. 

· Identities of NGN users provided for authentication/authorization shall not be visible to other users.

· The NGN shall allow multiple user identities assigned to a single subscription.

· The NGN shall allow for a user identity to subscribe with multiple terminals in parallel and multiple user identities to subscribe with the same terminal.
Editor’s note : single sign-on requirement to be introduced, such as :

“The NGN shall allow user authentication and authorization to multiple services and using multiple user identities  via a single subscription procedure (“single sign-on”)” 

7.9
Addressing, Naming and Directory services  

Editor’s note:  some general text is required on general requirements for the various areas

NGN is required to develop appropriate Addressing and Naming systems, and interworking of Addressing and Naming systems that facilitate seamless integration of different networks. 
Different directory services are required depending on different networks and/or services.
The existing Naming and Directory services (e.g. DNS) may require extensions, e.g. for support of mobility (of users and terminals).
The following requirements are necessary to support addressing, naming and directory services:
· Scalable addressing and naming system 

· Dynamic update of naming service database

· Identification of both NGN user and terminal by address and name
· Address assignment
· both dynamic and fixed IP address assignment modes should be supported,  their usage depending on the requirements of each service.
· Addressing schemes
· the NGN shall at least support both E.171 [E.171]  and Internet addressing schemes for user and terminal identification. IP multimedia communication establishment (in the originating and terminating case) depending on originator shall be at least based on E.171/TEL URL (e.g. tel:+4412345678) or SIP URI (sip:my.name@company.org) Editor’s note : 2nd sentence could be removed.

· addressing schemes should be supported for unicast, multicast and broadcast services 
· Address resolution

Editor’s note : to check consistency and content with [Y.NGN-overview]. 

As a public operation network, the NGN shall meet the following requirements for the address resolution [Y.NGN-overview]:

•
High resolution speed: The address resolution is a necessary process for establishment of a call, and the resolution speed directly impacts the establishment delay. The call establishment delay is strictly specified in the real-time communication, and it is directly related to the important service index of the call completion ratio.

•
High capacity: As the network is designed to provide national and global services, it may have thousands of local control systems and tens of millions of terminal users. There are two dimensions to the capacity requirements. First, the database should be big enough to contain the address resolution information of the whole network; secondly, the resolution system shall be able to handle the numerous concurrent resolution requests in the overall network.

•
Expandability: As the NGN expands, so should the capacity of the address resolution system. The expansion requirements also have two dimensions. First, along with the expanding network, the resolution system shall be flexible enough to add new information, and expand new resolution levels if required. Secondly, as new terminal and address types may be introduced, the resolution system shall be able to expand appropriate address resolution information systems.

•
Reliability: The address resolution system is directly related to the running of the NGN, so it should have carrier class reliability. It shall have two capabilities in the architecture. First, it shouldn't be a single-point of failure. Secondly, it should have excellent load balancing mechanism. Good configuration and arrangement shall be conducted to meet the capacity requirements during the network planning.

•
Security: The address resolution data are important network data that may directly impact the operation of the network, and they are also sensitive commercial data reflecting the structure and policy of the network operations. Accordingly, the address resolution system shall be a special system used only by this network, and certain security measures shall be in place. The security is mainly maintained by the means of user access authentication, data security, network data synchronization and fault recovery.

Note : criteria to estimate satisfaction of above address resolution requirements have to be specified depending on the service under consideration.

· Address interworking Editor’s note : text is required
· The NGN should support multiple address interworking scenarios without affecting the service provided to end users (i.e. interworking scenarios among different address domains, such as IPv4 and IPv6 address domains, public and private address domains).
· The NGN should support address translation without affecting the service provided to end users.
7.10
Interoperability and Interworking

Editor’s  notes : 

- this section should capture the concept that interoperability among systems is facilitated when using open interfaces and common, well-designed and well-specified protocols.  

- interworking aspects should be introduced, such as service and network interworking (including positioning of protocol and functional aspects).  Requirements should be possibly distinct into service interworking and network interworking requirements.

- distinction between interoperability and interworking should be captured.

Detailed interworking requirements are out of scope of this document (and also dependent on the specific interworking scenarios). 

7.10.1
General interoperability and interworking requirements

Editor’s note : some general interoperability requirements need to  be captured.

· Signalling interworking should be supported 

· Media interworking should be supported

7.10.2
Interworking requirements between NGN and other networks

Note: all services offered by fixed and mobile circuit switched networks will not be necessarily supported in an interworking scenario between NGN and other networks.  

· The NGN shall support interworking with existing fixed and mobile voice and data networks, including PSTN, ISDN, 2G and 3G Mobile Networks and the Internet. For example: 
- interworking for basic voice calls between NGN users and users in PSTN/ISDN; 

  - interworking for visual communication services (interactive multimedia services) on PC and 3G mobile phones.  
· The NGN shall support interworking with IP-based enterprise networks.

Note : Interworking with other types of enterprise networks is for further study.  

7.10.3
Interworking requirements between different NGN domains (networks)

Editor’s notes: 

- need to agree on definition of NGN domain (to be agreed at the Y.NGN-FRM level).  A definition is provided here from NGN-WD166 for discussion : “Domain of NGN means a management concept, which means that one domain is managed or controlled by one group. Since one operator may manage its network in levels, one operator may have multiple NGN domains too.”

- to be completed.

· The NGN shall support the interworking between different NGN domains (networks) to provide end-to-end services in the condition that users are located in different NGN domains (networks). 
Editor’s note :  material for possible consideration in this section is contained in  D455 Feb. 4 SG 13.

7.11
Network migration aspects

Editor’s note : some text is required providing general requirements. Some text in section 6 of  NGN-WD177 (Y.NGN-MIG)  could be used as starting point ( migration objectives) .

· The NGN should be also enabled, where possible, via smooth evolution of existing fixed and mobile networks.

· Migration of services should not be dependent on the current status of migration of the underlying transport infrastructure. 

· It should be allowed migration to an NGN built over a full-optical transport network infrastructure.  Editor’s note : requirement to be reviewed.
Note: The detailed requirements for network migration depend on network configurations and technologies to migrate. Details are out of scope of this document and are captured in other specific documents. Editor’s note : references to inserted here.

7.12
Accounting, charging and billing

Editor’s note : some general text is required .

· Open mechanisms should be available for charging and billing management [TISPAN-R1-DEF].
· Various charging and billing policies should be supported (e.g. fixed rate charging and usage based per-session charging and billing).
· Appropriate accounting functionality is necessary even when the multicast functionality is used.  The network operator should be able to grasp user activities (which user received which information and when he started and finished receiving).   

· The NGN should enable all possible types of accounting arrangements, as well as billing (between providers). This includes also e-commerce arrangements [TISPAN-R1-DEF]. In CDS scenarios with multicast functionality, services may be provided by joint activities of multiple companies (e.g. several content service providers and a network service provider): charging/billing functionality between companies is necessary in addition to charging/billing functionality to end users.
7.13
Policy and Regulatory aspects 

Editor’s note : some general requirements should be introduced here.

· The NGN shall support regulatory requirements especially with respect to Emergency communications and Lawful Interception (LI).

Note : Detailed policy and regulatory requirements are captured in specific documents.  

Editor’s note : references to be put here. 

8
NGN user requirements 

8.1 End user 

Editor’s note : 

-  requirements from enterprises and consumers (home networks etc.) 

- to specify if some specific end user capabilities are mandatory for interconnection to the NGN network.

· Services should be provisioned without requiring user technical knowledge or complex setup procedures.  
8.2 End user devices  

· A variety of end user devices should be supported.

These include residential gateway+black phones, SIP phones, soft-phones (program on PC), set-top box, multimedia terminals, cellular phones, PCs, PDAs, etc. These include end user devices with intrinsic capability to support a simple service set, and end user equipment terminals that can support a programmable service set [TISPAN-R1-DEF].

· Existing terminals should be supported

In addition to providing full NGN services to NGN aware terminals, NGN should support existing terminals.  When a non-NGN aware terminal is used, NGN should provide services within the ability of the terminals.
· Easy/automatic configuration setup

For example, remote downloading of setup information or software updates from network side to the user equipment (e.g., home gateway or user router) allows network operators to undertake user equipment setup or software update on behalf of users.  Then, users have only to connect their equipment to the network to access NGN services.
· A number of end user devices should be capable to make an emergency call. 
Note : Specification or mandate of a particular end user device type or capability is out of scope of standardisation. 

Appendix I  – Detailed requirements for services   

Editor’s note : To be completed.

I.1
Requirements of VPN services 

Basic requirements:

· separation between service and transport layer functionalities

· resource virtualisation

· multi-point connectivity

· auto-discovery capabilities 
Note : this capability can be used for different purposes, primarily for service scalability purposes.

Evolving VPN requirements: 

Note : a lot of following requirements are common to other services expected to operate over NGN.
· support of multimedia content
· support of multicast
· QoS support 
· enhanced security 
· mobility support  
· support of multiple Customer Equipment access technologies 
· support of multiple interworking scenarios
· support of customer-on-demand capabilities
· multi-layer VPN services (Layer 1/Layer 2/Layer 3) and related features (such as multi-layer resource control)
· support of complex Customer Equipment connectivity scenarios (dual homing, multi-provider, multi-access network, backdoor link, etc.) 
· support of Inter-domain and Inter-Provider VPN scenarios
· support of both IPv4 and IPv6 VPN service scenarios, including 
· addressing, routing and forwarding aspects
· full IPv6 VPN (customer IPv6 traffic transported over IPv6 VPN)

· “home IPv6 VPN with mobility” Editor’s note: scenario to be clarified
· support of migration scenarios
· VPN OAM capabilities 
· ubiquitous user identification Editor’s note : ubiquitous may require definition

· enhanced VPN service provisioning, including advanced configuration features, such as : 
· dynamic update of VPN topology Editor’s note : to be clarified
· firewall policy selection and enhanced firewall configuration rules
· terminal and service configuration for mobile VPN users
· security negotiation and provisioning 
· static and/or dynamic QoS provisioning
· VPN service resource control based on VPN service profiles
· VPN subscriber control of VPN service capabilities
I.2
Requirements of IP multimedia applications

· The NGN shall support capability negotiation of IP multimedia applications, such as multimedia capabilities, to identify and select the available media components and resources, QoS etc. of IP multimedia sessions. 

It shall be possible for the capability negotiation to take place on invocation, acceptance and during an IP multimedia session (e.g. following a change in terminal capabilities, change in media types etc.). Capability negotiation may be initiated by the user, the operator or an application on behalf of them.  In order to support the user's preferences for IP multimedia applications, the capability negotiation may take into account the information in the user profile whenever applicable. This includes the capability to route the IP multimedia session to a specific terminal, when multiple terminals share the same NGN service subscription.

· The NGN shall allow for IP multimedia sessions using a variety of different media types. A default set of media types shall be defined to ensure interoperability.

· The NGN shall allow for IP multimedia sessions involving one or more IP multimedia applications. The NGN shall support activation of concurrent applications within a single session. 
·  The NGN shall provide mechanisms that allow a user to refuse an incoming session or accept only a subset of it. This can be automatic (terminal limitations) or explicit (user preferences).
· The NGN shall support the user initiated suspend and resume of an IP multimedia session.

· The NGN shall allow the user to end an IP multimedia session at any time.

Note : user has some limitation to end a call in some special conditions, such as emergency calls,  using called Party Release mode.

· It shall be possible for the user or the network to identify an alternative destination for an IP multimedia session or individual media of an IP multimedia session.

· Redirection to alternative destinations may be initiated by the sending party, receiving party or the network on their behalf.

· The NGN shall support more than one IP multimedia uncorrelated concurrent sessions to be run by a user in parallel.

Appendix II  – Service scenarios and configurations 

II.1
Voice over IP services

Editor’s note : To be completed 

II.2
Multimedia services

Editor’s note : To be completed 

II.3
Content Delivery Services (CDS)

Editor’s note : To be completed 

II.3.1
CDS network configuration example using multicast functionality

Fig. II.1 shows an example of CDS network using multicast functionality.  There are three types of players in this example.  They are content service providers (CSPs), the network service provider (NSP) and end users.  Each CSP distributes its content through the network of the NSP.  Edge routers distribute contents to end users using multicast functionality.  CSPs and the NSP can be different entities (companies) or can belong to the same company.  One or more CSP can be connected to the NSP's network.  End users can select the CSP from which they receive the content.

It is noted that when multicast functionality is used in NSP's network, CSPs cannot grasp the user activity (who is receiving which content) directly because CSPs only feed their contents to the multicasting point (e.g., multicasting router) and they cannot detect how many users are receiving their contents using multicast unless NSP provides information on user activities.
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Fig. II.1  Example of CDS network configuration

II.3.1.1
Examples of business models (cash flow)

· CSPs and the NSP belongs to the same company

In this case, end users pay the fee for services to the company that contains CSP and NSP functions.  There is no need to divide this revenue into content fee and network fee.

· CSPs and the NSP are different entities (companies)

One possible method is to let users contract with CSPs and the NSP separately.  In this case, users need to handle n+1 contracts when there are n CSPs.  Since CSPs cannot detect user activity (who is receiving which content) directly, CSP can only charge in a rough way (e.g., per month flat fee).  When CSPs and the NSP collaborate, there are two possibilities:

case a: End users contract with CSPs and pay the service fee to CSPs.  Then, CSPs pay network fee to the NSP.  In this case, users need to handle n contracts when there are n CSPs.

case b: End users contract with the NSP and pay the service fee to the NSP.  Then, NSP pay content fee to each CSP.  In this case, users need to handle one contract.

Fig. II.2 summarizes these business models.
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Fig. II.2  Example of business models (cash flows)
II.3.1.2 Capabilities required 
In order to fulfil requirements on traffic management, QoS, security and billing/charging, appropriate user authentication and precise accounting capabilities are necessary even when multicast capability is used.  This means that:

· the network needs to be able to connect only eligible users

· the network should be able to grasp user activities precisely (i.e., the network can grasp which user received which information and when each user started and finished receiving contents)

Currently, IGMP (Internet Group Management Protocol) [IGMP] is standardized as a protocol to connect and disconnect each user to a multicast router upon requests from the user.  IGMP works in IPv4 networks.  Same function for IPv6 network is under study within IETF.  This protocol is called MLD (Multicast Listener Discovery) [MLD].

However, IGMP and MLD do not have the above mentioned capabilities.  
II.4
VPN services 

Editor’s note : 

- To be completed 

- the example below (II.4.1) has not been discussed in detail.

II.4.1
Example of dynamic VPN service scenario and configuration over NGN

VPNs will represent one of the most interesting applications in NGN. To date, most of the efforts have been based around the creation of new services for the end users. This led to focus their work mainly on the end-systems, overlooking the design and development of new solutions for the internal nodes of the network. Therefore, intelligent and active features in VPN configuration are necessarily expected to be provided over NGN.

By appropriately customizing additional intelligent/active features of VPN access nodes, a functional standpoint of the VPN is as an active flow to provide dynamic application service creation environments to VPN users. This may be achieved via underlying program(s) and their injected program(s), each associated to one of the intelligent/active VPN functions.  The activation process is appropriately parameterized with respect to the external topology, an internal topology, routing table and other parameters (I.1).  By applying these parameters, a number of different VPNs are characterized by their own topology and management strategy. 

As an example of implementation of intelligent/active VPN service features, Figure II.3 indicates a functional architecture to implement intelligent/active VPNs in NGN. If we consider the application service mediation, SLA mediation and access control functions are providing at network operators or ISPs in NGN, an architectural approach for intelligent/active VPN services may be characterized as in Figure II.3: 

· Service Mediator provides the functions of AAA negotiations, presentation of application features, and subscription negotiation functions.

· SLA Mediator provides dynamic negotiation and re-negotiation of the SLA,  Synchronization with other SLA Mediator  and Communication with resource manager in Manageable NGN

· Access Mediator provides an AAA negotiation, directory transactions, preference lists handling menu, service menu User profile processing, terminal types and mapping.
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Figure II. 3 Example of dynamic VPN service scenario and configuration over NGN

Appendix III  – Service classification schemes  

Editor’s note :  some examples of service classification schemes are provided below. Some introductory text is necessary to justify interest of service classification and each classification scheme. 
This Appendix provides examples of classification schemes for the services identified in section 5. 

Some motivations for service classification are: 

1) Classification/categorisation of services allows grouping of the existing numerous services under a limited number of categories, with benefit for future service studies and analysis.

2) Mapping services to the classification scheme can help to better understanding of relationship between services and network layers.

3) Service classification may be useful for regulatory purposes and network operators’ deployment plans.
III.1 and III.2 provide two examples of service classification schemes. 

Editor’s note :  content of both tables III.1 and III.2 below is currently completed only partially  with regard to  the list of services in section 5. In addition, the service terminology doesn’t always match with section 5 terminology. 

III.1
Basic/Enhanced services versus service/transport layer scheme  

	
	Service Layer 
	Transport Layer 

	Basic Services
	E.g.

· Point to Point voice,
· Point to Point fax 
· Point to Point video services
	E.g.

· Bandwidth and circuit wholesaling


	Enhanced Services
	E.g.

· Multi-point voice, fax and video services

· Content Delivery services
· Presence Services

· Multi-media conferencing


	E.g.

· Virtual Private connectivity   


Table III.1: Basic/Enhanced services versus Service/Transport layer scheme  

III.2
Real-time/non-real-time versus unicast/multicast/broadcast scheme 

The following scheme is from [TISPAN-R1-DEF] :
	
	
	Real time
	Non-real time

	Unicast
	Peer-to-peer
	Single medium

- (voice) Telephony

- Instant messaging / Chat

- Gaming

- file sharing

- voice conferencing
	Single medium

- e-mail

- SMS

- Fax



	
	
	Multi media

- Video telephony

- Video conferencing
	Multi media

- MMS



	
	Client-server
	Single medium

- Gaming

- Voice conferencing

- Radio (broadcast) streaming

- websurfing
	Single medium

- Music on demand (MoD)

- Video on demand (VoD)



	
	
	Multi media

- Video conferencing

- TV (broadcast) streaming

- Video security
	Multi media

- 



	Multicast
	Single medium

- Radio multicast

- Gaming
	Single medium

- 



	
	Multi media

- Video multicast

- Gaming
	Multi media

- 



	Broadcast
	Single medium

- Radio broadcast


	Single medium

- 



	
	Multi media

- TV broadcast


	Multi media

- 




Table III.2 : Real-time/non-real-time versus unicast/multicast/broadcast scheme
Appendix IV  – Details on Service and Network capabilities  

Editor’s note : 

- To be completed 

- To  define which is the best allocation for this material (appendix or annex).

This Appendix provides detailed information on some capabilities identified in section 7.1.

Session Handling requirements

· Status dependence  : the subscribers’ status and the environment can influence some session handling policy rules in session establishment based on (1) subscribers’ status (2) time (3) subscriber location (4) terminals’ status,  but not limited to these.
· Session handling methods can include (1) rejected, (2) forwarded-to another endpoint (ex. to a voice mailbox), (3) forwarded-to several endpoints in turn, (4) forwarded-to several endpoints in parallel,  and (5) others, such as sending short message or instant messages, but not limited to these.

· Session control functions can include (1) hold, (2) retrieve, (3) terminate, (4) transfer, (5) forward, (6) add to conference 
· Session record query : to allow subscribers to know the information about each session attempt. The session record includes at least caller information, called party information, time of calling, and call process description.
Service Subscription Management requirements

· Self-configurable. 
The subscriber can configure (1) basic service, such as domestic call in case of voice service, (2) supplementary services, and (3) value-added services, such as “click to call” in case of voice service.
Service Profile Management requirements 

· Self-configurable. The subscribers can maintain service profiles (such as hot line numbers, ringing tones).

· Self-manageable. The subscriber can update at any time the service information, such as subscriber status.
User and Terminal Profile Management requirements

· Individual user information, e.g. uniquely assigned number or name

· Individual terminal information, e.g. name and address 

· User (terminal) location information

· User (terminal) presence information

· User's subscription information of services and applications

· User preference information
· Terminal attributes, including static (e.g. transmission speed) and dynamic attributes (e.g. running applications) 
· Access to (parts of ) the user profile data within the user’s home NGN from serving NGNs or 3rd-party networks (e.g. Application Servers) should be achievable (at least  in a standardized manner).

Bearer Provisioning requirements

· It should be possible to provision bearers in both static and dynamic ways.

Interworking requirements 

· Translation services (e.g. message translation, such as voice to/from electronic mail messaging, voice to/from messaging, fax to/from messaging)

· Support of distributed applications
·  Emergency Communication Management requirements An NGN should be able to support emergency communications (single medium or multi media) of most of the identified types of traffic [TISPAN-R1-DEF]. 

· Support of emergency communications requires prioritized traffic handling.

Lawful intercept Management requirements

· An NGN should be able to support lawful interception of most of the identified types of traffic [TISPAN-R1-DEF].
Policy Control requirements   

Editor’s note:  following requirements are from ETSI TISPAN 03bTD30 

· NGN shall allow Policy Control be enforced on service flows from any Access Network.

· NGN should allow network provider’s capability to enforce SLAs agreed with its subscribers, 3rd party service providers, peer/interconnecting networks.

· Policy control should support mechanisms for recording resource usage and associating this with service usage.

· Policy Control mechanisms shall be scalable.

· Various policy management models should be supported.

Charging requirements

· Both online charging (service is running) and offline charging (post-processing) modes should be supported.

Connectivity Configuration requirements 
Editor’s note : basic connectivity configurations (Point-to-Point, Multicast and Broadcast).

Routing and Forwarding requirements 


Editor’s note : text required

Bibliography

Editor’s note : other ITU-T Draft Recs to be inserted in signalling, mobility, security, management, etc. (see Annex C of  [TISPAN-R1-DEF])

[Y.NGN-Management] ITU-T Draft Recommendation Y.NGN-Management : Principles for Management of Next Generation Networks

[Y.NGN-Man] ITU-T Draft Recommendation : Framework for Manageable IP Network
 [Y.NGN-MOB]  Y.NGN-MOB ITU-T Draft Recommendation “Mobility Management requirements and Architecture”
[Y.NGN-FRM] Y.NGN-FRM ITU-T Draft Recommendation “NGN Functional requirements and architecture of the NGN”
[Y.NGN-Mig] ITU-T Draft Recommendation Migration of networks (including TDM Networks) to NGN
[Y.NGN-TERM] ITU-T Draft Recommendation : Next Generation Networks terminology: Terms and definitions

[Q.NCAP1] ITU-T Draft Recommendation Q.NCAP1 : High level Functional Requirements for Packet-based Network Control Architecture 

 [TISPAN-R1-DEF] ETSI TISPAN_NGN  TR 00001 Release 1 Definition

[TISPAN-Sec] ETSI TISPAN_NGN Security Requirements and Architecture 

Editor’s note : other TISPAN documents could  be inserted

[3GPP-Presence]3GPP  TS 22.141 Presence service; stage 1

[3GPP-Location]3GPP TS 23.271 V6.6.0 “Functional stage 2 description of Location Services (LCS)”

[3GPP-Push] 3GPP TS 22.174 V.6.2.0 “Push service-service aspects (Stage 1)”

Editor’s note : other 3GPP documents could be inserted

Areas in Y.NGN-GRQ requiring further text or review (in bold the major areas)

· Summary and Scope : 

· Reference to Y.NGN-GRM to be included.

· Definitions : 

· End-to-end QoS, NGN domain/AN/Core definitions required  
· Other definitions are not provided or need confirmation. 
· For all requirements in sections 6, 7 and 8: usage of  shall/should/must etc. must be agreed and text reviewed consequently.

· Services 

· Use the most agreed terminology for the list of services in section 5 and for tables in appendix III.

· Provide concise explanation or examples of services in section 5 (not for all, at least for less obvious services)

· Service and network capabilities: 

· review of concept and existing list  of capabilities (including definitions, distinction between network and service capabilities)

· consideration of additional capabilities  (Auditing, Navigation, Browsing and Searching, Application/Service creation, Directory, QoS and Resource Management, Security, . ..) 

· definitions and detailed capability requirements in Appendix IV

· Architectural requirements: 

· to decide if and what should be kept in this document (NGN system components and related reqts etc.)

· consistency with Y.NGN-GRM too

· Management aspects

· Access device management requirements to be considered.

· Inter-layer interaction for survivability : requirement to be added 

· Mobility : 

· Ensure alignment with Y.NGN-MOB, consistency check for some definitions across mobility-related recommendations 

· Add editor’s note about requirements for mobile objects

· Security: 

· X.805 to be analysed for additional requirements and consistency 

· Addressing, naming and directory services :

· Alignment and overlap avoidance with Y.NGN-overview (address resolution)

· some additions required

· Control aspects : 

· Plan for work as in editor’s notes of related section is agreed. 

· Introduction and requirements are required. 

· To define what high-level requirements should be captured

· Other areas have control aspects (survivability, QoS, etc.)

· Interworking: 

· It makes sense to have some (and only) high-level reqts here.

· General Interworking requirements needed. 

· Only few requirements at this point

· Migration aspects

· Only few requirements at this point

· Accounting, billing, charging: to be completed.

· User requirements: 

· End user requirements to be completed 

· Requirements invited from the user community (enterprises, consumers)

· Policy and regulatory reqts : 

· It makes sense to have some high-level reqts (to be confirmed, national aspects to be considered etc.). 

· Check Y.NGN-overview text and maybe expand. 

· It could be a pointer, waiting for future specific documents.

· Appendix I :

· It would be good to have detailed service requirements for all scenarios defined in Appendix II. 

· Appendix II :

· Scenarios for services to be completed. 

· Appendix IV : to be completed

· Editorial review (including references, references in body, acronyms, editor’s notes, etc.) 

· Consideration about any possible option of splitting GRQ content among GRQ and other documents (see further the list of study items). 
New study items/deliverables in the area of services and requirements (agreed in June 04  JRG-NGN DG2 sessions)

· Service/Network Capabilities (specific document(s) ?)

· How services can use service/network capabilities (specific document or part of  Service/Network Capabilities  document)

· Service/Network Capabilities to Functional Architecture mapping (specific document or part of  Service/Network Capabilities  document)

· Services and service-specific documents (requirements, scenarios, and, later on, service architecture)  (set of documents)

· VoIP, VPN, Multimedia applications, CDS (others ?)

· Integration of mobility in these services (as well as QoS, etc.)

· End user aspects (scenarios for enterprises and consumers, requirements, home networks etc.)

NOTE: Apart from new input, some input could be considered from material currently contained in Y.NGN-GRQ. 

















































�???


�What do we mean by end-to-end here? From UNI to UNI? End-to-end can be understood as mouth-to-ear?
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