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Restructured Questions of Study Group 17

Frame Relay and Data Communication

	Question
	Title

	A/17
	Frame Relay (continuation of Question 5/17 and parts of Questions 2/17 and 10/17 studied during 2001-2004)

	B/17
	Public Data Networks (continuation of Questions 1/17, 3/17, 4/17, 6/17 and part of Question 2/17 studied during 2001-2004)

	C/17
	Protocols and Service Mechanisms for Multi-service Data Networks (MSDN) (continuation of Q.7/17 studied during 2001-2004)

	D/17
	End-to-end Multicast Communications with QoS Managing Facility (continuation of Question 8/17 studied during 2001-2004)

	E/17
	Directory Services, Directory Systems, and Public-Key/Attribute Certificates (continuation of Question 9/17 studied during 2001-2004)

	F/17
	Open Systems Interconnection (OSI) (continuation of parts of Questions 2/17 and 11/17 studied during 2001-2004)


Telecommunication Security

	G/17
	Communications Systems Security Project (continuation of a part of Question 10/17 studied during 2001-2004)

	H/17
	Security Architecture and Framework (continuation of a part of Question 10/17 studied during 2001-2004)

	I/17
	Cyber Security (continuation of a part of Question 10/17 studied during 2001-2004)

	J/17
	Security Management (continuation of a part of Question 10/17 studied during 2001-2004)

	K/17
	Telebiometrics (continuation of a part of Question 10/17 studied during 2001-2004)

	L/17
	Secure Communication Services (continuation of a part of Question 10/17 studied during 2001-2004)


Languages and Telecommunications Software

	M/17
	Abstract Syntax Notation One (ASN.1) and other Data Languages (continuation of Question 12/17 and parts of Questions 11/17 and 14/17 studied during 2001-2004)

	N/17
	Specification and Implementation Languages (continuation of Questions 13/17, 24/17, 25/17 and part of Question 14/17 studied during 2001-2004)

	O/17
	Requirements Languages (continuation of Questions 15/17 and 18/17 studied during 2001-2004)

	P/17
	System Design Languages Framework and Unified Modelling Language (continuation of Questions 17/17, 21/17, 22/17 and 23/17 studied during 2001-2004 and 28/17 studied during 2002-2004)

	Q/17
	Testing Languages, Methodologies and Framework (continuation of Questions 19/17 and 20/17 studied during 2001-2004)

	R/17
	Open Distributed Processing (ODP) (continuation of Questions 26/17 and 27/17 studied during 2001-2004)


Texts of Restructured Questions

Question A/17:
Frame Relay
(continuation of Question 5/17 and parts of Questions 2/17 and 10/17 studied during 2001-2004)
1
Motivation

Continue the studies on frame relay data networks and the interworking of frame relay networks with other networks.

This study includes all aspects of frame relay including service definition, numbering, routing, performance and quality of service, operations and maintenance, DTE/DCE interfaces, network-to-network interfaces, and interworking.

These studies include the maintenance of and enhancements to Recommendations Q.933, Q.933bis, X.36, X.76, X.84, X.142, X.144, X.145, X.146, X.147, X.148, X.149, X.151 and X.272 and the development of new Recommendations as needed.

2
Question

What new Recommendations or enhancements to existing Recommendations are needed regarding frame relay and MPLS networks:

a) to complete the work on frame relay - MPLS interworking;

b) for switched frame relay to ATM signalling interworking using MPLS;

c) on definition , protocols, and procedures for frame relay to MPLS control and management plane interworking;

d) to enhance the frame relay - ATM interworking;

e) to provide for frame relay - Ethernet interworking;

f) to further elaborate quality of service and OAM aspects;

g) to define and specify layer 2 to MPLS service mediation;

h) to cover enhancements or the addition of new functions based on market requirements?

These work efforts will be done in close cooperation with the MPLS and Frame Relay Alliance.

3
Tasks

Updated or new Recommendations as required.

4
Relationships

Recommendations:
X-series, Q-series, and I-series

Questions:
B/17 and C/17

Study Groups:
ITU-T SGs 2, 11, 12 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6; MPLS and Frame Relay Alliance; IETF

Question B/17:
Public Data Networks
(continuation of Questions 1/17, 3/17, 4/17, 6/17 and part of Question 2/17 studied during 2001-2004)
1
Motivation

Continue the studies on data networks and data transmission relating to PDNs and ISDNs, especially in light of new emerging technologies.  As NGN emerges in the future, there is a need to prepare for new data capabilities within dedicated networks in terms of higher throughput and/or functionalities.

The work on many Recommendations for data networks has been completed and the Recommendations are mature.  This includes much of the work on leased circuit, circuit-switched, and X.25 packet-switched public data networks.  Systems based on these data network Recommendations may be implemented over a relatively long period of time.  Operational experience with implemented systems based on these Recommendations may lead to the discovery of technical errors or desirable enhancements to these Recommendations.  Therefore there is a need for ongoing maintenance of X-series data network Recommendations.
These Recommendations are:

a) Service and operational principles – F.600

b) User classes of service and optional user facilities – X.1, X.2

c) DTE/DCE interfaces and access – X.3, X.5, X.8, X.20, X.20bis, X.21, X.21bis, X.22, X.25, X.28, X.29, X.30, X.31, X.32, X.33, X.34, X.35, X.37, X.38, X.39, X.42, X.45, X.46

d) Structure of signals – X.4

e) Technical characteristics of data transmission services – X.7

f) Interchange circuits – X.24

g) Signalling interfaces – X.60, X.70, X.71, X.75, X.77, X.78, X.80, X.81, X.82

h) Multicast – X.6, X.48, X.49

i) Hypothetical reference connections – X.92

j) Call progress signals – X.96

k) Routing – X.110, X.111, X.115, X.116

l) Numbering and numbering plan interworking – X.121, X.122, X.123, X.124, X.125

m) Quality of Service – X.130, X.131, X.134, X.135, X.136, X.137, X.138, X.139, X.140, X.141

n) Maintenance testing – X.150

o) Administrative arrangements – X.180, X.181

p) Interworking – X.300, X.301, X.302, X.305, X.320, X.321, X.322, X.323, X.324, X.325, X.326, X.327, X.328, X.329, X.340, X.350, X.351, X.352, X.353, X.361, X.371

NOTE 1 – Recommendations X.26 (V.10) and X.27 (V.11) are under the responsibility of Study Group 16.

NOTE 2 – Recommendations X.50, X.50bis, X.51, X.51bis, X.52, X.53, X.54, X.55, X.56, X.57 and X.58 are under the responsibility of Study Group 15.

NOTE 3 – Recommendations X.160, X.161, X.162, X.163, X.170, X.171 are under the responsibility of Study Group 4.

2
Question

a) What aspects of technologies, such GII, NGN, IP, LANs/WANs, wireless and mobile services including IMT-2000, multicast, high rate data transmission, need to be accommodated in data network Recommendations?

b) What new or revised Recommendations are needed to meet requirements and services for new data capabilities within dedicated networks?

c) What administrative procedures are needed for the allocation of DNICs for Telecommunications for Disaster Relief?

d) What corrections or enhancements are needed to X-series data network Recommendations?

3
Tasks

Develop revised or new X-series data network Recommendations, as needed, based on received contributions.

4
Relationships

Recommendations:
Q.933, Q.933bis, X.36, X.76, X.84, X.142, X.144-X.149, X.151, X.272; E‑series numbering Recommendations

Questions:
A/17, C/17 and D/17 

Study Groups:
ITU-T SGs 2, 11, 12, 13, 15 and 16

Standardization bodies:
ISO/IEC JTC 1/SC 6

Question C/17:
Protocols and Service Mechanisms for Multi-service Data Networks (MSDN)
(continuation of Q.7/17 studied during 2001-2004)
1
Motivation

This Question is intended to provide protocols and service mechanisms for support of multi-service data networks (MSDN). Ethernet MAC, RPR MAC and other telecommunication channels have been deployed already and are continuing to develop all over the world. Multiple Service Ring based on RPR, is a multi‑service Metro network technology that can also be used in various topologies. This Question addresses how to make use of these existing broadband resources effectively to provide multi-service data network applications.  This Question provides the protocols and service mechanisms for MSDN. The new Recommendations will be suited for the existing multi-service data networks and various MAC (Ethernet, Gigabit Ethernet, RPR) engineering applications.

Existing Recommendations: X.85/Y.1321, X.86/Y.1323, X.87/Y.1324

2
Question

This Question develops Recommendations with respect to protocols and service mechanisms for MSDN. The associated work will be handled and progressed in co-operation with other study groups, the IETF, IEEE 802, MEF, etc. The scope includes:  

(i)
Maintenance of X.85/Y.1321 and X.86/Y.1323, Update and extension of X.87/Y.1324;

(ii)
Progress draft Recommendation X.msr, including associated Ethernet/Gigabit Ethernet/10G Ethernet aspects;

(iii)
Develop Requirements for MSDN, areas of study and development include:

· Identification of market needs

· architectural considerations, for L2 data networks;
· multi-service multicast aspects;

· Ethernet UNI and NNI aspects.
(iv)
Enhance existing packet protocols or, if required, develop new packet protocols to support the developed MSDN requirements, including service mechanisms;

(v)
Develop associated MIBs (Management Information Base) to support item (iv).

3
Tasks

1) 
Maintain and/or extend current Recommendations 

2) 
New Recommendations according to the items under study. 

4
Relationships

Recommendations:

Questions: 
Study Groups:  
ITU-T SGs 4, 11, 13 and 15

Standardization bodies:
ISO/IEC JTC 1/SC 6; IETF; IEEE 802 Committee; and Metro Ethernet Forum (MEF)
Question D/17:
End-to-end Multicast Communications with QoS Managing Facility
(continuation of Question 8/17 studied during 2001-2004)
1
Motivation

The emerging multimedia applications require various functions and facilities. The end-to-end multicast functions will be one of the key features of the multimedia applications. Also, it is required to have a capability to manage QoS features for providing enhanced communication services to the end user. Recommendations X.601, X.605, X.606 and X.606.1, which were completed in the 1997-2004 study period, provide end-to-end multicast functions and facilities with a QoS control functions over IP multicast network environments. 

Recommendations X.602 and X.603, which were developed in 2001-2004 study period, provide group management facilities and end-to-end relayed multicast framework, which enable to use end-to-end multicast services over unicast IP network environments. The current standardization efforts to develop Recommendations on protocol specifications to provide relayed multicast services need to be continued for accepting various applications requirements such as one-to-many and many-to-many types of group applications. Also, the protocol development works for duplex and N-plex enhanced communications transport protocol (ECTP) with a QoS control facility, which were planned but not completed in this study period need to be continued for completion of ECTP packages. These standardization efforts have been progressing successfully in collaborative manner with ISO/IEC JTC 1/SC 6 for development common standards of both standardization bodies.

Emerging IP multimedia services over wireless network environments require the development of new Recommendations for providing end-to-end multicast services in this area. The new set of Recommendations will provide multicast service mobility as well as end-to-end multicast functions and facilities.

The following major Recommendations, in force or consented at the time of approval of this Question, fall under its responsibility:

X.601, X.602, X.603, X.605, X.606 and X.606.1.

2
Question
Study items to be considered include:

· What modifications or enhancements to existing Recommendations need to be developed to allow accepting new market requirements?
· What enhancements or new Recommendations need to be developed to allow duplex and N-plex multicast capabilities in ECTP?

· What enhancements or new Recommendations need to be developed to provide end-to-end relayed multicast services for one-to-many and many-to-many group applications?

· What enhancements or new Recommendations need to be developed to meet new requirements of wireless network?

· What enhancements or new Recommendations need to be developed to allow end-to-end QoS managing capabilities in multicast protocols?

3
Tasks
Tasks include:

· Maintenance and enhancements of existing Recommendations X.601, X.602, X.603, X.605, X.606, X.606.1 for accepting new market requirements (if needed).
· Produce updated or new Recommendations on Duplex multicast transport protocol with QoS managing facilities.
· Produce updated or new Recommendations on N-plex multicast transport protocol with QoS managing facilities.
· Produce updated or new Recommendations on end-to-end relayed multicast protocol for simplex group applications.
· Produce updated or new Recommendations on end-to-end relayed multicast protocol for N-plex group applications.
· Produce updated or new Recommendations on end-to-end multicast protocol over wireless network.
· Collaborative work with ISO/IEC JTC 1/SC 6 on multicast related issues including development of common text standards for both standardization bodies.
· Collaborate with other Study Groups within ITU-T and other organizations, such as Internet Society/IETF, on architectural, service and protocol issues for end-to-end multicast and QoS.
4
Relationships

Recommendations:
X.200, X.214, X.224, X.641 and X.642

Questions:
B/17, C/17, F/17 and L/17

Study Groups:
ITU-T SG 13 on Next generation communication service aspects;


ITU-T SG 16 on Multimedia application aspects

Standardization Bodies:
ISO/IEC JTC 1/SC 6 on Multicast and QoS aspects;


IETF on Multicast and QoS aspects
Question E/17:
Directory Services, Directory Systems, and Public-Key/Attribute Certificates
(continuation of Question 9/17 studied during 2001-2004)
1
Motivation

The timely and appropriate specification, realization and improvement of new and existing Directory services and systems can be assisted by studying together Directory services and the systems needed for their support.

The concern about the security of electronic documents and transmissions is one of the major obstacles to the deployment of systems dealing with sensitive private and commercial information. The current specifications for public-key and attribute certificates must be kept responsive to the increasing demand for stronger security.

1.1
Directory services

There is a need to study directory services, offered either for public access or for the use of directory assistance operators, in order to define comprehensively aspects of access to remote directories for different services. The main requirement of the study is to facilitate international interoperability of directory services.

Existing Recommendations: E.104, E.115, F.500, F.510 and F.515.

1.2
Directory systems

The X.500-series of Recommendations were first published in 1988 and were extensively revised in 1993, 1997 and 2000/2001.

These standards are significant components of widely deployed technologies such as PKI and LDAP, and are used in many areas, e.g. financial, medical, and legal.

Maintenance of these Recommendations, the study of enhancements to, and new applications of, X.500, and continued collaboration with IETF and ISO/IEC JTC 1 are necessary.

Existing Recommendations: X.500, X.501, X.511, X.518, X.519, X.520, X.521, X.525, X.530, X.583, X.584, X.585 and X.586.

1.3
Public-key/attribute certificates

The X.509 Recommendation was first published in 1988 and was extensively revised in 1993, 1997 and 2000.

X.509 public-key certificates are widely used. In every secure browser session using SSL a certificate is used to authenticate the web server and to agree on the encryption key that will be used to protect the information exchanged in the session. The certificate is also used to authenticate and protect e-mail and is the cornerstone of time-stamping services. Many countries now allow electronic documents to be considered equivalent to a paper document. An electronic document with a digital signature that is supported by a X.509 certificate is recognized in many countries as the most credible form of electronic document. Attribute certificates provide a secure method for conveying privileges.

Maintenance of this Recommendation, the study of enhancements to, and new applications of, X.509, and continued collaboration with IETF and ISO/IEC JTC 1 are necessary.

Existing Recommendations: X.509.

2
Question

2.1
Directory services

a) What new service definitions and profiles are required that can take advantage of widely supported Directory technologies, e.g. X.500 and LDAP?

b) What changes to the E and F-series of Recommendations and/or what new Recommendations are required to specify enhancements to, and to correct defects in, existing Directory service definitions and profiles?

2.2
Directory systems

a) What enhancements are required to the Directory to better support current and potential users of the Directory, such as stronger consistency of Directory information across replicated sites, support operation on user specified associated aggregates of directory attributes, improve performance when retrieving large numbers of returned results, or resolution of confusion caused by multiple directory service providers holding different information under identical names?

b) What further enhancements are required to the Directory to interoperate with and to support services implemented using the IETF’s LDAP specification, including possible use of XML for accessing directories.

c) What further enhancements are required to the Directory to allow its use in various environments, e.g. resource constrained environments, such as wireless networks, and multimedia networks?

d) What further enhancements are required to the Directory to improve its support of such areas as Intelligent Network, communication networks and public directory services?

e) What changes to the X.500-series Recommendations and/or what new Recommendations are required to specify enhancements to, and to correct defects in, the Directory?

Directory systems work will be done in collaboration with ISO/IEC JTC 1 in their work on extending ISO/IEC 9594, which is common text with Recommendations X.500-X.530. Liaison and close cooperation will also be maintained with the IETF particularly in the areas of LDAP.

2.3
Public-key/attribute certificates

a) What further enhancements are required to public-key and attribute certificates to allow their use in various environments, e.g. resource constrained environments, such as wireless networks, and multimedia networks?

b) What further enhancements are required to public-key and attribute certificates to increase their usefulness in areas such as biometrics, authentication, access control and electronic commerce?

c) What changes to Recommendation X.509 are required to specify enhancements to, and to correct defects in, X.509?

Public-key/attribute certificates work will be done in collaboration with ISO/IEC JTC 1 in their work on extending ISO/IEC 9594-8, which is common text with Recommendations X.509. Liaison and close cooperation will also be maintained with the IETF particularly in the areas of PKI.

3
Tasks

Text for fifth edition of the X.500-series of Recommendation by mid 2005.

4
Relationships

Recommendations:
H.350-series

Questions:
G/17, H/17, I/17, J/17, K/17, L/17 and M/17

Study Groups:
ITU-T SGs 2, 11 and 16

Standardization bodies:
ISO/IEC JTC 1/SC 6; IETF

Question F/17:
Open Systems Interconnection (OSI)
(continuation of parts of Questions 2/17 and 11/17 studied during 2001-2004)
1
Motivation

The work on the base Recommendations for Open Systems Interconnection (OSI) has been completed.  This includes work on OSI reference model; upper layer (Application, Presentation and Session) structure, services and protocols; and lower layer (Transport, Network, Data Link and Physical) structure, services and protocols.  Also mature is the work on Message Handling; Reliable Transfer; Remote Operations; Commitment, Concurrency and Recovery (CCR); and Transaction Processing.

Systems based on these OSI Recommendations may be implemented over a relatively long period of time.  Operational experience with implemented systems based on these Recommendations may lead to the discovery of technical errors or desirable enhancements to these Recommendations.  Therefore there is a need for ongoing maintenance of X-series OSI Recommendations.
These Recommendations are:

a) OSI Architecture – X.200, X.210, X.220, X.630, X.650

b) Message Handling – F.400, F.401, F.410, F.415, F.420, F.421, F.423, F.435, F.440, F.471, F.472, X.400, X.402, X.404, X.408, X.411, X.412, X.413, X.419, X.420, X.421, X.435, X.440, X.445, X.446, X.460, X.462, X.467, X.481, X.482, X.483, X.484, X.485, X.486, X.487, X.488

c) Transaction Processing – X.860, X.861, X.862, X.863

d) Commitment, Concurrency and Recovery (CCR) – X.851, X.852, X.853

e) Remote Operations – X.219, X.229, X.249, X.880, X.881, X.882.

f) Reliable Transfer – X.218, X.228, X.248

g) Upper Layers – X.287, X.637, X.638, X.639

h) Application Layer – X.207, X.217, X.217bis, X.227, X.227bis, X.237, X.237bis, X.247, X.257

i) Presentation Layer – X.216, X.226, X.236, X.246, X.256

j) Session Layer – X.215, X.225, X.235, X.245, X.255

k) Lower Layers – X.260

l) Transport Layer – X.214, X.224, X.234, X.264, X.274, X.284, X.634

m) Network Layer – X.213, X.223, X.233, X.263, X.273, X.283, X.610, X.612, X.613, X.614, X.622, X.623, X.625, X.633

n) Data link Layer – X.212, X.222, X.282

o) Physical Layer – X.211, X.281

p) Quality of service – X.641, X.642

NOTE 1 – The X.290-X.299 series on Conformance Testing is under the responsibility of Question Q/17

NOTE 2 – The X.500-X.599 series on the Directory is under the responsibility of Question E/17

NOTE 3 – The X.600-X.609 series on Multi-peer Communications is under the responsibility of Question D/17
NOTE 4 – The X.660-X.679 series on Registration Authorities is under the responsibility of Question M/17
NOTE 5 – The X.680-X.699 series on ASN.1 is under the responsibility of Question M/17
NOTE 6 – The X.700-X.799 series of Recommendations on Systems Management is under the responsibility of Study Group 4

NOTE 5 – The X.800-X.849 series of Recommendations on Security is under the responsibility of Question H/17

2
Question

Continue maintenance of:

a) OSI architecture and individual layer Recommendations to provide any needed enhancements and to resolve any reported defects.

b) Message Handling Service and Systems, Reliable Transfer, Remote Operations, CCR, and Transaction Processing to provide any needed enhancements and to resolve any reported defects.

Close collaboration and liaison with other Study Groups and other international groups implementing OSI is highly desirable to ensure the widest applicability of resulting Recommendations.

This work is to be carried out in collaboration with the ISO/IEC JTC 1.

3
Tasks

Develop corrections or enhancements to OSI Recommendations, as needed, based on received contributions.

4
Relationships

Recommendations:

X.290-X.299 series, X.500-X.599 series, X.600-X.609 series, X.660‑X.699 series, X.700-X.799 series and X.800-X.849 series

Questions:

17/4, D/17, E/17, H/17, K/17, M/14 and Q/17
Study Groups:
ITU-T SGs 4, 11 and 13

Standardization bodies:
ISO/IEC JTC 1

Question G/17:
Communications Systems Security Project
(continuation of a part of Question 10/17 studied during 2001-2004)
1
Motivation

Security threats on the telecommunications infrastructure are on the increase – both in frequency and in complexity. Efforts over the years to secure the infrastructure have been somewhat fragmented and reactionary and so far have failed to produce the desired level of protection against threats. This issue is complicated by the large number of organizations working on various aspects of security, making coordination and cooperation difficult and challenging.

With so much of the world’s commercial transactions conducted over telecommunications links, security assurance associated with the use of this cyber infrastructure is paramount in ensuring the smooth functioning of businesses, the well being of citizens and the effective operation of their governments. Worm and virus attacks such as the Blaster worm and Code Red have impacted millions of computers and communications networks worldwide.  The economic impact of such attacks has been huge with reported losses in the billions of dollars. Thus far, the progress in combating threats has been slow and more focused and intensive efforts are urgently required.

The subject of Security is vast in scope and topics. Security can be applied almost in every aspect of telecommunication and information technology. The approach to specify security requirements can be one of bottom-up or one of top-down:

· Bottom-up approach is where area experts devise security measures to strengthen and protect their particular domain of the network, i.e. biometrics, cryptography, etc. This is the most widely adopted way but it is fragmented as to how security is being studied in various organizations.

· Top-down approach is the high-level and strategic way of looking at security. It requires knowledge of the overall picture. It is also the more difficult approach because it is harder to find experts with detailed knowledge of every part of the network and thus its security requirements than area experts with particular knowledge of one or two specific areas.

· Another alternative is a combination of bottom-up and top-down approaches, with coordination effort to bring the different pieces together.  This has often proved to be extremely challenging with varying interests and agendas.

This Question is dedicated to the vision setting and the coordination and organization of the entire range of communications security activities within ITU-T. A top-down approach to the Security question will be used with collaboration with other Study Groups and other SDOs. This project is directed towards achieving a more focused effort at the project and strategic level.

2
Question

a) What are the deliverables for the Communications Systems Security Project?

b) What are the processes, work items, work methods and timeline for the project to achieve the deliverables?

c) What Security Compendia and handbooks need to be produced and maintained by ITU?

d) What Security workshops are needed?

e) What is needed to build effective relationships with other SDOs in order to advance the work on security?

f) What are the key milestones and success criteria?

g) How can Sector Member and Administration interest be stimulated and momentum be sustained on security work?

h) How could security features become more attractive to the marketplace?

i) How to articulate clearly the crucial interest to governments and the urgent need to protect global economic interests, which depend on a robust and secure telecommunications infrastructure?

3
Tasks

1) Act as lead group on all communications security project-level issues for ITU-T.

2) Develop and maintain a Project Roadmap – to provide a vision and a detailed plan that determines the level and scope of the security domain for study.  The Roadmap shall identify all related components and their inter-relationships, participating organizations and roles. Distinction needs to be made between new systems/networks and existing systems/networks. Real network applications need to be identified for security specification and standardization within the existing and established ITU-T collaborative frameworks with ISO/IEC JTC 1, IETF and others as required by the end of the next study period.

3) Maintain and publish the ITU-T Security Compendia and Handbooks.

4) Assist and provide input to TSB in maintaining Security Manual;

5) Identify gaps in communications security standards work and promote efforts to address those gaps

6) Propose new Recommendations and modifications to existing Recommendations (if needed) and the resources and time needed to accomplish the harmonization.

7) Promote cooperation and collaboration between groups working on communications security standards development; 

8) Review recommendations and liaisons from other study groups and SDOs as appropriate.

9) Help direct liaisons from external groups to appropriate SGs in ITU; 

10) Take ITU lead in organizing and planning Security Workshops and Seminars as appropriate.

4
Relationships

Recommendations:
X-series, and others related to Security

Questions:
E/17, H/17, I/17, J/17, K/17 and L/17

Study Groups:
ITU-T SGs 2, 4, 9, 11, 13, 16; ITU-R; ITU-D

Standardization bodies:
ISO/IEC JTC 1/SCs 6 and 27; ATIS; ETSI; IETF

Question H/17:
Security Architecture and Framework
(continuation of a part of Question 10/17 studied during 2001-2004)
1
Motivation

Recommendations X.800, X.802 and X.803 describe security within the context of open systems.  The security architecture for systems providing end-to-end communications is provided in Recommendation X.805.  A comprehensive set of detailed security frameworks covering aspects of security such as authentication, access control, non-repudiation, confidentiality, integrity, and security audit and alarms has been established (X.810, X.811, X.812, X.813, X.814, X.815 and X.816).  To provide Generic Upper Layers Security (GULS), Recommendations X.830, X.831, X.832, X.833, X.834 and X.835 have been developed.  In cooperation with ISO/IEC JTC 1/SC 27, Recommendations X.841, X.842 and X.843 on security information objects and trusted third party services have been established.  A continued effort to maintain and enhance these security Recommendations to satisfy the needs of emerging technologies [i.e., the Global Information Infrastructure (GII), the Next Generation Network (NGN) and Internet Protocol based networks] and services is required.

Increasingly, telecommunications carriers and their information systems and networks are faced with security threats from a wide range of sources, including computer-assisted fraud, espionage, sabotage, vandalism, fire or flood. Sources of damage such as computer viruses, computer hacking and denial of service attacks have become more common, more ambitious and increasingly sophisticated.
The telecommunications and information technology industries are seeking cost-effective comprehensive security solutions that could be applied to various types of networks, services and applications. To achieve such solutions in multi-vendor environment, network security should be designed around the standard security architectures and standard security technologies.
Taking into account the security threats to communication environment and the current advancement of security countermeasures against the threats, new security requirements and solutions should be investigated.
Security for new types of networks as well as security for new services should be studied.

2
Question 

a)
How should a complete, coherent communications security solution be defined?

b)
What is the architecture for a complete, coherent communications security solution?

c)
What is the framework for applying the security architecture in order to establish a new security solution?

d)
What is the framework for applying security architecture in order to assess (and consequently improve) an existing security solution?

e)
What are the architectural underpinnings for security?

i) What is the security architecture of emerging technologies?

ii) What is the architecture for end-to-end security?

iii) What is the security architecture for mobile environment?

iv) What technical security architectures are required? For example:

a) What is the open systems security architecture?

b) What is the IP-based networks security architecture?

c) What is the NGN security architecture?

f)
How should the upper and lower layer security model Recommendations be modified to adapt them to the changing environment and what new Recommendations may be required?

g)
How should architectural standards be structured with respect to existing Recommendations on security?

h)
How should the security framework Recommendations be modified to adapt them to emerging technologies and what new framework Recommendations may be required?

i)
How are security services applied to provide security solutions?
3
Tasks
Tasks include:

· Development of a comprehensive set of Recommendations for providing standard security solutions for telecommunications in collaboration with other Standards Development Organizations and ITU-T Study Groups.

· Maintenance and enhancements of Recommendations in the X.800 series

4
Relationships

Recommendations:

X series Recommendations

Questions:
E/17, G/17, I/17, J/17, K/17 and L/17

Study Groups:
ITU-T SG 2, 4, 9, 11, 13 and 16

Standardization bodies:
ISO/IEC JTC 1/SC 27; IETF; ATIS T1M1 and T1S1; ETSI

Other bodies:
3GPP, 3GPP2

Question I/17:
Cyber Security
(continuation of a part of Question 10/17 studied during 2001-2004)
1 
Motivation

There have been many attacks to communication systems and the number of incidents caused by worms and virus are increasing.  Cyber space users are very interested in how to enhance protection level of their cyber life and how to prevent harms from various kinds of threats. Many experts in the telecommunication community need to know how to properly operate equipment for their network safety.

Numerous protection and detection mechanism have been introduced such as firewalls and intrusion detection systems (IDS), but most of them are just focusing on technical aspects. While these technical solutions are important, more consideration and discussion is needed on cyber security from the point of international standardization.

2 
Questions

The following areas of cyber security should be studied:

· processes for distribution, sharing and disclosure of vulnerability information.
· standard procedure for incident handling operations in cyber space.
· strategy for protection of critical network infrastructure.
3 
Tasks
What Recommendations are needed for cyber security?

This effort will be done in collaboration with the ITU-T communications systems security project, other ITU study groups interested in cyber security, standards development organizations (SDOs) such as ISO/IEC JTC 1 and IETF, and other cyber security related organizations including special incident handling organizations such as Computer Emergency Response Team Coordination Center (CERT/CC) and Forums for Incident Response Security Teams (FIRST).
4 
Relationships

Recommendations: 

Questions: 
G/17, H/17, J/17, K/17, L/17 and M/17

Study Groups:
ITU-T SGs 2, 4, 5, 9, 11, 13, 15, 16 and SSG; ITU-R, ITU-D SG 2

Standardization bodies:
ISO/IEC JTC 1/SC 27; IETF

Other bodies:
FIRST, CERT/CC

Question J/17:
Security Management
(continuation of a part of Question 10/17 studied during 2001-2004)
1
Motivation

For telecommunications bodies, information and the supporting processes, telecommunications facilities, networks and lines are important business assets. In order for telecommunications bodies to appropriately manage these business assets and to correctly continue the business activity, information security management is extremely necessary. For this reason, Recommendation X.1051 is being developed to cover the requirements of information security management for the telecommunications bodies. Taking into account the above requirement on security management, new areas in relation with Recommendation X.1051 should be further investigated. More specifically, management technologies on risks and incidents need to be considered.  The aim is to develop a set of Recommendations on security management for ITU-T.

In the course of the studies, a full collaborative effort between ITU-T and ISO/IEC JTC 1 will be continued to ensure the widest possible compatibility of security solutions. The commercial success of solutions developed as national standards in many countries also need to be considered.
2
Question
a)
How should security risks in telecommunications systems be identified and managed?

b)
How should information assets for telecommunications systems be identified and managed?

c) How should specific management issues for telecommunications carriers be identified? 

d) How should information security management system (ISMS) for telecommunications carriers be properly constructed in line with the existing ISMS standards?

e) How should occurrences of security incidents in telecommunications be handled and managed?

3
Tasks

1)
Review the similarities and differences among the existing management Recommendations in ITU-T and ISO/IEC management standards as for risks and incidents management. (2Q2005);
2) Study and develop a methodology of risk management for telecommunications in line with the concept of information security management. (1Q2005 - 4Q2006);

3) Study and develop a handling and response procedure on security incidents for telecommunications in line with the concept of information security management. (1Q2005 - 4Q2006);

4) Propose outline of new Recommendations. (4Q2006); 
5) Assess the outputs of risk management methodology and incident management procedure in view of usability for telecommunications facilities and services. Produce draft Recommendations. (4Q2006 - 4Q2007);
6) Consent new Recommendations (1Q2008).

It is expected that a decision on the pace of the study will be made 1Q2005, and at that point the milestones may be revised.
Expected results are:

a)
one or more new Recommendations on risks and incidents management consolidating and harmonising the existing/ongoing texts of security management ITU-T Recommendations and ISO/IEC standards;

b)
improved consistency of concepts and model for security management defined in ITU-T Recommendations and ISO/IEC standards. 
4
Relationships

Recommendations:
X.200, X.273, X.274 and X.509

Questions:
C/17, E/17, G/17, H/17, I/17, K/17, L/17 and M/17

Study Groups:
ITU-T SGs 2, 4, 9, 11, 13, 15, 16 and SSG; ITU-R; ITU-D
Standardization bodies:
ISO/IEC JTC 1/SC 27; ETSI; TTC

Other bodies: 
NIST
Question K/17: 
Telebiometrics
(continuation of a part of Question 10/17 studied during 2001-2004)
1
Motivation
Greek: Tele : far  Bio : alive, Metron : measurement, Logos : discourse, science, Nomos : law


Increasingly, telecommunications carriers and their information systems and networks are faced with security threats from a wide range of sources - the most dangerous kind may be man’s intelligence itself. Personal identification and authentication using Telebiometric Multimodal Model Framework (TMMF) specified in X.1081, when applied, will allow security management to deny access to impersonators, prevent I.D. fraud, etc.

In cooperation with ISO/IEC JTC 1 Sub-Committees 17, 27, 37, Recommendation X.1081 – Framework for the Specification of Security and Safety Aspects of Telebiometrics – needs to be enhanced. In addition, a new Recommendation is planned that specifies thresholds for each quantity expressed in the appropriate unit with a numerical value for the safety and security aspects of the TMMF.

ITU-T is benefiting from its category A liaison status with IEC/TC 25. IEC/TC 25 is proposing to generate a set of physiological quantities and their units (2006). A shared database of these relevant physiological quantities and their units is to be prepared for use jointly by ITU and IEC.
Collaborative work will be established, and a new work item will be developed, thus helping to enable the current Telebiometric Multimodal Model Framework (TMMF) to reach the stage of obtaining and specifying upper and lower safety and security thresholds.

E-Health standardization organizations are also expected to be in liaison with Question K/17.

Telebiometric device manufacturers are welcome to express their needs and requirements.

Developing countries have excellent opportunities for bringing new ideas of products in the next production of Telebiometric family of Recommendations.

2
Question
a) How can identification and authentication of users be improved by the use of safe and secure telebiometric methods?
b) How is the new part of IEC 60027 “Physiological subset” to be used in ITU-T to provide elements for a suitable model for categorization of safe and secure telebiometric devices?

c) What security levels reference system should be used for bringing safe and secure telebiometric solutions in a hierarchical order?

d) How should issues of biometric authentication technologies for telecommunications be identified?

e) How should requirements of biometric authentication technologies for telecommunications based on Cryptographic technology such as PKI be identified?

f) How should model and procedure of biometric authentication technologies for telecommunications based on Cryptographic technology such as PKI be identified?

3
Tasks
To complete this major program on telebiometric security standardization within the existing and well established ITU-T collaborative frameworks with ISO/IEC JTC 1, ISO/TC 12, IEC/TC 25, IETF, and with the International Organization of Legal Metrology (OIML), and the International Bureau of Weight and Measurement (BIPM), by the end of the 2005-2008 study period. Effort includes co-ordination of work and co-operation with other bodies involved.
1)  Study and develop biometric authentication model and procedure for the telecommunications based on Cryptographic technology such as PKI (4Q2006)

2)  Produce and consent a new ITU-T recommendation for biometric authentication technologies for telecommunication based on Cryptographic technology such as PKI (4Q2007)
3)  Unwrap TMMF (2005)

4)  Engineer all possible templates from the 1600 cubes described in TMMF

5)  Categorize further and fine-tune the database

6)  Collaborate with IEC/TC 25/WG2

7)  Collect thresholds maxima and minima from International Union of Sciences

8)  Develop new Recommendations derived from TMMF before the end of the study period.
4
Relationships
Recommendations:
X.200, X.273, X.274, X.509, X.805

Questions:
C/17, E/17, F/17, G/17, H/17, I/17, J/17, L/17 and M/17

Study Groups:
ITU-T SGs 2, 4, 5, 9, 11, 13, 15, 16 and SSG; ITU-R

Standardization bodies:
ISO/IEC JTC 1/SC 17, 27 and SC 37; ISO/TC 68 and TC 12; IEC/TC 25; IETF; IEEE

Other bodies:
OIML, International Organization of Legal Metrology; 

BIPM, International Bureau of Weight and Measurement

Question L/17:
Secure Communication Services
(continuation of a part of Question 10/17 studied during 2001-2004)
1
Motivation

The telecommunications industry has been experiencing an exponential growth in areas such as mobile, web service and TTP (Trusted Third Party) services. Specifically, security of mobile communications and web services is crucial for the further development of the industry. Secure application protocol plays a very critical role in secure communication service. Standardization of the best comprehensive security solutions is vital for the industry that operates in a multi-vendor international environment. Due to some specific characteristics of the mobile communications (e.g. over the air transmission, limited computing power and memory size of the small mobile devices), providing security is an especially challenging task that deserves special attention and study. Furthermore, it is also required to study and develop other types of secure application services such as time stamping services, secure notary services, and PKI application services, etc. Web service security technologies such as security assertion and access control assertion become very critical in communication network.
2
Question

a) How should secure communication services be identified and defined in mobile communication or web services?
b) How should threats behind communications services be identified and handled?

c) What are the security technologies for supporting secure communication services?

d) How should secure interconnectivity between communication services be kept and maintained?

e) What security techniques are needed for secure communication services?
f) What security techniques or protocol are needed for emerging secure web services?
g) What secure application protocols should be applied for secure communication services?
h) What are the global security solutions for secure communication services and their applications?

3
Tasks
In collaboration with other Standards Development Organizations and ITU-T Study Groups, produce a comprehensive set of Recommendation for providing comprehensive security solutions for mobile telecommunications, secure communication services, and secure web services.
4
Relationships

Recommendations:

X.800 series, and others related to Security

Questions:
E/17, G/17, H/17, I/17, J/17, K/17 and M/17

Study Groups:
ITU-T SGs 2, 4, 9, 11, 13, 16, SSG; ITU-R

Standardization bodies:  
ISO/IEC JTC 1/SC 27; IETF; ATIS; ETSI; OASIS; W3C; 

Other bodies:
Open Mobile Alliance (OMA); Liberty Alliance Project; 3GPP; 3GPP2
Question M/17:
Abstract Syntax Notation One (ASN.1) and other Data Languages
(continuation of Question 12/17 and parts of Questions 11/17 and 14/17 studied during 2001-2004)
1
Motivation

The Question is responsible for the maintenance of Recommendations X.680, X.681, X.682, X.683, X.690, X.691, X.692, X.693, X.694, X.660, X.662, X.665, X.666, X.667, X.669, X.670, X.671 and X.920.

It will complete work on the development of X.fws (Fast Web Services) and X.finf (Fast Infoset) Recommendations, and will develop additional Recommendations, where needed, to accommodate advances in technology and additional requirements from users of the ASN.1 notation, its Encoding Rules, and additional requirements from users and providers of Registration Authorities.
ASN.1 has proved to be the notation-of-choice for many ITU-T standardization groups, many of which continue to produce requests for additional functionality in the ASN.1 Recommendations, and for correction of residual ambiguities and lack of clarity in those Recommendations (maintenance).

Data may serve many roles relative to a computer system, its interfaces and uses.  There is a need to identify these roles and any new language features and notations needed to support them.

There is also a need to provide assistance with the definition and use of data representations (including both binary and XML encoding of data) by other Questions and the development of any necessary Recommendations.

Collaboration should be established with OMG to ensure that any new versions of IDL (X.920) meet ITU-T needs.

2
Question

The study of abstract syntax notation should continue to determine:

a) What enhancements are required to the Abstract Syntax Notation One (ASN.1) and its associated encoding rules to meet the needs of future applications?

b) What additional Encoding Rule support is needed to provide for the requirements of the many applications using ASN.1?

c) Can the Encoding Rule specifications of ASN.1 be more formally defined, and can more flexibility be provided for protocol specifiers to vary those encoding rules?

d) Are there requirements for additional generic applications of ASN.1 in addition to X.fws and X.finf?

e) What Recommendations are needed to provide linkage between ASN.1 and other notations for data schema definition, particularly (but not exclusively) related to XML mark-up?

f) What further work needs to be done to ensure that the semantic underpinning of ASN.1 is sufficient to support the "ASN.1 tools" industry with a well-defined and unambiguous specification of the ASN.1 notation for all possible input specifications?

g) What collaboration, beyond current agreements, is required with other bodies producing de jure or de facto standards to ensure that ITU-T work on ASN.1 remains a leader in the area of provision of notations for protocol definition?

h) What additional Registration Authorities or their procedures are needed to support the work of this and other Questions?

i) What additional Recommendations are needed to support data formats and data structuring and mapping between such formats?

3
Tasks

a)
Complete the work leading to new Recommendations X.fws and X.finf.

b)
Provide updated Recommendations for X.660-, X.670-, X.680- andX.690-series throughout the study period in response to user needs.

c)
Evaluate and adopt if appropriate new versions of IDL in collaboration with OMG (X.920).

4
Relationships

Recommendations:
H.200-series, H.323, T.120, X.400-series, X.500-series, X.700-series, X.880-series, X.900-series, Z-series and many others.

Questions:
All Questions related to the above Recommendations

Study Groups:
All Study Groups that use ASN.1

Standardization bodies:
ISO/IEC JTC 1/SC 6 and all ISO/IEC WGs that use ASN.1; OMG; IETF; W3C; OASIS

Other bodies
ASN.1 Consortium

Question N/17:
Specification and Implementation Languages
(continuation of Questions 13/17, 24/17, 25/17 and part of Question 14/17 studied during 2001-2004)
1
Motivation

The Specification and Implementation Languages for which the Question is responsible are:

· Specification and Description Language – SDL (Z.100 series Recommendations);

· Extended Object Definition Language – eODL (Z.130 series Recommendations);

· CHILL (Z.200).

The language SDL has become a mature language that is in use, both in industry for system development, as well as within ITU-T itself. The language is being widely used and there is good tool support for the language, and use has been extended to SDL becoming increasingly also an implementation language.

In addition eODL was defined for a technology-independent development of software components. For an early description of their behaviour eODL is combined with SDL by language mapping. Furthermore other language mappings should allow technology-depended transfers to the component implementations in other languages and their deployment. Preposition of all theses mappings is a modelling of distributed systems in eODL described from a perspective of different but related views: computational, implementation, deployment, and target environment view. The development of tools is on the way.

Furthermore, when an interface or protocol is designed which carries data using ASN.1, there are encoding rules that can be used to determine exactly how the information is encoded. However, when Specification and Implementation Languages are used with ASN.1, there is no specific mechanism to establish what encoding rules are used for information on interfaces, or where the ASN.1 encoding rules may (or may not apply).

Developments in the Object Management Group (OMG) language UML have led to a closer alignment of UML and SDL, with SDL primarily targeting the real-time communication systems with high emphasis on formality and capabilities for validation.

The set of relevant Recommendations for this Question are SDL (Z.100), use of data and ASN.1 with SDL (proposed Z.104, Z.105, and Z.107), Interchange Formats (Z.106), joint use of SDL and UML (Z.109), and eODL (Z.130). These Recommendations need to be adapted and maintained, and possibly new ones identified, to meet the needs of users in ITU and industry, and to the development of languages elsewhere, such as at OMG. This Question also includes any issues regarding CHILL (Z.200), though CHILL is no longer considered appropriate for further study.

The development of Specification and Implementation Languages are market-driven. The needs for the language developments come from users, equipment manufacturers, operating organizations, ITU, and other standards bodies (in particular ETSI). Some of these needs are identified directly and some come through tool suppliers who are subject to market pressure.

The collaboration between experts from ITU-T and the SDL Forum Society needs to continue and strengthen the very effective practice established in prior study periods.

2
Question
What new Recommendations and changes to existing Recommendations, or other provisions are required to:

a)
Ensure the release of Specification and Implementation Languages that are adapted to further contemporary user requirements;

b)
Support the use of Specification and Implementation Languages in emerging new architectures and frameworks;

c)
Establish a coherent set of Specification and Implementation Languages supporting development from high-level design to implementation to execution and deployment;

d)
Support of new versions of related languages such as ASN.1 and IDL;

e)
Enable improved joint use of UML with ITU-T Specification and Implementation Languages;

f)
Support the computational modelling of a new generation of telecommunication systems;

g)
Enable computational objects to be configured statically; and

h)
Allow different natural languages and systems of writing to be used with Specification and Implementation Languages to aid human understanding? (for example, the use of Hindi in eODL diagrams).

3
Tasks
1)
Maintain a master list of corrections of the current version of all Recommendations under maintenance.

2)
Maintain the formal basis for SDL Recommendations, thereby placing emphasis on ease of use and easy maintainability, and continue to maintain the formal basis.

3)
Continue study of new uses of Specification and Implementation Languages.

4) Issue new versions of Z.10x and Z.13x Recommendations as and when needed. It is envisaged that updates will be produced and published as Study Group reports or addenda to Z.10x and Z.13x Recommendations, and these changes consolidated into these Recommendations. The direction of the effort should be towards relative stability of the languages but with improved usability: both as languages on their own and in combination with each other.

5) Assist in the development of UML profiles for ITU-T Specification and Implementation Languages (Z.109 and the proposed Z.139) under Question P/17 on System design Languages Framework and Unified Modelling Language.

4
Relationships
Recommendations:
X.68x, X.69x, Z.12x, Z.15x, X.901, X.902, X.903, X.920, X.931, Z.600

Questions:
M/17, O/17, P/17, Q/17 and R/17

Study Groups:
All Study Groups that use ITU-T Specification and Implementation Languages, in particular, support of the use of SDL for methodology and signalling specifications in ITU-T SG 11.

Standardization bodies:
ETSI (TC MTS); OMG

Other bodies
SDL Forum Society, representing the users of SDL

Question O/17:
Requirements Languages
(continuation of Questions 15/17 and 18/17 studied during 2001-2004)
1
Motivation

There is a need to maintain and evolve the Z.120-Z.129 and Z.150-Z.159 families of languages.

Relevant requirements languages of concern here are Message Sequence Charts (MSC), User Requirements Notation-Goal-oriented Requirements Language (URN-GRL) and User Requirements Notation-Use Case Maps (URN-UCM). These languages fulfil an important role in an early state of analysis and requirements capture, both in the software development process and in towards specifications in standards. It is required to study and evolve requirements languages and notations that are relevant to ITU-T, which include but are not restricted to the languages listed above.

2
Question

What new Recommendations, Supplements or other provisions are required (if any) to define or revise the definitions of new or existing languages, methodologies and frameworks for expressing and managing requirements and to support the analysis phase?

3
Tasks
i) MSC:  Message Sequence Charts
a. Maintain and issue revised MSC-related Recommendations (Z.120, Z.121).
b. Contribute to the development of a UML 2.0 profile for MSC (Z.129).
ii) URN:  User Requirements Notation
a. Maintain the URN Recommendation (Z.150) and issue appropriate revisions.
b. Progress work on URN - Goal-oriented Requirements Language (Z.151).
c. Progress work on URN - Use Case Map Notation (Z.152).
d. Progress work on URN - Methodological Approach (Z.153).
e. Contribute to the development of a UML 2.0 profile for URN (Z.159)

iii) Emerging Requirements Engineering Languages
a. Monitor other relevant existing and emerging requirements languages that could be of interest to the ITU community and take appropriate actions.
b. Identify and if needed adopt other relevant requirements languages as ITU-T Recommendations.
4
Relationships

Recommendations:
X.68x, X.69x, X.901, X.902, X.903, X.911, X.920, X.931, Z.10x, Z.13x, Z.14x

Questions:
M/17, N/17, P/17, Q/17 and R/17

Study Groups:
ITU-T SGs 4, 11, 13 and 16

Standardization bodies:
ISO/IEC JTC 1; ETSI; OMG

Other bodies
SDL Forum Society; ASN.1 Consortium

Question P/17:
System Design Languages Framework and Unified Modelling Language
(continuation of Questions 17/17, 21/17, 22/17, and 23/17 studied during 2001‑2004 and Question 28/17 studied during 2002-2004)
1
Motivation
This Question is responsible for Recommendations X.689, Z.109, Z.110, Z.129, Z.139, Z.149, Z.159, Z.400, Z.450, Z.600 and Z.100 Supplement 1.

The issues concerning the System Design Languages (ASN.1 - X.680 series; SDL -Z.100 series; MSC - Z.120 series; eODL - Z.130 series; TTCN - Z.140 series; URN - Z.150 series) across all activities are studied in this Question. Other Questions cover individual languages and activities on requirements; design and implementation; testing and validation.

The need for high quality specifications by industry, ITU, and other bodies such as ETSI using ITU-T Recommendations can be met by machine-readable reference specifications and implementations in System Design Languages, cutting development time and reducing cost as shown by experience. Though System Design Languages are already widely used, in some markets other languages and frameworks have established themselves, which has led to tools being developed that offer the joint use with System Design Languages, in particular Unified Modelling Language (UML) of the Object Management Group (OMG). Until now joint uses have been proprietary leading to incompatibility.

Combined use with UML was studied in 1997-2000 within the SDL study leading to Z.109. It has become increasingly important to address UML in combination with all ITU-T languages. Experts from the System Design Languages domains have been participating in OMG with the initial result that UML has evolved to UML2.0, which has incorporated much of the basis of the System Design Languages. One benefit of the UML approach is that UML provides a framework to integrate notations (such as the System Design Languages) by profiling individual notations and a consensus of the SG 17 Language Co-ordination Project is to use the UML framework to harmonize languages.

Work of a TSAG Correspondence Group with SG 10 input resulted (9/1998) in TSAG approval of Guidelines on Quality Aspects of Protocol Related Recommendations as Supplement 1 to the ITU-T A-series Recommendations. These Guidelines embrace specification of protocol-related standards using System Design Languages, and subsequently (08/1999) the Global Standards Collaboration Group approved Resolution 4, applicable to all SGs developing protocol-related Recommendations.

The Guidelines can now be found in Z.450 and further advice on application language can be found in Z.110.  To enable better support of fast development of high quality specifications, the following issues have been identified: Promotion of the languages; Further advice on use to ease the writing high quality specifications including use with UML; Support for the use in standards development; Support for SGs on methodologies; Support of libraries (such as that established for ASN.1); Mapping specifications to and from interface descriptions. Use is enhanced by a methodology where a methodology is an organized and coherent set of methods and principles used in a particular discipline and method is the combination of a notation with instructions, rules and guidelines for its use. The existing methodology documents such as Z.100 Supplement 1 need to be enhanced.

The System Design Languages lack some expressive power or support only limited features for describing hard timing constraints for functional verification, performance analysis or implementation. Each language has its own semantics for time, and several means of notations for performance analysis. To enable the languages to be used together, more precise notions of related concepts like atomicity or execution delays are required, and the semantics need to be harmonized.

The primary focus of the Question is integration through UML. To enable such integration, the System Design Languages need to be formulated as UML profiles.

For harmonization, the languages need to be compared with each other. However, the meta-grammars of the System Design Languages differ. This means that a reader of the Recommendations for different System Design Languages may have to learn to read two different meta-grammars to understand both Recommendations and the UML profiles may also differ. The harmonizing of the grammar used in System Design Languages is thus a further objective of this Question.

2
Question

What new Recommendations, Supplements or other provisions are required in order to enable an improved use of UML and ITU-T System Design Languages, thereby especially focusing on improving productivity and the ability to ensure quality?

3
Tasks1)
Maintain a master list of changes to the current version of all Recommendations under maintenance.

2)
Primary responsibility for revision of Recommendation Z.109 - revised as a profile of UML.

3)
Primary responsibility for proposed Recommendation X.689 on UML profile for ASN.1.

4)
Primary responsibility for proposed Recommendation Z.129 on UML profile for MSC.

5)
Primary responsibility for proposed Recommendation Z.139 on UML profile for eODL.

6)
Primary responsibility for proposed Recommendation Z.149 on UML profile for TTCN.

7)
Primary responsibility for proposed Recommendation Z.159 on UML profile for URN.

8)
Supplement to the Z-series Recommendations provisionally entitled "Methodology on the use of description techniques" to replace Z.100 Supplement 1 (10/96) and include a tutorial on the use of UML with System Design Languages.

9)
Co-ordination of modelling used for time and performance in ITU-T languages.

10)
Co-ordination of meta-grammars for System Design Language Recommendations and consider a Recommendation or other provisions for these meta-grammars.

11)
Overview the Language Co-ordination project.

12)
Responsibility and revision as and when needed of the following or their replacements or extensions: Z.110, Z.400, Z.450, Z.600.

13)
Consider a quality checklist and criteria to help assess Recommendations against Z.450, Quality Aspects of Protocol Related Recommendations and other possible ways to encourage:

· Study Groups to apply these guidelines;

· ITU-T member companies to use tools in the review of draft Recommendations;

· Training in the use of System Design Languages, associated methods and tools;

· ITU-T to improve System Design Language related technical and editing user support including liaison and collaborate with all relevant Study Groups.

NOTE: in the above "Primary responsibility" is assigned to this Question, but in practice much of the work may be done within the Question responsible for the specific System Design Language.

4
Relationships
Recommendations:
X.68x, X.69x, Z.10x, Z.12x, Z.13x, Z.14x, Z.15x, Z.5xx

Questions:
M/17, N/17, O/17 and Q/17
Study Groups:
Study Groups using UML or System Design Languages, especially ITU-T SGs 4, 11, and 13

Standardization bodies:
ETSI (TC MTS); OMG; IETF

Other bodies
SDL Forum Society

Question Q/17:
Testing Languages, Methodologies and Framework
(continuation of Questions 19/17 and 20/17 studied during 2001-2004)
1
Motivation

It is required to carry out a study in the area of testing languages and testing methodology in the context of modern software testing needs. In particular it is required to address TTCN and all testing issues of relevance to ITU-T.

Question 20/17 is responsible for the following existing Recommendations:

· ITU-T Recommendations X.290 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – General concepts.
· ITU-T Recommendations X.291 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Abstract test suite specification.
· ITU-T Recommendations X.292 (2002), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Tree and Tabular Combined Notation (TTCN-2++).
· ITU-T Recommendations X.293 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Test realization.
· ITU-T Recommendations X.294 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Requirements on test laboratories and clients for the conformance assessment process.
· ITU-T Recommendations X.295 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Protocol profile test specification.
· ITU-T Recommendations X.296 (1995), OSI Conformance testing methodology and framework for protocol Recommendations for ITU-T applications – Implementation conformance statements.
· ITU-T Recommendation Z.140 (2003), Testing and Test Control Notation version 3 (TTCN-3): Core language.

· ITU-T Recommendation Z.141 (2003), Testing and Test Control Notation version 3 (TTCN-3): Tabular presentation format.

· ITU-T Recommendation Z.142 (2003), Testing and Test Control Notation version 3 (TTCN-3): Graphical presentation format.

These Recommendations will need to be maintained and updated when appropriate. New Recommendations or other documentation may be identified, to meet the needs of users in ITU, the industry, and other organizations such as the OMG. 

2
Question

a)
What extensions or enhancements to existing Recommendations on protocol testing and testing languages based on formal models are required to meet evolving needs of users?

b) 
What new Recommendations, Supplements or other provisions are required (if any) to define or revise the definitions of new or existing testing languages, methodologies and frameworks?

3
Tasks
The overall objective of this Question is to issue new and revised Recommendations under each area of responsibility. Specific task objectives include:
a) Progress work in the area of Testing and Test Control Notation (TTCN).

b) Progress work on testing languages and conformance testing based on formal models.

c) Assist the relevant Questions in the development of a TTCN UML profile.

d) Progress work in the area of UML Testing profile.

e) Address the issues relevant to the Open Systems Interconnection conformance testing methodology and framework.

f) Develop interoperability testing framework and methodology.

g) Develop performance testing framework and methodology.

4
Relationships

Recommendations:
Z.10x, Z.12x, Z.13x, Z.15x, X.68x, X.69x, X.901, X.902, X.903, X.920, X.931

Questions:
F/17, M/17, N/17, O/15, P/17 and R/17
Study Groups:
ITU-T SGs 4, 11, 13 and 16

Standardization bodies:
ISO/IEC JTC 1; ETSI; OMG

Other bodies
SDL Forum Society; ASN.1 Consortium.

Question R/17:
Open Distributed Processing (ODP)
(continuation of Questions 26/17 and 27/17 studied during 2001-2004)
1
Motivation

A key aspect of telecommunication systems development is the availability of software to support open distributed processing. Provision of open distributed processing requires standardization of reference models, architectures, functions, interfaces and languages for specifying these.
Maintenance of Recommendation Z.600 and X.900-series of Recommendations - X.901, X.902, X.903, X.904, X.910, X.911, X.930, X.931, X.950, X.952, and X.960 - is required. (X.920-series is maintained by Question M/17.)

2
Question

Maintain the Z.600 and X.900-series of Recommendations.

Which additional architectural frameworks, architectures, functions, interfaces and languages are necessary to extend and complement the RM-ODP for the construction of secure, real-time, and dependable open distributed systems?

The major work on the Question is to be conducted jointly with ISO/IEC JTC 1/SC 7.

Close cooperation with the Object Management Group (OMG) is required.

NOTE - Since OMG is qualified under ITU-T Recs. A.4 and A.5 and has obtained PAS submitter status in ISO/IEC, work carried out in future under this Question should take proper account of OMG developments, and the work program should be developed, as far as possible, in complete consistency with OMG. 

3
Tasks

1)
Develop Recommendation X.906 | ISO/IEC 19793, Information technology – Open Distributed Processing – Use of UML for ODP system specifications. The collaborative plan for development is a draft in May 2004, ISO first CD in December 2004, ISO FCD in May 2005, ITU-T consent late 2005, ISO FDIS 2005/2006.

2)
Maintenance of Z.600- and X.900-series of Recommendations as needed.

4
Relationships

Recommendations:



Questions:
M/17, N/17, O/17, P/17 and Q/17.

Study Groups:
ITU-T SGs 4, 11, 13, 16 and SSG

Standardization Bodies:
ISO/IEC JTC 1/SC 7/WG 19; OMG

