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Question 1/7:
Technical characteristics, classes of service, facilities and categories of access for networks providing data communication
(continuation of Question 1/7 studied during 1997-2000)

1
Motivation

Maintenance of Recommendations F.600, X.1, X.2, X.7 and X.96. 

Continue the studies on data transmission services, user classes of service, optional user facilities, categories of access, and call progress signals relating to PDNs and ISDNs, especially in light of new emerging technologies. Further work on harmonization of supplementary services and optional user facilities is also expected.

2
Question

a)
What aspects of the technical characteristics of data transmission services need to be described?

b)
What additions to existing Recommendations or new Recommendations are required to specify international connectionless data transmission services?

c)
What additional user classes of service, categories of access to services, DTE services and optional user facilities should be standardized in PDNs and ISDNs?

d)
What call progress signals for PDNs should be added or deleted?

e)
What aspects of emerging technologies, such as GII, IP, wireless and mobile services, including IMT-2000, global communication, need to be made available as a data transmission service(s) (e.g., access arrangements to existing data transmission services, user classes of service, etc.)?

f)
What additional technical characteristics of international data transmission services should be standardized for frame relay, multicast technology, high rate data transmission, interworking between PDNs and the Internet, and interworking between PDNs and IMT-2000?

g)
What additions are required for data compression?

h)
What additional services should be standardized in PDNs and ISDNs? What are the associate service requirements?

i)
What other aspects of F.600, X.1, X.2, X.7 and X.96 need to be studied?

3
Task objectives

Specify Recommendation(s) to achieve the objective(s) listed above during the 2001‑2004 study period.

4
Relationships

Recommendations:
X.6, X.25, X.32, X.36, X.45 and X.46

Questions:
3/7, 5/7 and 6/7

Study Groups:
2, 11 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Question 2/7:
Network performance and quality of service in data communication networks (continuation of Question 2/7 studied during 1997-2000)
1
Motivation

The performance and quality of service are important aspects of the planning, operation and use of data networks. This Question covers the network performance of Frame Relay and Packet-Switched Public Data Networks and the relationship of such network performance to the end-to-end quality of service. The Question also looks at the likely support of selected network services by Frame Relay, particularly Internet protocol (IP)-based services.

Performance parameter definitions are constructed that provide a common performance vocabulary for network providers and end-users. These parameter definitions include service availability and are user-oriented. Objectives providing a floor of performance are provided for service offerings. Estimation methods for assessing network performance may also be provided.

This Question also covers interworking where appropriate. In the 1997-2000 study period the cases of Frame Relay carrier over a backbone ATM network and VSAT/PSPDN interconnection were considered. Study of the performance of IP services over hybrid FR/ATM networks should be continued in the 2001-2004 study period.

Recommendations X.134, X.135, X.136, X.137 and X.140 define various parameters and their objective values for PSPDNs. Recommendations X.138 and X.139 define means of measuring these parameters. Recommendations X.144 and X.145 define performance parameters and availability for Frame Relay PVC and SVC services respectively, while Recommendation X.146 contains Frame Relay QoS classes. Recommendations X.641 and X.642 detail the definitions and measurement methods of open distributed processing systems. Note that Recommendations X.130 and X.131 are covered under Question 6/7.

Modifications to these Recommendations or additional Recommendations may be needed as a result of the study points listed below.

The Recommendations produced by this Question, while directed at producing facility independent quality of service and network performance parameters, will, when specifying specific numeric objectives, take into account the actual physical characteristics of all relevant transmission media. When required, consultation and assistance from the ITU-R will be sought.

2
Question

a)
Performance measurement

Objective - Produce a new Recommendation on Frame Relay measurement methods.

This new Recommendation will seek to standardize both in-service and out-of service methods for measuring the levels achieved by the performance parameters of X.144 and X.145. Such methods could encompass methods as diverse as use of OAM frames or specific sequences of test frames.

Existing related Recommendations: X.134, X.135, X.136, X.137, X.138, X.139, X.140, X.144, X.145, X.146, X.641 and X.642.

b)
Objectives and limits

Objective - Frame Relay service availability objectives.

Consider the development of performance parameter definitions, objectives or guidelines on the quality of service needs for different data communication services:

i) performance mappings, objectives and allocations for Frame Relay to ATM interworking; and

ii) other interworking scenarios, e.g., mobile or wireless interworking.

Existing Related Recommendations X.134, X.135, X.136, X.137, X.144, X.145 and X.146.

c)
Performance interworking and IP relationships

Objective - Produce a Recommendation on IP performance when carried over a Frame Relay network, including interworking, and potentially incorporating;

i) Frame Relay to IP peer-to-peer service interworking

· Quality of service and network performance mappings of parameters and objectives

ii) Support of differentiated QoS IP services in data communication networks

· Quality of service and network performance (parameters and objectives) required by applications

· Implementation and support of the above QoS classes in data communication networks

iii) Support of multicast IP services in data communication networks

· Quality of service and network performance (parameters and objectives) required by multicast IP applications

· Implementation and support of the above QoS classes in data communication networks

Objective - Contribute to the work of “IP Project Area 8 - Performance” by detailing the support of IP performance by public data communication networks.

Existing related Recommendations: X.134, X.135, X.136, X.137, X.138, X.139, X.144, X.145 and X.146.

d)
Parameter relationships

Objective - Liaise with other Study Groups regarding data communication network quality of service parameters and other communication networks.

Maintain the X.140-series Recommendations in relation to changes in other X-series UNI and NNI signalling Recommendations.

Existing related Recommendations: X.25, X.28, X.36, X.38, X.75 and X.76.

3
Task objectives

Updated/new Recommendations by the end of the 2001-2004 study period.

4
Relationships

Recommendations:
X-series protocol Recommendations, I.350-series Recommendations, E.720-series, G.821, G.826 and G.828 

Questions:
4/7, 5/7, 6/7, 7/7, 8/7, 11/7 and 13/7

Study Groups: 
2 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
ATM Forum, Frame Relay Forum and IETF

Question 3/7:
Numbering and routing for public data networks
(continuation of Questions 3/7 and 4/7 studied during 1997-2000)
General considerations

It is considered that the traditional work on numbering and routing has reached maturity.  However numbering and addressing issues associated with number plan interworking (particularly between IP based networks and PDNs) are likely to be the main focus of future work.  Such work is strongly related to the work on protocol issues and methodologies and procedures for interworking.  It is highly protocol specific and is not of a regulatory nature. Close interaction is required with groups developing the UNI/NNI signalling protocols and the groups developing general and specific procedures for interworking of PDNs. There is also benefit in merging the work on PDN numbering with that on routing principles for PDNs since routing and numbering are highly related. For instance routing for SVC Frame Relay services between X.121 numbered Frame Relay networks is likely to be based on DNICs.  

The proposed question is in two parts.

Part A
-
Numbering

1
Motivation

Public Data Networks utilize Recommendations X.121, X.122, X.123, X.124 and X.125 as the basis for numbering or numbering plan interworking. Additional Recommendations to accommodate advances in technology, additional requirements and the need to specify the number plan interworking for various numbering and addressing schemes will be developed.

Recommendation X.121 specifies the international numbering plan for data networks and is widely implemented. Schemes for numbering plan interworking between X.121 and E.164 are standardized in Recommendations X.122/E.166 and X.124. Recommendation X.123 describes the mapping between the TOA/NPI address format and the escape code format. Recommendation X.125 describes procedures for allocation and registration of network identifiers for data networks numbered under the E.164 numbering plan. Recommendation X.124 describes E.164/X.121 numbering plan interworking for Frame Relay and ATM networks.

Modifications to these Recommendations and/or additional Recommendations may be needed as a result of the study points below. There is a very strong synergy between the work on data network numbering and work on address resolution, routing principles for data networks, UNI /NNI signalling protocols and procedures for network interworking.

2
Question

The study on numbering plan for public data networks should continue to determine:

a) What enhancements/developments in numbering and addressing are required to accommodate the development of public IP networks and provide for interworking between existing public data networks and IP networks? This includes work to:

i) enable public data networks to interwork with IP‑based networks;

ii) support the connection of private networks to public data networks;

iii) support addressing requirements that may come from virtual network services;

iv) examine what developments are required (if any) to accommodate the introduction of a multicast capability in public data networks;

v) examine the impact of IP-based networks on numbering plan and particularly numbering plan interworking - including assessing the developments required to accommodate the utilization of public data networks for the provision of IP‑based networks;

b)
What enhancements to X.124 and X.125 and/or new Recommendations are needed to further address standardization of numbering plan interworking between public frame relay and ATM networks.  This includes work to: 

i)
reflect changes in numbering plan Recommendations;

ii)
reflect the need for interworking with networks numbered under various formats; (such as ATM (ITU-T IND AESA);

iii)
reflect the need for network identifier codes which may be used within the E.164 environment but are independent of the E.164 numbering plan;

iv) include additional scenarios for frame relay/ATM interworking;

c)
What enhancements to existing or new numbering Recommendations are needed to further address standardization of numbering for public data networks? This includes work to:

i)
reflect developments in public data networks;

ii)
examine implications of development in other numbering plans such as E.164 and E.191

iii)
monitor and if necessary refine the eligibility criteria and allocation procedures to enable the TSB to process requests for Global DNICs;

iv)
accommodate the assignment of additional DCCs to ensure no saturation of the numbering plan occurs;

v)
monitor the possible re-use of the E.164 digit zero which would conflict with its informal use as an escape code;

3
Task objectives

Produce new recommendations on the specific issues identified above if needed. In particular, number plan interworking (particularly X.126 for interworking between IP-based networks and PDNs numbered under X.121).

4
Relationships

Recommendations:
E.164, E.165, E.165.1, E.166, E.191, E.191.1, F.69, I-series, Q-series,
X-series, in particular X.25, X.31, X.33, X.34, X.36, X.75, X.76, X.110, X.115, X.116 and X.213

Questions:
1/7, 4/7, 5/7, 6/7, 7/7 and 11/7

Study Groups:
2, 11 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
ATM Forum, Frame Relay Forum and IETF

Part B
-
Routing principles

1
Motivation

Maintenance of Recommendations X.110, X.115 and X.116. Development of additional Recommendations, where needed, to accommodate advances in technology and additional requirements.

The international routing principles and routing plan for public data networks are standardized in Recommendation X.110. The address translation capability is defined and standardized in Recommendation X.115. The address registration and resolution protocol is standardized in Recommendation X.116.

Modifications to these Recommendations and/or additional Recommendations may be needed as a result of the study points listed below.

2
Question

The study of routing principles for public data networks should continue to determine:

a)
What enhancements to X.110, X.115, X.116 and/or new Recommendations are needed to further standardize routing principles for public data networks? This includes work to:

i)
reflect developments in public data networks such as the deployment of Frame Relay, ATM and IP and the interworking of these networks

ii)
support the connection of private networks to public networks;

iii)
reflect further development in X.121 and E.164 numbering plans or addressing formats;

b)
What additional routing principles, routing plans or routing algorithms should be specified internationally for interworking of a public data network with another network, including cases of dissimilar networks? (For example, routing between Public Frame Relay Data networks and ATM networks and/or IP-based networks.)

c)
What routing principles and protocols should be specified for efficient routing of calls between public networks that use global DNIC and other public data networks?

d)
What routing algorithms should be specified to respond to users' requirements related to quality of service (QoS), such as transfer delay, for the case where interface/network protocols and signalling systems provide means for conveying such user requirements and the principles for defining and allocating QoS parameters as agreed to?

e) What routing information other than DCC/DNIC should be transferred to the adjacent network, possibly by use of network identification or utility fields (this work closely related to UNI/NNI protocol work)?

f) What routing strategy should be specified for the case when a network receives information indicating "network congestion" or "network failure" of adjacent network?

g)
What type of dialogue should be defined between address resolution entities in different public data networks (e.g. X.121 numbers and IP addresses) to share address translation related information? (This is closely related to the work of Q.4/7 on interworking.)

h)
What needs to be done to evolve the work done on address translation to be more generic and widely applicable to future networking technologies (e.g., Frame Relay, ATM and IP‑based networks)?

3
Task objectives

Updated or new Recommendations by end of the 2001-2004 study period.

4
Relationships

Recommendations:
X.121, X.122, X.124, X.125 and X-series UNI/NNI protocol and interworking Recommendations

Questions:
1/7, 2/7, 4/7, 5/7 and 6/7

Study Groups:
2, 11,13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
ATM Forum, Frame Relay Forum and IETF

Question 4/7:
Access and interworking procedures
(continuation of Questions 6/7 and 8/7 studied during 1997-2000)

1
Motivation

Maintenance of Recommendations X.3, X.28, X.29, X.42, X.46, X.78, X.329 and X.3ip. Development of additional Recommendations, where needed, to accommodate advances in technology and additional requirements.

Administrations in many countries have established or are planning to establish public data networks based on one or more ‘native' modes of operation. The public data networks will offer a variety of telecommunications services based both on native mode access and non-native mode access to the network. Users of these services need to access the networks irrespective of similarity in the base or native mode of the network as compared with the base or native mode of the user (terminal). Procedures that have been established heretofore need to be revised, expanded and in some cases additionally developed, to meet the changing advances in technology and requirements.

Of most critical nature is the wide-scale introduction of IP-based networks and the Global Information Infrastructure (GII).  As this emergence occurs, new types of interworking for data transmission services will be required (e.g., interworking with Universal Personal Telecommunication Services or Mobile Services). 

This Question is also responsible to study requirements, arrangements and interface characteristics for interworking between new types of networks and public data networks for the provision of data transmission services, and for providing data transmission services within new types of networks.

2
Question

2.1
Points related to Interworking

What additions or modifications to the existing Recommendations are needed:

a)
to enhance the interworking arrangements?

b)
to support new interworking cases for the provision of data transmission services?

c)
to support data transmission services combining networks that take into account the expanded deployment of technologies such as IP-based networks? Areas may address data transmission service aspects of UPT/Mobile networks, IMT-2000, integrated packet/frame handlers, etc.

2.2
Points related to Access:

What are the additional interface requirements for non-native mode terminal (DTE) access?

a)
Generalized polled protocol PAD (G-PAD) with dual network PDN/IP-based support

i)
Higher Layer: With the enhancement of X.42 to include support for IP interworking, can G-PADs operating in accordance with X.42 be sufficiently application independent so as to not need an X.29-like set of procedures? If not, what are the minimum procedures that would be needed to accomplish this?

ii)
Multi-Target: What changes and/or enhancements to the G-PAD are required to enable terminals operating within the G-PAD procedures outlined in Recommendation X.42 to communicate with multiple target hosts? What changes and/or enhancements are required for network concatenation taking into account Routing, Addressing and Multiplexing methodology done by the G-PAD?

b)
New PAD aspects – E-commerce applications 

i)
R-PAD: What procedures and call controls can be introduced to address the ongoing work in the next period in e-commerce, including the API work in middleware as well as simplified POS like reduction of the traditional C-PAD architecture?

ii)
New terminal types and IP handling: With the rapid expansion of new network types beyond basic X.25, Frame Relay, and/or ATM systems, what additional Recommendations for access and interworking utilizing IP can be created to enable support and operation in these new environments?

c)
Mobile Access


Work began late in the 1997-2000 study period to address the additional procedures and methods that are needed to enable mobile data terminal access to PDNs.  This work, with the continued development in IMT-2000 as well as further growth in both current digital and analog mobile networks, attention to mobile access should be considered.  A preliminary draft Recommendation X.3imt is available as a basis for this further work. Close cooperation should be considered with the interworking of IMT-2000, GII, et. al.
3
Task objectives

Updated or new Recommendations by the end of the 2001-2004 study period.

4
Relationships

Recommendations:
S-series, T-series, U-series, and X-series

Questions:
1/7, 2/7, 3/7, 5/7, 6/7 and 7/7

Study Groups:
2, 8, 11 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
ATM Forum and Frame Relay Forum

Question 5/7:
Interfaces and signalling applicable for DTEs and public networks using or providing frame relay services
(continuation of Questions 7/7 and 9/7 studied during 1997-2000)
1
Motivation

Maintenance of and enhancements to Recommendations X.36, Q.933, X.76.

a) Recommendation X.36 defines the DTE/DCE interface between a frame mode DTE and a Public Data Network providing a Frame Relay Data Transmission Service.

b) Recommendation Q.933 defines the signalling specifications for frame mode switched and Permanent Virtual Connection control and status monitoring.

c) Recommendation X.76 defines the Network-to-Network interface between public networks providing PVC and/or SVC Frame Relay Data Transmission Service.

As GII emerges in the future, Administrations may need to prepare for the new capabilities of data transmission services within dedicated networks in terms of higher throughput and/or functionalities.

2
Question

a)
What new Recommendations or enhancements to existing Recommendations are needed:


i)
to cover the addition of new functions and new user facilities in Recommendation X.36 and Q.933 based on market and operational requirements?


ii)
to apply OAM principles to Frame Relay protocols?


iii)
to cover the addition of new functions to Recommendation X.76 based on market requirements for Frame Relay Data Transmission Services, for Frame Relay network interconnection, and Frame Relay/ATM interworking?

b)
How can existing Recommendations under this Question meet GII requirements and services?

c)
Definition of possible new Recommendations to meet requirements and services that are beyond the scope of existing Recommendations, that may be required for DTE/DCE and Network-to-Network interfaces for Frame Relay Data Transmission Service.

3
Task objectives

Updated or new Recommendations when they become mature.

4
Relationships

Recommendations:
X-series, Q-series, and I-series

Questions:
1/7, 2/7, 3/7, 4/7 and 7/7

Study Groups:
3, 11 and 13

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:


Frame Relay Forum and IETF

Question 6/7:
Revision of mature data network Recommendations
(continuation of Question 25/7 and parts of Questions 4/7, 6/7, 7/7, 8/7, 9/7 and 12/7 studied during 1997-2000)
1
Motivation

The work on many Recommendations for data networks has been completed.  This includes much of the work on leased circuit, circuit-switched, and X.25 packet-switched public data networks.

Systems based on these data network Recommendations may be implemented over a relatively long period of time.  Operational experience with implemented systems based on Recommendations which are no longer studied by the ITU-T may lead to the discovery of technical errors or desirable enhancements to these Recommendations.  Therefore there is a need for ongoing maintenance of X-series data network Recommendations that are not explicitly covered by other study Questions.
These Recommendations are:

a) Structure of signals - X.4

b) Interchange circuits - X.24

c) DTE/DCE interfaces and access - X.5, X.8, X.20, X.20bis, X.21, X.21bis, X.22, X.25, X.30, X.31, X.32, X.33, X.34, X.35, X.37, X.38, X.39, X.45

d) Signalling interfaces - X.60, X.61(, X.70, X.71, X.75, X.77, X.80, X.81, X.82

e) Multicast - X.6, X.48, X.49

f) Hypothetical reference connections - X.92

g) Performance - X.130, X.131, X.141

h) Maintenance testing - X.150

i) Administrative arrangements - X.180, X.181

j) Interworking - X.300, X.301, X.302, X.305, X.320, X.321, X.322, X.323, X.324, X.325, X.326, X.327, X.328, X.340, X.350, X.351, X.352, X.353, X.361

NOTE 1 - Recommendations X.26 (V.10) and X.27 (V.11) are under the responsibility of Study Group 16.

NOTE 2 - Recommendations X.50, X.50bis, X.51, X.51bis, X.52, X.53, X.54, X.55, X.56, X.57 and X.58 are under the responsibility of Study Group 15.

2
Question

What corrections or enhancements are needed to X-series data network Recommendations that are no longer under active study in the ITU-T?
3
Task objectives

Develop corrections or enhancements to X-series data network Recommendations as needed based on received contributions.

4
Relationships

Recommendations:
X.1 through X.181 and X.300-series

Questions:
1/7, 2/7, 3/7, 4/7, 5/7, 7/7 and 13/7 

Study Groups:
11, 13, 15 and 16

Standardization bodies:
ISO/IEC JTC 1

Question 7/7: 
IP related lower layer protocols and service mechanisms
(continuation of Question 10/7 studied during 1997-2000)
1
Motivation

Currently IPv4 is transported largely over telecommunications facilities or channels to support IP protocols and to provide IP-related applications. SDH, WDM (Wavelength Division Multiplex) optical transport network and other telecommunication channels are considered to be better foundations. In addition, transferring Ethernet (including Ethernet, Fast Ethernet and Gigabit Ethernet) over LAPS is also an efficient technique to connect LANs, switch or router within a private and public network. SDH, WDM and other telecommunication channels have been deployed all over the world in the marketplace. How to fully make use of these existing huge broadband resources effectively to provide Internet data communication services? This Question provides the IP-related lower layer protocol and service mechanisms. The new Recommendations will be suited for the existing IPv4, forthcoming IPv6 and various Ethernet engineering applications.

Existing Recommendation: X.85/Y.1321

2
Question

The scope of this Question is to develop Recommendations with respect to IP related lower layer protocols and service mechanisms. The associated work will be handled and progressed in co-operation with other Study Groups, IETF, IEEE, etc. The work includes:  

a) Updating and extending Recommendation X.85/Y.1321;

b) Progress of draft Recommendation X.86 and associated Ethernet/Fast-Ethernet/Gigabit Ethernet/10 G Ethernet aspects;

c) Development of new area, such as something over LAPS (it is possible to continue or extend work on Ethernet over LAPS), LAPS over optical channel or IP over optical channel, and the protocols incorporating IP into various network infrastructures;

d) Development of those new packet protocols with good potential market place from Layer 1 to Layer 4;

e) Development of multicast under the environment of various IP networks;

f) Development of those protocols that are of most concern to ISPs;

g) Development of associated MIB (Management Information Base).

3
Task objective

Updated or new Recommendations by the 2001-2004 study period. 

4
Relationships

Recommendations:

Questions:
11/15

Study Groups:
4, 11, 13, 15 and 16

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
IEEE Committee 802 and IETF

Question 8/7:
End-to-end QoS multicast communications
(continuation of Question 13/7 studied during 1997-2000)

1
Motivation

The emerging multimedia applications require various levels of quality of service from its communications networks. The end-to-end multicast services will be one of the key services of the multimedia applications. It is also expected that IP-based networks will be the common networking infrastructure in the future. And the current end-to-end protocols do not provide end-to-end multicast service with various levels of QoS, especially guaranteed quality of service beyond the traditional best-effort service. Therefore, the standardization efforts for providing enhanced end-to-end multicast communication functions such as X.601, X.605, and X.ectp need to be continued in next study period for accepting various requirements, raised from the multimedia applications. In addition, it is believed that new Recommendations on the supportive functions for end-to-end QoS multicast protocol are to be developed.

2
Question

The work scope is to develop Recommendations regarding multi-peer communications with a rich set of QoS negotiation features over IP-based networks. This work will be progressed in co-operative manner with other organizations such as JTC 1 and the Internet Society/IETF. The following issues should be resolved:

a) The functional requirements to enable applications to establish and control multicast communications involving M transmitters and N receivers. This would lead to develop a revised Recommendation X.601, multi-peer communications framework.

b) The requirements of quality of service and flow control to establish end-to-end multicast communications over IP-based networks.

c) The definition of services to satisfy the functional requirements specified in a) and b). This would lead to develop a revised Recommendation X.605, enhanced communications transport service definition.

d) The specification of end-to-end protocols to satisfy the functional requirements and service definition specified above. This would lead to completion of X.ectp, enhanced communications transport protocol specification. Additionally, the new work on end-to-end QoS multicast protocol will be defined and progressed if needed.

e) The supportive functions for end-to-end QoS multicast protocol, such as group management and session description protocol, etc. This would lead to develop new Recommendations on group management protocol issues, etc.

f) Collaborate with other Study Groups within ITU-T and other organizations, such as ISO/IEC JTC 1 and the Internet Society/IETF, on architectural, service and protocol issues for multi-peer communications.

3
Task objectives

Updated or new Recommendations by the end of the 2001-2004 study period.

4
Relationships

Recommendations:


Questions:




Study Groups:
16

Standardization bodies:
ISO/IEC JTC 1/SC 6

Other bodies:
IETF

Question 9/7:
Abstract Syntax Notation One (ASN.1)
(continuation of part of Question 22/7 studied during 1997-2000)
1
Motivation

Maintenance of Recommendations X.208, X.209, X.680, X.681, X.682, X.683, X.690, X.691.

Development of additional Recommendations, where needed, to accommodate advances in technology and additional requirements from users of the ASN.1 notation.
ASN.1 has proved to be the notation-of-choice for many ITU-T standardization groups, many of which continue to produce requests for additional functionality in the ASN.1 Recommendations, and for correction of residual ambiguities and lack of clarity in those Recommendations (maintenance).

2
Question

The study of abstract syntax notation should continue to determine:

a) What enhancements are required to the Abstract Syntax Notation One (ASN.1) and its associated encoding rules to meet the needs of future applications?

b) What additional Encoding Rule support is needed to provide for the requirements of the many applications using ASN.1?

c) Can the Encoding Rule specifications of ASN.1 be more formally defined, and can more flexibility be provided for protocol specifiers to vary those encoding rules?

d) What Recommendations are needed to provide linkage between ASN.1 and other notations for data schema definition, particularly (but not exclusively) related to XML mark-up?

e) What further work needs to be done to ensure that the semantic underpinning of ASN.1 is sufficient to support the "ASN.1 tools" industry with a well-defined and unambiguous specification of the ASN.1 notation for all possible input specifications?

f) What collaboration, beyond current agreements, is required with other bodies producing de jure or de facto standards to ensure that ITU-T work on ASN.1 remains a leader in the area of provision of notations for protocol definition?

3
Task objectives

One objective of the task is to provide updated Recommendations for X.680-X.683 and X.690-X.691 throughout the Study Period in response to user needs.

There is also an objective to produce a new Recommendation on Encoding Control Notation (X.ecn) and on XML Encoding Rules (X.xer).

It is also expected that a new version of X.680-X.683 and X.690-X.691, incorporating all addenda and corrigenda to the 1997 versions will become necessary early in the new Study Period to avoid complexity in the structure of the publications. When appropriate, the deletion of Recommendations X.208 and X.209 will be proposed.

4
Relationships

Recommendations:
H.200-series, H.323, T.120, X.400-series, X.500-series, X.700-series, X.880-series, X.900-series and many others.

Questions:
All Questions related to the above Recommendations

Study Groups:
All Study Groups that use ASN.1

Standardization bodies:
ISO/IEC JTC 1/SC 6/WG 7 and all ISO/IEC WGs that use ASN.1

Other bodies
IETF, W3C

Question 10/7:
Testing of information and communication protocols
(continuation of Question 23/7 studied during 1997-2000)

1
Motivation

The motivation for this work is to ensure that conformance tested products and services increase interoperability between end-to-end distributed applications.

Maintenance of Recommendations X.290, X.291, X.292, X.293, X.294, X.295 and X.296. 
Development of new Recommendations related to testing in line with IP-based networks and IMT-2000 including the methodology and framework for Interoperability Testing and for Performance Testing.

Close collaboration and liaison with other Study Groups and other international standard bodies.

Modification to these Recommendations and/or additional new Recommendations may be needed as a result of the study points.

2
Question

a)
Maintenance of X.290-series
i)
What extensions are necessary to X.290-series of Recommendations to reflect the further work on Recommendation X.292/ Z.140/ Z.141?

b)
Interoperability testing 

i)
What is the methodology and framework for interoperability testing?

ii)
What is the inter-relationship between interoperability testing and conformance testing?

c)
Performance testing

i) What is the methodology and framework for performance testing?
d)
Test development

i)
What is the test suite development for IP-based networks and IMT-2000?
3
Task objectives

Updated or new Recommendations by end of 2001-2004 study period.

a)
Revision of Recommendation X.292: 2002
b)
Methodology and Framework for Interoperability Testing (X.mfit): 2003

c) Methodology and Framework for Performance Testing (X.mfpt): 2004

d) Test development for IP-based networks and IMT-2000: 2004

4
Relationships

Recommendations:


Questions:
7/10

Study Groups:
10, 11 and 13

Standardization bodies:
ETSI
Other bodies:
ATM Forum, Frame Relay Forum and IETF

Question 11/7:
Revision of mature Open Systems Interconnection (OSI) Recommendations (continuation of Questions 14/7, 16/7, 19/7 and 21/7 and parts of Questions 10/7 and 22/7 studied during 1997-2000)
1
Motivation

The work on the base Recommendations for Open Systems Interconnection (OSI) has been completed.  This includes work on OSI reference model; upper layer (Application, Presentation and Session) structure, services and protocols; lower layer (Transport, Network, Data Link and Physical) structure, services and protocols; and associated registration authorities.  Also mature is the work on Message Handling; Reliable Transfer; Remote Operations; Commitment, Concurrency and Recovery (CCR); and Transaction Processing.

Systems based on these OSI Recommendations may be implemented over a relatively long period of time.  Operational experience with implemented systems based on Recommendations which are no longer studied by the ITU-T may lead to the discovery of technical errors or desirable enhancements to these Recommendations.  Therefore there is a need for ongoing maintenance of X-series OSI Recommendations that are not explicitly covered by other study Questions.
These Recommendations are:

a) OSI Architecture – X.200, X.210, X.220, X.630, X.650

b) Registration Authorities – X.660, X.662, X.665, X.666, X.669, X.670, X.671

c) Message Handling – F.400, F.401, F.410, F.415, F.420, F.421, F.423, F.435, F.440, F.471, F.472, X.400, X.402, X.404, X.408, X.411, X.412, X.413, X.419, X.420, X.421, X.435, X.440, X.445, X.446, X.460, X.462, X.467, X.481, X.482, X.483, X.484, X.485, X.486, X.487, X.488

d) Transaction Processing – X.860, X.861, X.862, X.863

e) Commitment, Concurrency and Recovery (CCR) – X.851, X.852, X.853

f) Remote Operations – X.219, X.229, X.249, X.880, X.881, X.882.

g) Reliable Transfer – X.218, X.228, X.248

h) Upper Layers – X.287, X.637, X.638, X.639

i) Application Layer – X.207, X.217, X.217bis, X.227, X.227bis, X.237, X.237bis, X.247, X.257

j) Presentation Layer – X.216, X.226, X.236, X.246, X.256

k) Session Layer – X.215, X.225, X.235, X.245, X.255

l) Lower Layers – X.260

m) Transport Layer – X.214, X.224, X.234, X.264, X.274, X.284, X.634

n) Network Layer – X.213, X.223, X.233, X.263, X.273, X.283, X.610, X.612, X.613, X.614, X.622, X.623, X.625, X.633

o) Data link Layer – X.212, X.222, X.282

p) Physical Layer – X.211, X.281

NOTE – The X.700-series of Recommendations are under the responsibility of Study Group 4.

2
Question

Continue maintenance of:

a) OSI architecture and individual layer Recommendations to provide any needed enhancements and to resolve any reported defects.

b) International registration procedures to aid in the assignment, administration and maintenance of OSI objects including names and addresses.

c) Message Handling Service and Systems, Reliable Transfer, Remote Operations, CCR, and Transaction Processing to provide any needed enhancements and to resolve any reported defects.

Close collaboration and liaison with other Study Groups and other international groups implementing OSI is highly desirable to ensure the widest applicability of resulting Recommendations.

This work is to be carried out in collaboration with the ISO/IEC JTC 1 OSI Maintenance Rapporteur.

3
Task objectives

Develop corrections or enhancements to OSI Recommendations as needed based on received contributions.

4
Relationships

Recommendations:
X.500-series and X.700-series

Questions:
17/4; 9/7 and 12/7

Study Groups:
4, 8, 11 and 13

Standardization bodies:

ISO/IEC JTC 1

Question 12/7:
Directory services and systems
(continuation of Questions 15/7 and 17/7 studied during 1997-2000)

1
Motivation

The timely and appropriate specification, realisation and improvement of new and existing Directory services and systems can be assisted by studying together Directory services and the systems needed for their support. 

1.1
Directory services

There is a need to study directory services, offered either for public access or for the use of directory assistance operators, in order to define comprehensively aspects of access to remote directories for different services. The main requirement of the study is to facilitate international interoperability of directory services. 

Existing Recommendations: E.104, E.115, F.500 and F.510.

1.2
Directory systems

The X.500-series of Recommendations were first published in 1988 and were extensively revised in 1993 and again in 1997. 

These standards are significant components of widely deployed technologies such as PKI and LDAP, and are used in many areas, e.g. financial, medical, and legal. Emerging technologies such as wireless may require enhancing these Recommendations. 

Maintenance of these Recommendations, the study of enhancements to, and new applications of, X.500, and continued collaboration with IETF and ISO/IEC JTC 1 are necessary.

Existing Recommendations: X.500, X.501, X.509, X.511, X.518, X.519, X.520 X.521, X.525, X.530, X.581, X.582, X.583, X.584, X.585 and X.586.

2
Question

2.1
Directory services

a) What new service definitions and profiles are required that can take advantage of widely supported Directory technologies, e.g. X.500 and LDAP?

b) What changes to the E and F-series of Recommendations and/or what new Recommendations are required to specify enhancements to, and to correct defects in, existing Directory service definitions and profiles?

2.2
Directory systems

a) What enhancements are required to the Directory to better support current and potential users of the Directory, such as stronger consistency of Directory information across replicated sites, support operation on user specified associated aggregates of directory attributes, improve performance when retrieving large numbers of returned results, or resolution of confusion caused by multiple directory service providers holding different information under identical names?

b) What further enhancements are required to the Directory to interoperate with and to support services implemented using the IETF’s LDAP specification.

c) What further enhancements are required to the Directory and to public key and attribute certificates to allow their use in resource constrained environments, e.g. wireless networks?

d) What further enhancements are required to the Directory to improve its support of such areas as Intelligent Network, communication networks and public directory services?

e) What further enhancements are required to public key and attribute certificates to increase their usefulness in areas such as electronic commerce, authentication, and access control?

f) What new or revised Protocol Implementation Conformance Statement (PICS) proformas are needed to support directory protocols?

g) What changes to the X.500-series Recommendations and/or what new Recommendations are required to specify enhancements to, and to correct defects in, the Directory?

Directory systems work will be done in collaboration with ISO/IEC JTC 1 in their work on extending ISO/IEC 9594, which is common text with Recommendations X.500-X.530. Liaison and close cooperation will also be maintained with the IETF particularly in the areas of LDAP and PKI.

3
Task objectives

New edition of the X.500-series Recommendations, approval in 2001.

Amendment to Recommendation F.510 adding Annex E, approval in 2001.

Updated or new Recommendations by the end of the 2001 - 2004 study period.

4
Relationships

Recommendations:

Questions:
13/7

Study Groups:
2 and 11

Standardisation bodies:
ISO/IEC JTC 1/SC 6 

Other bodies:
IETF

Question 13/7:
Security services, mechanisms and protocols
(continuation of Questions Q.20/7 and Q.11/7 studied during 1997-2000)

1
Motivation

Recommendations X.800, X.802 and X.803 describe security within the context of open systems.  A comprehensive set of detailed security frameworks covering aspects of security such as authentication, access control, non-repudiation, confidentiality, integrity, and security audit and alarms has been established (X.810, X.811, X.812, X.813, X.814, X.815 and X.816).  To provide Generic Upper Layers Security (GULS), Recommendations X.830, X.831, X.832, X.833, X.834 and X.835 have been developed.  In cooperation with ISO/IEC JTC 1/SC 27, Recommendations X.841, X.842 and X.843 on security information objects and trusted third party services have been established.  A continued effort to maintain and enhance these security Recommendations to satisfy the needs of emerging technologies (i.e., the Global Information Infrastructure (GII) and Internet Protocol based networks) and services is required.

Recommendation X.272 addresses data compression and privacy over Frame Relay networks and provides a comprehensive solution that addresses network security and overall efficiency at the protocol link layer.

The advent of electronic-business, and the increasing popularity of other protocols such as the Internet Protocol require a focus on the interplay between security, authentication, access control and efficiency at the protocol link layer and the networking services layer.  The success of electronic-business applications requires the incorporation of security technology without sacrificing quality of service. Furthermore the compression technology needs to be extended to cover other applications

A coherent body of security standards can best be developed using a system management approach in which coordination of the development effort is accomplished under one manager.  A functionally oriented organization provides for efficiency in the standardization process by bringing security expertise together to define common security services and mechanisms, minimizing both the administrative cost of standards development and the possibility of duplicate efforts.  A project-oriented effort may be utilized in situations requiring close coupling between the planned security solution and the underlying communications protocols; however, this effort must be coordinated in the security-oriented organization.  A full collaborative effort between ITU-T and ISO/IEC JTC 1 must be continued to ensure the widest possible compatibility of security solutions.  The commercial success of solutions developed in the Internet Engineering Task Force (IETF) demands that coordination with developments in this body also be pursued.

2
Question

2.1
Communication systems security

a) How should a complete, coherent data communications security solution be defined?

b) What are the architectural underpinnings for security?

i) What is the security architecture of emerging technologies?

ii) What technical security architectures are required? For example:

· What is the open systems security architecture?

· What is the Internet security architecture?

· What is the ATM security architecture?

iii)
How should the upper and lower layer security model Recommendations be modified to adapt them to the changing environment?

iv)
How should architectural standards be structured with respect to Recommendation X.800?

c)
How should the security framework Recommendations be modified to adapt them to emerging technologies?

d)
How are security services applied to provide security solutions?  What security recommendations are required to describe, for example:

i)
Application and Network security.

ii)
Security Application Program Interfaces (SAPIs).

iii)
Security Associations.

iv)
Security Labelling.

v) Key Management.

2.2
Electronic business and packet-based network security

a) How should compression, encryption, and secure compression be extended to packet-based protocols?

b) How should the security architecture in the lower layer protocols interplay with the upper layer security protocols such as Key Management, etc.?

c) What API should the link security protocol be required to have to interface with the upper- layer-security protocol services?

d) How should efficiency of the security payload be addressed such that quality-of-service is not negatively impacted?

e) How does the efficiency of the transport be maintained or minimally impacted such that in a lossy medium it does not cause catastrophic failure of multi-media streaming when compression, encryption, or secure compression is applied?

3
Task objectives

To complete this major program of security standardization within the existing and well established ITU-T collaborative frameworks with ISO/IEC JTC 1 and IETF by the end of the 2001-2004 study period. Effort includes co-ordination of work and co-operation with other bodies involved.

The Question will provide support to ITU-T Study Groups and relevant projects on security requirements/specifications in the field of electronic commerce.  Particular attention will be made to facilitation of authentication.

4
Relationships

Recommendations:
X.200, X.273, X.274 and X.509 

Questions:
7/7 and 12/7

Study Groups:
2, 4, 11, 13 and 16

Standardization bodies:
ISO/IEC JTC 1/SC 27

Other bodies:


ATM Forum, Frame Relay Forum and IETF

Question 14/7: 
Open distributed processing (ODP)
(continuation of Question 24/7 studied during 1997-2000)
1
Motivation

Maintenance of X.900-series of Recommendations: X.901, X.902, X.903, X.904, X.905, X.910, X.911, X.920, X.930, X.931, X.950, X.952, X.960.

Development of new Recommendations in compliance with the Reference Model for Open Distributed Processing (RM-ODP): new architectural frameworks extending and complementing the RM-ODP; new specifications for ODP functions identified within the RM-ODP and additional architectural frameworks.

2
Question

Maintain the X.900-series of Recommendations.

Which additional architectural frameworks are necessary to extend and complement the RM-ODP for the construction of secure, real-time, and dependable open distributed systems?

Which RM-ODP-compliant functions need to be developed for the construction of open distributed systems?

The work on the Question is to be conducted jointly with ISO/IEC JTC 1/SC 7.

Close cooperation with the Object Management Group (OMG) is required.

NOTE - Since OMG has obtained PAS submitter status in ISO/IEC, work carried out in future under this Question should take proper account of OMG developments, and its work program should be developed, as far as possible, in complete consistency with OMG. It is suggested that new architectural frameworks be developed only to extend and complement work in OMG, and that new functions development be undertaken by this Question only if there is no relevant development in OMG.

3
Task objectives

New Recommendations on architectural frameworks complementing the RM-ODP in the areas of:

a) Systems management;

b) Security;

c) Real-time;

d) Fault-tolerance and dependability.

New Recommendations on functions for open distributed systems support in the areas of:

a) Object management and lifecycle;

b) Repository functions;

c) Interoperability;

d) Coordination;

e) Distribution transparencies.

4
Relationships

Recommendations:

Questions:
2/7, 9/7, 11/7, 12/7 and 13/7

Study Groups:
4, 10, 13 and 16

Standardization Bodies:
ISO/IEC JTC 1/SC 7

Other bodies:
OMG

_______________________

( X.61 is proposed for deletion





