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Contribution by Syria to the WTPF

1.
Background

The WSIS outputs contain paragraphs related to Internet-related public policy matters, that is, to Internet governance.

We note in particular the following paragraphs of the Tunis Agenda:

35.
We reaffirm that the management of the Internet encompasses both technical and public policy issues and should involve all stakeholders and relevant intergovernmental and international organizations. In this respect it is recognized that:
a) Policy authority for Internet-related public policy issues is the sovereign right of States. They have rights and responsibilities for international Internet-related public policy issues.
b) The private sector has had, and should continue to have, an important role in the development of the Internet, both in the technical and economic fields.
c) Civil society has also played an important role on Internet matters, especially at community level, and should continue to play such a role.
d) Intergovernmental organizations have had, and should continue to have, a facilitating role in the coordination of Internet-related public policy issues.
e) International organizations have also had and should continue to have an important role in the development of Internet-related technical standards and relevant policies.
63.
Countries should not be involved in decisions regarding another country’s country-code Top-Level Domain (ccTLD). Their legitimate interests, as expressed and defined by each country, in diverse ways, regarding decisions affecting their ccTLDs, need to be respected, upheld and addressed via a flexible and improved framework and mechanisms. 
65.
We underline the need to maximize the participation of developing countries in decisions regarding Internet governance, which should reflect their interests, as well as in development and capacity building. 
68.
We recognize that all governments should have an equal role and responsibility for international Internet governance and for ensuring the stability, security and continuity of the Internet. We also recognize the need for development of public policy by governments in consultation with all stakeholders.
Recent announcements by the US government appear to contradict these statements, which were unanimously adopted by Heads of State.

2.
30 July letter from NTIA

Indeed, on 30 July 2008 the National Telecommunications and Information Administration (NTIA) of the United States Department of Commerce (DoC) wrote to the Chairman of the Internet Corporation for Assigned Names and Numbers (ICANN)
.  That letter makes the following points:

1. That the relation between DoC and ICANN is defined by two distinct legal agreements: a Joint Project Agreement (JPA), and a contract to perform the Internet Assigned Numbers Authority (IANA) functions.

2. With respect to the JPA, the letter states that, while significant progress has been made in meeting ICANN’s commitments under the JPA in several key areas, important work remains.  Some issues require affirmative and concrete actions on ICANN’s part.

3. With respect to any potential transfer of authority for the root-zone, the letter notes that implementation of changes to the root zone file are performed by VeriSign under the terms of a separate agreement between VeriSign and DoC.  It goes on to clarify that DoC is not in discussions with either ICANN or VeriSign regarding the management of the authoritative root zone file, nor does it have any plans to undertake such discussions.

4. Consistent with public statements made by the US since 2000 and reinforced by the 2005 Principles on the Internet’s Domain Name and Address System, DoC, while open to operational efficiency measures that address governments’ legitimate public policy and sovereignty concerns with respect to the management of their ccTLD, has no plans to transition management of the authoritative root zone file to ICANN.
In other words, the US government has now explicitly stated that it intends to retain control, for the foreseeable future, of the authoritative root zone file.
But this contradicts paragraph 63 of the Tunis Agenda, because countries other than the USA require permission from a US entity (IANA) operating under a contract with the US government, to transmit to another US entity (VersiSign), also operating under a contract with the US government, instructions related to changes with respect to the administration of their ccTLD.  For example, a change in the registry of the ccTLD has to be approved by DoC.  And a country cannot add a non-ASCII version of its ccTLD to the root without the approval of the various concerned US entities: ICANN/IANA and DoC.

Further, the statement from the USA makes it plain that the US intends to retain control over IANA, which is responsible for the top-level allocation of IP addresses.  Thus, it can be expected that there will be no improvement of IP address allocation for developing countries which, as Syria has pointed out in other forums (see COM 3 – C 30 and its Addendum), are severely disadvantaged by the current IPv4 allocation policies and mechanisms.

3.
1 August letter from NTIA

On 1 August 2008, NTIA wrote a second letter to ICANN
, this time regarding WHOIS.  In essence, the letter reminds ICANN that the DoC has not wavered in its strong support for continued public access to WHOIS data, which public access has been deemed inconsistent with data privacy laws in a number of countries.

In other words, the US is using its privileged position with respect to ICANN to oblige ICANN to comply with US policies, regardless of the positions taken by other countries.

4.
Proposals

As Syria has repeatedly stated in the past, the current dominance by one country of all things Internet, including Internet governance, cannot be allowed to continue forever.

Syria has made very specific proposals for changes to the current Internet governance systems, see for example WTPF-IEG/1/9.

The only alternative to some version of those proposals is to consider splitting the Domain Name System (DNS) root zone file into independent files managed in a sovereign manner by more than one country, preferably by the six regional groups of the ITU.

Some believe that any such split of the root would result in a loss of interoperability, with “islands of connectivity”.  Not so.  The telephone system proves that such fears are unfounded.

No single country or entity controls or administers the numbering systems that enable fixed and mobile telephony.  Each operator decides, on its own authority, which country codes to route and how to route them.  Commercial pressure ensures that all operators implement the codes published by ITU and the routes that correspond to those published codes (with some exceptions primarily related to fraudulent activities).

There is no reason to impose, by technical means (which is what the Internet does today) full, 100%, synchronization of the DNS.

On the contrary, innovation can be encouraged by less than 100% synchronization.  For example, non-ASCII gTLDs and ccTLDs would have been implemented long ago, absent the technical stranglehold exercised by ICANN/IANA with the approval of the US government.
Again, telephony provides a good example.  Starting in 1967, free-phone numbers (also known as toll-free numbers, or 1-800 numbers) were introduced in the USA.  This was a national development, there was no international recognition of the need for such a service and it was not envisaged in any CCITT Recommendation of that period.  If there has been a coordinated “telephony root zone file” as there is a coordinated DNS root zone file, the USA would not have been able to introduce 1-800 numbers on its own.  Long discussions would have taken place in CCITT, just as long discussions are taking place in ICANN with respect to internationalized domain names.  And introduction of the 1-800 numbers would have been delayed for years.

Unilateral introduction of 1-800 numbers in the USA created an island of non-connectivity: for many years, it was not possible to dial a 1-800 number from outside the USA.  But market forces have solved that problem: from many countries, it is now possible to dial a 1-800 number and the caller is notified that the call will not be free.

Further, based on the success of the 1-800 concept in the USA, ITU-T developed and published Recommendations related to international free-phone numbers (+800 numbers).  But this took place in 1988, some 20 years after such services had been successfully introduced at the national level.

Similarly, Arab countries have been waiting for years for implementation of gTLDs in Arabic, whereas they could have moved ahead quickly if national sovereignty had been respected and each country had been allowed full control over its portion of the domain name system.  Commercial forces would have ensured interconnectivity and interoperability: there is no need to impose it through technical mechanisms (synchronized root zone files around the world) that are nothing more than a method that allows the US government to impose its policies on the rest of the world.
Therefore, Syria proposes that the WTPF adopt the draft opinion presented below.

DRAFT OPINION
Internet related public policy matters
The fourth World Telecommunication Policy Forum (Lisbon, 2009),


considering

a)
that Decision 9 (Antalya, 2006) decided to convent the fourth World Telecommunication Policy Forum (WTPF) in order to discuss and exchange views regarding Internet-related public policy matters, among other themes;

b)
that the World Summit on the Information Society resulted in the following outcome documents: the Geneva Declaration of Principles, the Geneva Plan of Action, the Tunis Commitment and the Tunis Agenda for the Information Society;

c)
that the WSIS outputs contain paragraphs related to Internet Governance;

d)
Resolution 101 (Rev. Antalya, 2006) on Internet Protocol-based networks;

e)
Resolution 102 (Rev. Antalya, 2006) on ITU’s role with regard to international public policy issues pertaining to the Internet and the management of Internet resources, including domain names and addresses;

f)
Resolution 133 (Rev. Antalya, 2006) on Role of administrations of Member States in the management of internationalized (multilingual) domain names;

g)
that Council Resolution 1282 on ITU's role in implementing the outcomes of the WSIS references, through C07/21, a number of Internet-related public policy issues;
h)
Resolution 47 (Florianopolis, 2004) of the World Telecommunication Standardization Assembly (WTSA) on Country code top level domain names;

i)
Resolution 48 (Florianopolis, 2004) on Internationalized domain names;

j)
Resolution 49 (Florianopolis, 2004) on ENUM;

k)
Resolution 50 (Florianopolis, 2004) on Cybersecurity;

l)
Resolution 51 (Florianopolis, 2004) on Combating spam;

m)
Resolution 52 (Florianopolis, 2004) on Combating spam by technical means;

[add other relevant WTSA-08 outputs]


noting

that some of the key policy questions that have been identified in the ITU Handbook on Internet Protocol (IP)–Based Networks and Related Topics and Issues; 


concerned
a)
that the current mechanisms for Internet governance do not allow all Member States to exercise on an equal footing their sovereign rights with respect to public policy authority, whereas paragraph 68 of the Tunis Agenda for the Information Society (Tunis, 2005) recognizes that all governments should have an equal role and responsibility for international Internet governance and for ensuring the stability, security and continuity of the Internet; 

b)
in particular, that at present a single country exercises control over the root of the domain name system, including entries related to county code Top-Level Domains (ccTLDs), whereas paragraph 63 of the Tunis Agenda states that countries should not be involved in decisions regarding another country’s ccTLD; 

c)
further, that a single country exercises at present ultimate control over the allocation of IP address blocks at the top level, with the result that developing countries have limited participation in discussions concerning IP address allocation, whereas paragraph 65 of the Tunis Agenda underlines the need to maximize the participation of developing countries in decisions regarding Internet governance, which should reflect their interests, as well as in development and capacity building;

is of the view
a)
that ITU should work in coordination with other relevant bodies to create an environment that enables governments, on equal footing, to carry out their roles and responsibilities in international public policy issues pertaining to the Internet;

b)
that any government advice required by private-sector entities involved in Internet governance with respect to international public policy issues can be provided by ITU; in particular ITU could create mechanisms aimed at the promotion of wider participation in Internet governance, particularly by developing countries; ITU technical support would also be a significant contribution: for example, by issuing technical reports on the relevant issues and by providing assistance to delegations under request;
c)
that ITU should further study certain topics, including the management of Internet resources, international Internet interconnection (that is, tariffs and accessibility), the multilingual Internet and diversity of participation in the Internet;

d)
that consideration should be given to ITU agreeing new Internet governance mechanisms, which new mechanisms would reflect the public policy needs of all countries, in particular developing countries, and which would give full effect to paragraph 35 of the Tunis Agenda, which reaffirms that policy authority for Internet-related public policy issues is the sovereign right of States.









































































































































































































� Syria will modify this contribution taking into consideration the relevant results of WTSA-08 (in particular the results of the discussion of the Arab common proposal on enhanced cooperation for Internet governance), of Council-08 and the views of other Arab countries.


� � HYPERLINK "http://www.ntia.doc.gov/comments/2008/ICANN_080730.html" ��http://www.ntia.doc.gov/comments/2008/ICANN_080730.html� and � HYPERLINK "http://www.ntia.doc.gov/comments/2008/ICANN_080730.pdf" ��http://www.ntia.doc.gov/comments/2008/ICANN_080730.pdf� 


� � HYPERLINK "http://www.ntia.doc.gov/comments/2008/ICANN_080801.html" ��http://www.ntia.doc.gov/comments/2008/ICANN_080801.html� and � HYPERLINK "http://www.ntia.doc.gov/comments/2008/ICANN_080801.pdf" ��http://www.ntia.doc.gov/comments/2008/ICANN_080801.pdf� 





