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Interpol

Interpol with 184 member countries was 
set up for globally enhancing and 

facilitating cross-border criminal police 
co-operation. 





Core Functions

Interpol provides three core services:

a unique global police communication system 
a range of criminal databases and analytical 
services 
proactive support for police operations 
throughout the world



Albania

Algeria

American Samoa - USA (SB)

Andorra

Argentina 
Argentina (RS) 
Argentina (SRB

Armenia

Australia

Austria
Azerbaijan

Bahrain
Bangladesh

Barbados

BelarusBelgium

Belize

Bermudas (SB)

Bolivia

Bosnia-Herzegovina

BotswanaBrazil

Bulgaria

Cambodia
Cameroon

Canada

Chile

China

Colombia

Costa Rica Côte d'Ivoire (SRB)

Croatia

Cuba

Cyprus

Czech Republic
Denmark

Dominican Republic

East TimorEcuador

Egypt

El Salvador 
El Salvador (SRB)

Estonia

Fiji

Finland

Fyrom
France Georgia

Germany

Greece

Guatemala

Guyana

Honduras

Hong Kong - China (SB)

Hungary

Iceland

India

Indonesia

Iran
Israel

Italy
Japan

Jordan

Kazakhstan

Korea (Rep. of)

Kuwait

Kyrgyzstan

Latvia

Lebanon

Libya

Liechtenstein

Lithuania

Luxembourg

Macao - China (SB)

Malaysia

Malta

Marshall Islands

Mexico

Moldova
Monaco

Morocco

Nauru

Nepal

Netherlands

New Zealand

Nicaragua Nigeria

Norway

Oman

Pakistan

Panama

Papua New Guinea

Paraguay

Peru

Philippines

Poland

Portugal

Puerto Rico - USA (SB) Qatar

Romania

Russia

Saudi Arabia

Serbia Montenegro

Singapore

SlovakiaSlovenia

South Africa

Spain

Sri Lanka

Suriname

Sweden

Switzerland

Syria

Thailand

Tonga

Tunisia

Turkey

Ukraine

United Arab Emirates

U. K.

United States

Uruguay

Venezuela

Vietnam

Ireland

Uzbekistan
Tajikistan

Brunei

Lesotho
Swaziland

Mozambique
Tanzania

Ouganda 

Namibia

Angola

Gabon

Mauritania

Senegal
Guinea

Togo
Ethiopia

Yemen

Zimbabwe

Eritrea

Irak

Kenya

Bhutan

NCB NetworkNCB Network



NominalNominal
StolenStolen
TravelTravel

DocumentsDocuments

StolenStolen MotorMotor
VehiclesVehicles

D N AD N AFingerprintsFingerprints

Notices/DiffusionsNotices/Diffusions



Cyber Crime:
Leveraging Interpol’s Strengths 

Technological developments shrink the world into 
a global village and know no national boundaries

With the escalation of serious transnational crime, 
the need for a global police co-operation response 
has never been more acute.



Our Current Situation

Heavy increase in the number of cyber 
crime (i.e. BotNets, Phishing, Organised
Criminality)
Lack of resources and legislation
The nature of the Internet makes it 
difficult to investigate



Aim

Contribute to develop an international system 
and structure to improve LE’s

professionalism and efficacy in combating 
high tech facilitated criminality



Activities of Interpol against Cybercrime

@

Information Exchange

Regional Working Parties Investigation capability

To provide a unique range of essential To provide a unique range of essential 
services for the law enforcement services for the law enforcement 
community to optimize the international community to optimize the international 
effort to combat effort to combat cybercrimecybercrime/terrorism./terrorism.



Interpol’s Regional Working Parties
Aims

Cooperation, sharing of knowledge and practical 
experience
Promotion of standardization of methods
Establish good practice guidelines
optimize the international effort to combat cybercrime.

Areas
Europe
Asia-South Pacific
Africa
Latin America
Middle East/North Africa (Coming Soon!)



Building Investigative Capacity
Computer Crime Manual
Cyber Crime Training Video
Regional Training Initiatives
Mobile Training Classroom



Interpol National Central Reference Points
to ensure that the information exchange through 

the appropriate Interpol channels reaches the 
specialized police units with the least possible 

delay on a 24 hour 7day a week

Interpol currently
has                                           reference points.



National Central Reference Points

Rapid exchange of police information 
Specialist units respond 
Adoption of layout of the Cybercrime Convention 
24/7 contact points
No bypass of legal procedures at international  
level
G8 High Tech Crime Contact points included  



Interpol Steering Committee on High Tech 
Crime

To meet and coordinate activities of all the 
regional working parties
Ensure that we are not “reinventing the 
wheel,” and duplicating efforts
Share best practices globally
Global points of contact…this is an 
international game…



IPSG’s Training and Operational 
Standards Initiative

“TOPSI”
•Provide adequately trained high tech crime investigators 
and prosecutors in every member country.
•Development and harmonisation of training standards 
and best practices for high tech crime investigation 
training.
•Provide communication platforms between high-tech 
crime training providers worldwide.
•Training database
•Personnel exchanges



Private Public Partnership

Anti Phishing Project 
Int. Financial Crime Conference
E-payments



Co-operation with other int. Organisations

Regional Police Organisations
UN Office on Drugs & Crime



Many Other International Initiatives
•United Nations

•European Union

•OECD

•ASEAN

•APEC

•Commonwealth Secretariat

•GCC OAS



International Cybercrime:  Making 
Progress…with a long way to go...

It is not enough that the G-8 countries have worked together 
to counter cybercrime or that the Council of Europe has 
adopted a Convention on Cybercrime that has been signed 
by 42 countries (though these are a great start!)

With over 200 countries connected to the Internet, cybercrime
has become a global issue that requires the full participation 
and cooperation of the public and private sectors in all
countries, including the 180 developing countries around the 
globe.

Avoiding global “cyber havens”



In conclusion…
Globalisation and  technology mean we are all 
linked together.
Risks are real and cannot be under estimated
We will sink or swim together.
Interpol is available to all member nations to help.
Many good initiatives are underway, but more 
work to be done.
Look forward to working with all 
participants to help make a difference.



Contact Information:
Marc Goodman
Interpol Steering Committee on 
Information Technology Crime
Email:  goodmanmd@excite.com.

Thank you!


