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1.
What are the elements of an enabling environment to promote Internet connectivity? 

The main elements of an enabling environment for Internet connectivity can be summarized in three groups: promoting investment in infrastructure, adequate regulatory environment and development of a digital eco-system.

Stimulating investment in digital infrastructure requires an institutional and economic system that attracts foreign investment, encouraging competition and public-private partnerships. On the negative side, restrictions to the free flow of information and free access to internet are against efforts to reduce the Digital Divide. Barriers to business produce stagnation in the supply of access and decrease the flow of future investments, making it harder to reduce the digital divide.
The regulatory environment needs to be transparent, predictable, independent and non-discriminatory for all players. Also, key factors are: existence of development policies, neutrality in adoption of technologies, the free flow of information through access networks, the efficient allocation of scarce resources (radio spectrum and passive infrastructure to support connectivity), interoperability standards and cybersecurity.

It is also important that the state plays a facilitating role for long-term development to reduce the connectivity divide, actively promoting the development of digital infrastructure, with the concurrence of  public-private partnership to design, develop and deploy operating models for backbones and last mile networks, that are open access, that share infrastructure and provide public access to facilities.
Finally, it is important to have a digital development agenda centered on connectivity so that ICT enables a more efficient industry, encouraging the growth of SMEs and help the economy to increase productivity and a Digital Government offering that supports services for citizens and business. On a broader sense, technologies contribute to enhance political participation, freedom of employment and innovation dynamism, freedom of expression, leveling of opportunities, access to education, freedom of conscience and association. A special note goes to acknowledge the benefits of the multi-stakeholder model of participation to develop a fruitful dialogue with all interested parties for Governance.
2.
What are the elements of an enabling environment to promote an affordable Internet?
The price of internet access depends on the cost structure associated to a chain of services and components: last mile connectivity, urban data connectivity, interurban data transport (backbone networks) and international connectivity.

For price to be affordable there must be an adequate supply of service in terms efficient costs, quality and capacity in all these links. Overall, Latin American countries have low levels of provision in several of these components. On the one hand international connectivity costs are among the highest worldwide. Backbones are provided by two or three operators, vertically integrated in its majority and last mile access, particularly for fixed broadband, is deployed mainly using increasingly obsolete technologies (copper pair and coaxial cable) which are inefficient to enable digital development of countries. This is why proactive regulations are required to:

· Optimize investments by avoiding duplication of networks, whose final cost is paid by users, particularly by encouraging infrastructure sharing under different models (mobile virtual network operators, wholesale infrastructure operators both passive and active, final access to ISPs under non-discriminatory terms).

· Provide adequate compensation to investments based on business risk and access to capital markets, consider long-term evaluation horizons as it is common practice in other infrastructure sectors (health, energy, ports and roads).

· Generate conditions to separate the layers of digital services from access and transport infrastructure, allowing full competition and diversity for digital services. The infrastructure layer, must be neutral, open access and non-discriminatory with respect to service operators.

· Bringing contents closer to users. In the case of Latin America through a design and management of regional interconnections and local storage for highly demanded content in each country.
3.
What are the elements of an enabling environment to promote the quality of access to the Internet? 

Enablers to promote quality in the Internet have to do with three fundamental aspects: strengthening the regulation, active law enforcement and empowering users with relevant information for decision making regarding service quality.

The idea that Internet quality of service is out of control of access operators is currently widespread. This has led many countries to promote self-regulation based on "best effort" in the industry. As a result, and according to all available studies, there is a significant gap between the quality levels offered or advertised by operators with actual levels of quality or user experience.

The regulator of telecommunications services should clearly establish the appropriate level of Internet quality, delivered by ISPs. These levels of quality or KPI should consider, relevant and service metrics valued by users as a way to ensure satisfaction with the service provided.

One of the most complex aspects is to define the extent of what is considered the Internet access service. Users are not necessarily aware of the limit of service responsibility of the ISP, and that of the destination ISP according to the content that is being accessed. Certainly the local operator is not responsible for the management of networks and servers on the destination point. However, there are areas that are within its responsibility and require minimum quality levels:

· Capacity of last mile networks; 
· Provision of national and international transport, whose inescapable responsibility is who hires the service (for example the NAP of the Americas in Miami in the case of a Latin American operator); and,
· Standards for management of network failure under principles of critical infrastructure (human error and natural disasters).

Another important issue is the quality of Mobile Internet, which given its wireless and mobile nature, is affected by many factors, such as the distance from to the antenna, indoor and in-building connectivity, among others. Despite these problems, user demand and require quality of service. Therefore, quality indicators to be defined should address specific circumstances of the network (QoS) and also incorporate the experience perceived by the user of the service from beginning to end (end to end) or quality of experience (QoE).

All this requires enforcement tools with representative platforms or KPI indicators of quality defined by the regulator. These measurements must account for the regional and local quality levels, provided by each fixed and mobile operator, through national and international connections.
Finally, a very important aspect is user education so that he/she understands the determining factors in choosing the operator who provides the service either through educational campaigns and relevant information services with tools such as benchmarks. This falls under the broader notion of user centered services and it will be mentioned in the next responses.
4.
What are the elements of an enabling environment to build confidence and security in the use of the Internet?
Having an environment of security and confidence in the use of Internet is key for this platform to be positioned as a cross enabler in Society and the Economy. Services and Internet applications are possible thanks to the joint operation of a chain of players and this go often unnoticed by the user of such services and applications. The main elements to build confidence and trust in internet use are:

Placing users in the center. Awareness programs on the Internet and its use, focused differently according to age ranges. It is also necessary to maintain surveys and metrics that unearth preferences and apprehensions of users for Internet access and usage. This is a task necessarily of private public nature.

Privacy and personal data. Good service practices around Privacy and Personal Data and also appropriate institutions for the treatment of privacy and personal data through the digital ecosystem, are necessary. Transparency practices in the industry benefit the ecosystem. In a broader sense, a preoccupation with Human Rights on the Net should take center stage.
Security of transactions. Maintaining good practices on the security of transactions and remediation of fraudulent transactions is necessary. Appropriate legal frameworks and prompt action by the police in the investigation of cybercrime. Appropriate links with international partners to address cases with extra-territorial reach.

Child protection online. Preventive programs associated with the educational system and in private public partnership. Strengthen the work carried out by the police in protecting Internet crimes.

Local dialogue on security and confidence. It is necessary to maintain a local dialogue, of a broad  character to share positions and views of non-governmental groups and all kinds of actors in these matters.
5.
What is the role of Governments in building an enabling environment?
Governments have the inescapable and delegated role to promote an environment that creates the conditions for equitable access to internet, at affordable prices, with a fair return for the investor, in an atmosphere of security and confidence for users. Chile considers as one of the central elements of development of internet the generation of a multi-stakeholder governance framework that promotes the participation of multiple stakeholders: governments, private sector, academia and civil society.

Countries should safeguard adequate legal frameworks that support the principles of network neutrality to ensure that all services can reach citizens and to guarantee the protection of fundamental rights (personal data among them). And we must move to introduce changes to the separation between infrastructure and services, in order to foster competition and specialization of the suppliers of the different layers of service, to quickly foster innovations in services and digital platforms, which are to meet the needs of digital services in verticals such as health, education, astronomy, industry and smart cities.

Finally, we are convinced that digital innovation should not be directed solely towards the formation of wealth, but must be oriented to digital inclusion and the promotion of participatory democracy. We must engage with the “Internet of People” and social benefits that this entails for improving the quality of life, fostering innovation, growth and social prosperity.
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