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Overview 

• To ensure a privacy, trust and cybersecurity system for 

providing a digital age services are challenging. It requires 

a facilitate in various factors such as developed 

infrastructure, network security response system, HRD 

and legal framework. 

• In case, all factors are stable, we could produce many 

productions for fulfill the dramatically increasing demands 

of usage. For instance, the e‐commerce, financial 

transactions, digital identity and so on which will move 

closely to a smart city ideal. 

• Laos PDR is under developing the all essential factors to 
solve the crosscutting  challenged issues. 



Cybersecurity in Laos 
• New technologies and drivers that is important to look 

after is a new convergence applications such as OTT, IOT, 

Cloud Computing, and so on.  

• Privacy and IPR issue is under a new law and degreed 

which are already enforced. It is on the way to implement 

the content of Laws to be effective in practical way. 

• National Strategies is highlight the Cybersecurity issue as 

a top priority for supporting development/growing of 

social-economic and provide the confidence/ensure 

facilitate to investors. 

• Legal and regulatory framework is completed 

cybersecurity law, data protection law and various 

regulations and some drafts are under proceeding. 



Cybersecurity in Laos 
• Child Online Protection is under studying. We sat up a 

division which is in charge of Child within our Ministry. It is 

included into the MPT action  plan and there are some 

activities to support the child online protection such as 

following up the international information and  provide 

some advice/advertise/promotion/distribution about the 

advantage and disadvantage of using online information 

for child via internal workshop and training. 


