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The GSMA: 
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Represents the interests of nearly 800 mobile operators 

worldwide, as well as some 250 companies in the broader 

mobile ecosystem. 

Example areas of focus: 

 

 

 

 

 

 

Public Policy    Technology         Development Fund    Events 

 



Mobile Youth 
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 Mobile technology is an increasingly important tool for 

young people to communicate, access information, 

learn, play and be creative. 

 

GSMA mYouth programme 

 Promoting safe and responsible use of mobile 

technology 

 Promoting opportunities: learning, engagement, digital 

citizenship 

 Research on children’s use of mobile 

 

 



The Mobile Ecosystem 
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“Technology is 

changing our 

societies so fast that 

it is difficult for 

legislators to keep 

up” 

 



Industry players are invited to: 

 Integrate child rights considerations 

into corporate policies and 

management processes 

 Develop standard processes to handle 

CSA material 

 Create a safer and age-appropriate 

online environment 

 Educate children, parents and teachers 

about children’s safety and their 

responsible use of ICTs 

 Promote digital technology as a mode 

for increasing civic engagement 

ITU | UNICEF Guidelines 
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Safer, age-appropriate environment 

 

 

 

 

 

 

 

 

 

 

 Terms and Conditions 

 Reporting mechanisms 

 Technical tools / parental controls 

Taking a proactive approach 
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Education and awareness 

 

 

 

 

 

 

 

 

 

 

 Educate children, parents and 

teachers about children’s safety 

and their responsible use of ICTs 



 Investigating children’s 

use of mobile phones 

provides a picture of 

societal effects of mobile 

use by children 

 

 Research helps inform 

approaches to promoting 

safe and responsible 

usage of mobile 

 

Understanding children’s use of mobile 
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Combatting Child Sexual Abuse Content  
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Mobile Alliance Against Child Sexual Abuse Content 

 

 Mission: to obstruct the use of the mobile 

environment by individuals or organisations wishing 

to consume or profit from child sexual abuse content 

 

 Minimum commitments: Hotlines, Notice and Take 

Down processes, blocking CSAC websites 

 



Industry players are invited to: 

Integrate child rights considerations 

into corporate policies and 

management processes 

Develop standard processes to 

handle CSA material 

Create a safer and age-appropriate 

online environment 

Educate children, parents and 

teachers about children’s safety and 

their responsible use of ICTs 

Promote digital technology as a 

mode for increasing civic 

engagement 

A multi-stakeholder issue 
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 Legislation 

 National hotline reporting 

mechanism for handling 

reports of CSAC 

 Law enforcement trained 

and equipped  

 Processes defined and 

agreed between industry, 

law enforcement and 

hotline 

 International partnerships 

in place (INTERPOL, 

INHOPE) 



GSMA Mobile Alliance 

partners include: 

 

 INHOPE 

 IWF 

 ICMEC 

 UN: ITU & UNICEF 

 Financial Coalitions 

 Child Helpline International 

Working with all stakeholders 
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Children & Mobile Technology 

2 day in-person course, multi-week 
online course 

 The Rights of the Child 

 Children’s use of technology 

 Promoting opportunities 

 Child Online Protection 

 Issues, roles, responsibilities 

 Regulation vs. self-regulation 

 Combatting online child sexual 

exploitation 

 Moving forward on Child Online 

Protection 

 

 

 

Capacity Building for regulators 
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GSMA mYouth programme: 

 www.gsma.com/publicpolicy/myouth/  

 

GSMA Mobile Alliance Against Child 

Sexual Abuse Content: 

 www.gsma.com/mobilealliance  

 

Thank you 
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http://www.gsma.com/publicpolicy/myouth/
http://www.gsma.com/mobilealliance
http://www.gsma.com/mobilealliance

