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Cybersecurity Operation Activity Model

 Cybersecurity collaboration beyond organizational borders is
necessary to cope with increasing cyber threats

« The absence of common vocabulary is one of its hindrances

 We propose a cybersecurity operation activity model, which aids in
defining a common vocabulary and visualizing cybersecurity, and
demonstrate its applicability and usability
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