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1. Introduction 
This contribution proposes an enhancement of text of section 14 “Other Aspects” in FG IPTV-DOC-0091(IPTV Network Control Aspects). In the contribution, the requirements to support multicast VPN in IPTV network will be discussed as described blow.

---------------------------------
14. IPTV Multicast VPN 
As the worldwide demand for VPN (Virtual Private Network) services is growing, IPTV multicast VPN services is likewise accelerating its applications. IPTV multicast VPN will also provide highly secure and reliable service features. IPTV multicast VPN will be applied to provide the following applications on.

· classified IPTV service features according to geographical groups and customers’ demands

· differentiated IPTV service features in security and QoS for communities or groups

· classified IPTV group service features

· personalized IPTV service capabilities on IPTV service provider’s network
And the additional capabilities for IPTV multicast VPN will be provided to separated group/community such as service features of QoS level change, security level upgrade, additional service function, SLA re-negotiation and etc. Considering applicability of the versatile application features for IPTV network control, IPTV multicast VPN will take an important role in provision of diverse applications at end site dynamically. 
14.1 Requirement on Multicast VPN in IPTV network control aspect
 The IPTV multicast VPN operates with the security, management and Quality of Service (QoS) policies of a private network. Figure 1 depicts an example of basic IPTV multicast VPN services. In Figure 1, the main office offers diverse IPTV application services which are sent from IPTV contents server, to home office, remote office and business partner with IPTV connected on VPN. 
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Figure 1. Example of Basic Configuration in IPTV Multicast VPN
In order to provide IPTV multicast VPN, The IPTV access node will provide secured and encrypted multiple connections between main office and remote office. So, the IPTV multicast VPN will have multiple benefits as follows:

· Extend geographic connectivity
· Improve security
· Reduce operational costs
· Reduce transit time and transportation costs for remote users
14.1.1 IPTV Multicast VPN Group Management 

The IPTV multicast VPN group management is to achieve privacy and integrity in IPTV network. According to features of IPTV service, geographical position of IPTV users or both, IPTV multicast VPN groups can be formed diversely into same IPTV VPN or different IPTV VPN sites. Each IPTV multicast VPN group is assigned according to different security grade and QoS. 
In order to support additionally secure group management, IPTV multicast VPN group will be applied to provide the following:

· Limiting of IPTV Multicast VPN Group Member: 

The member limitation of IPTV multicast VPN group needs to optimize the resource usage of IPTV network.
· User Privacy:
The identity of the IPTV multicast VPN group members is kept secret from other IPTV VPN group. If needed, it is kept secret from other members of the same IPTV group.
· Data integrity:
The data received by the IPTV multicast VPN group members is coming from an authorized sender and has not been modified during transit.
14.1.2 Security over IPTV Multicast VPN

The IPTV multicast VPN can provide security services (for examples, edge-to-edge encryption and authentication) to IPTV end users. Additionally the IPTV end users are able to deploy their own internal security mechanisms, in order to secure specific applications or traffic.

The IPTV multicast VPN provides not only with different level of security per IPTV end users but also with same level of security per IPTV multicast VPN group and/or per IPTV channel. 

14.1.3 QoS Management for IPTV Multicast VPN

The QoS management for IPTV multicast VPN is important in IPTV network control aspect. In order to support IPTV multicast VPN, the IPTV network is recommended to select appropriate QoS and service type for IPTV end users. According as the selection met specific application requirements of IPTV end users, the IPTV multicast VPN offers it consistent QoS independent of the access network technology used at different sites connected to the same IPTV VPN.

IPTV multicast VPN provides few features to support high IPTV QoS such as bandwidth reservation and admission control for IPTV customers.
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