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Abstract

This contribution proposes changes to sub-clause 5.1 of FG IPTV-DOC-0060, working document on IPTV services requirements.
Background

At the most recent FG IPTV meeting, i.e. 22-26 January 2007, significant progress was made and a better document was produced.

Discussion

This contribution proposes some changes which is hoped to enhance accuracy of texts in this sub-clause.  
Reference

FG IPTV-DOC-0060 (22-26 January 2006), working document: IPTV services requirements
Proposal

It is proposed to make the following changes to section 5.1:

	«IPTV_ARC_996: The IPTV Architecture shall support the ability to prevent the sending of bulk unsolicited contents to the end-users.

Note: Who is the responsible of preventing the sending of bulk emails and will use this ability as in requirement ARC_996? »
To address the editor’s question, it is proposed to modify the wording of this requirement to read:
«IPTV_ARC_996: The IPTV Architecture shall support the ability for the service provider to prevent the sending of bulk unsolicited contents to the end-users. » 

The purpose of this requirement is primarily to enable the service provider to control the sending of ‘spam’ to end-users. However, ‘messages’ has been replaced by ‘contents’ in an earlier discussion in order to include all possible forms of content that may be cause for concern.

	«IPTV_ARC_095: The IPTV Architecture shall support the ability to trace the source of incoming information (e.g. messages that are a cause for concern).

Note Define the cause for concern in the requirement ARC_095, is it spam, bug, temperature or something else »
To address the editor’s question, it is proposed to modify the wording of this requirement to read:
«IPTV_ARC_095: The IPTV Architecture shall support the ability for the service provider to trace the source of content (e.g. a message that has been a cause for complaint by an end-user). »
Again, it is important not to limit the application of this requirement too tightly, but it is currently aimed at email messages.
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