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1. Introduction

In the 2nd meeting and the electronic meeting, WG1 developed the requirements and architectures for IPTV services.  But the developed architectures do not specify all the necessary functions to satisfy the IPTV service requirements yet.  We propose to introduce 5 additional functional entities into the service stratum.

2. Function Entities Defined in NGN FRA

2.1. Media Resource Broker FE (MRB-FE)

Related Requirements 

· IPTV_QoS_028: The IPTV Architecture shall provide the capability for management of capacity on the services and network elements.[IIF.ARCH.SERVICE.07]

· IPTV_ARC_065: The IPTV Architecture shall provide a mechanism that allows service signalling messages to be routed based on the capabilities of the end-user and/or the application servers available to provide services.[IIF.ARCH.NETWORK.07]

· IPTV_ARC_071: Implementation of the mechanisms described in IIF.ARCH.NETWORK.07-13 shall be by means of the functions specified in NGN or extensions thereof.[IIF.ARCH.NETWORK.14]

Functions

NGN FRA identified the functions of this FE as following.

“The Media Resource Broker Functional Entity (MRB-FE) does the following:

a) It assigns specific media server resources (i.e., MRC-FE and MRP-FE) to incoming calls at the request of service applications (i.e., an AS-FE); this happens in real time as calls come into the network.

b) It acquires knowledge of media server resource utilization that it can use to help decide which media server resources to assign to resource requests from applications.

c) It employs methods/algorithms to determine media server resource assignment.
d) It acquires knowledge of media server resources status related to in-service and out-of-service status and reservations via an operational type of reference point.
NOTE: Although it is located in the service control functions, the MRB-FE could be viewed as a part of application support functions and service support functions.”
3. Newly Proposed Functional Entities 

3.1. Content Profile FE (CP-FE)

Related Requirements 

· IPTV_MID_066: The IPTV Architecture should be able to provide the service provider with the capability of creating or amending the metadata associated with a particular content. [IIF.ARCH.CONTENT.03]

· IPTV_MID_068: The IPTV Architecture specification shall define an extensible schema for asset metadata and format. [IIF.ARCH.OPERATOR.09]

· IPTV_MID_070: The IPTV Architecture shall define a linkage mechanism for all services (e.g., channels) to locate their respective stream details (e.g., source, addressability)

· IPTV_MID_096: The IPTV Architecture shall have the capability to provide information about the content available to the end user. [IIF.ARCH.CONTEXT.24]

· IPTV_MID_117: The IPTV Architecture shall provide the mechanism to make available the description of the programming events on each channel. [IIF.ARCH.SERVICE.55]

· IPTV_MID_118: The IPTV Architecture shall provide the mechanism to make available a detailed description of specific programming events. [IIF.ARCH.SERVICE.56]

· IPTV_ARC_052: The IPTV Architecture may provide mechanisms to capture and utilize user profiles and preferences to target/restrict content items. [IIF.ARCH.SERVICE.14]

· IPTV_ARC_030: The IPTV Architecture shall support the decomposition of the network into geographical sub-domains. [IIF.ARCH.CONTEXT.02]

· IPTV_ARC_065: The IPTV Architecture shall provide a mechanism that allows service signalling messages to be routed based on the capabilities of the end-user and/or the application servers available to provide services. [IIF.ARCH.NETWORK.07]

· IPTV_MID_065: The IPTV Architecture shall provide a means to avoid sending to an ITF content that is unable to be consumed. [IIF.ARCH.CONTENT.01]

Functions

The CP-FE is responsible for storing content profiles (e.g., asset metadata).

a) The CP-FE performs basic data management and maintenance functions for the content profiles. A content profile consists of various kinds of asset metadata including content description and content deployment policy/status. 

b) The CP-FE is responsible for responses to queries for content profiles.  The responses from the CP-FE may be filter based on the user location/capability and the network policy.

3.2. Terminal Profile FE (TP-FE)

Related Requirements 

· IPTV_ARC_065: The IPTV Architecture shall provide a mechanism that allows service signalling messages to be routed based on the capabilities of the end-user and/or the application servers available to provide services. [IIF.ARCH.NETWORK.07]

· IPTV_MID_065: The IPTV Architecture shall provide a means to avoid sending to an ITF content that is unable to be consumed. [IIF.ARCH.CONTENT.01]

· IPTV_ARC_095: The service provider shall be able to get the end-user device characteristics (e.g.: codecs, access limitations, etc…).

· IPTV_NET_099: The IPTV Architecture shall specify a means for learning detailed information (e.g., ITF’s capabilities and manufacturer) from the ITFs. [IIF.ARCH.HOME.26]

Functions

The TP-FE is responsible for storing terminal profiles.

a) The TP-FE performs basic data management and maintenance functions for the terminal profiles.  A terminal profile consists of various kinds of terminal characteristics including the terminal capabilities and preferences.  The terminal profile will be updated in sync with changes of the terminal capabilities and preferences on the terminal side.

b) The TP-FE is responsible for responses to queries for terminal profiles.

Note: the TP-FE is required only when the operator maintains the terminal profiles.  If not, the terminal may signal its profile on time requesting service.

3.3. Content License Management FE (CLM-FE)

Related Requirements

· IPTV_SEC_002 : IPTV Architecture specification shall provide a mechanism for securing content. [IIF.ARCH.OPERATOR.11] 

· IPTV_SEC_003 : The IPTV Architecture shall be compliant with the service and content protection requirements found in ATIS-0800001, IPTV DRM Interoperability Requirements. [IIF.ARCH.OPERATOR.31]

· IIF.DRM.Genera.0600-0400 : The IPTV security solution shall have the ability to use standard key management system (e.g., MIKE, EMM/ECM), to the extent that this is required for interoperability.

· IIF.DRM.General.0700 : The IPTV security solution shall support a server side DRM interface between the middleware of the network operator’s Subscriber/Service/Asset Management System (middleware) and the DRM System.

· IIF.DRM.Tracing.0300 : The content tracing technology shall ensure the content tracing information should not be removed by normal network functions (e.g., through compression or error-correction technologies), or that any malicious attempt to remove the content tracing information from the content streaming shall result in visible harm to the content.

· IIF.DRM.Operator.0900 : The IPTV security solution shall enable the operator to turn on and off content tracing function with flexibility (e.g., based on time, and Event, Asset, or Channel)

· IIF.DRM.Operator.1000 : The IPTV security solution shall enable the operator to apply robust content tracing to content in real-time (e.g., broadcast content)

· IIF.DRM.Operator.1100 : The IPTV security solution shall enable the operator to apply robust content tracing to content in an offline manner (e.g., VOD Content)

· IPTV_SEC_004 : The IPTV Architecture may include the ability for applications to interact with and be managed by the content management and protection capabilities. [IIF.ARCH.OPERATOR.32]

· IPTV_SEC_007: Broadcasters, content producers and 3rd party metadata providers will all want to be able to provide information about content in a way that can be identified by the end-user as to its source and protected from alteration by others in the value chain.

· IPTV_SEC_013: The IPTV Architecture shall provide mechanisms to enable the application of appropriate DRM on content. [IIF.ARCH.OPERATOR.08]

· IPTV_ARC_084: The IPTV Architecture shall provide a mechanism that allows for service operators to allow IPTV service delivery from a 3rd party provider.  This function should include capabilities for exchanging settlement information between the service operator and the 3rd party provider. [IIF.ARCH.NETWORK.09]

Functions

The CLM-FE is responsible issuing license to protect content.

a) The CLM-FE provides the license key to the content encryption system and the user terminal.

b) The CLM-FE controls content encoding process.

c) The CLM-FE provides the content tracing capability, if the network applies the content tracing technologies.

3.4. Content Broker FE (CB-FE)

Related Requirements 

· IPTV_ARC_084: The IPTV Architecture shall provide a mechanism that allows for service operators to allow IPTV service delivery from a 3rd party provider.  This function should include capabilities for exchanging settlement information between the service operator and the 3rd party provider. [IIF.ARCH.NETWORK.09]

· IPTV_ARC_117: The IPTV Architecture shall support 3rd party content providers. [IIF.ARCH.SERVICE.13]

· IPTV_SEC_007: Broadcasters, content producers and 3rd party metadata providers will all want to be able to provide information about in a way that can be identified by the end-user as to its source and protected from alteration by others in the value chain.

· IPTV_SEC_013: The IPTV Architecture shall provide mechanisms to enable the application of appropriate DRM on content. [IIF.ARCH.OPERATOR.08]

Functions

The CB-FE is responsible for brokering content between domains.

a) The CB-FE provides secure interface for brokering content between domains.

b) The CB-FE gathers 3rd party service information and content profile according to the settlement between domains.

c) The CB-FE may execute as proxy for delivering content license for 3rd party content.

 Note: some functions of the CB-FE may overlap with the functions of Service Exchange Points, which is introduced in C-135 and discussed in the 2nd meeting.
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5. Proposal

We propose to adopt MRB-FE in NGN FRA and to introduce CP-FE, TP-FE, CLM-FE, CB-FE into the IPTV architectures.
_____________
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