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1.
Introduction

Application layer reliability is one of the QoS requirements for IPTV service. Since the video and audio data is delivered by IP networks, packet or bit errors may degrade the IPTV service quality. Moreover, losses in the metadata such as EPG (Electronic Program Guide), ECG (Electronic Content Guide), and interactive user data may cause more severe problem in IPTV service. Therefore, reliability support for them is essential to IPTV service.
There are many solutions for reliability support. ARQ (Automatic Repeat reQuest), FEC (Forward Error Correction), and hybrid of them are known to be most efficient out of them. However, there is no such scheme that fits all types of service. A proper error control scheme should be selected according to the type of service or data.
In order to support IPTV reliability, the followings need to be considered: 1) type of IPTV content from senders or receivers, e.g., real time streaming video and control message; 2) type of data delivery mechanisms, e.g., broadcast, multicast, unicast, overlay multicast, and P2P; and 3) protocol or processing overhead at senders and receivers, e.g., FEC decoding complexity and buffer management for ARQ.
This document introduces pros and cons of ARQ and FEC mechanisms for reliability support, and analyzes which one fits well to IPTV service according to the characteristics of IPTV data.
2.
ARQ vs. FEC
Both of ARQ and FEC schemes are introduced to recover packet losses during the delivery over networks. However, their approaches are very different from each other. While ARQ approach recovers packet losses in reactive manner with request from receivers, FEC approach does in proactive manner with redundant information. Thus, their pros and cons are mutually exclusive.
An FEC-based error control protocol uses redundant information to deal with possible bit or packet losses proactively. With this redundancy, the receivers can recover packet losses without any help of the other receivers or sender. Therefore, there is no need of back channel to request or receive retransmission at receivers so that it can be used at uni-directional communications such as satellite ones. It also needs little recovery latency because there needs no signalling between sender and receivers.
Since the redundant information should be always piggy-backed to original packets, however, it consumes more bandwidth than that of ARQ. While the bandwidth of future networks such as NGN (Next Generation Networks) comes to be large enough, this may be severe problem in wireless networks which are relatively short in bandwidth available. Even when the service is provided in the network with enough bandwidth, it may degrade session throughput due to redundant traffic. The complexity in encoding and decoding FEC data is also costly at both of senders and receivers. Moreover, it solely cannot guarantee complete reliable delivery of data. If more packets than redundant information can cover are lost, receiver cannot repair the lost packets so that it should request senders or other receivers to retransmit the lost packets.
Thus, FEC works well with the services that need timely delivery of data in the network of independent random losses.

ARQ-based error control protocols use feedback messages to recover packet losses. On detecting packet losses according to the gap of packet sequence number, a receiver requests a sender or designated repair servers to retransmit the lost packets. Since a retransmission is done on demand at a loss, the additionally required bandwidth for error recovery can be minimized. It does not suffer from encoding or decoding overhead because the entire part of a lost packet is retransmitted to the receiver.
In ARQ-based approach, however, a sender may receive many of feedback messages from the receivers who experience packet losses (feedback implosion problem). Since the error recovery is handled at receiver with requesting and receiving a retransmitted packet from a sender, it takes more than two RTTs (Round Trip Times) between a sender and a receiver to get recovered. It also needs additional buffer management at a sender to retransmit the lost packets even when the data is produced live, for example streaming live TV news.
While these error control schemes can be also used in multicast delivery, scalability issue due to large number of receivers should be considered additionally especially in ARQ-based protocols. The feedback implosion problem is one of the weak points of ARQ-based error control protocols over multicast. In order to resolve this problem, the distributed ARQ approach is introduced. In this approach, a local group which consists of the receivers in vicinity is formed and a repair head is elected to cover local error recovery of the group. The tree-based error recovery scheme is a well known to be most scalable in distributed approach. It constructs a control tree along which the request and retransmission control data traverse. The error recovery is locally handled by a root node of a sub control tree and acknowledgements to a sender can be aggregated along the tree. While the local recovery can reduce recovery latency and feedback implosion, the repair heads as well as a sender should maintain the buffer for local recovery of their children.
The ARQ-based error control scheme is straightforward to be easily implemented without any coding or decoding complexity compared to FEC-based one. It can be well applied to the service of soft-timely delivery.
3.
Networked Deliverable Data for IPTV
There are lots of service components in IPTV as listed in the requirement document. They provide various types of data for IPTV service, such as video, audio, and metadata via IP networks. This networked deliverable data can be classified as the following: 1) IPTV content such as IP broadcast service stream, VOD service content, and Download content; and 2) other data elements such as metadata (e.g., EPG and ECG), interactive user data (e.g., user messages in a chat), control data, and so on.
The IPTV content basically consists of real-time data such as video and audio. Thus, it requires high bandwidth and timely delivery. While the content should be delivered according to the inherent characteristics of video and audio, it should be supported by different error control scheme according to its service type.

In IPTV broadcast service, the data is multicast in real-time streaming. Thus, it should be delivered in time to multiple receivers so that high recovery latency may make the retransmitted data unusable. In VOD service, the data is unicast in soft real-time streaming from a sender to a receiver. It also requires timely delivery but it’s different from IPTV broadcast service in terms of the number of receivers. In download service, the content is downloaded from a sender to a receiver prior to playback. It does not require timely delivery but can be handled in the same manner as bulk data delivery.
The other data elements for IPTV service consist of metadata and user data. This type of data uses relatively small amount of network bandwidth compared to video and audio data. Some of them may be delivered in soft-timely manner and generated to be sent by receivers.

The examples of metadata are EPG and ECG. EPG is a kind of service discovery mechanisms to inform the receivers of IPTV channel information and so on. It can be multicast to multiple receivers but does not require timely delivery. It just provides anchor points to reach specific IPTV service. In contrast, ECG should be synchronized with the content so that it needs timely delivery if the corresponding content is real-time streaming.
The interactive user data is somewhat different from the other content or metadata in terms of its source. While the content and metadata is provided by content or service providers, the interactive user data is created by receivers. For example, a user’s response to a TV quiz show is sent to a specific server which collects users’ responses, and the users’ chat messages on the subject of the content can be exchanged to each other.

4.
Classifications on IPTV Reliability Support
As discussed earlier, IPTV service has various types of data components. According to the number of receivers, the data is delivered via multicast or unicast, and it requires timely delivery if it is real-time streaming. 

In Section 3, the pros and cons of some error control schemes are introduced. For example, FEC fits well to real-time streaming with small amount of bandwidth and independent random packet losses, while ARQ fits well to soft-time bulk data delivery with limited processing power on receivers and user-initiated content. According to the characteristics of error control schemes, the IPTV services can be classified to work well with one of ARQ and FEC.
IP broadcast service stream and metadata such as ECG can be well handled by FEC. Since they need hard-time streaming to multiple receivers with no feedback channel in some cases (e.g., satellite communications), the FEC redundant information which can handle the possible packet losses proactively may minimize the recovery latency. While FEC may cause performance degradation and it cannot survive solely, it works best at timely delivery of data.
The other data components such as download content, VOD service content, metadata (e.g., EPG), and interactive user data can be well handled by ARQ. Since they need no hard-time streaming, they tolerate relatively high error recovery. Moreover, ARQ does not require high complexity on encoding and decoding so that the user-initiated data can well handled too.

5.
What Service Requires ARQ-based Reliability Support
FEC is well known to be easily deployable, timely deliverable, and work well with no feedback channel or buffer management for recovery. As mentioned earlier, it cannot be applied to some services such as interactive user data.
In FEC-based approach, the redundant data is piggybacked and encoded data is generated which can cover the FEC protection period. This may burden the sender or receivers with encoding or decoding overhead. Moreover, the generated data should be delayed to be sent until the number of data blocks (or timeout) reach to FEC protection period. 
In the interactive user service, the user-initiated data should be delivered to the other receivers so that all the receivers suffer from encoding and decoding complexity of FEC mechanism. Since this data is generated on demand of user’s, the FEC protection period may not be easily determined. Therefore, many-to-many applications such as interactive user service do not fit well with FEC.

Although ARQ-based error control scheme has scalability problems such as feedback implosion problems, it can well handle a kind of interactive user service. Its recovery mechanism is very simple so that it can be also easily implemented at receiver side. It is also helpful if the end host is lightweight. The feedback implosion problem can be also resolved with distributed control of error recovery as mentioned earlier. Then a repair head of a sub group can retransmit the lost packets on demand with maintaining packet buffer for retransmission.
6.
Conclusion
Application layer reliability support of IPTV service is essential to guarantee the quality of the service. ARQ- and FEC-based approaches are well known to be efficient to reliably deliver the data. Since the two schemes are very different from each other in terms of recovery of lost data, the various types of IPTV data need different error control scheme according to their inherent characteristics. While the real-time streaming data is well handled by FEC-based error control schemes, soft real-time streaming and interactive user services are well handled by ARQ-based ones. Especially in many-to-many sessions such as chat service on the subject of IPTV content, ARQ-based error control scheme is required to avoid complex encoding/decoding problem of FEC. Therefore ARQ-based error control scheme should be dealt more seriously for soft real-time streaming and interactive user services.
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