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_____

Reference your Document WSIS/PC-2/DT/6(Rev.1) dated 28th February 2003 on the “Proposal for the next steps of the work of the PrepCom of the WSIS, including the intersessional period” wherein member countries have been given the option to send further comments to the two basic documents by the end of May 2003.  In view of the complexities of the issues involved in the subject matter, we would request for another 15-days time in order to consolidate the views of the concerned Ministries and Departments of Government of India whom we have consulted on this matter.  Some immediate comments from the Indian side are detailed below which may be taken on record:

A. Comments on Draft Declaration of principles

I.
Considering the fragility of ICT Networks to various kinds of cyber crimes on a global level, it is felt that a befitting legal framework needs to be put in place to combat these kinds of crimes effectively.  Instances have come to our notice during the recent past that heinous cyber crimes have been committed causing social and business losses at a global level to a substantially higher level and the culprits have been identified yet no commensurate punishment could be awarded due to the inadequate statutory provisions at national and the international level.

Although in the para 35, this concern has been addressed by suggesting “a global culture of cyber-security needs to be developed”, we feel this is not adequate and requires to be strengthened by stating “a global culture of cyber-security needs to be developed while enacting suitable statutes at national and international level, wherever necessary, on priority”

II.
Considering the benefits of E-Commerce to the consumers by widening the choice of potential suppliers beyond the constraints of location and reducing the transaction cost and delay, it is felt that more emphasis should be given in para 46 under the broad heading of ICT Applications and may be rephrased as under:

“The usage and deployment of ICTs create benefits in all aspects of our daily life including government, health care, education and business.  Governments should enact suitable laws to facilitate E-Commerce within the respective country and across the borders”.
III. In paras 35 and 36 on Secure and Reliable Infrastructure and Role of Stakeholders under the broad heading of Building Confidence and Security in the use of ICTs, we feel that the issue relating to protecting the privacy and confidentiality of the user in the ICT network has not been addressed in an explicit way. Accordingly, we suggest the alternative draft for para 36.

“Governments must promote awareness in their societies of cyber security risks and seek to strengthen co-operation with the private sector and civil society to prevent the use of information resources or technologies for criminal or terrorist purposes, so as to build confidence and trust by protecting their privacy and confidentiality in the use of ICTs. The community and the family also have a special role to play in this regard.”

IV.
In para 38, under the broad heading Enabling Environment, we feel that comments by the observers on transparent and independent regulator and pro-competitive policies should be factored in and accordingly, we propose an alternative draft “The existence of a supportive,  transparent, pro-competitive and predictable policy, legal and regulatory framework is an important prerequisite for enhancing trust in the development of the Information Society. The independence of a regulator is also an important requirement”

V.
In paragraph 51, covered under the head Cultural identity and linguistic diversity, local content and media development the views echoed by observers regarding excessive concentration of media merit consideration and accordingly, we propose an alternate draft.


“Media: ICTs strengthen the role of traditional media such as broadcasting  and print, which will continue to have an important role in disseminating content in the Information Society. Governments should safeguard against the concentration of control over media by only a few entities in this process.”
B. Comments on the Draft Action Plan
As submitted in our earlier intervention, the document of the Draft Action Plan should be an action oriented crisp document and, as such, it should clearly delineate, responsibilities at national, regional and global levels for creating the enabling environment and to achieve certain milestones within a set time frame. However, in the present draft document, we find that some of the core concerns such as Information and Communication Infrastructure, access and affordability, the role of governments, business sector and civil society in the promotion of ICT, human capacity building, security of the network , need to preserve cultural and linguistic identity and fostering the enabling environment, which are elaborated in the ‘Declaration of Principles’, have been reiterated. We are of the opinion that once we are aware of the agreed documents on common vision and key principles, the action plan should go beyond what is contained in these documents and should lay down the course of future action and should be more specific and action oriented.

