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A QoS Framework for IP based access networks

Summary

<Mandatory material>

Keywords

<Optional>

Introduction

The purpose of this draft is to provide a general framework for QoS support for IP-based access networks, which share many commonalities, integrates it into the NGN. 

General features will be that access networks are based on broadband access techniques (i.e., radio, cable, copper, etc.) and IP technologies are dominant. From the services point of view many voice and data services are envisioned.  QoS support and delivery and compliance mechanisms are the distinguishing new aspects of NGN services. 
1. Scope
The Scope of the new draft is to provide a general QoS framework for IP-based access networks. A reference architecture for IP access networks for QoS support will be provided as well as detailed QoS requirements and validation procedures. The reference model will be part of the overall NGN framework with the service and transport layers, functional entities in each layer, and interfaces between the functional entities.  In particular the functional entities are to facilitate interworking with the QoS functionality in the core network as well as that specific to each type of access networks.

2. References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Draft. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Draft are therefore encouraged to investigate the possibility of applying the most recent edition of the Drafts and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this Draft does not give it, as a stand-alone document, the status of a Recommendation

ITU-T Y.1291

FGNGN TR-e2eqos.1

ITU-T H.610 

FGNGN TR-123.qos

DSLF TR-059

DSLF WT-101

DSLF PD022

DSLF PD021

TBD

3. Definitions

<Check in ITU-T Terms and definitions database under http://www.itu.int/sancho/index.htm if the term is not already defined in another recommendation. It could be more consistent to refer to such a definition rather than define it>

TBD

routing gateway(from DSL forum)

4. Abbreviations

<Include all abbreviations used in this Draft>

TBD

5. Conventions

<Describe any particular notation, style, presentation, etc. used within the Draft if any>

TBD
6. QoS Requirements

General service requirements for Access Networks

· All attributes have to have unambiguous meaning.
· Allow independent evolution of Access networks(i.e., eliminate or minimise the impact of evolution of Access networks)

· The QoS of Access networks negotiation mechanisms should  accord with end-to-end QoS negotiation mechanisms.

· the QoS of Access networks mechanisms shall provide a mapping between application requirements and Access services;
· the QoS of Access networks  control mechanisms shall be able to efficiently interwork with current QoS schemes. Further, the QoS concept should be capable of providing different levels of QoS by using Access networks specific control mechanisms;
· the overhead and additional complexity caused by the QoS of Access networks scheme should be kept reasonably low, as well as the amount of state information transmitted and stored in the network;
· QoS of Access networks shall support efficient Access networks resource utilisation;
· the attributes of Access networks QoS are needed to support asymmetric bearers;
· applications should be able to indicate values of Access networks QoS for their data transmissions
· The behaviour of Access networks QoS should be dynamic , i.e., it shall be possible to modify QoS attributes during an active session;
· number of attributes should be kept reasonably low (increasing number of attributes, increase system complexity);
7. IP access technologies

Ed. Note. The current status of various documents in different standards bodies will be investigated.

7.1 QoS mechanisms over Copper/ xDSL 

Ed. Note. Extensive partnership with DSLForum is needed

7.2 QoS mechanisms over Cable 

Ed. Note. Extensive partnership with other standards groups and SG 9 is needed

7.3 QoS mechanisms over UTRAN 

Ed. Note Extensive partnership with 3GPP Radio Access Network working group is needed

7.4 QoS mechanisms over Ethernet (including PON)

Ed. Note Extensive partnership with Y.123.qos is needed since the structures are very similar in all cases.

7.5 Other access technologies

8. Reference architecture

8.1 General QoS architecture for IP based access network

Fig.1 depicts a QoS architecture for IP based access network.









RG – Routing Gateway

AN – Access Node

EG – Edge Gateway

Fig.1 General QoS architecture for IP based Access network

This architecture covers service management and control function, network management function and resource control function, and forwarding functions.

The technology used in first mile access is mainly focus on L1 media technology. And the aggregation between AN and EG is L2 aggregation such as ATM and Ethernet.

The first mile access could be DSL, Cable, UTRAN, Ethernet, and etc.

The device in aggregation is L2 switch such as ATM switch and Ethernet switch.
Service management is responsible for management of access provision and registration, AAA, service-specific OAM, etc.

Service control function is responsible for the control of data, voice and video service, the control of VPN and other existing and future value added service.

Resource control function is to process the resource request, make the decision for resource admission, reserve the resource and apply the QoS control mechanism, such as prioritized forwarding, congestion avoidance, etc, on the access network.

Network management function includes network OAM, performance metering, SLA and policy management, and traffic restoration.
RG, AN, EG and intermediate devices in the aggregation cloud mainly responsible for the execution of the QoS mechanism in data plane, which includes traffic classification, traffic policing, queuing & scheduling, buffer management, congestion avoidance, packet marking and traffic shaping. 

There are some mechanisms among these logical function blocks described above, such QoS signaling and policy propagation.

8.2 Categorisation of various QoS solutions

According to the distribution of the resource control function, there could be different scenarios.
One is the solution based on centralized resource control. In this scenarios the resource control is physically centralized in a function element and independent of  the elements which fulfil the data transport function in access network.

Also the resource control can be distributed in every network element. All the resource control function block in these network elements interact with each other to fulfil the unified access resource control.

When the above two scenarios are integrated in one access QoS solution, we could call it hybrid resource control.
According to the technology of access aggregation used in the access network, there could be several implementation schemes which have been discussed or completed in DSLF, MEF, 3GPP, and etc. 

Note: The TR59 and WT101 from DSLF provide a solution for ATM based IP access network and a solution for Ethernet based IP access network. The TR.123.qos is also a good starting.
8.3 Requirements for functional elements in access networks
8.3.1 Requirements for Access Node Functionality
· Multi-user, multi-destination support 
· L2 service differentiation
· Classification, queuing, scheduling and shaping of IP flows

· Marking/Re-marking capabilities

· Congestion avoidance

· Management interface

· QoS mapping between CPN and access network

· QoS mechanism specific to particular physical access

· OAM

· … …

8.3.2 Requirements for Intermediate Device Functionality
Just more like AN except QoS mechanism specific to particular physical access.

8.3.3 Requirements for Edge Gateway Functionality
· IP routing between the CPN and the Core Network

· Multi-user, multi-destination support 
· QoS mechanisms such Diffserv, RSVP and TE
· Dynamic MTU negotiation

· Packet segmentation based on traffic/queue type 

· Classification, queuing, scheduling and shaping of IP flows

· Marking/Re-marking capabilities

· Congestion avoidance

· Management interface

· QoS mapping between Core network and access network

· Access authentication

· MPLS

· OAM

· … …

 Requirements for Routing Gateway Functionality
· IP routing between the CPN and the Core Network

· Multi-user, multi-destination support 
· QoS mechanisms such Diffserv, RSVP and TE
· Dynamic MTU negotiation

· Packet segmentation based on traffic/queue type 

· Classification, queuing, scheduling and shaping of IP flows

· Marking/Re-marking capabilities

· Congestion avoidance

· Management interface

· Capability for resource/service request

· QoS mapping between CPN and access network

· OAM

· … …

… …
Ed. Note Relevant new sections will be added as necessitated by the general architecture.

Control and Management 

8.4 Requirements for an Edge Device Functionality
8.5 …
9. Interface Requirements

10. Other considerations
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